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Preface

This guide provides information required for the operation and maintenance of Computron systems. The
System Administrator’s Guide is intended for use by the individual appointed as the system administrator
for Computron applications. It is expected that this individual has experience with the Unix operating
system. It does not assume extensive knowledge of Computron applications (e.g., General Ledger,
Accounts Payable, etc.).

Prerequisites

The main prerequisite for using this manual effectively is that you have some hands-on familiarity with
your Unix console, as well as a basic working knowledge of your Unix Server environment. In addition,
the User’s Guide for WEBdesk is highly recommended if you have no previous experience with
Computron software or Computron’s graphical WEBdesk presentation.

The User’s Guide for WEBdesk for (for the Java based presentation or the Visual Basic® programming
system presentation) documents the basic features shared by all Computron systems. For example, it
outlines the basic types of windows that display in Computron functions and explains how to proceed
from one window to the next. Other areas of discussion include:

¢ How to access dialog boxes, toolbar functions, menus, panels, etc.;
¢ The standard types of functions used to maintain system files and conduct inquiries;

¢ The Universal Line Method — a unique Computron feature, allowing for easy entry and
manipulation of large volumes of data.

Organization of the Guide

The System Administrator’s Guide provides information required for the day-to-day maintenance of
Computron systems. This guide consists of six chapters. These chapters are primarily intended for use as
reference material and consequently need not be read in any particular order. When you require
information about a particular topic, turn directly to the section relating to that topic.

Revised 12/08
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Chapter 1, Universal Utilities

This chapter provides detailed descriptions of the functions found on the standard Universal Utilities
menu.

Chapter 2, Security Subsystem

This chapter provides an overview of the Computron security subsystem available in each application
system. In addition, detailed descriptions of each function used to establish the operating parameters for
the security subsystem are included.

Chapter 3, Job Processor

This chapter details the operation of the Job Processor module; used to proceduralize the running of
Computron/non-Computron functions. For example, the Job Processor module is used to proceduralize
report generation.

Chapter 4, System Tools

This chapter provides detailed explanations of various Computron system tools, including: Vutil —an
indexed file utility; Program Report List; Clear Print Pass File and Clear Hold List Entries.

Chapter 5, Computron Service Administration

This chapter provides detailed explanations for administering and monitoring Computron services
running under Unix, from within the Computron Server Admin Tool.

Chapter 6, Relational Database

This chapter provides detailed explanations of the Computron Database Utilities and of various
troubleshooting steps.

The chapters are divided into sections, one section for each function. Each section is, in turn, subdivided
into the following possible subsections (as appropriate for the material):

Introduction
This is a brief overview of the function, its purpose and operation.

Window Description

Contains detailed field descriptions for each function. The following information is supplied
for modifiable fields:

+ definition — how does what you enter affects the operation of the system
¢ possible field values — what to enter

¢ impact on other parameters

+ other fields/parameters that have an impact on entries made in the field

+ defaults — values displayed automatically by the system

ii Revised 12/08
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+ validation — the system checks.

In the System Administrator’s Guide, fields that are “Q-Markable” are indicated by placing
the Q-">* symbol beside the field name definition. The Q-"=* facility gives you the ability to
view and select from a list of valid codes for the field. Illustrations of the function windows
are also included.

Additional Considerations
This refers you to other functions in the application being utilized and to other sources of

information that relate to the specific task at hand. It also highlights special points that you
need to consider while working with the function.

Report Description
This subsection appears only for those functions that generate reports as output. A sample of
the report is included in this section and, where appropriate, a legend that can help you
interpret the report contents is also included.

Sample Applications
Detailed sample applications are included for many functions, which can help to guide you in
the development of your own applications of the function. Generally, this section describes
some of the most common uses of the function.

Error Messages
Finally, this is a list of error messages, which are printed on output reports (where such
reports are produced), is included. This subsection also contains a description of the
conditions that would cause the error to occur, as well as corrective actions that you can take.

Depending upon the installation, several appendices may be included in the System Administrator’s
Guide. Appendices address subjects that apply to more than one function or serve as general background
information.

Soft Technology

All Computron systems include the capability to tailor windows and reports without the need to develop
customized software. This capability has been developed in order to tailor the system to a specific client
needs. Soft technology includes the ability to:

¢ tailor prompts, error messages, and report formats

change the order of fields within an entry window

suppress fields

set default values for fields

maintain multiple versions of the same entry windows (e.g., one version in English and
one version in French) within the same installation

¢ allow you to proceduralize functions

¢ restrict access to specific fields

¢ restrict access to operating modes.

* & o o

In the AUI environment, the terminology and layout of fields or windows (or forms) may be tailored via
the Visual Basic Forms Editor. Modifications to report formats as well as global terminology changes are
accomplished via Soft Screen Maintenance.

Revised 12/08 iii
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All menus, windows and reports illustrated in this manual are considered “standard” for Computron’s
systems. The field names used may not be the same as those appearing on your windows if your
installation has incorporated the use of the Soft Technology utilities -Visual Basic Forms Editor and Soft
Screen Maintenance.

Soft Technology utilities are not documented in the System Administrator’s Guide. The Visual Basic
Forms Editor is documented in the Forms Editor User’s Guide featuring the Visual Basic Programming

System; and Soft Screen Maintenance is documented in the Soft Screens User’s Guide.

< Note: Soft Screen Maintenance may be included in the Universal Utilities menu for some

installations.

Menus and Windows

System Administrator Standard Menus

The Computron Desktop is a powerful navigation tool that helps you to swiftly locate specific programs
within application systems and then launch them with a click of your mouse. It also allows you to click-

and-drag frequently used programs onto an Alias panel for quick launches.

The left portion of the Navigator panel shows groups and hierarchies of programs within menus
(illustrated as file folders). Within each application system, individual programs (which perform specific
accounting or support functions) are organized into their hierarchy of menus and submenus, as illustrated

here:

## Computron VBAUI Desktop
Fie Options Help

|

[ General Ledger
+ [ Svstem Parameters
*- £ Posting Account Stucture
] Posting Account Maintenance
#-F Transaction Parameters
#-[ Transaction Processing
#-F] Memos and Budgets
[ Generated Transactions
[ EDE - Enhanced Data Enty
+- [ Power Report Witer
[ Tiial Balance & Ledger Rpts
+ £ GEMEX - External Interfaces
+ [ Relationships
+ E] System Admiristratar
[ Encumbrance Processing
£ Business Analytics

HE
ErASHLE g BB uBAXKATRE g

General Ledger

D System Parameters

D Posting Account Stucture
D Posting Account Maintenance
D Transaction Parameters
D Transaction Processing
D Memos and Budgets
D Generated Transactions
D EDE - Enhanced Data Enty
D Power Report Witsr

D Trial Balancs & Ledger Fipts
D GEMEX - External Interfaces
D Relationships

D System Administrator
D Encumbrance Pracessing
D Business Analptics

Ready

EEF<10G 10.0 Release

General Ledger Main Menu

For example, most table maintenance functions are performed through programs—an online transaction
entry is a program. Normally, similar programs (such as all transaction entry functions for an application
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system) are grouped together. A list of available programs and their functions is available in the operation
guide for each system.

There are several browsing methods you can use to locate the desired program:

*

*

Clicking a menu folder to display its contents in the Navigator list box.

Clicking the plus symbol (+) next to a folder to display its submenus (if any) beneath; then
clicking the submenu to display its contents in the Navigator list box. (Appears only with

folders that contain submenus.)

Clicking the minus symbol (=) next to a menu folder to hide its submenus; appears only

when submenus are already displayed.

For detailed instructions on using the Computron Desktop, please refer to Chapter 2, “The Computron
Desktop,” in the User’s Introduction Guide for AUI (featuring the Visual Basic programming system).

The Computron user is granted access to various application functions, depending upon the controls
established for the organization. However, access to the following menus is normally granted only to
high-level application users, the system administrator and the database administrator:

O

EXIT

|

#4 Computron VBAUI Desktop
Fie Options Help

A SFHYLYE g BB WRAXKATRE g

= Universal Utilties
[ MAF Maintenance

#1 3 System Utities Menu
B EPICin LYV

EEX

Universal tiliies

Menu File Print
7
Data Base Map Maintenance

MaF Maintenance

Global Yarisblz Maintenance

NENEINE N

]
=
i

Globalariable Ing/List

Soft Screen Maintenance

Fiestart Recavery

Lo

% Print Audit File
=
D EFICin UV

Ready

EEF<10G 10.0 Release

Universal Utilities Menu
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¥ Computron VBAUI Desktop (=13
File Options  Help
> e +—0
CEN=h v 1R e A K 2 i E
T ASHAE g # UAT| g L 2 (=]
| F General Ledger System Administiator
+ [ System Parameters
+- £ Posting Account Shucture .
D) Posing Acoount Mantanance . Gilobal Environment Mairt /List
#-[0 Transaction Parameters
2 B3 Tirescion Posouing Bl odas Ak
+ [ Memos and Budgets
[ Generated Transactions @ Ounership Code Maintenance
[0 EDE - Enhanced Data Entiy
+ £ Power Report Wiiter INUIRE Oyunership Cade Ing/List
£ Trial Balance & Ledger Rpts ﬂ
+- £ BENEX - Extemal Interfaces @ User Profile Maintenance
"‘W;”‘E User Prafile Ing/List
@ Joumal Security by Lser
"‘W?“‘E Jil Secur. by User Ing/List
@ Marual Maintenance
. Transfer to Extract File
. Apply Extract to Data Base

% Account Data Verification Ript
o

D Universal Utilties

D EPICin GL

D Budget Cycle Management Cades

Ready EBF=10G 10.0 Release

General Ledger System Administrator Menu

The General Ledger System Administrator menu illustrates the types of functions allowed to you (the
system administrator) for an application system. The types of functions provided to you within the
application include purges, audit and productivity reports, maintenance of the global environment, as well
as functions that support the Security Subsystem.

These Security Subsystems functions are documented in each application system’s respective Operations
Guide with the exception of Security Subsystem functions — Ownership Code and User Profile.
Although these functions are defined at the application level, they are documented as a part of the overall
Security Subsystem, see Chapter 2, “Security Subsystems,” for additional information.

Window Types

In order to make our application systems as easy to use as possible, Computron features standardization
of windows wherever possible; the window type is one of these standards. Each Computron application
function window includes a type code, located in the lower right-hand corner of the window that specifies
the window function.

Even though Soft Technology features may be implemented (which can make your windows appear
different from the illustrations in this manual), the window type code that appears in the function window
always corresponds to the one in the illustration.

The following illustrations of each different window type include descriptions of the type of processing
performed by each.

Key Windows (KS)

A key is a unique identifier for a data record (e.g., a company number, account number, currency code,
etc.). Key windows are used to enter key information that the system uses to locate data records and, on
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some Key windows, to select processing operations (e.g., add, change, delete, copy). Anytime you want

to enter or change information for that data record, you must enter the key information on a Key window.

Key windows are designated by a window ID that starts with KS. They typically include the following

areas and tools:

¢ summary area
¢ dataentry area
¢ command buttons (to perform functions)

Data Base Map File Maintenance

File ©Options Tools  Help

e |76 ||k A
DB Map File Name: EBFX10G Library: [CSDBMAF  Wokme:  [DATA

Bt | add | Change | Frint

k50

KSO0 Window - Key Window

Global Yariables Maintenance

File ©Options Tools Help

e B[ % 4| A 20

Conpany: i} EI

Code: VL El
Copy Fram

Conpany:

Code:

Cancel Add | Change | Delete |

Copy

k51

KS1 Window - Key Window

Data Windows (DS)

Data windows are used to enter data into the system and are typically associated with maintenance
functions. Generally, this type of window is used for functions through which a small volume of data is

updated.

Normally, when multiple DS windows are required to complete a given entry, the windows are numbered

sequentially for identification purposes (e.g., DS1, DS2, etc.).

Revised 12/08
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Global Variables Maintenance

File ©ptions Tools Help

e | €| % 2|
General l
Company: a0t
Code: WOu

Global Y ariable Information

Global W ariable D escription:

Lazt Mumber Used: 50008
Start of Range: 1

End of Fange: | 999999395

Mext | Previous | ‘

DS

DS1 Window - Data Window

< Note: DS windows are sometimes displayed in inquiry functions to illustrate the window through
which the data was originally entered.

Universal Line Method Windows (UL)

Universal Line Method windows are used to enter large volumes of data for functions like Data Base Map
File Maintenance. This window allows you to enter multiple lines of data on a single window, speeding
up the data entry process. Usually, this type of window is used to enter data that is repetitive in nature
(e.g., Data Base Map records) and includes a small number of prompts (one or two lines).
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Data Base Map File Maintenance

File

Input

Tools

Help

RN

Log

Lib

ﬁummary] Items ]

Act Lib

Act ol

Lag File

At File

['\WORKMAP

|'\WORKMAP

[wRKEVOL |

Mative Location: [/EMTERPRISE A100ANAR AW ORKLIES AW ORKMAP

Logical Actual Actual Laogical Actual Mative -
Library Library WVolume File File Location =
walUDT CS5UTAUDT DATA Jenterprize/10gqa/data

ECTL EXEC fenterprizes/1 0galexec

LCTL EXEC Jenterprize/10qalerec

LEFIC EXEC Jenterprize/100a/exec

PANEAS 100 AP Jenterprize/10ga/erec/rdbmap/10gmaps
EMEMU EXEC fenterprizes/1 0galexec

EPROC ERUM EXEC fenterprize/100a/exec

LPROG ELOAD EXEC fenterprize/10galexec

ESCNI EXEC SCHIMAGE  SCHIMAGE  fenterprise/10galerec

@RDENAME  0AT0G QAT0E hid QA10G

riae nA1ne 22CIAD Jarbarniea s davan drdhman A e ane e

<

ULt

UL1 Window - Universal Line Method Window
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Selection Criteria Windows (SC)

Selection Criteria windows are used to select data for a report/inquiry or updating process. You can enter
a range of user ID’s, account numbers, companies, journals, etc., selecting them for additional processing.
For example, when you are generating a listing of posting accounts in the database, you may specify to
list only posting accounts for a range of departments.

& GLOBAL VARIABLES MAINTENANCE M =3
File Tools Help

e °E | fa | 0»

General I
Inguiry / Print Dptions
Select Run Optior: f* Screen " Foreground
[ Select Criteria
Selection
From Fange:
To Range: 2222222272

Continue | Cancel |

5C1

SC1 Window - Selection Criteria Window

Clicking Continue (or pressing Enter) either displays any additional selection windows (SC99) for the
function or immediately starts the selection process (e.g., report, inquiry, or update).
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Inquiry List Windows (IL)

Inquiry/List windows display data lists. For some functions, IL windows are display-only windows
(allowing you to view data without performing any processing). For other functions, you may be able to
select individual items on the windows for additional processing or inquiry.

= GLOBAL VARIABLE LOOKUP

File Tools Help

e | € || ¥ |58

Description (Last MHumber|Start of Range|End of Rara
CASH RCH  HL2 50008 1 99999999
EXSFILE HB2 S a0es 1 900¢

888 CRYST PB 1 1 900¢
688 APTBBATCH = TCA so008 1 9990000¢
888 APTBEXPH# TC1 so008 1 9990000¢
888 ARIFILESEQ TCA so008 1 9990000¢
888 ARSUSPITH = TEST so008 1 9990000¢
888 ASSET-HUH = FAD Sa888 1 9990900¢
888 ASSETHUHM ASSETHUH so008 1 9990000¢
888  AULFHDUWK HPG 58143 1 9990000¢
888  AULPHSUK DG2 so008 1 9990000¢
888 BATCHID# CTR s 082 1 9990000¢
888 BEHDRTEXTH# TCA so008 1 9990000¢
688 BITHMTEXT# = TCA so008 1 9990000¢
888 ENGTEXTH# TC1 so008 1 9990000¢
888  EXPEHSE# AMY 280888 1 9999999§v

S s T i — VT Y # T

L1

IL1 Window - Inquiry/List Window
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1.1 Overview: Setting Up Computron
Users

Computron requires Unix user accounts that create Computron processes to belong to a unique user group
(usually ctron). This section provides a high-level overview of the steps necessary to establish user
accounts for Computron software running in a Unix environment while using a relational database
management system (RDBMS). These instructions include the Unix command-line syntax used for the
generic SUN and HP-UX systems, as well as the special syntax required for the AIX system.

< Notes:

¢ AIX system administrators can also use the SMIT GUI interface to create Computron user
accounts.

¢ HP-UX system administrators can also use the SAM GUI interface to create Computron
user accounts.

Creating Unix User Accounts

Before installing Computron software onto the Unix server that will serve as your Computron application
server, you should follow these setup procedures:

1. A Computron group (usually ctron).
2. A Computron administrative user ID (usually ctronsys).
3. User accounts for all Computron application users in the Computron group.
4. Establish user account passwords.
5. Copy the user .profile files to the users’ home directories.
< Important! Before adding Computron user accounts, please note the following caveats:

¢ The Unix administrator must have root permissions when creating the Computron Unix
groups and accounts.

¢ Check with your local system administrator(s) to make sure that any established user/group
ID conventions and standards are followed. For example, it may be preferable for
Computron user/group IDs to be set up in a specific range of values.

¢ If NIS (Network Information Service) is being used to manage the password file across the
network, only personnel who are familiar with the established security conventions should
be allowed to add the necessary Computron user and group IDs.
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Step 1: Create the Computron Group
First, you should establish a Computron group (usually ctron).
Generic Unix:
1. On the command line, use the following syntax:
groupadd [-g <gid> [-o0]] <group>
Example: a typical command line would appear as follows:
groupadd -g 202 ctron
2. This command creates a ctron::202: entry in the /etc/group directory.
Special AIX:
1. Onthe command line, use the following syntax:
mkgroup [-a] [-A] “attr=value” .. newgroup
< Note: For attr command explanations, refer to the online Unix man pages.

Example: a typical command line would appear as follows:

mkgroup 1d=202 ctron

2. This command creates a ctron:!:202: entry in the /etc/group directory.

Step 2: Add the Computron Administrator Account
Next, add the Computron administrative account (usually ctronsys) to the ctron group.
Generic Unix:

On the command line, use the following syntax:

useradd [-u <uid>] [-0]1]1 [-g <group>] [-G <group> [<group..>]]
[-d <dirs>]

Example: a typical command line would appear as follows:

useradd -u 203 -g 202 —d /export/home/ctronsys -s /bin/ksh -m -
c “Computron Administrator” ctronsys

1.1-2 Revised 12/08
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Special AlX:
On the command line, use the following syntax:
mkuser [-a] “attr=value” .. newuser

Example: a typical command line would appear as follows:

mkuser 1d=203 pgrp=ctron home=/home/ctronsys shell=/bin/ksh
gecos="Computron Administrator’ ctronsys

< Note: For attr command explanations, refer to the online Unix man pages.

Step 3: Add the Computron User IDs

Next, add the Computron application user accounts to the ctron group.
Generic Unix:

On the command line, use the following syntax:

useradd [-u <uid>] [-0]] [-g9 <group>] [-G <group>
[<group.>]] [-d <dirs>]

Example: a typical command line would appear as follows:

useradd -u 203 -g 202 —d /export/home/jrd -s /bin/ksh -m
-c  “John Doe” jrd

AlX:
On the command line, use the following syntax:
mkuser [-a] “attr=value” .. newuser

Example: a typical command line would appear as follows:

mkuser 1d=203 pgrp=ctron home=/home/jrd shell=/bin/ksh
gecos="John Doe” jrd

& Note: For attr command explanations, refer to the online Unix man pages.

Step 4. Establish Account Passwords
Generic Unix:

After creating each user account, assign the account password, as follows:

passwd jrd

You are then prompted to enter a password for the account. We recommend assigning the user a generic
password and then allowing them to change it when they log in initially.
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AlX:

After creating each user account, assign the account password, as follows:

passwd jrd

You are then prompted to enter a password for the account. On AlX, when root changes the user
password, the password is pre-expired, which forces the user to change the password at the next login.

Step 5: Copy User .profile Files

To assist System Administrators when setting up Unix user accounts for Computron users, Computron
supplies a sample .profile file (/.../profiles/users [where /... represents the directory name of the file
system where the Computron software resides]) for general Computron users. When copied to the .profile
file, in the user’s home directory, this file initializes the Computron environment for the user upon login
and automatically starts the application software. Additionally, Computron supplies a sample .profile file
(.../profiles/ctronsys) for the Computron Administrator, ctronsys. When this file is copied to the home
directory of the user ctronsys, the Computron environment is initialized and the user ctronsys is placed
at a Unix shell prompt upon log in.
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Add Users to the RDBMS

For Unix/RDBMS implementations (Oracle, Sybase, and Informix), the database administrator should
now add user IDs and passwords for the Computron users that will access the database, including the
Computron system administrator 1D (ctronsys).

Once your users have been added, you can assign database permissions, making sure to grant table owner
privileges to the ctronsys DB ID.

& Note: Please refer to your RDBMS documentation for instructions on establishing user IDs and
assigning database permissions. For detailed instructions on establishing a relational database
environment for Computron software, refer to Computron’s Database Configuration Instructions
for your RDBMS.

Add Users to the Computron User File

Before adding users with the Computron system, you should make sure that Computron’s Client/Server
software has been installed and correctly configured on the Unix server.

Install the Computron Software

For detailed instructions of installing Computron software, refer to the Computron Installation
Instructions for UNIX/RDBMS.

Initialize the Server for WEBdesk Client

For detailed instructions of installing Computron software, refer to the Computron Installation
Instructions for WEBdesk.

User File Maintenance

Computron user IDs are added to the Computron User file (USERFIL3) via the User File Maintenance
function, which is located on the System Utilities menu. Computron’s User file contains one record for
each user permitted access to the Computron applications.

The User file is designed to complement the Unix Password file, which is part of the Unix system
security. The Unix Password file indicates the valid user accounts that can log onto the Unix system.
Computron’s User file, in turn, indicates which of those individuals in the Unix Password file can access
Computron functions. Because the files are related in this manner — the User file maps the Unix user
account name to Computron’s user 1D

Detailed instructions on establishing and maintaining users in the Computron User file are located in
Section 1.2, “User File Maintenance,” later in this chapter
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1.2 User File Maintenance

Introduction to User File Maintenance

The User File Maintenance function allows you to establish and maintain records in the User file.
Computron’s User file contains one record for each user permitted access to the Computron applications.
The User file is designed to complement the Unix Password file, which is part of Unix system security.
The Unix Password file indicates who can log onto the Unix system. Computron’s User file, in turn,
indicates which of those individuals in the Unix Password file can access Computron functions. Because
the files are related in this manner — the User file maps the Unix user account name to Computron’s user
ID; Computron recommends that the first three characters of a Unix user account name be unique, since
the Computron user ID is dependent upon Unix system security.

< Note: If a user without a User file record attempts to log on to Computron, the following message
displays: “Invalid User ID or Password. Please try again.”

The User file serves as the source of authentication for both Computron applications and the relational
database accessed via the Computron applications. Additionally, Computron’s User file contains security
parameters for each Computron user. These parameters, used in conjunction with other components of the
security subsystem (menus, security profiles and screen images), establish user access privileges
throughout the Computron applications.

& Important! Relational database installations require a special Computron user record, &&A, for
every owner of Computron tables. This record is used to connect to the database when either creating
Computron tables or their stored procedures. Without it, various errors can occur within the
Computron applications. For detailed instructions on adding the &&A user record, see “Special
Database User ID Records,” at the end of this section.

Revised 12/08 1.2-1



0.

8o
System Administrator's Guide - Unix Cﬂmi:lutrﬂn

User File Maintenance

User Security Maintenance Window (KS1)

The User

Security Maintenance Window (KS1) is the first window to display in User File Maintenance.

This window prompts for default information to assign to User file records.

User. Security Maintenance E| @| g|

File ©Options Taools Help

B E a0

Uzer Filz Specifications

File Mame: IJSERFIL3

Library: CTROM

Yalure: IPLWOL
User kew | [Blank. for &)
[ Duplicate Computran 1Dz
Camputran User 1D: |PSE [Blank for All)
Default DB Map

File Mame:

Library: CSDEMAR

Walume:

Continue | Cancel | LConvert DB Map
KS1M

User Security Maintenance Window (KS1)

File Name

Library

Volume

This is the name of Computron’s User file, USERFIL3. This field is non-modifiable.

This is the directory where the User file resides.
Default: CTRON _

The file, USERFILS3, resides in the Unix directory, \...\exec\_ctron_ (where \. ..
represents the directory name where the Computron software resides); thus, the library,
_CTRON_, represents the directory _ctron_.

This is the six character logical name that defines the directory where the selected library
resides.

Default: IPLVOL

Since the file, USERFIL3, resides in the Unix directory, \...\exec\_ctron_ (where
\... represents the directory name where the Computron software resides), and the library,
_CTRON_ represents the directory _ctron_, any volume defined in Computron’s LGMAP as
the path \. . .\exec can be entered as the volume.

1.2-2
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@ Note: Computron releases an LGMAP file (in the
\. . \exec\_ctron_\wisp\config directory on the server) that contains the
following entry:

IPLVOL\. . .\exec\_ctron \userfil3
See Appendix C, “LGMAP File,” for additional information.

User Key

This is the Unix user account name of the record to maintain. Enter a specific user key to
maintain the corresponding record or leave the field blank to maintain all of the records in the
User file (i.e., to maintain multiple users).

Duplicate Computron IDs

This indicates whether multiple records can be generated in the User file for the same
Computron ID. For example, all data entry clerks for the Accounts Payable department can
be established with the same Computron ID. Valid options are:

M Duplicate Computron ID’s are allowed.

O Duplicate Computron ID’s are not allowed.
Default: O

< Note for RDBMS Installations: This check box must be selected when adding the
special &&A user record for every owner of Computron tables. For detailed
instructions on adding the &&A user record, see “Special Database User ID Records,”
at the end of this section.

Computron User ID

This is the Computron user ID of the record to maintain. Enter a Computron user ID to
maintain a specific record or leave the field blank to maintain all of the records in the User
file, i.e., to maintain multiple users. The User file record can be maintained by the Computron
user ID or the user key.

Default: The current user’s Computron ID.

The following Default DB Map fields are commonly used when adding a large number of records to the
User file. The values in these fields supply defaults for the subsequent group of IDs added via the User
Logon Security Maintenance Window (UL1).

File Name

This is the name of a Database Map file that serves as the default Database Map file for any
records subsequently added to the User file. The database map identifies the location of data
for the Computron applications.

Library
This is the directory that contains the current database map. This directory serves as the
default Database Map library for any records subsequently added to the User file. Computron
conventionally stores all Database Map files in the directory — CSDBMAP.

Volume
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This is a six-character logical name that defines the location of the directory where the
database map resides. This volume serves as the default Database Map volume for any
records subsequently added to the User file.

< Note: Normally in relational database implementations, Computron systems are
installed with the database map on the same volume as any parameter data files, so that
it is not necessary to specify the volume in the database map for files/libraries on the
same volume as the Database Map file

Table 1.1-1

User Security Maintenance Window (KS1) Options

Button Description

Continue | Proceed to the User Logon Security Maintenance
Window (UL1) where User file records are created,
modified, and deleted.

Cancel | Exit User File Maintenance.

Convert DB Map | Proceed to the User Security Maintenance Window
(KS2) where one or more of the components of the
database map location (e.g., Name\Library\Volume) can
be changed for a specific record or for all records in the
User file.

Note: To process all records in the User file, leave the
User ID field on the User Security Maintenance Window
(KS1) blank.

Enter the appropriate information on the User Security Maintenance Window (KS1) and then click
Continue to display the User Logon Security Maintenance Window (UL1).
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User Logon Security Maintenance Window (UL1)

The User Logon Security Maintenance Window (UL1) allows you to process specific records in the User
file on a user-by-user basis.

User Logon Security Maintenance

File Input Tools Help
e | 8| % e[ A %t | # [53]9 &

Detail lgummary l [tems l

Computron 1D:1PSE DB File: EEF=10G  RDE ID: *OWREr

User Key: [pse DB Libramny: CSDEMAP  RDB Pazsword:

User Mame:  [Pat Eckart DB Volurme: DATA User Meru:

Status: [ Auto Logoff Time: r Companies Corp Sw
Print Mode— Prnt Class [&-2): [2 Group: TB e Allovaed N
= . ) . ; ™ Dizallowed v
+ Hold Printer Mumber: Security Level (0-9): [ ey ol
:_ g?‘uﬁrﬂa Ege Size Adder: Operator Level (0-9); [9 — 1 1 X
" Keep

Surogate |D;

Guest Password, | Def Corp:
Last logged in: Tirne; :
Firzt logged in:

Usger|Uszer|User Default | Default Default|RDE | Sta)| Oper| Sec|Prit |Prt | Page| Pit |06

ID |Key |Mame DB kap |DB Librar |DB Yol |1d tus | Lev | Lev|Cla|Mode| Size | Mum{lnt

PS ‘pz PegSamu:CITEEDS CSDEMAP DATA 9. 9.4 H Y

: ‘Pat Eckart: EBP<10G: CSDBMAP:DATA i 9 H i

PT ‘pt  Paula Timi: EBPXOR CSDBMAP DATA ownerS 9. 9.4 H M

(A1 gal ‘UK 1 CTCTACQ: CSODEMAP: DATA : “owner 9. 9.4 H 3N

(A2 ga2 UK 2 FIMALID (CSDEMAP:DATA :“owner g 9.4 H 3N

Na3aa? K 3 FIMA AN CSHRMAP TIATS  Srauner 9 94 H R h

< »

User Logon Security Maintenance Window (UL1)

Computron ID
The Computron ID of the user. This field can be modified only when adding a record.

User Key

The Unix user account name of the user. This field can be modified only when adding a
record.

< Important! Relational database installations require a special Computron user record,
&&A, for every owner of Computron tables. For example, the ctronsys ID would have a
record named, &&ACTR. This record is used to connect to the database when creating
Computron tables or their stored procedures. Without it, various errors may occur
within the Computron applications. For detailed instructions on establishing the &&A
user record, refer to Computron’s Database Administrator’s Guide.
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User Name

This is the name of the user. This name, which can be up to twenty-four alphanumeric
characters, is displayed in the top left-hand corner of the menu screens used by Computron’s
character cell presentation and on the desktop presentation.

< Note: Computron recommends that you do not use special characters in this name
except where indicated for special users. Single quotes, double quotes, etc. can create
errors when running scripts.

Status

To help you keep track of the entries made on this window, this field indicates the status of
the user record during this session. This non-modifiable field is automatically updated by the
system. Valid options are:

A — Added.

C — Changed.

D — Deleted.

When you click the Process/Save button, the indicated status takes effect.

Example: A user record added during a session displays the letter A in this field.
Auto Logoff Time

This field sets the default value for WEBdesk Preference’s Auto Logoff Timeout in Minutes
field. The WEBdesk auto-logoff requires you to re-authenticate your access to the system but
does not kill any currently running processes.

Refresh Menu Cache

This is a security feature that indicates whether a user’s local menu cache is automatically
updated by the server upon logging onto the Desktop. This option overrides the Get New
Menus Direct preference setting in the ctc.ini file on the PC.

O Do not update the local menu cache upon logging onto the Desktop.

M Always update the local menu cache upon logging onto the Desktop.

Default: O
DB File

This is the name of the user’s default Database Map file. The database map identifies the
location of application data. If adding a record, the entry in the default DB Map File Name
field on the previous window appears as a modifiable default in this field.

DB Library

This is the directory that contains the current database map. Computron conventionally stores
all Database Map files in the directory — CSDBMAP. If adding a record, the entry in the
Default DB Map Library field on the previous window appears as a modifiable default in this
field. If left blank, the system assumes the input values from usage constants at run time.

DB Volume
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This is a six-character logical name that defines the location of the directory where the
database map resides. If adding a record, the entry in the Default Database Map Volume field
on the previous window appears as a modifiable default in this field.

& Notes:

Normally, Computron systems are installed with the database map on the same volume as
the parameter data files.

The database map location entered here is displayed at the top of the menu screens used
by Computron’s character cell and XML Web presentations and at the bottom of the
menu windows in VBAUI and Java Web presentations.

The default database map location is only a default. Depending on the value of the Corp field
(later), the user may be granted access to the change database map option.

The following DB ID and Password fields are used to log the Computron user onto the relational
database. Depending on the values entered in these fields, the user is either logged directly into the
relational database or is prompted to enter required authentication information.

DB ID
The relational database logon ID for the Computron user.

@ Note: An interactive value — *PROMPT can be entered in this field. An interactive
value causes the system to prompt the Computron user for information required to
connect to the relational database; upon initiating a Computron function that requires
access to the relational database. The value *PROMPT, causes the system to prompt the
user to enter an ID to log onto the relational database.

& Note: The value — *OWNER placed in the DB-ID field forces the system to read the
&&A record in the User file in order to determine the DB-ID and Password. By using
this feature, when it is necessary to change the password for the database schema it only
needs to be changed in one place, not in every individual user record. The &&A record
contains the name of the relational database table owner in the Database 1D field and
the owner’s database password in the DB Password field.

Password

This field is used in conjunction with the DB ID field to log the user onto the relational
database. Enter either the password that corresponds to the user’s DB ID or an interactive
value, as described here. Once the user record is saved, the password is encrypted for storage.
Interactive values cause the system to prompt the user for information required to log onto the
relational database when initiating a Computron function that requires access to the relational
database. Valid interactive entries are:

*PROMPT - This value causes the system to prompt the user for the appropriate relational
database password.

*NOID — This value causes the system to prompt the user to enter the relational database
password that corresponds to the DB ID entered in the Computron User file; the user’s DB
ID, however, is not displayed on the window.

*SHOWID — This value causes the system to display the user’s DB ID as entered in the
Computron User file and to prompt the user to enter the corresponding relational database
password.
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User Menu

For more information about printing, refer to Appendix A, “Printer Set Up.”

Print Mode

Print Class

Printer Number

Page Size Adder

Message Interface

Group

This is the name of the menu file to display for this user upon logging onto the Computron
application software. Any menu can be displayed to a user upon logging on, provided the
menu file resides in the library, CIUVMENU. Specifying an initial menu for a user enables
you to restrict the user’s access to only those functions that are available from the initial
menu. When left blank, the initial menu displayed to the user upon logging on is the menu
file START.

This field is determines the mode of printing.

This field determines the print class.

This field is determines the printer number.

This field is the number of additional lines added to a report to change the paper format, e.g.,
A4 size paper.

This field determines whether the user can send messages via the Unix system.

This field is used to assign users a group code. When groups are used, group level security
can be implemented for menus and windows where Computron’s AUl Forms Editor (Visual
Basic) is in use. This type of security enables you to allow/disallow group access to menu
options and windows.

Security Level

This is the user’s security level. The user’s assigned security level controls access to
Computron applications at the menu level.

This field, which can contain a number from 0 to 9, determines whether a user can access a
menu selection. If the security level of a menu selection is greater than the security level of a
particular user, the function is inaccessible to that user. In fact, it does not even display as an
option on that user’s menu.

@ Note: Security levels for menu selections are assigned via Computron’s Menu File
Maintenance function. See Section 1.4, “Menu File Maintenance,” for additional
information.

Example: Consider the Global Environment Maintenance function in Computron’s General
Ledger system. This function allows the user to establish corporate-wide parameters that
direct all processing within the system. Because of the supervisory nature of this function,
only a few individuals are to be allowed to access it. Suppose the function had been assigned
a Security Level of nine in Menu File Maintenance. To make it inaccessible to most General
Ledger users, assign the user a security level lower than nine.

1.2-8
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Operator Level

This is the user’s operator level. Operator level is a security feature designed to be used in
conjunction with Computron functions. This field, which can contain a number from 0 to 9,
indicates the level of access that the user has to specific buttons and individual fields on
windows. The user’s operator level is compared to the operator level of the buttons and data
entry fields at run time. A button or data entry field is inaccessible to the user if its operator
level is greater than the user’s operator level.

< Note: Operator levels are assigned to buttons and data entry fields on windows via AUI
Forms Editor (Visual Basic).

Example: Suppose you want to restrict a user from deleting records in the Vendor
Maintenance function of the Accounts Payable system. Assign the Delete button an operator
level value higher than operator level of the user.

Companies

This field is used in conjunction with the company array fields (see later), this field indicates
whether the user is allowed/disallowed access to the company list. This field is used if either
the N or X option has been selected for the Corp field. Valid options are:

Allowed — The user is allowed to access only those companies entered in the company array
fields.

Disallowed — The user is not allowed to access those companies entered in the company array
fields.

N/A — The user is allowed access to all companies.
Default: N/A

unlabeled 9-field company array

These fields are used in conjunction with the Companies field. The companies listed in this
array are either allowed or disallowed for this user. Up to nine companies can be specified.

Def Comp

Corp Sw

This is the company number to be used as the user’s default value for all prompts requesting a
company number in Computron applications. When the default value is displayed, the user
can either accept the default as established in this field or override it by entering a new
company number or selecting the Change Company option.

& Note: The user can override this default value. The User Default Change Window
allows the user to enter a new value in the Default Company Number field. This new
value is effective until the user logs off the system or changes it again. The advantage
of the default is that it speeds up data entry.

Example: Suppose company 300 is entered in this field. When the user accesses the Voucher
Entry function, the system begins processing for company 300.

This field offers two additional levels of security. A user can be restricted from:

+ Printing corporate reports; that is, reports spanning multiple companies as defined in the
user’s (Computron) financial system. Therefore, the user can run reports only for

Revised 12/08
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individual companies, rather than all companies (including corporate reports). This option
is commonly coupled with the Companies field (see earlier).

¢ Accessing the Change Database Map window to switch Database Map files. The Change
Database Map window is accessed by selecting the toolbar button.

Surrogate ID

Valid options are:

Option Corp Reports Allowed Allow Access to DB Map
N No No
Y Yes No
u Yes Yes
X No Yes

Guest Password

These fields represent credentials which identify the operating system account under which
Financials processes are run. A given user may log in as a Guest, which means that he or she
has his/her user context shifted to the ID defined in the Surrogate 1D and Guest Password

fields.

The Surrogate 1D and Guest Password fields are also used as part of the Computron LDAP

authentication mechanism.

Choose a maintenance option (Add, Change, Delete, Insert, Change Many, Process/Save and Exit) as

appropriate.

Toolbar Options — User Logon Security Maintenance Window (DS1)

Table 1.1-2

Button

Function

Description

e

Exit

Return to the User Security Maintenance Window
(KS1) without saving any of the entries made.

Add

Add a user record. This option presents the user
currently highlighted in the list as a starting point for
the new user. Once the new user’s fields are updated,

click the Save icon.

Change

Change a user record. Highlight the line to change and
then click the Change button. Once the changes are
complete, click the Save icon.

[
&l
&

Delete

Delete a user record. Highlight the record to delete and
click the Delete button. Once the delete is confirmed,

click the Save icon.

1.2-10
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Table 1.1-2
Toolbar Options — User Logon Security Maintenance Window (DS1)

Button Function Description

M Insert Insert a user record. Highlight the record above which

you wish to insert the new user record and click the
Insert button. Note: Users are displayed alphabetically
by User Name.

|£ Process/Save Save the User file with all of the entries you made
during this session.
o Change Many Change many user records. Highlight the first record to

change and click the Change Many button. When the
first record is completed, the next record is displayed
in a modifiable format, allowing you to make changes,
etc. Once the changes are complete, click the Save
icon.

User Security Maintenance Window (KS2)

The User Security Maintenance Window (KS2) displays when you click the Convert DB Map button.
This window allows you to change the Database Map file location for all of the records in the User file.
This is a particularly useful feature because it allows the user to make global changes to the User file,
without having to access individual records.

Example: Suppose all Computron users initially point to a test database. When the system goes live, you
can automatically switch all users to the live database at this window.

Liser, Security Maintenance g@@

File Tools Help

e[| €|

From DB Map File; [*====* =All] | s | To DE Map File:
From DB Map Library: [ Ta DE Map Library:
From DB Map YWolume: | To DE Map Yolume:

Continue | Cancel |

k52

User Security Maintenance Window (KS2)

The database map location is identified by three components — File, Library and VVolume. The
conversion feature allows you to modify any one of these components (e.g., File, Library or Volume) as
necessary to identify the new Database Map file.

For each component of the database map location, this window prompts you for the original (from) value,
and new (to) value to replace the original. Simply enter values in the appropriate From and To fields and

Revised 12/08 1.2-11
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click the Continue button. The system proceeds to the Universal Line Method Window (UL1) where you
can review the changes.

& Warning! Because all matching records in the User file are changed, you should double-check the
existing user records before making a group change.

Example: Suppose you want to change the database map volume from TSTVOL to DATVOL. After
entering this change on the conversion window (KS2) and processing the Universal Line Method
Window (UL1), the User file is updated for all records. All of the records with a volume of TSTVOL are
assigned a volume of DATVOL, regardless of their Database Map file and library entries.

The safest way to use this feature is to identify the From DB Map, Library and Volume (e.g.,
WHMAPSV, CIGLDEMO, TSTVOL) and the To DB Map, Library and Volume (WHMAPSV,
CIGLLIVE, DATVOL). Thus, only those pointers to CIGLDEMO are updated to CIGLLIVE.

< Note: To avoid any data corruption, ensure no users are processing using the From DB Map file at
the time of the change.

See Section 1.6, “Database Map Maintenance,” for additional information.

Special Database User ID Records

This section discusses the special User file requirements for RDBMS implementations.

The &&A User Record

All RDBMS installations require a unique Computron user record, &&A, for each user that is an owner of
Computron tables. Commonly referred to as amper-amper-A, the &&A record is used to connect to the
database when either creating Computron tables or their stored procedures. Without it, various errors may
occur within the Computron applications.

Before you begin, please note the following guidelines:

+ The Allow Duplicates check box on the User Security Window (KS1) must be selected in
order to create an &&A record for each user that is an owner of Computron tables.

+ You cannot create duplicate &&A records for the same table owners (e.g., tables owners
with the same ID on two different database servers). This is because the User File on the
Computron application server always uses the first &&A record that it finds.

+ Table owners must have a security level of 9 in order to run Computron’s database utilities
(e.g., csunload_data).

1.2-12 Revised 12/08
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The following steps demonstrate how to add the &&A user record for a table owner:

1. On User Security Window (KS1), select the Duplicate Computron IDs check box and enter &&A
in the Computron User ID field.

User. Security Maintenance

File Options Tools  Help

e °E|TR| 2

zer File 5pecifications

File Harne: IJSERFIL3
Library: CTROM
Yalure: IFLWOL
Uszer kew: | [Blank for &)
v Duplicate Computran |0E
Computron User 10: | &k [Elank. for All]
Default DB Map
File Mame:
Library: CSDEMAR
Walurne:

B=1E3

Cantirue | Cancel | LCorrvert DB Map

ES1M

User Security Maintenance Window (KS1)
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2. Click Continue to proceed to the User Logon Security Maintenance Window (UL1).

User, Logon Security Maintenance m@@

File Input Tools Help

SRR I A=

Detal| Summary | ttems |

Computron 10: 1 &8&a DB File: EBFx10G  RDE ID: nalle

User Key: [tE0alle DB Library: CSDEMAP  RDE Pazzward:

User Mame:;  |EBF OA Oracle 10g DB Yolurne: DATA | zer Meru:

Status: [ Auto Logaff Time: r Companigs Corp Sw
Prirt Mode— Print Clazs [A-2]: [4 Group: F Allowed N
& H . . . i (" Dizallowed oy
+ Hold Frinter Mumber: Security Lewel (0-9) [9° & N = |
" Spool . . : " x

Fage Size Adder: Operatar Lewel [0-9]: |9
" Oriline I_g : o3 I3
" Keep
Surrogate 1D
Guest Passward; | Def Comp:
Last logged in: Tirne: :
Firzt logged i

Uszer Drefault s

D DB Library |DB Yol

& : Oracle 10g EEF10G  CSDEMAP DATA

Bty bgal OF EBF:= Q& Oracle 10g EEBFA10G CSDBMAP DATA  gallf

%kt Bbpdamin BPADMIN ORACLE BRADMIM CSDBMAP DATA bpadmin

Ly, - Ebetream bstream 10 oracle BSTRMO10 :CSDBMAP DATA  betream

ooty | Gbstream? bstream 2 test ora oles BSTREAMZ :CSDEMAR DATA  bstream?

LLd  LhetreanmdD hatrb stream aracle 10 RETRFAMMO MSNRMARP MATA hztream et

4 >

User Logon Security Maintenance Window (UL1)

3. On the UL1 window, add a user with the following information:

¢ In the Computron ID field, enter the value &&A.
¢ Inthe User Key field, enter the RDBMS ID of the table owner (e.g., CTRONSYS).
& Note: The User Key field entry must be unique for each table owner.

¢ Inthe User Name field, enter the &&A value and the RDBMS ID that you entered in the
User Key field (e.g., &&A CTRONSYS).

+ Inthe DB File field, enter a valid database map name.

¢ Inthe DB ID field, enter the RDBMS ID of the table owner (e.g., ctronsys).

< Note: The DB ID field label may display RDB ID (depending on the release of
Computron software and the presentation that you are using).

¢ Inthe Password field, enter the password that corresponds to the RDBMS ID.

< Note: The Password field label may display RDB Password (depending on the release
of Computron software and the presentation that you are using).

4. Click the Add button _%#* ADD | t0 add the &&A record to the User file list.
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5. On the toolbar, click the Save icon jﬁ[ to process and save the User file.
6. Exit the User File Maintenance function and then log off the Computron desktop.

7. Reopen the Computron desktop to access the User file with your changes.

Using Generic Database IDs

RDBMS installations can take advantage of a shared &&A user record to allow multiple user ID’s to
share a generic table owner ID (or DB ID). This shared record can greatly reduce the amount of database
administration by eliminating the need to maintain multiple database IDs and passwords across multiple
User file records.

For example, your Accounts Payable personnel (userl, user2, and user3) can all share a DB ID called
&APCLERK, provided that there’s a unique &&A record named APCLERK in the User file with a valid
DB ID and password.

The following steps demonstrate how to add a generic DB ID record for multiple user IDs.

1. On User Security Window (KS1), select the Duplicate Computron IDs check box, enter &&A in
the Computron User ID field, and then click Continue.

2. On the User Logon Security Maintenance Window (UL1), highlight an existing &&A record
(e.g., &&A CTRONSYS), and then click the Add icon Jﬂ to access the Add record mode.

3. Now, add the generic &&A DB ID with the following information:

¢ Inthe Computron ID field, accept the &&A value.

¢ Inthe User Key field, use all upper-case characters to enter a generic RDBMS ID for the
DB ID (e.g., APCLERK).
@ Note: The User Key field entry must be unique.

¢ Inthe User Name field, reenter the &&A value and the RDBMS ID that you entered in the
User Key field (e.g., &&A APCLERK)

+ Inthe DB File field, enter a valid database map name (usually not the table owner).

+ Inthe DB ID field, enter an ID for the generic database record (e.g., apdbid).

+ Inthe Password field, enter the password for the generic database record (e.g., apdbpwd).

4. Click the Add button _%#*® ADD | to add the record to the User file list.

5. On the toolbar, click the Save icon Jﬁ[ to process and save the User file and return to the KS1
window.

6. On the KS1 window, enter a blank in the Computron User ID field and then click Continue. The
UL1 window now lists all Computron users.

7. Onthe UL1 window, highlight the first user record to change and click the Change Many icon

[y
Jﬂ‘ to access the Change Many records mode. When the first record is completed, the next
record is displayed in a modifiable format, allowing you to make changes.
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8. Inthe DB ID field of each user that will refer to the shared database ID, enter an ampersand (&)
followed by the table owner ID that you created in Step 3 (e.g., &APCLERK).

9. After modifying all the pertinent user records with the generic DB ID, click the Save icon jﬁ[ to
process and save the User file and return to the KS1 window.

10. Exit the User File Maintenance function and then log off the Computron desktop.

11. Reopen the Computron desktop to access the User file with your changes.
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1.3 User File Inquiry/List

Introduction to User File Inquiry/List

This function is used to display a listing of the User file data established via the User File Maintenance
function. This data can either be displayed online or spooled to a print file.

User File Inquiry/List Window (SC1)

The SC1 User File Print Option Screen displays when you select the User File Inquiry/List function.

& User File Print Option Screen E|[E|E|
File Tools Help

BB |G| B

General l

[ Change Selection Criteria

Repart Option: " Foreground " Background * Screen

Fram User |D:
To Uszer D s

Continue Cancel |

sC1

User File Inquiry/List Window (SC1)

Change Selection Criteria

This field determines whether to use a query window to specify additional selection criteria.
Valid options are:

M Displays the Select Query Window (SC99), which allows you to further define the
selection criteria.

O Do not allow modification of the selection criteria.
Default: O

Report Option
These are the processing options that produce online and printed reports. Valid options are:

Foreground — Produces a print file, processing the request in foreground. Use of this option
restricts use of this window for other processing.
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Background — Produces a print file, processing the request in background. Use of this option

allows you to continue to process other functions from this window.

Screen — Enables you to review a list of the data online, as well as to display detail for each

item on the list.

Default: Screen.

From User ID

Enter the beginning of the range of User file records to include in the inquiry/list.

To User ID

Enter the end of the range of User file records to include in the inquiry/list.

User File Inquiry/List Report Options

Screen Option

When the Screen option is selected, an inquiry window displays:

= USERFILE INQUIRY/LIST

Filz  Options Tools  Help

nr|°§|l|&|%|@|

] ] Databaze Rezelect ]

User ID|User Hame |0p Lul|[Sec Lul|Def Comp
&iA bstream 18 oracle 9 9

*x[} Default System ID 9 9 188
912 alex 9 9

[CEE) universal user 2 2

naz2 Academy Training 9 9

na3 Academy Training 9 9

A12 Usertest 9 9

AB Andrzej Borowski 9 9

ABC TEST COMPUTROH USER 9 9

AC Alfred Chin 9 9 188
AC1 AC TEST ACCT 2 2 FDX
AC2 Al Chin Test Id 2 2

ACG Al Chin Guest acct 2 2

ACT Athan Tasopoulos devsuni:9 9 188
AD1 Atul Devi 9 9

ADS adam 3Schwabcher 9 9 188
AGB Alex Beylin 9 9

IL1

User File Inquiry/List Window (IL1)
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To display the details of a listed record, you can either:

¢ highlight it and click the Choose/Select Item button
¢ double-click the desired User file record.

An inquiry detail window displays:

& User File Print Option Screen

File Tools Help
Bie | €| % ms | |
ﬁeneral]
Uzer [D: PSE Name: [PAT ECKART

Default DB Map

Drefault Company:

Allowed/Dizallowed Indicator:

—
—
|

Allowed/Dzalowed Companies:

File: EEF=10G Library: CSDEMAP Yolume: DATA
Operator Level: ED Securty Level: [9
Printer Class: [& Frinter Mode; [H Printer Mbr:

Lontinue Cancel

0351

User File Inquiry/List Detail Window (DS1)

Print Options
The following sample report is available for the inquiry/list function:

User File Listing

* Wed Apr 25, 2007  4:41 PM *

* *

* USERFILE REPORT *

* *
Page 1*

CR DEF AL LOWE D/DI SALL OWED

USER USERNAME DB FILE DB LIBR DB VOL OL SL PC PM PR# SW COMP SW ITCH & C OMPA NIES LAST IN

&8%A riuser ROORA40 CSDBMAP DATA 9 9 A H 000 U

@@@ universal user ARDIINF  CSDBMAP 9 9 A H 000 Y

A02 Academy Training CIGLTSTO CSDBMAP DATA 9 9 A H 000 U

A03 Academy Training CIGLTSTO CSDBMAP DATA 9 9 A H 000 U

Al12 Usertest WARZTST1 CSDBMAP DATA 9 9 000 U

AB  Andrzej Borowski FINAL9O CSDBMAP DATA 9 9 A H 000 U

ABC TEST COMPUTRON USER CIGLTSTO CSDBMAP DATA 9 9 A H 000 U A 100

AC  Alfred Chin CIGLTSTO CSDBMAP DATA 9 9 H 001 U 12/12/06

AC1 AC TEST ACCT CIDMINT CSDBMAP DATA 9 9 A H 000 U FDX 12/23/03

AC2 Al Chin Test Id CIDMINT CSDBMAP DATA 9 9 A H 000 U 12/04/03

ACG Al Chin Guest acct CIDMINT CSDBMAP DATA 9 9 A H 000 Y

ACT Athan Tasopoulos devsunl WFGLTSTO CSDBMAP DATA 9 9 A H 000 U 100 02/13/07

AD1 Atul Devi FINAL1O CSDBMAP DATA 9 9 A H 000 U 02/16/07

ADS adam Schwabcher FINAL9O CSDBMAP UCDATA 9 9 A H 000 U 100 11/30/04

AGB Alex Beylin FINAL9O CSDBMAP DATA 9 9 A H 000 U 04/26/06

AH2  Andrew Howard ARDIINF CSDBMAP DATA 9 9 A H 000 U 05/04/06

AHB  Andrew Byrne FINAL9O CSDBMAP DATA 9 9 A H 004 U 100 10/11/05
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1.4 Menu File Maintenance

Introduction to Menu File Maintenance

Computron menus are defined and maintained via the Menu File Maintenance (MENUMNT?2) function.
The Menu File Definition windows allow you to change the format of any Computron menu. You can
easily change a selection on the menu by editing the appropriate line item.

Each Computron menu is assigned basic parameters and security parameters. Basic parameters define the
program, procedure, or menu that is run when a menu option is selected. Basic parameters also define the
parameters passed from the menu to a specific process. These passed parameters are maintained via the
Other Info button, which accesses the Other Program Information Windows (DS5) or (DS9). Security
parameters can be used to restrict access to menu selections (used in conjunction with the Computron
User ID and Security Level fields in the User file) In addition you can establish a password that must be
entered by the user before the menu selection can be accessed.

Once the changes are saved, they are immediately reflected in the system. The menu is propagated to the
local cache. The programs or procedures that actually display the menu or activate its selections are
unaffected.

Menu File Maintenance Window (KSO)

The Menu File Maintenance Window (KSO0), which is the first window to display, allows you to access
the Menu File Maintenance options. To proceed to a particular maintenance option, you must first enter
the name of the Menu file to maintain.

Menu File Maintenance g@@

File ©ptions Tools Help

IR VN
kenu File M anme: [ Liray [ wolume r
Exit | Add | Change |
Copy | | Uzer Prog Security |
Other Prog Info | Barmeru Info |

k50

Menu File Maintenance Window (KSO0)

Menu File Name / Library / Volume
This is the physical location (file/library/volume) of the Menu file to maintain.
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= Note: Computron’s standard name for menu file names consists of a prefix identifying
the particular system (e.g., GL, AP, AR, UV) followed by a maximum of six characters,
which indicate program functionality. For example, the menu file name for Universal
Utilities is UVUTIL. Computron’s standard name for menu libraries consists of a prefix
identifying the particular system (e.g., CIUV, CIGL, CIAP, CIAR) followed by MENU.
For example, the library where Universal Utilities menus are contained is named
CIUVMENU.

Table 1.4-1
Options on the Menu File Maintenance Window (KSO0)

Button Function

Exit [ Exit the Menu File Maintenance function.

& Note: If you exit without clicking Save, none of the changes or
additions made during the current session are saved.

Add | Add a new Menu file. This displays the Menu File Definition Window
(DS1) where you can begin the design of the menu. For example,
from this window you can indicate the menu selections for the menu
and which users are allowed/disallowed access to the menu selections.

If a Menu file has not been saved, you can use the Add button to edit
the Menu file before saving it.

< Note: It is strongly recommended that you copy an existing menu
file to create a new one. By copying, you are including all the
controls required for the menu.

Change | Change an existing menu file. This displays the Menu File Definition
Window (DS1) where you can make changes to the design of the
menu, and the security privileges for each menu selection.

Copy | Copy an existing Menu file.

Save | The Save option is inactive or missing from the Menu File
Maintenance Window (KSO0) until after a menu has been modified.

Save any of the changes or additions that have been made during this
session.

< Note: If you exit Menu File Maintenance before clicking Save, any
menus modified or added during the session are not saved. If you
are saving changes made to an existing menu, the following error
message window displays:

File Already Exists. Override To Scratch Existing
File.

Click the OK button to save the menu changes.
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Table 1.4-1
Options on the Menu File Maintenance Window (KSO0)

Button Function

User Prog | Access the Security Maintenance Window — Menu File Security
Security | Maintenance Window (DS4). This window offers you a quick method
of establishing security privileges for the Menu file.

Typically, security privileges are entered from the Menu File
Definition Window (DS1) on a function-by-function basis; i.e., for
each function listed as a menu selection. The Menu File Security
Maintenance Window (DS4), however, allows you to establish
general security privileges without accessing specific menu selections;
e.g., from this window you can disallow a user from accessing any
function on the menu.

Other Prog Info | Access the Other Program Information Window (DS5) where you can
enter additional information about each menu selection accessed from
the menu. For example, you can indicate the function version number
for reference purposes or establish certain parameters to automatically
pass to the function whenever it is accessed from the menu.

Barmenu Info | Access the Barmenu Information Window (DS16) where you can
modify menu bar and icon information for functions that are accessed
from the menu. This type of information is only intended for AUI
implementations. The Barmenu is only available once the menu has
been displayed in Change mode.

Menu File Definition Windows (DS1 and DS2)

The Menu File Definition function actually consists of two related windows: the DS1 and DS2. The Menu
File Maintenance Window (DS1) represents the first step in establishing a menu. It displays when you
elect to modify an existing menu or add a new menu.

This window allows you to define the menu and to establish for each selection on the menu security
parameters such as a program password that must be entered by the user to access the selection. These
features and others are discussed in the sections that follow.
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Menu File Maintenance ['._|rﬁ|§|
File Options Tools Help
I+ | °E || =

General ]

Company MName: | W Tab

Systern Name: | Universal Utilities Dizplay Format: [D° (01/5.2/D/T)
tenu Mame: [ azter Menu I” Digable Batch Stream Dwverride

Mame Library Walume T H 5§ D escription

[T [USERMNT3  [CSUVLOAD [ [P M [ [UserFile Maintenance

[z~ [CSEFICO [CIRPLO&D [ [F M [ [ UserFle Inquin/List

[3 [MEMUMNTZ  [CSUVLOAD [ [F M [ [MenuFie Mantenance

[4 [MEMUPRTZ  [CSUVLOAD [ [P [N [ | MenuFie Print

[ |[DEM&PMNT [CSUVLOAD [ [FF W [ [DataBase Map Maintenance
[ [OvmMar [CIVMENL [ M W [ [M&F Maintenance

6 [CSENTRY [CSULOAD [ [P [N [3 [GlobalVariable Maintenance

[9 [CSEMTRY [CSUWLOAD [ [P [N [ | GlobalVariable IngrList

|10 |SCMIMNT |CSUWLOAD | PN | | Soft Sereen Maintenance

[11  [RESTARTO [CSULOAD [ [P [N [ [Restart Recavery

[Tz [Ov=0TIC [CIUYMENL [ M [H [ [Sestem Utities Menu

[73 [a0DUWPRO  [CSUWRON [ [P [N [ [Print Audit Fie

[14 [EPICMENU [CIUVMENL [ M [N [ [EPICin UV

[ [ [ 1

[ [ I I I— [

| Fieturn to Prior Meru

=
-
™
=

Continue | Cancel | Security | Other Infa | Copy Move

~ = Nakinnal Cikw

Menu File Maintenance Window (DS1)

Company Name

This is the optional name of the company. The company name can be up to thirty
alphanumeric characters. If left blank, the system uses the company name from the previous
menu at run time. The company name displays in the first header line above the menu screens
used by Computron’s character cell presentation.

System Name

This is the name of the system for which the menu is being created (e.g., Accounts Payable,
General Ledger). The system name can be up to thirty alphanumeric characters. If left blank,
the system uses the system name from the previous menu at run time. The system name
displays in the second header line above the menu screens used by Computron’s character
cell presentation.

Menu Name

This is the name of the menu together with the version number of the menu (e.g., Universal
Utilities). The menu name can be up to thirty alphanumeric characters. If left blank, the
system uses the menu name from the previous menu at run time. This name is the fourth
header line above the menu screens used by Computron’s character cell presentation. It
displays after the header line that indicates your database map (e.g., CIGLTSTO in
CSDBMAP on DATA).

Tab
This option is only used for Computron’s character cell presentation.
This field indicates whether a Tab character is displayed on the menu window for each
program entry. Valid options are:
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M Tab characters are displayed on the menu window for each function key selection. The
user may tab from one tab character to another and, with the cursor positioned on the tab
character for the desired selection, press Enter to access the selection. Or, if multi-
workstation is loaded, the entire field is highlighted and the user can go from one entry to
the next by entering the first letter of the program description. Additionally, the user can
press the corresponding function key, without positioning the cursor on the Tab
character.

O Tab characters do not appear next to function key selections on the menu window. The
user must select the desired option by pressing the corresponding function key.

Display Format
This option is only used for Computron’s character cell presentation.

Each menu has certain formatting features in common, including the layout of menu
selections and whether they are subdivided into one or two columns. Each selection includes
the function key that allows access, as well as a description of the function. The Display
Format function allows the user to customize the appearance of these menu selections within
the standard format by indicating:

+ the number of columns the user wants the menu divided into (one or two columns);

+ whether the entries under each column should be printed without any spaces between
them;

¢ subdivided into groups of four with a blank line between each group. For example, for a
one-column menu with six entries, this feature would print the first four functions in one
group and the remaining two in the other.

This option is only used for Computron’s character cell presentation.
Keep the following considerations in mind when designing the Display Format of a menu:
¢ aone-column menu can contain a maximum of ten lines, and:

» the sixteenth line of the first Menu Definition window (which is usually reserved for
the Exit key), and

» the enter (or PF22 prompt).
¢ atwo-column menu can contain a maximum of sixteen lines, and:
» the Enter (or PF22 prompt).

Therefore, if the user is designing a menu with twelve entries, they would need two columns.
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The following table describes the available options for the Display Format field and the
maximum number of lines per column for each option.

Option

Description

Max. Entries Per
Column

1

Creates a one-column menu with selections that are
divided into two groups of four. The groups are
separated by one blank line.

& Note: The maximum does not include the sixteenth
line entry on the first Menu File Maintenance window
(usually reserved for the Exit function) and the Enter
(or PF22) prompt.

8

Creates a one-column menu without dividing the
selections into separate groups. The user can instead
enter blank line items as part of the menu to create
groupings of selections.

& Note: The maximum does not include the sixteenth
line entry on the first Menu File Maintenance window
(usually reserved for the Exit function) and the Enter
(or PF22) prompt.

10

Creates a two-column menu with the selections divided
into four groups of four. The two groups in each column
are separated by one blank line.

@ Note: The maximum does not include the Enter (or
PF22) prompt.

Creates a two-column menu without dividing the
selections into separate groups. The user can instead
enter blank line items as part of the menu to create
groupings of selections

< Note: The maximum does not include the Enter (or
PF22) prompt.

1.4-6

Revised 12/08



e

Cﬂmﬁﬂtrﬂn System Administrators Guide - Unix

Menu File Maintenance

Max. Entries Per
Option Description Column

T | Creates a two-column menu that displays up to twenty 10
selections: ten selections in the first column and up to ten
selections in the second, until it encounters a selection
type of E (Exit) or L (Logoff). For further details, refer
to the T (Type) field description later in this section.

Therefore, the first four entries on the Menu File
Definition Window (DS2), which are typically hidden,
actually display on the menu (i.e., if the last entry is the
only selection that allows you to exit or logoff).

< Note: The maximum does not include the Enter (or
PF22) prompt.

Disable Batch Stream Override

This field controls batch stream processing. You can access many Computron application
functions that have been enabled for processing via Job Processing (a.k.a. Batch Stream
Processing) without making any permanent changes to the menus. Use this field to inhibit
users from temporarily overriding the entry in the B field on the Other Program Information
Window (DS5). Valid options are:

M Inhibits users from overriding the value that indicates that the function is processed as a
part of Job Processing.

O Allows users to override the Job Processing values for functions on the menu.
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The second Menu File Maintenance Window (DS2) is accessed by clicking Continue on the DS1
window.

Menu File Maintenance

File Options Tools Help

e 7B | & | H»

General ]

Company Mame:
System Mame: Universal Utilities
Menu Name: Master Menu

Mame Library Wolume
| | [
[CSDISPLY [CSLVLDAD [
[ [ [

|

[

[

D escription

[Fun & Program
[Displaw

[
|
|

[your Print Queue

=18

20 | |
| |
/22 [@OUELE? |

Continue | Cancel | Security | Other Infa | Copy Mave

q
T =E

= 1=EER
T T e]w

m
=

Ds2

Menu File Maintenance Window (DS2)

The second window is similar in content to the first window; however, it serves a slightly different
purpose.

The first window lists sixteen line items — each corresponding to an available selection on the menu.

This line item can either be a header (descriptive information only), a program or a procedure that can be
accessed from the menu.

The second window also contains line items. Unlike those on the first window, however, the first five line
items on this window are designed to contain hidden entries, i.e., functions that can be accessed by the
user although they are not displayed on the menu. The last line item is reserved for the Enter key.

Each of the line items that follow corresponds to an available selection on the menu. The sixteen line
items from the first Menu File Definition Window (DS1) are designed for those selections that display on
the menu. The remaining line items on the second Menu File Definition Window (DS2) with the
exception of the line hard-coded as EN/22 are designed for those hidden functions that can be accessed
by the user but which do not display.

The fields that constitute each line item are as follows:

Function Key
This option is only used for Computron’s character cell presentation.

The first two positions of each line item, except for those in the last line item, contain the
function keys that enable access to the menu selections in the character cell presentation. The
last line item is reserved for the Enter key.

Default function keys are displayed when you first access the Menu File Maintenance
windows (PF1 to PF16 on the first window, and PF17 to PF21 on the second window). These
defaults are displayed for reference purposes only and can be modified as necessary.

¢ Be sure to enter function keys in sequential order so that they are displayed similarly on
the menu screens used by Computron’s character cell presentation. In addition, it is
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important to consider the function key conventions that have been developed for the
installation. For Computron menus, F21 and above are reserved for Computron functions.

¢ F28to F32 are automatically activated by the Menu File Maintenance function as
follows. You can either choose to highlight these functions by including them as a line
item on the menu or leave them hidden.

Table 1.4-2
Line ltems — Menu File Maintenance Window (DS2)
Function Key Button Description
28 | ResetTo From any Computron menu, this allows the user to
Original automatically restore the default database map
(Button) established for the user via User File Maintenance. This
option is normally used only after the current database
map has been previously modified (see Function Key 29
below). This option is available to a user only if the
Corp field in the corresponding User file record has
been set to U or X.
29 | Change Allows the user to access the Change Database window
Database where Database Maps can be switched. This option is
Map available to a user only if the Corp field in the
corresponding User file record has been set to U or X.
30 | Escape Returns the Computron user to the Computron Main
Menu, (e.g., the first menu to appear after the user
logon)
31 Takes the user to the soft screen version (Set Defaults)
of the current window.
32 | Exit Logs the user off the system from the menu.

= Note: To print a comment or header on the menu, leave the function key blank. For
further details on entering a comment line, refer to the description of the T field.

Name / Library / Volume
This is the physical location (hame/library/volume) of the program, procedure or lower-level

menu to be accessed at this particular menu selection. In addition, if the menu selection is

used to switch database pointers, these fields contain the location of the new database map.

For each type of allowable entry (program, procedure, or lower-level menu), the following
table lists the standard library where it resides. Each library name contains a four-letter prefix
that identifies the system to which it pertains (CIGL for General Ledger, CIAP for Accounts
Payable, etc.). This prefix is followed by another identifier that indicates the type of entries
the library contains (e.g., LOAD for programs).

Types of Entries Allowed in the Name Field

Allowable Entry

Standard Library

Revised 12/08
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Program | System LOAD Library (e.g., CIGLLOAD for
Computron’s General Ledger system).

Shell Script | System RUN Library (e.g., CIAPRUN for Computron’s
Accounts Payable system).

Menu | System MENU Library.

Switch To a New | Physical location of the new map (e.g., CSDBMAP).
Database Map

If the volume field is left blank, it automatically defaults to the volume where the current menu resides. If
the Library field indicates that the menu selection is used to effect a database map change, then the
system uses the Database Map volume. If the VVolume field contains a special string, the system performs
a specific substitution. The following table lists the special strings and associated substitutions:

Special String Substitution

&IN | Currently defined INVOL.

&OUT | Currently defined OUTVOL.

&RUN | Currently defined RUNVOL.

&WORK | Currently defined WORKVOL.

&CTRON | Currently defined CTRONVOL.

&DBMAP | Currently defined DBMAPVOL.

&IPL | Currently defined IPLVOL.

&SPOOL | Currently defined SPOOLVOL.

This field identifies the nature of the menu selection or indicates the type of function to be
performed by the menu selection. Valid entries are:

B — A procedure with this function is submitted to a background task for subsequent
processing. The terminal is therefore available to the user for other functions while the
procedure is being processed.

D — The menu selection displays the Change Database Map window where the user is
prompted for the volume/library/file of the alternate database map to temporarily override the
database map established for the user in the User file. This override is in effect until the user
exits from Computron’s Main menu; then, the original database map established in the User
file is restored. This menu selection serves the same function as the Change Database Map
icon. This option is particularly useful for those users whose User file Corp field value is N or
Y (indicating that they cannot modify their database map directly).

E — This value allows the user to exit the menu and return to a higher-level menu.
Computron’s standard Escape icon serves the same function.
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Example: Suppose the user has accessed the System Administrator menu from the General
Ledger Master menu. An entry of this type in the System Administrator menu returns the user
to the General Ledger Master menu.

Gl/g — This identifies a menu selection to suppress when displaying under the AUI
presentation.

L/l — This identifies a program to run on the client machine (local PC). The program can be an
executable (.exe) or an associated executable program type. There is an eight-character limit
for the filename — including the extension. If no extension is provided, it is assumed to be
.exe. The volume is converted to a DOS path using the local LGMAP.DAT file; then the
library and file name are appended. If the file cannot be launched via this absolute pathname,
the filename is launched without a path — relying on the standard DOS path mechanism.

= Note: Additional command line arguments can be added to the program via the Other
Information Window (DS9L.) for local programs. For detailed instructions on accessing
and using this window, refer to the Other Program Information windows later in this
section.

M — This identifies a lower-level Computron menu that can be accessed from this menu. The
Name/Library/Volume fields contain the name and location of the menu.

P — This identifies a Computron program or command procedure that requires information
from the User file (such as security level data) before it can run.

p — This identifies a program or command procedure that does not require information from
Computron’s User file.

= Note: If the p option is used for a Computron program that requires information from
the User file and the user has a security level of nine, the system restores the original
User file information for that program. Otherwise, it halts execution of the program
with the following error message:

“User ID: XXX — You Can Not Access This System Module At This
Time — Reason: User XXX May Not Access This Program”.

U — The menu selection displays the Run Any Program window, where the user is prompted
for the volume/library/file of the program to be executed. Any program the user runs from
this window is supplied with parameters from the User file. This menu selection serves the
same function as the Run Any Program icon and is generally used in conjunction with
security level restrictions.

u — The menu selection displays the Run Any Program window, where the user is prompted
for the volume/library/file of the program to be executed. Any program the user runs from
this window is not supplied with parameters from the User file. Therefore, this menu
selection is best suited to running system functions rather than Computron functions.

X — Identifies a comment or header. The only other entry required for a header or comment
line within the Menu File Maintenance Window (DS1) is the literal to display on the window,
which is entered in the Description field.

This field indicates whether the program can be terminated with Ctrl+C while running under
the character cell presentation. Valid entries are:

Revised 12/08
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Y — Disables Ctrl+C during program execution. It is only valid when a program or procedure
isrun (G, L, I, P, p, S, U, u).

N — Enables Ctrl+C during program execution.

This field, which is used in conjunction with the Security Level field in the User file, allows
you to control access to menu selections.

The security level zero to nine (0-9) established here is compared to the corresponding
Security Level field in the User file. If the security level for this menu selection is greater
than the security level in the User file, the user is unable to access this selection on the menu.

= Note: For Computron’s character cell presentation, when a user is denied access to a
selection, the Display Format field determines whether the menu selection is still
displayed on the user’s menu. If the Display Format field is one or two, the selection is
not displayed.

Description
The description of the selection as it appears on the menu.

= Note: Computron recommends that you do not use special characters in this name.
Single quotes, double quotes, etc. can create errors when running scripts.

= Note: Any description entered for the selections on the DS2 window does not display
on the menu.

Once you have entered text on this window, you can easily manipulate the text using the Move and Copy
buttons as described in the following table. Before clicking the Copy or Move buttons, be sure to examine
the line item to which the text is being moved or copied. Any existing data on the line item is overwritten
when the Copy or Move button is clicked.

Table 1.4-3
Options on the Menu File Definition Windows (DS1 & DS2)

Button Function

Continue | From DS1 — Proceed to the Menu File Definition Window (DS2).
From DS2 — Proceed to the Menu File Maintenance Window (KSO0).

Cancel | Return to the previous window.

Security | Access the Line Item Security Maintenance Window (DS3) where you can
establish security parameters for the selected line item. Before clicking this
button, position the cursor on the line item for which security is being
established.
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Other Info | Access the Other Program Info Maintenance Window (DS9) where you can
establish additional parameters to pass to the selected program for the line item.
Before clicking this button, position the cursor on the line item for which
parameters are to be established.

& Note: If the cursor is positioned on a line item with a T field value of |, the

Other Program Info Maintenance Window (DS9) is accessed when the Other
Info button is selected.

Copy | Copy the selected line item. An additional window displays, allowing you to
indicate the location to which the line item selected is to be copied.

Move | Move the selected line item. An additional window displays, allowing you to
indicate the location to which the line item selected is to be moved.
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Menu File Line Item Security Window (DS3)

The Line Item Security Maintenance Window (DS3) allows you to establish security parameters for each
selection on the menu. This window can be accessed from the Menu File Definition Window (DS1) or
(DS2) by positioning the cursor on the desired selection (line item) and clicking the Security button.

Menu File Security Maintenance

File Options Tools Help

Iie | 7B | B8 | B2 | %%

General l

Compary Mame:
Syztem Mame: Univerzal Utilities
henu Mame: tdaster Menu Diizplay Format: D

Mame Library Wolume T H 5 Desciiption
1IUSERMNT3 CSUVLOAD F M | 0User File Maintenance

Enter Program PF-key to copy from: [

Change DEMap File ta: Ta modify the uzer's open file map
Frogram Passward:
The Fallowing: (* Users " User Groups
ae | ™ Allowed " Dizallowed ta run this program

Ds3

Line Item Security Maintenance Window (DS3)

Enter Program PF-Key to copy from

Use this field to enter another line item (identified by function key) on the same menu from
which the security options are to be copied. If this field is entered, you must click the Copy
button to execute the copy operation.

The following security parameters can be entered directly or modified following the completion of the
copy operation.

Change DBMap File to

Use this field to change the Database Map file currently in use when the line item is selected
from the menu. When the user exits the function, the Database Map file is changed back to
the original (default) database map for the user. For example, this can be utilized when you
want to set up an initial menu with menu selections Live GL and Test GL.

Program Password

Use this field to force the user to enter a password prior to execution of the selected line item.
Up to nine characters can be specified as the password. When this option is used, a prompt
for password displays on an additional window prior to program execution or lower-level
menu display. The user must enter the correct password to continue.

The Following Users /User Groups are Allowed/Disallowed to run this program
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This series of fields are used to specify individual users (Computron user 1Ds), user groups or
workstations that are to be restricted from or allowed access to this menu selection.

First, indicate whether:

# Users are to be allowed/disallowed access to the menu selection

¢ User Groups are to be allowed/disallowed access to the menu selection
Then, indicate whether these entities are to be:

¢ Allowed access to the menu selection

¢ Disallowed access to the menu selection.

The remaining fields are used to enter the users (Computron user IDs), or user groups or
workstations (by workstation number) to which the allowance/restriction applies. Up to fifty-
four users, user groups or workstations can be entered in these fields.

Table 1.4-4
Options on the Line Item Security Maintenance Window (DS3)

Button Function

Continue | Proceed to Menu File Definition Window (DS1).

Cancel | Exit Line Item Security Maintenance Window (DS3) without
retaining changes.

Copy | Copy the security options of the line item indicated by the value
entered for the Enter Program PF-Key to copy from field to the menu
selection under maintenance.

Menu File Security Maintenance Window (DS4)

To modify security on the Security Maintenance Window (DS4), enter the menu name and location on the
KSO0 window, click the Change button, Cancel from the DS1 window and then click the User Prog
Security button. It offers you a quick method of establishing security privileges for a particular user
without accessing individual line items on menus. Typically, security privileges are entered from the
Menu File Definition Window (DS1) on a function-by-function basis; that is, for each line item listed as a
selection on the menu.

Example: To restrict a user named USR from accessing every selection on the menu without this window,
you would have to follow these steps:

1. Access the Line Item Security Maintenance Window (DS3) and select:

The Following Users Are Disallowed To Run This Program.
2. Add USR to the list of Computron users to which this restriction applies.
3. Repeat steps 1 and 2 for every line item on the Menu Definition window.

The Security Maintenance Window (DS4) simplifies the process by allowing you to enter security
privileges that pertain to a range of line items. In other words, you can allow/disallow a user from
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accessing a particular menu selection based on the existing Allowed/Disallowed field on the
corresponding Line Item Security Maintenance window. Check to make sure that Users is selected on the
Line Item Security Maintenance window for each line item that you want to affect.

Menu File Security Maintenance

File Options Tools  Help

e | B[ | 0| %
General l
Edit Uger Security for Function; M Through: [
or Enter User 10: [
Continue | Cancel | Add User Allowed |
Add User Disallowed | Add User Allow/Disallow | Delete User 4/D |

Security Maintenance Window (DS4)

Example: Provided the allowance/restriction applies to Users and not to User Groups or Workstation you
can prevent users from accessing those selections for which the Allowed/Disallowed field is set to
Disallowed.

Table 1.4-5
Options for the Security Maintenance Screen (DS4)

Button Function

Continue | Access the Line Item Security Maintenance Window (DS3) for the first
line item in the range of function keys entered.

Each time the Continue button is selected, the Line Item Security
Maintenance Window (DS3) for the next line item in the range entered
displays. Once the last line item for the range of function keys is entered
you return to the Menu File Maintenance Window (KS0).

Cancel | Exit the function without saving the security options you have entered
during this session and return to the Menu File Maintenance Window
(KSO0).

Add User | Allow the Computron user to access the range of function keys indicated
Allowed | above, i.e., all of the function keys in the range with the selection:

“The Following Users Are Allowed To Run This Program”

The Computron user ID is added to the list of users allowed on the
appropriate Line Item Security windows.

< Note: If no range is entered, the user is permitted to access all line
items with the selection:

“The Following Users Are Allowed To Run This Program”

1.4-16
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Table 1.4-5
Options for the Security Maintenance Screen (DS4)

Button Function

Add User | Disallow the Computron user from accessing the range of function keys
Disallowed | indicated above, i.e., all of the function keys in the range with the
selection:

“The Following Users Are Disallowed To Run This
Program”

The Computron user ID is added to the list of users disallowed on the
appropriate Line Item Security windows.

& Note: If no range was entered, the user is denied access to all line
items with the selection:

“The Following Users Are Disallowed To Run This
Program”

Add User | Allow or Disallow the Computron user from accessing the range of
Allow / | function keys indicated above based upon the value of the
Disallow | Allowed/Disallowed field for each entry. In other words, the user is:

¢ denied access to line items with the selection:

“The Following Users Are Disallowed To Run This
Program”

¢ allowed access to those line items with the selection:

“The Following Users Are Allowed To Run This Program

The Computron user ID is added to the list of Allowed/Disallowed
Computron user IDs on the appropriate Line Item Security windows.

< Note: If no range is entered, this entry pertains to all selections on
the menu.

Delete User | Delete the user from the list of Computron user 1Ds for each of the
A/D | function keys in the range indicated above.

The Computron user ID is deleted from the list of Users
Allowed/Disallowed on the corresponding Line Item Security windows.

< Note: If no range is entered, this entry pertains to all selections on
the user menu.

Other Program Information Windows (DS5)

To modify information on the Other Program Information Window (DS5), enter the menu name and
location on the KSO window, click the Change button, Cancel from the DS1 window and then click the
Other Program Info button on the Menu File Maintenance Window (KSO0). It allows you to enter
additional information about each menu selection.
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Example: You can indicate whether the back-end library should be used for subsequent links of the
program to that new library. In addition, you can enter several types of parameters to pass to the selection
when it is run.

Menu File Maintenance |Z||E|E|
File Tools Help
Il | E| % 0
General ]
Company Mame:
Swyzterm Mame: Univerzal Utiities Tab: W
Menu Mame: Master Menu Dizplay Format; o
5 C Backend Pass Parameters bo Program -------seeeeeeeee s i
Prg Name T L Pglib 12 3 B 5 B Ou 8  Codelist 10 1A
1USERMNTE [T [ [T T T [ Jooo | [ [
E N [ oo [USER%00T [CSUVEFIC [YNUSERZZ01
SMENUMNTZ [ [ T Jooo | [ [
4MENUPRTZ [ [ [ [T [ [ Jooo [ [ [
SDBMAPMNT [ [ [T T [ [ooo | [ [
BILIVHAP T rrrror o[ | [ [
BCSEMTRY | | | I 1 1 01 1 ] Jood | |GLOBVAR  |CSUV |
ACSENTRY [ [ [T e[ [ Jooo [GLOBVAR  [CSUv [

Continue | Cancel |

Dss

Other Program Information Window (DS5)

ST
This option is not available.

CL
This option is not available.

Backend Prg Lib

Some Computron programs run in modules using a front-end and a back-end process. The
name of the backend process for a program can be modified here.

The remaining fields on this window are reserved for specifying parameters to pass to the menu selection
when it is run. They are as follows:

123
Reserved for use by specific programs.

This parameter is applicable only if the line item is a function that is processed as a part of
Batch Stream Processing. See Chapter 3, “Batch Stream Processing,” for additional
information. Valid entries are:

M — This value indicates that Computron users are required to make entries on the Batch
Stream Maintenance Window (BS1) before the function can run. This window prompts the
user for information that the Batch Stream Processor uses to run the function (e.g., the
selection criteria used to select records for reporting).
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Blank — This value indicates that the Batch Stream Maintenance Window (BS1) is not
displayed to users; the users proceed directly to the other windows in the function where they
can select options and initiate function processing as usual.

B — This value indicates that the Batch Stream Maintenance Window (BS1) is displayed to
users. However, by clicking Continue, users can bypass this window and continue to the
other windows in the function.

5,6, QTR, 8
These fields are reserved for use by specific programs.

Codelist
This parameter is used in conjunction with any Code List Maintenance function —
CSENTRY program. CSENTRY is the Code Dictionary Maintenance program that maintains
the standard Computron code list tables. If only one code list is maintained for this particular
function, you can identify the name of this code list by entering that name in the Codelist
field to bypass the first window in the function that prompts for a code list name.

= Note: When the program name is CSEPICO, this field has a special use. The entry in
this field is the Soft Screen program name. The program name for standard Computron
reports is the same as the report ID. If both a print and online version of a report is
available, the report ID for the printed version is used in this field.

10

For CSEPICO, this field is used to specify the logical library name as it is found in the
database map for the EPIC report library. The standard naming convention used by
Computron is: XXXXEPIC, where XXXX is the system prefix (CSUV for Universal
Utilities, CIGL for General Ledger, etc.).

11
In conjunction with the CSEPICO program, entries are in the format:

XYCCCC%Z01

Where the first position (X) is used to indicate whether the Inquiry/List Window (SC1)
prompts the Computron user to modify the report’s record selection. If Y is entered in this
field, the Inquiry/List Window (SC1) prompts the user to enter a value in the Change
Selection Criteria field.

The second position (YY) is used to determine whether the Inquiry/List Window (SC1)
prompts the user for a report ID. If Y is entered in this field, the Inquiry/List Window (SC1)
prompts the user to enter a value in the Report ID field at run time. The user is then allowed
to use the Q-"** facility to select an EPIC report.

= Note: Only the last four positions of the field are Q-Markable. As such, all alternative
report definitions must be established with the same first four characters. If only one
version of the report is available, this field is set to N.

Positions three through ten (CCCC%Z01) are used to enter the report or zoom ID. If a zoom
type report ID is entered, the run-time prompt window allows the user to run the report on the
window. If the zoom report ID contains a valid report ID in the Associated Report field of the
report definition, the user is also allowed to run the report in either Foreground or
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Background mode. If the Associated Report field is left blank in the zoom report definition,
only the window option is valid at run time.

If no entry is made in positions three through ten, the system refers to the Codelist field and
uses the soft screen program name as the report ID.

As a standard, printed reports are defined ending with the characters 001, 002, 003, etc.
Alternatively, zoom reports are defined ending with the characters Z01, 202, Z03, etc..

Other program information can also be entered for a single menu selection by clicking the Other Info
button from the Menu File Definition Windows (DS1) or (DS2). This allows you to enter the fields
described on the previous pages for a single line item.
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Barmenu Information Window

This window allows you to modify the icons that represent menu items. This function is commonly used
to remove program icons from menus that the user does not have access to. To modify an icon, enter the
menu name and location on the KSO window, click the Change button, Cancel from the DS1 window and
then click the Barmenu Info button.

Menu File Maintenance

i« | °E|%a |2

General l

Company Name:

Syztem Mame; Universal Utilities
tenu M ame: b aster Menu
Barmenu:

PC Menu Description:

lcon Mame lcon Mame
1USERMNT3 [ [MAINT 13AUDUYPRD [ [REPORT
2[cSERICO [ [INGQUST 14EPICMENU [ [REFORT
AMENUMNTZ [ [MaINT [ [uTiL
4MENUPRTZ | |REFORT | |
S[DEMAPMNT [ [MAINT 16 —
BILWMAP [ [REPORT 17 [
BCSENTRY [ [MAINT 18IC5DISPLY [ [INGUST
9CSENTRY [ [iNoust [
10SCHIMNT T Jutc 20 —
11RESTARTO [ [MAINT 21 —
12I=0TIL [ [REPORT
Cantinue | Cancel |

D516

Barmenu Info Window (DS16)

PC Menu Description

Use this box to enter a description for the menu that you are modifying. The description
appears in the window’s title bar.

Icon Name

The default program and menu icons (.ico) are released with Computron Software and are
stored either on the local PC or in a shared network location, as follows:

+ For AUI Visual Basic desktops, the program icons are stored in the directory:
/...lexec/_ctron_/pics.

To remove an icon, simply delete its corresponding name from the Icon Name column. To
access a different icon, enter the icon file name in the Icon Name column. Click Continue to
return to the Menu File Maintenance Window (KS0) and click Save to save your changes.

= Note: When replacing icons, make sure to copy your replacement icon files into the
appropriate location before accessing this function.
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Tailoring Menus

For all Computron application systems, standard menus are released as a part of the installation process.
However, you may need to tailor these menus to incorporate security or other options at your site. The
following pages illustrate (using standard menus from the Computron Fixed Assets system) how you
accomplish this tailoring process.

& Note: This is only an illustration. The security options described are for illustrative purposes only
and are not to be interpreted as recommendations. You should plan changes to menus as part of the
overall system security, and application implementation plan. See Chapter 2, “Security
Subsystems,” for additional information.

Before beginning this process, you should print a listing of the menus as they have been defined by
running the Menu File Print function. See Section 1.5, “Menu File Print,” for additional information. This
listing can be used as an audit trail, in case you inadvertently make unwanted changes to a menu and want
to reset the options.

E  Menu Print Program

File ©Options Tools Help

B 7|
Library Wolume Library Walume
| | I I
| | I I
| | I I
| | I I
| | I I
Erirt by Ul ger D | From [ Tm [
Print by Group | [ Exclusive
Default Start Menu (if no User default)
or Tab delimited output file: START m— |PLYOL
Exit Basic Info Only | Security Info Only | B asic and Security Info |

Creale TAB Delimited File |

kS1

Menu File Print Screen (KS1)
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Request

The standard Fixed Asset Master menu is displayed here:

§8# Computron YBAUI Desktop Q@E|
File Options Help
) — 0
EASHAS g BB AR P E
EAIT = = A @ %? !ﬂl Vs n:[? Z @
l = Fined Assets Fized fssete
+-[7 System Parameters Menu
+-[] Codes Maintenance Menu
[ Transaction Entry Menu E System Parameters Menu
[ Transaction Process & Post : .
£ Rreport Generator Meny m Codes Maintenance Menu
+-[7] Extended Fixed Assets )
© [ System Administrator E, Trarsaction Entry Menu
m Transaction Process & Post
Z00M Inguiry
E, Report Generator Menu
m Extended Fiked Assets
E, Systemn Administrator
Fieady EEFx10G |10.0 Releaze

Fixed Assets Master Menu

You are asked to:

+ Establish security levels for each menu item (and/or submenus) in the Fixed Asset Master
menu.

¢ Ensure that the tailored versions of several application reports (the reports have been
tailored to include an additional field) are used by the system instead of the standard
versions supplied by Computron.

Request — Establish Security

Establish the following security levels for each menu line item (and/or submenus) in the Fixed Asset
Master menu:

Function Key Menu Item Security
PF1 | System Parameters Menu 9
PF2 | Code Maintenance Menu 2
PF3 | Transaction Entry Menu 4
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Function Key Menu Item Security
PF4 | Transaction Process & Post 6
PF5 | Zoom 1
PF6 | Report Generator Menu 1
PF7 | Extended Fixed Assets 7
PF8 | System Administrator 9

@ Note: Function key access for menus is only available in the character cell presentation; however
the security parameters entered here will be followed by the associated icons in WEBdesk.

This means that the user must have an equal or higher security level (established for each user in
Computron’s User File Maintenance function) in order to select the option. Those menu selections to

which the user does not have access are not displayed on the menu window.

@ Note: There are two selections that require a security level of 9. At this site, one individual is
responsible for system parameters (a Fixed Assets application expert), while another individual is
responsible for system administrator functions (the system administrator who manages Fixed
Assets); additional security options must be implemented to restrict access for each of these
selections to the correct individuals.

Request — Accommodate Tailored Application Reports

Ensure that the tailored versions of several application reports (the reports have been tailored to include
an additional field) are used by the system instead of the standard versions supplied by Computron.

This means that you need to modify the report 1D used when the corresponding menu selection is made
for the report. The standard versions of these reports are included on the Transaction Process & Post

menu, as illustrated here:

1.4-24
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8§ Computron YBAUI Deskiop
File Options Help

COX

A& g BRADWHAXATEE g

] [ Fized Assets
+-[7 Spstem Parameters Menu
+-[] Codes Maintenance Menu
[ Transaction Entry Menu
‘0l

+-[7 Extended Fived Assets
+-[7 System Administratar

[ Repart Generatar Menu

Trangaction Process & Post

[ Transaction Processar

]
=]
3
#

Unpiocessed Transaction [ng/L

2

E]
=
E]
]

Processed Tranzaction Ing/Lst

2

]
=
5
A

Inactive Transaction IngdList

Active Trans Report by Event

General Ledger Posting

Mass Recalculation of Deprec

Unprocessed Trans Quick Report

Processed Trans Quick Repart

Inactive Trans Quick Fepart

F&/GL Reconciliation Report

™ ™Y L

Ready

EBFX10G |10.0 Release

Transaction Process & Post Menu

The tailored application reports are the Transaction Inquiry/List reports (Unprocessed, Processed, and

Active).

Computron Report ID

Tailored Report ID

TRAN%001 TRANCO001
TRAN%002 TRANCO002
TRAN%004 TRANCO004

The tailored report IDs need to be substituted into the standard menu definitions for the Computron report

IDs.

Solution

Solution — Establish Security

Access the Menu File Maintenance function and enter the Menu File Name/Library/Volume as shown

here:
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Menu File Maintenance

File ©ptions Tools Help
- EPNE
Menu File M ame: FAMASTER Library: CIFAMEMU Walurne: E+EC
Exit | Add | Change |
Copy | | Uzer Prog Security |
Other Prog Info | Barmeru Info |
K50

Menu File Maintenance Window (KS0) for FAMASTER

@ Note: The Save button (which saves menu changes) is not available or activated until after
modifications have been made.

Click the Change button to modify an existing menu file, as shown here:

Menu File Maintenance

File Options Tools Help

e 7B | & | H»

General ]

Company MName: | W Tab

Systern Name: | Fixed dszets Dizplay Farmat: [D (01/5.2/D/T)
tenu Mame: [ b azter Menu I” Digable Batch Stream Dwverride

Mame Library Walume T H 5§ D escription

[ [ | [« [N [ [Stucture Modules -

[T [FAF&REM [CIFAMEND [ M [N [3 | Sustem Parameters Menu

[2 [CODEMENMU  [CIFAMEND [ M M [Z [ CodesMaintenance Menu
| [ [ o

I_ | | | R ’N_ |— [Data Madules -

[3° [TENTMENU [CIFAMENU [ [t W[4 [ Transaction Enty Menu

[4 [TPROCPST [CIFAMENU [ M [N 6 [ Transaction Process & Past

[ [ [ I

| | | | I= [N | | sccess Modules -

[ [ASSETILD [CIFALOAD [ [P M [T [ ZOOM Inguire

[6 [REFTMENU  [CIFAMENU [ M [N [T [ Report Generatar Menu

[ I [ [ I

[7  [FEWIMAST [CIFAMEND [ M M [7 [Esended Fired Assels

[2  [UTILMENU [CIFAMEND [ M [N [9  [Sustem Administrator

[ [ I I I—

Continue | Cancel | Security | Other Infa | Copy Move

| Fietur to Prior Meru

=
-
™
=

D51

Menu File Maintenance Window (DS1) for FAMASTER

Enter the desired security levels in the S field. Specify particular security for the System Parameters menu
and System Administrator menu selections as follows:
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Selection User ID
System Parameters Menu APP
System Administrator Menu SYA

Only the user ID indicated above should be allowed access to the particular menu selection. In order to
achieve this, position the cursor on the line for the System Parameters menu selection and click the
Security button. The following DS3 window displays:

Menu File Security Maintenance

File Options Tools Help

e | °B| % | 02| %

General l

Compary Mame:

Syztem Mame: Fized Azzets
Mernu M arme: b aster Menu Digplay Format: i}
Mame Library Wolume T H 5 Description
2|FAPAR AR CIFAMEML M M | 0| Systern Parameters benu

Enter Program PF-key to copy from: [

Change DEMap File ta: To modify the user's open file map
Frogram Pazsward:

The Following: * Users " Usger Groups
are | ™ Allowed " Dizallowed ta run this program
eee [T T T 01 11
- rrrrrr—r—-r—rr—nr—r—nr—r—r——
r—r—r—-r—r—r—r—r—r—r—r—r1r—T1—T "T7T T -
Continue I Cancel | Copy |

D53

Menu File Maintenance Window (DS3) for FAMASTER

Click Continue to return to the original Menu File Definition window. Now modify the System
Administrator menu selection in the same way.

You need make no additional changes to this menu, so click Continue to accept the second Menu File
Definition Window (DS2) as it exists.
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Menu File Maintenance

File Options Tools Help

I B 0*
General ]
Company Mame:
System Mame: Fixed Azsets
Menu Name: Master Menu
MName Library Yolume T H § D escription
7. | [ [0 [0 [3  [Run any Program
[18  [CSDISPLY [CSUVLOAD [ [F [N I3 [Display Utility
3| [ [ [
|20 | | | 1 |
21 ] [ [ N
EN/22  [@QUEUE? [C5LLOAD [ [ M [ [ourPrint Dueve

Continue | Cancel | Security | Other Infa | Copy Mave

Ds2

Menu File Maintenance Window (DS2) for FAMASTER

The Menu File Maintenance Menu Window (KS0) again displays, informing you that the Menu File has
not been saved. Click the Save button.

Menu File Maintenance El@”s__q

File ©Opkions  Tools Help
R EIEAVNE
The Menu File haz not been Saved
tdenu File M ane: [EESEE Libraw CIFAMEML Yolume: ExEC
Exit | Add | Creras |
Copy | Save | User Prog Security |
Other Prag Infa | Barmenu [nfa |
kS0

Menu File Maintenance Window (KSO) for FAMASTER

Since the menu file already exists, an error message displays when you click Save. Click OK to overwrite
(scratch) the existing file and save your modifications.

Solution — Accommodate Tailored Application Reports

The changes to be made in this case are not security-related. The modifications can be accomplished in
one of two ways:

¢ Line-by-Line Basis — If only one or two changes are needed on a menu, access the Menu
File Maintenance Window (KS0) and click the Change button to modify the existing menu
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file. Position the cursor on the appropriate line item and click the Other Program Info
button.

¢ Mass Change Basis — If many changes are needed, access the Menu File Maintenance
Window (KSO0) and click the Other Prog Info button to display the Other Program
Information Window (DS5) for the entire menu. This is the option used in the illustration
that follows.

When the Other Program Information Window (DS5) displays, you can see the report IDs that are part of
the standard Computron application system. The report ID for the list is in the Codelist column (e.g.,
TRNU%O001); while the inquiry report ID is in the 11 column (e.g., YNTRANDZO01).

Menu File Maintenance E”ﬁ|g|
File Tools Help
| “E | T| »
General l
Company Marme:
Systemn Mame: Tab: hd
Menu Mame: Transaction Process & Post Display Format: }
5 [ Backend Pass Parameters to Program --r-w-rsseese e 53
Prg Mame T L Pglib 12 2 B & £ G 2 Codelist 10 1
ITRaMSUPD [ [ Jorsron (R T T [ [ [ooo [ [ [
2CsEPC0 [ [ [T Jooo [TRNUZ00T [CIFAEFIC  [YNTRAMDZOT
ACSEFICO . [ I I I | [ooo [TRANCOOT [CIFAEPIC  [YNTRANDZOZ
4CSEPCO [ [ [T Jooo [TRANCO0Z [CIFAEFIC  [YNTRANDZ03
SCSEPCOD [ [ [T Jooo [TRANCOD4  CIFAEPIC  [YNTRANDOOA
T rrrrnrJowml | [
6GLPOSTD | | Joramun 1 1 1 1 1 1 Jooo | IFAGLPOST | |
7MasscLCO [ [ JarsRoN [ [ [ [ [ [ooo [ [ [

Continue | Cancel |

D55

Other Program Information Window (DS5) for TPROCPST

Enter the new report IDs in the Codelist field. The inquiry has not been tailored for this installation;
therefore, do not modify the report ID in the 11 field.

Click Continue to return to the Menu File Maintenance window. Then, click Save, followed by the
override button, to save the changes just completed.

< Note: You could save the tailored menus in a separate menu library, rather than in the standard
Computron menu library (XXXXMENU); e.g., the standard Computron Fixed Asset system menus
are stored in CIFAMENU. You could save tailored versions in CUFAMENU (CU is used in many
sites to identify custom versions).

If this method is used, at the time an updated release of Fixed Assets is sent to your installation, the
released version of the menu library does not write over your installation’s tailored library.

< Note: If changes are made to the standard Computron menus, you need to modify your tailored
versions to take advantage of these modifications. You should refer to the Computron consultant
assigned to your site to determine the best way to approach saving menu changes for the site.
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We recommend printing the Menu File Definition windows once again, keeping the Menu File Print file
as an audit trail. Also test the operation of the menu system as it has been modified to ensure that the
changes were made correctly.

1.4-30 Revised 12/08



’

LK
Cﬂmi:lutrﬂn System Administrators Guide - Unix
Menu File Print

1.5 Menu File Print

Introduction to Menu File Print
This function is used to print a list of menu information as entered via the Menu File Maintenance

function. You have the option to generate a report that contains basic menu information (i.e., information
entered on the basic menu definition window), menu security information, or both.

Menu Print Program Window (KS1)

The following window displays when you select the Menu File Print function;

E  Menu Print Program

File ©Options Tools Help

E D§ % R?C
Library Wolume Library Waolume

[CIGLMENU [ExEC
|

[ |
[ |
[ | [ |
[ I
[ [

[ I
[ [

Print by User ID Frorm: To ™ Include Workflow User Menus

Print by Graup [~ Exclusive
Default Start Menu [if no Uszer default)
or Tab delimited output file: [START | CIUVMENU |EXEC
Exit Baszic Info Only | Security Info Only | Basic and Security Infa

Create TAB Deliited File |

k51

Menu File Print Window (KS1)

Library / Volume

These fields are used to select the Menu file(s) to print for any of the following options: Basic
Info Only, Security Info Only, Basic and Security Info or Create TAB Delimited File. Enter
up to ten menus (library / volume).

Print by User ID

Enter the range of user 1Ds for which you want to print menus. With this option, leave the
Library and Volume fields blank and enter the name, library and volume of a valid menu in
the Default Start Menu fields.

Include Workflow User Menus

This determines whether the Workflow menus for each individual user are included in the
output. This field is used in conjunction with the Print by User ID option. Valid options are:

M Include menus created for individual users via the Workflow system.

Revised 7/2010 15-1



- -

b
Cﬂmﬁutrﬂn System Administrators Guide - Unix

Menu File Print

O Do not include Workflow user menus.
Default: O

Print by Group

Enter the group 1D for which you want to print menus. With this option, leave the Library
and Volume fields blank and enter the name, library and volume of a valid menu in the
Default Start Menu fields.

Exclusive

This is used in conjunction with the Print by Group option. This prints the menus of those to
which the group is expressly Allowed, based on the setting of the Allowed / Disallowed field
in the Security information for the menu. Note that if a group is not allowed for a menu, sub-
menus will not be accessed.

M Print only those menus that specify the selected Group is Allowed.

O Print all menus except those that specify the selected Group is Disallowed.
Default: O

Default Start Menu (if no User default) or Tab delimited output file

Enter the location of the start menu for the Print by User ID option or Print by Group option
or the location of the tab-delimited file for the Create TAB Delimited File option.

Default: START CIUVMENU IPLVOL

Options from the Menu Print Program Window (KS1)

Option Description

Print by User ID | Print the menus to which each user in a particular range has access.

Print by Group | Print the menus to which a group has access.

Exit | Return to the Universal Utilities menu.

Basic Info Only | Print basic menu information. This prints the menus and the Other
Programs Information.

Security Info Only | Print security information. This prints the name of the function or menu
and the security information associated with each.

Basic and Security Info | Print both the basic menu information and the security information. The
output is two pages for each menu. One is the basic information; the next
is the security information.

Revised 7/2010 1.5-2




o

L
computron

System Administrators Guide - Unix
Menu File Print

Options from the Menu Print Program Window (KS1)

Create Tab Delimited File

Create a tab-delimited file of the output data. To create this file, enter up
to ten menus in the Library and Volume fields. Enter the location of the
output file to be created into the field, Default Start Menu or Tab
delimited output file.

This file can be imported directly into any application, such as a
spreadsheet, where it would be useful to have the information in text

format.

Menu File Print Report Description

The Basic Info Only, Security Info Only and Print by User ID formats are partially illustrated below.
When the Basic and Security Info button is clicked, the report prints the basic information for a menu
followed by the security information for the same menu. The format of the individual pages is the same as
those illustrated here. The format for the Print by Group option is similar to the Print by User ID format.

Menu File Listing — Basic Info Only

: Computron Software, LLC Thu Apr 26, 2007 2:31 PM :
: MENU REPORT - BASIC INFORMATION :
Page 175 *
MENU FILE NAME UVUTIL LIBRARY CIUVMENU VOLUME EXEC
COMPANY NAME
SYSTEM NAME Universal Utilities
MENU NAME Master Menu
NAME LIBRARY VOLUME T H S DESCRIPTION SC BACK END 1 2 3 B5 6 QTR 8 CODELIST 10 11
1 USERMNT3 CSUVLOAD P N 0 User File Maintenance 000
2 CSEPICO CIRPLOAD PNO User File Inquiry/List 000 USER%001 CSUVEPIC YNUSER%ZO1
3 MENUMNT2 CSUVLOAD P N 0 Menu File Maintenance 000
4 MENUPRT2 CSUVLOAD PNO Menu File Print 000
5 DBMAPMNT CSUVLOAD P N O Data Base Map Maintenance 1 000
6 UVMAP CIUVMENU M N O MAP Maintenance 000
8 CSENTRY CSUVLOAD P N 9 Global Variable Maintenance 000 GLOBVAR CSUVv
9 CSENTRY CSUVLOAD PNO Global Variable Ing/List B 000 GLOBVAR CSUV
10 SCNIMNT CSUVLOAD P N 0 Soft Screen Maintenance 000
11 RESTARTO CSUVLOAD P N O Restart Recovery 000 010
12 UVXUTIL CIUVMENU M N O System Utilities Menu 000
13 AUDUVPRO CSUVRUN P N O Print Audit File CIRPLOAD
14 EPICMENU CIUVMENU M N O EPIC in UV 000
000
000
16 E N 0 Return to Prior Menu 000
17 U N 9 Run Any Program 000
18 CSDISPLY CSUVLOAD P N 9 Display 000
REGISTER .TXT
20 000
21 000
EN @QUEUE? N O your Print Queue 000
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Menu File Listing — Security Info Only

* Computron Software, LLC Thu Apr 26, 2007 2:31 PM *
- *
* MENU REPORT - SECURITY INFORMATION *
* *
Page 176 *
MENU FILE NAME UVUTIL LIBRARY CIUVMENU VOLUME EXEC
COMPANY NAME
SYSTEM NAME Universal Utilities
MENU NAME Master Menu
NAME PASSWORD A/D USERS (A)LLOWED OR (D) ISALLOWED
1 USERMNT3 A
2 CSEPICO
3 MENUMNT2
4 MENUPRT2
5 DBMAPMNT
6 UVMAP A
8 CSENTRY
9 CSENTRY D XX
10 SCNIMNT A
11 RESTARTO A
12 UVXUTIL A
13 AUDUVPRO
14 EPICMENU
A
16
17
18 CSDISPLY
20
21
EN @QUEUE?
Menu File Listing —Print by User ID
* Computron Software, LLC Thu Apr 26, 2007 2:31 PM *
* *
* MENU SUMMARY FOR USER: PSE (pse ) Pat Eckart *
* *
Page 1*
MENU FILE NAME START LIBRARY CIUVMENU VOLUME IPLVOL
SYSTEM NAME Financial Applications
MENU NAME 10.0 Release
NAME LIBRARY VOLUME T H S DESCRIPTION SC BACKEND 1 2 3B 5 6 QTR 8 CODELIST 10 11
01 GLMASTER CIGLMENU M N O General Ledger 000
02 APMASTER CIAPMENU M N O Accounts Payable 000
03 ARMASTER CIARMENU M N O Accounts Receivable 000
04 TBMASTER CITBMENU M N O Time Billing 000
05 VTMASTER CIVTMENU M N O VAT Module 000
06 POMAST  CIPOMENU M N O Purchasing 000
07 FAMASTER CIFAMENU M N O Fixed Assets 000
08 UVUTIL  CIUVMENU M N O Universal Utilities 000
09 BSMASTER CIUVMENU M N 0 Job Processor 000
10 STARTWF CIUVMENU M N O Process Manager 000
11 IVMAST  CIIVMENU M N O Inventory 000
12 EPICMENU CIRPMENU M N O Epic Report & Query Generator 000
16 E N O Return to Prior Menu 000
EN U N 9 Run any Program
EN CSDISPLY CSUVLOAD P N 9 Display Utilities
EN @QUEUE? p N O your print Queue
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1.6 Database Map File Maintenance

Introduction to Data Base Map Maintenance

A simplified representation of Computron’s application software can help illustrate the three-tiered
architecture of the Computron system: presentation, application logic, and database.

Fig. 1.6-1
Computron’s 3-Tier Architecture

Presentation
Application
< Eata Access
Database

Computron applications locate data by reading the Database Map file in conjunction with the LGMAP
file. An application program identifies required data by a logical name, which is comprised of a logical
filename and a logical library. The Database Map file defines the physical location of logical files and
libraries in the format: Volume, Library, File. The LGMAP file translates the VVolume specification into
information that is used to determine the physical location of the required data. In most cases, the
LGMAP file expands designated volumes into the absolute pathname to a directory. Special entries,
however, that represent the relational database name and server, are also interpreted by the LGMAP file.

Relational database implementations of Computron software introduce the RDBMAP file into the data
access sequence. The RDBMAP file provides information regarding the tables and columns in which the
required data resides. Since configuration and parameter information required by Computron applications
is stored in parameter files, the Database Map file remains the primary link from the application to the
database. An entry in the Database Map file identifies the location of the appropriate RDBMARP file that
must be read in order to locate the required data.
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The diagram below depicts the data access sequence. Each component of the database element (the
database map, the LGMAP file, and the RDBMAP files) is described in greater detail in the following
sections of this chapter.

Fig. 1.6-2

Application

Data location

Application requires
physical location of

logical file.

Database Map file
identifies Volume

location of logical
file.

Database Map -~

file

is returned to
application
and file is
opened.

If an RDBMAP file
that corresponds to
the logical file is not
found, the system
returns to the
Database Map file.

RDBMAP file

RDBMAP file points
to the table location
in the database.

LGMAP file

LGMAP converts the Volume
location to the absolute
pathname of the required file (or
the appropriate RDBMAP file).

Physical file

Physical data
database name
owner.table

Data Access Flowchart
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Database Map Maintenance

This function is used to maintain Database Map records for the Computron application. Before you can
understand the structure and use of the Database Map file, you must first understand the concept of a
database and how that concept is applied in Computron applications. A software system is commonly
visualized as follows:

Fig. 1.6-3
Database Structures
INPUT OUTPUT
DATA UPDATED
DATA
PROCESS
REPORTS
PROGRAMS

This illustration depicts the components and operation of the software system. The components identified
can be grouped into two basic types: programs and data.

¢ Programs — Programs comprise all of the code used to execute a program or procedure.

+ Data — Data represents all of the facts stored in the system, as well as the information
retrieved from the system (via reports). In the illustration, all data is conceptually stored in
one place.

When you execute a program (usually initiated via a menu selection), the system assumes that the
software is on the same volume as the menu program. Note that Computron uses the term volume to
describe a six-character logical name that defines the location of the file or directory where the software
resides. If the selected program does not reside in the same location as the menu from which the program
is initiated (i.e., the program is not on the same volume as the menu), the menu file contains information
to locate the program.

When a program requires access to data, it tries to find it by requesting the data by its logical name
(logical library and logical filename). Note that Computron uses the term logical library to describe the
application associated with the data request and the term logical filename to describe data recognized by
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the application. The application request is processed by searching the database map for entries that
correspond to the logical library and logical filename.

The Database Map File

The Database Map file is a single file that contains various entries for defaults and exceptions that direct
the applications to Computron data. Thus, the database map serves as a road map to the data needed for
processing. Depending on your database system, the Database Map file provides one of the following:

¢ Information to locate data files.

¢ Information to retrieve the data from a relational database, including the location of
Computron RDBMAP files, the table owner of tables associated with the required data, the
name of the relational database, and, where applicable, the name of the RDBMS server.

When you initially log onto the system, an entry in the User file indicates the default database map to be
used. Whenever a Computron program is run, it looks at the user’s database map to determine the location
of the data it needs to access. The link between Computron programs and the database map is described in
more detail in the sections that follow.

The LGMAP File

Due to the hierarchical nature of Unix file structures, the LGMAP file is used in conjunction with the
database map. The LGMAP file contains the pathname for each volume called by a database map file.
Essentially, LGMAP translates the logical volume names into absolute pathnames (or Native Location)
that can be understood by the Unix system. For example, the LGMAP file expands relational database
names and RDBMS server names beyond the length restrictions applied to those entries in the database
map.

The LGMAP file resides in /. . ./exec/_ctron_/wisp/config (where /. . . represents the file
system in which the Computron application software resides). Since all Computron system location
information is stored in the LGMAP, entire Computron systems can be copied or modified by editing the
LGMAP file (e.g., a production environment can be copied to a test environment).

Some sample LGMAP file entries may include:
WRKVOL /.. ./var/worklibs
EXEC /.../exec
DATA /.../data
RDBMAP /. ../exec/rdbmap/release
SPLVOL /.. ./var/spool

See Appendix C, “LGMAP File,” for additional information.

Benefits of the Database Map

One of the benefits of the database map is that you access multiple databases with the same program
without much effort. Under certain conditions, you can switch the database map simply by selecting the
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Change Database Map function from the Computron desktop. This feature is particularly useful in
situations such as system installation when you want to access both test and live data. In addition, a menu
entry can automatically assign a database map for use at that and any subsequent menu/program levels,
and then restore the original database map upon exit from that menu.

Another advantage of the database map is that the process of accessing multiple sets of data requires no
corresponding programming changes. Typically, programs require data to be identified by a physical
location. Therefore, to switch data without the benefit of a database map, you would have to edit the
appropriate programs or scripts and change every reference to the original data.

To eliminate this extra step, Computron programs identify data by a logical file and library name only
(e.g., the logical file VOUCHER in the logical library CIAP). Based on this logical name, the database
map directs the program to the physical location of the required data. The location of the logical file
called by a Computron program is defined by its actual file, actual library and volume entries in the
database map. Subsequently, the LGMAP file converts the database map entries into location information
that the data management system can interpret (e.g., the absolute pathname of the logical volume).

@ Note: Relational implementations require RDBMAP files to be interpreted prior to retrieving data.
The LGMAP file expands volumes to locate the appropriate RDBMAP file on the Unix system, and
uses the @RDBNAME database map entry to translate logical library and volume entries into
relational database names and RDBMS server names. The RDBMAP file supplies the table and
column information that corresponds to the logical filename.

For detailed information on maintaining the RDBMAP file, refer to Appendix D, “RDBMAP
Maintenance,” in this guide.

Examples

In certain RDBMS implementations, the Inventory and Purchase Order applications share the same
Purchase Order text file. Therefore, the Unix pathname to the actual Purchase Order text file, which is
represented in the database map as the logical file, CIIVTEXT, in the logical library, CIIV, is constructed
as follows.

Actual
Logical Library Library Volume Logical File Actual File

clv CIPOINT CHVTEXT CIPOTEXT

When the Computron software is installed in a /ctron file system, the LGMAP file entry for the volume
name, DATA, appears as follows:

DATA /ctron/data
Therefore, the absolute pathname for the CIPOTEXT file is returned as:
/ctron/data/cipoint/cipotext

@ Note: Since all actual file names are mapped to lower case, the case of the logical names for
Volume/Library/File within a Computron application is irrelevant.
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Sample Vision Database Entries

For each Computron application, seven basic entries are included in the database map. These database
map entries are documented in each application system’s Technical Guide.

Logical
Library Actual Library Logical File Description
XXXX XXXXDATA Data files for the
application.
XXXX XXXXSCNI SCNIMAGE Screen Image files for
the application.
XXXXCTL XXXXCTL Data Description Lists
(DDLs).
XXXXCTLI XXXXCTLI Program Data
Description Lists.
XXXXEPIC XXXXEPIC EPIC Report Definition
Lists.
XXXAUDT XXXXAUDT Audit Files for the
application.
XXXXWORK XXXXWORK Temporary work files
for the application.
XXXXDOCU XXXXDOCU Online Documentation
files.

In each case, the characters XXXX symbolize the system prefix (e.g., CIAP = Accounts Payable, CIGL =
General Ledger, CSUV = Universal, etc.).

< Note: Universal libraries are used with every Computron application; therefore database map entries
must exist for both Universal files and the application specific entries. For example, entries required
to utilize General Ledger include those files for both CIGL and CSUV.

When the relational database runtime is applied, the data file (XXXXDATA) entry is replaced by a line
item that identifies the application RDBMAP tables and the owner of the corresponding tables to be
accessed (&&XXXX). Additionally, entries are required to identify the relational database and where
applicable, the RDBMS database server.
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Sample Relational Database Entries

The relational database map included in a release of Computron software contains the following list of
entries for each system:

Actual
Logical Library Library Volume Logical File Description

@RDBNAME CTC Servername RDBMS
database.

XXXXMAP RDBMAP Location of
RDBMAP
files.

XXXX CTRONSYS &E&XXXX Application
RDBMAP
files and
owner of
corresponding
tables.

XXXX XXXXPARM EXEC Application
parameter
files.

XXXX XXXXWORK WORKVOL Application
work files.

XXXX XXXXSCNI EXEC SCNIMAGE Screen Image
files.

XXXXCTL XXXXCTL Data
Description
Lists.

XXXXCTLI XXXXCTLI Program Data
Description
Lists.

XXXXEPIC XXXXEPIC EPIC Report
Definition
files.

The @RDBNAME entry represents the database (or instance) of the database management system with
which Computron’s application software interfaces. Each database map can contain only one
@RDBNAME entry. In this case, the database (instance) is called CTC. Installations where the relational
database is accessed from a dedicated server must represent the server on the @RDBNAME database line
item. In general, the Volume entry defines the server name and the Library entry defines the database
(instance). The actual server name can be entered or an alias for the server name can be entered; however,
alias server names must be defined in the LGMAP file.
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For each application logical library, the location of the RDBMAP files and the owner of the tables
described by the RDBMAP files must be entered. The Actual Library entry represents the table owner.

< Note: The application RDBMAP file entries must precede the application parameter file entries.
Also a volume entry must accompany the application parameter file entry, even when the volume
where the parameter files reside is the same volume where the database map resides.

Generic Database Map Entries

As an alternative to individual entries for each of the actual libraries listed earlier for their corresponding
application logical library, the database map can include generic entries for the Screen Image, Data
Description Lists, EPIC Report Definitions, RDBMAP files, Audit files and Online Documentation files.
These entries are:

Logical Library Actual Logical
Library Volume File Description

&CTL

&SCNI

&EPIC

&AUDT

&MAP

&DOCU

To use the generic entries, all the similar actual libraries must exist on the same volume. For any actual
libraries that are in a different location, an exception entry must be included in the database map. Any
associated data libraries (CIXX) must be specified by individual entries for each application system
(CIGL, CIAP, etc.).

Notes:

¢ The &CTL entry is used by the system to find the location of both the XXXXCTL and
XXXXCTLI libraries. These libraries must always be located on the same volume.

¢ In most installations, the Screen Image Libraries are released as XXXXSCND. As part of
the installation procedure, these libraries are renamed to XXXXSCNI so that subsequent
releases of the XXXXSCND library do not automatically overwrite any customizations
made by Computron’s Visual Basic Forms Editor or Soft Technology tools.

If all the libraries specified via generic entries exist on the same volume as the database map, the generic
entries can also be excluded, with the exception of the Screen Image entry (&SCNI). Thus, in its simplest
form, the database map would contain entries for the location of the user data (XXXXDATA or
&&XXXX and XXXXPARM) only.

< Note: Where an explicit entry for a Logical Library is included in the database map, it always takes
precedence over the generic entries in that database map.
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Special Database Map Entries

Depending upon the environment, special entries are included in the database map for one of the
following reasons.

Multiple Applications Are Sharing Data

For example, the General Ledger and Accounts Payable systems both access the logical file, AUTOBAL.
The AUTOBAL data is stored with the General Ledger data; therefore, when the Accounts Payable
application is looking for the AUTOBAL logical file in the CIAP logical library, the database map must
direct it to the General Ledger data. The following entry tells the system to locate the data in the
appropriate General Ledger table, which in this example is owned by CTRONSYS.

Logical Actual
Library Library Volume Logical File Actual File

CIAP CTRONSYS &&CIGL AUTOBAL

Text File Maps for Sybase and Informix Databases

The Sybase and Informix RDBMS implementations require separate RDBMAPS for the text files
associated with Computron applications. Therefore, the database map used with Unix implementations
must have separate text map entries for each available application. For example, if you are running the
General Ledger, Purchasing, Inventory, Time Billing (TEAM), and Fixed Assets applications, there must
be corresponding actual library entries for CIGLTEXT, CIPOTEXT, CIIVTEXT (points to CIPOTEXT),
CITBTEXT and CIFATEXT in the database map.

Work File Locations

Many functions create work files during processing. Controlling the location of work files that are created
by certain applications can optimize efficiency. As an example, the following entry can be added to the
database map for the Accounts Payable system:

Logical Actual
Library Logical File Actual File
Library Volume
CIAP &WORK WRKVOL APREGPS1 &UT#HAPSL

& Note: This example also includes a variable Actual File entry, which is explained in this following
section.

Duplication of Filenames

The use of certain features requires data that is not included in the same logical library as the standard
data (e.g., work files that are placed on a different volume). The actual filenames may not be known prior
to runtime, due to the fact that variables are used for generating the actual filenames. This is typically
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used for report and work files, to avoid duplication of filenames when multiple users are running

simultaneously.

The filenames are generated (and entered in the database map) using one or more of the following

variables:

&UT | The User Task number (3 positions).
&UT# | The User Task number (4 positions).
&ID | The User ID (3 positions).
&DATE | The System data (6 positions or 5 positions if concatenated
with &ID or &*UT).
&TIME | The system time (8 positions).

For example: The actual filename for the General Ledger EDETRANS file can be entered in the database

map as follows:

Logical Actual
Library Library Volume Logical File Actual File
CIGL &WORK WRKVOL EDETRANS &UT#EDE

If the current User Task number is 3623, the actual filename created is 3623ede, which appears in the

Native Location column.

Sample Actual File Entries

Logical Actual

Library Library Volume Logical File Actual File
CIAP &WORK WRKVOL APREGPS1 &UT#APS1
CIAP &WORK WRKVOL PAYVOU &UTHPAY
CIGL CIGLWORK EDETRANS &UTHEDE
CIGL CIGLWORK GLTRNFMT &UTHFMT

1.6-10
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Database Map Maintenance Window (KSO0)

The Database Map File Maintenance (KS0) key window allows you to access the Database Map File
Maintenance options. Upon opening the function, by default your current database map appears in the

File Name/Library/Volume fields. To proceed to a particular maintenance option you can either accept

the current database map or

enter the name and location of another database map to maintain.

Data Base Map File Maintenance E@E|

File ©Options Tools Help

B €| A1)

DE Map File Mame:

EBF=100G] Librany: CSOEMAP Wolurne: DATA

Eit | add | Chnge | Bint | | |

&=11]

Database Map File Selection Window (KS0)

DB Map File Name/Library/Volume
This is the name and location of the Database Map file to maintain.

Table 1.6-1
Options for the Database Map File Maintenance Window (KSO0)
Button Function

Exit | Exit the Database Map File Maintenance function.

Add | Add a database map. Proceed to the Database Map File Maintenance
Window (DS1) where you can begin filling in the highlighted fields on
the window.

Change | Modify an existing database map. Proceed to the Database Map File
Maintenance Window (DS1) where you can make the changes to the
logical and physical libraries that constitute the database map.

Print | Print the Database Map File.

Save | Save any of the changes or additions made during this session. If you
exit this function before clicking the Save button, any database map
entries added or changed are not saved.
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Table 1.6-1
Options for the Database Map File Maintenance Window (KSO0)

Button Function

Scratch | If you are saving changes made to an existing database map file, the
Existing | system displays a message below the Data Base Map File
Name/Library/Volume fields as a reminder:

The Database Map File Has Not Been Saved

When you click the Save button on the Database Map File Maintenance
Window (KSO0), a message displays in the status bar:

File already exists press PF17 (Scratch
Existing) to scratch it.

To overwrite the existing file you must click the Scratch Existing
button.

& Note: The Save and Scratch Existing buttons are not available on the Database Map File Selection
Window (KSO0) until after a database map has been opened and modified.

Data Base Map File Maintenance Window (UL1)

Enter the appropriate information on the key Database Map File Maintenance Window (KS0) and then
click the Change or Add button to display the Database Map File Maintenance Window (UL1).
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Data Base Map File Maintenance

File Input Tools Help
ﬂ!‘|°§|%|¢}|ﬂ|ﬁ|nuﬂ'| # |%|ﬁ|f¢,|
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Logical Actual Actual Logical Actual Mative -
Libramy Library Wolume File File Location
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Database Map File Maintenance Window (UL1)

This window allows you to maintain the names and locations of the actual (physical) libraries that are a
part of the database map. Since this is a UL type (Universal Line Method) window, you can maintain
multiple line items simultaneously. The libraries that constitute the Database Map file are displayed as
line items, each of which can be operated on independently.

To edit an existing line item, first select it and then click the Change toolbar button Jé[ Note that the
window switches into Change Mode and that the segments that constitute the line item can now be
modified via the fields described here:

Log Lib
Enter the logical name of the library as it is referenced in the Computron program. Normally,
this name corresponds to a system prefix. For example, CIAP for Accounts Payable, CIGL
for General Ledger or WFAR for TAC.

Act Lib
Enter the name of the corresponding directory as it is identified on the disk.

Act Vol

Enter the logical name that defines the physical location of the library.

Default: If left blank, the volume defaults to the volume where the database map resides. If
the parameter file entry does contain a blank volume entry, however, the system may re-sort
the database map entries causing the parameter files to be accessed ahead of the relational
tables.
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& Note: If the remainder of the line item is left blank, the program accesses the
default library indicated above and searches for an actual file with the same name
as the logical file.

The next two fields, Log File and Act File, are used only when one or both of the following two
exceptions occur:

¢ Exception #1 — The actual data specification differs from the logical name in the program.

¢ Exception #2 — The data or RDBMAP file is stored in a library or on a volume that differs
from the default actual library or volume specification. For example, suppose the Posting
Accounts data is stored in a table owned by a different RDBMS user than the standard
owner established for General Ledger. You would, therefore, establish a separate entry for
the Posting Accounts file to specify the different table owner.

Log File
Enter data in this field when either of the above exceptions occurs.

In the case of Exception #1, this field contains the name of the logical file whose
corresponding physical file has a different name.

In the case of Exception #2, this field contains the name of the logical file with different
library or volume entries from the standard.

For an example of possible field entries, refer to the examples that follow.

Act File

Enter data in this field only when Exception #1 occurs. It contains the name of the actual file
whose name differs from the logical file name indicated in the program.

Native Location

This display-only field shows the absolute pathname for a selected line item, based on the
current LGMARP file.

Saving Your Database Map Changes

When you’re finished adding, modifying, or deleting any line items, follow these steps to save your
changes:

1. Depending on what maintenance mode you’re in, click the Add, Edit, or Delete button at the
bottom of the data entry area of the window. The UL1 window returns to non-edit mode and your
changes appear in the list box.

2. To process your changes, click the Save toolbar button jﬁ[ which returns you to the KSO

window.
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Data Base Map File Maintenance E@@
File ©Options Tools Help
e | B[ % k| A

DB Map File Mame: [F2E80E  Librane CSOEMAP Wolurne: DATA

The Data Base Map File Has Mot Been Saved

Exit | Add | Change | Frint | Save | Scratch Existing |

kS0

Database Map File Maintenance Window (KSO0)

Since you are still in edit mode, the KSO window informs you that the database map file hasn’t been
saved, and the Save and Scratch Existing buttons become available.

3. To update the file, click the Save button. A status bar message informs you that you must scratch
the existing database map file.

4. Click the Scratch Existing button to overwrite the file with your changes. Note that the Save and
Scratch existing buttons are now no longer available.

5. Exit the Database Map Maintenance function and then log off the Computron desktop.

6. Reopen the Computron desktop to use the database map with your changes.

Specifying Additional Database Parameters

For RDBMS implementations, some additional database map parameters can be established on the
RDBMAP Specifications Window (UD1). For instance, some implementations may need to update older
versions of their database maps in order to access the database tables associated with code list
(CLISTCTL) RDBMAPS. Moreover, Oracle and Informix implementations may want to maximize their
disk space by eliminating trailing spaces (VARCHARYS) in the database.

& Warning! These settings should only be modified under the direction of Computron support
personnel, as an improperly configured database may render the Computron system inoperable.

The RDBMAP Specifications Window (UD1)

To access the RDBMAP Specifications Window (UD1) window from the Database Map Maintenance
Window (UL1 window), follow these steps:

1. From the UL1 window, highlight the @RDBNAME line item, and then click the Change toolbar
button.

2. With the @RDBNAME entry in edit mode, click the Edit button. The RDBMAP Specifications
Window (UD1) displays.
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RDBMAP Specifications [i=(E3]
File Tools Help
e[ 6 | B[ | %

Database File Name: EBF:10G

Database Library Mame: CSDBMAP Dratabaze Wolume MName: DATA

Database Server Mame:

Databasze Name: Qa10G

Clizt in D atabaze: v~

Compress Yarchars in D atabase: + Yes " Nao " Mot Applicable

Continue LCancel
o1

RDBMAP Specifications Window (UD1)

3. To update your database map, enter and/or accept the appropriate field values:

Database Server Name
This is the name of the database server where the database resides.

Database Name
This is the name of the database where the Computron data resides.

= Note: The Database Server Name and Database Name entries for the Database Map file
may have alias names in the LGMAP file. For more information, refer to “The LGMAP
File,” discussion earlier in this section.

Clist in Database

Normally defaults to Y. Older versions of Computron Software must enter a Y in this box to
update the database map so that it can access the database tables associated with code list
(CLISTCTL) RDBMAPS.

Compress Varchars in Database

Normally defaults to Yes. Older versions of Computron Software must select the Yes option
to remove trailing spaces (VARCHARS) are used in the database. Valid options are:

Yes — Remove trailing spaces in the database.
No — Do not remove trailing spaces in the database.

Not Applicable — This option does not apply to your database.

4. Click Continue to return to the UL1 window.

5. To save and process your changes, click the Save icon Jﬁl which returns you to the KS0
window.

. . 5
6. To update the database map file, click the Save button ﬁ A status bar message
informs you that you must scratch the existing database map file.
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7. Click the Scratch Existing button to overwrite the file with your changes. (Note that the Save and
Scratch existing buttons are now no longer available.)

8. Exit the Database Map Maintenance function and then log off the Computron desktop.

9. Reopen the Computron desktop to access the database map with your changes.

Database Map Program Logic

In a Computron program, data is identified by the logical library where it resides and its logical name
(e.g., CIGL, POSTACCT). To obtain the physical location of the data using these identifiers, the program
does the following:

1. Reads the database map (as identified in the User file or on the Change Database Map window).
If the library or volume is blank, the program uses the input library or volume from usage
constants: The data volume name and a list of default logical libraries and logical files that give
the actual physical library, file, and volume.

2. The program searches the database map entry for an exception entry of logical library and logical
file. If it finds one, then it translates the file, library, and volume to the absolute pathname of the
file via the LGMAP file and returns the physical location to the program to be used for opening
the file.

3. If the explicit logical library and logical file entry are not found, then the program searches the
database map entries to find the default logical library with a blank file entry. Relational database
implementations contain two such entries: the first default logical library entry invokes the
RDBMS and directs the program to a table for the data, while the second default logical library
designates the location of the parameter files.

The program always searches the logical library encountered first in the database map for the
required data. Thus, the program first interprets the RDBMAP file to determine the table location
where the required data is stored. If found, the table information (table name, table owner,
column, and row) is returned to the program and the data is retrieved. If the required data is not
contained in a table, the program returns to the database map and continues searching for a
default library.

Where such an entry exists (usually the location of the application parameter files is denoted via a
logical library line item), the logical filename is assumed to be the actual filename. The actual
library and volume are translated via the LGMAP and the absolute pathname of the required file
is returned to the program. If the logical file is SCNIMAGE, however, the program utilizes Step
5.

4. If the program does not find an entry for the default library, then it searches for the corresponding
generic entry (&CTL, &CTLI, &EPIC, &SCNI, or &SCND with the logical file SCNIMAGE)
and converts the logical library, logical file and the actual volume to the actual pathname of the
required file.

5. If the library is not found for a generic entry or a generic entry is not found, then the logical
library, logical file and the database map volume are assumed to be the actual library, file and
volume. The absolute pathname of the file is determined and returned to the program.
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The following illustration depicts this flow.
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Examples

The examples shown here demonstrate how the Logical File and Actual File fields can be utilized.

Example #1  Computron relational database implementations may store some
temporary data in parameter files rather than in tables. Also, if auditing
is enabled, audit information is written to sequential log files. Those
records stored as parameter files, or as log files, are entered in the
database map using the logical library, actual library, and logical file
entries as follows:

Logical Actual
Library Logical File Actual File
Library Volume
CIGL CIGLPARM EDETRANS

&AUDT CSUVAUDT DATA

Example #2  There may be situations where data for one application is needed from a
table that corresponds to a different Computron system. This situation
occurs when both Computron’s Accounts Payable and General Ledger
systems are installed. The General Ledger logical file, AUTOBAL, is
accessed via the Accounts Payable VVoucher Entry function. In order to
access the appropriate data, the following database map entries point the
application to the General Ledger RDBMAP files to locate the table
information for the AUTOBAL data.

Logical Actual

Library Logical File Actual File
Library Volume

CIAP CTRONSYS &&CIGL AUTOBAL

Example #3  Many functions create work files during processing. Controlling the
location of work files that are created by certain applications can
optimize efficiency. The following entry can be added to the database
map for the Accounts Payable system:

Logical Actual
Library Logical File Actual File
Library Volume
CIAP &WORK WRKVOL APREGPS1 &UT#HAPSL
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@ Note: This example also includes a variable Actual File entry as explained earlier in this section.
These entries are typically used for report and work files, to avoid duplication of filenames when
multiple users are running simultaneously.
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1.7 Global Variable Maintenance

Introduction to Global Variable Maintenance

Global variables are used in Computron systems to keep track of sequential numbers assigned as part of
record generation. For example, a global variable is used to control transaction numbers assigned to
transactions within each journal in the General Ledger system. In addition to storing the last number used,
each system maintains the highest and lowest values that can be assigned to a record.

Thus, if the following global variables are established,

Start Range 1
Ending Range 999
Last Number Used 998

after the number 999 is used, the system assigns the number 1 to the next record.

Global Variable Maintenance is used to maintain global variables that have been previously established
via system functions. Normally, variables are set by the application programs that use the variables. In
addition, many Computron applications are installed with predetermined global variable settings. It is not
normally necessary to maintain global variables. However, Global Variable Maintenance is provided in
the event that some system failure (e.g., hardware failure) corrupts global variable settings.

& Warning: This function should only be used with guidance from Computron’s support staff. In
addition, it is important to note that most Computron applications are designed not to reassign a
number that has been previously assigned. Therefore, it is generally not necessary to change these
ranges.
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Global Variables Maintenance Window (KS1)

The KS1 window displays when you launch the function.

Global ¥ariables Maintenance
File ©Options Tools Help

RN
Compaty; 001 EI
Code: L] EI
Capy From
Companyy:
Code: |

Cancel Add | Change | Delete Copy

k51

Global Variables Maintenance Window (KS1)

Company (Q-**)

Enter the company number for which you are establishing/maintaining the global variable

code.

Code (Q-")

Enter the global variable code to establish/maintain. Valid entries in this field differ

according to the application you are running.

Copy From Company Code:

Enter the company number and global variable code from which a global variable is being

copied. These fields are used only in conjunction with the Copy button.

Choose a maintenance option (Add, Change, Delete, or Copy) by clicking the appropriate button. The

DS1 window displays.
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Global Variables Maintenance Window (DS1)

The DS1 window displays from the KS1 window.

Global Yariables Maintenance

File Options Tools Help

e[ =B %M | |
General l
Company: nom
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[3lobal % ariable [nfarmatior

Global Y ariable D escription: [vOUCHER MUMEER]
Last Mumber eed: A04E6

Start of Range: 1

End of Range: | 999999993

Mext | Previous | |

D51

Global Variables Maintenance Window (DS1)

Global Variable Description

Enter a fifteen position alphanumeric description of the global variable. If the variable is
created dynamically by the system, this description is the user ID of the person who was
responsible for the creation.

Last Number Used

This is the last transaction number used. This number is incremented by one each time a
transaction using this global variable is created.

Start of Range
A user-defined number to indicate the lowest number the system assigns to a transaction. The
system-default value is 1.

Example: If Start of Range is four, then the first transaction is assigned the number four.

End of Range

Maximum system-generated number assigned to a transaction using this global variable. If
this number is reached, the system assigns the Start of Range number to the next transaction.
In the example shown on the above window, once you enter the transaction number
999,999,998, the system assigns the next transaction number 1 and continues incrementing.

Revised 11/06 1.7-3
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1.8 Global Variable Inquiry/List

Introduction to Global Variable Inquiry/List

This function is used to display a listing of the Global Variable codes established via the Global Variable
Maintenance function. This data can either be displayed online or spooled to a print file.

Global Variable Maintenance Inquiry/List Window (SC1)

= GLOBAL VARIABLES MAINTENANCE M=1[E3
File Tools Help

Be| B/ |

General l

[riquiny /' Print Options
Select Bun Optior; * Screen " Fareground

[ Select Criteria

Selection
From Range:
Tao Range: 22222222272

Caontinue | Cancel |

sC1

Global Variable Maintenance Inquiry/List Window (SC1)

Select Run Option
This is the processing option that produces online output or a printed report. Valid options
are:

Screen — Enables you to review a list of the data online, as well as to display detail for each
item on the list.

Foreground — Produces a print file, processing the request in foreground. Use of this option
restricts the use of this window for other processing.

Default: Foreground.

Select Criteria

This determines whether to use a query window to specify additional selection criteria. Valid
options are:

Revised 12/08 1.8-1
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M Displays the Select Query Window (SC99), which allows you to further define the
selection criteria.

O Do not allow modification of the selection criteria.
Default: O

From Range
Enter the beginning of the range of codes to include in the inquiry/list.

To Range
Enter the end of the range of codes to include in the inquiry/list.

Global Variables Report Options

Screen Option

When the Screen option is selected, an inquiry window displays:

= GLOBAL VARIABLE LOOKUP

File Tools Help

e |6 i ¥ 522

Databaze Reszelect ]

Company Description |Last Humber|Start of Range|/End of Rar#
CASH RCH  HL2 50888 1 99999994
EXSFILE HB2 a1 1 999¢

aaa  CRYST BPC 48 1 990¢
aea  APTBBATCH = TCA caene 1 0000000¢
888 APTBEXPH TG1 caene 1 0000000¢
888 ARIFILESEQ TCH s5a0a88 1 9999990¢
888 ARSUSPITHM @ TEST 58628 1 9999990¢
888 ASSET-HUM @ FAO S5a0a8 1 9999990¢
aea  ASSETHUM ASSETHUH caene 1 0000000¢
g8a  AULFHDUWK HPG 516080 1 0000000¢
88a  AULPHSWK DG2 ce187 1 0000000¢
888 BATCHID# CTR 58615 1 9999990¢
888 BDISBHHO BPC 187 1 9999990¢
a8  BDSYSHUM GHA1 28 1 9999990¢
888 BEHDRTEXTH TCA1 taeae 1 9900900¢
gea  BITHMTEXTH = TCA caene 1 99999995v
Sy ErTT T R TR T TR - i P
L1

Global Variable Inquiry/List Window (IL1)

To display the details of a listed code, you can either:

+ highlight it and click the Choose button;
¢ double-click the desired code.

1.8-2 Revised 12/08
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An inquiry detail window displays:

e GLOBAL VARIABLES MAINTENANCE
File ©Options Tools Help

| €| % | B2 | |

General l

Company:
Code: AFTBBATCH

Glabal % ariable Infarmation

Global Y ariable Description: [TC1

Last Number Used: [ 50000

Start of R ange: [ 1
End of Fange: [ 999993995

Prewvious | |
Global Variable Inquiry/List Detail Window (DS1)
The following sample report is available for the inquiry/list function:
Global Variable Code Listing
* Computron Software, LLC.-uv Tue Jul 02, 2002 12:35 PM *
« -
* —--- GLOBAL VARIABLES MAINTENANCE -- *
* -
Page 1*
Company Code Description Last Number Start of Range End of Range
000 APTBBATCH PB 5 1 999999998
000 APTBEXP# PB 11 1 999999998
000 ARIFILESEQ DF 35 1 99998
000 ARSUSPITM  DF 203 1 99998
000 ASSET-NUM CC 10000074 10000001 999999998
000 AVLFNDWK CM 13 1 999999998
000 AVLPHSWK BHP 6 1 999999998
000 BATCHID# DF 128 1 999999998
000 BEHDRTEXT# ALM 1 1 999999998
000 BILLMEMO# DF 126 1 999999998
000 ENGTEXT# ENGAGEMENT TEXT 0 1 999999998
000 EXPENSE# DF 640 1 999999998
000 EXPTEXT# CTR 19 1 999999998
000 FABATCHNUM CC 1 1 999999998
000 FAGROUPNUM CC 253 1 999999998
000 FATRANSNUM CC 410 1 999999998
000 GNXSEQ MG2 77 1 999999998
000 ITSYSNUM PK 40 1 999999998
000 IVATGSEQ BHP 12 1 999999998
000 IVISBHNO BHP 6 1 999999998
000 IVISSUE BHP 2 1 999999998

Revised 12/08 1.8-3



LE]
LA
computron

System Administrators Guide - Unix
Epic in UV

1.9 EPIC in UV

Introduction to EPIC in UV

This function is used to access the menu for the EPIC Report & Query Generator. You can not only create
customized versions of standard Computron EPIC reports, but also create your own reports/inquiries to
access data in the Universal Utilities subsystem. For detailed information about this product, refer to the
EPIC Report & Query Generator manual.

File Options  Help

l

EASEHYe g BB buwlAX,PTHRE g

[ Universal Utilities
[ MAF Maintenance
+-[7 System Utilities Menu
[ EFIC nUY

Wi Computron YBAUI Deskiop E@WE

EPIC in LI

Define Logical Files

Define VWiews

Define New Fields
Define Security

Define Reports

Run Reports

Report Procedures
Report Filing

Report Test Conversion

Report Corversion Test

EUETINETET N\ NN

'Soft Scieen Maintenance' launched successfully

EEF=<10G |10.0 Release

EPIC Report & Query Generator Menu

Revised 11/06
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1.10 Soft Screen Maintenance

Introduction to Soft Screens Maintenance

This function is used to customize report formats to meet specific client requirements, and to effect global
terminology changes. This module is available as a separate product offering from Computron. For
detailed information about this product, refer to the Soft Screens User’s Guide.

2 Soft Screen Directory Maintenance

File Options Tools Help

Be 7B %%

Directory Maintenance Options

Record Type

' Code Dictionary Copy/Print Screens

™ Simple Business Rules Error Messages

™ System Code Values Report Dictionary

" Global Parameters Code List Mapping

™ Multiple Prormpts and Messages Create Image File

" Program Processing Control wéorkflow Buginesz Rulez

Screen Image File: [EVIEEE  in Librany: EEF<SCHI on Yolurne: EXEC
[rataB aze Map File: EBP=10G in Library: CSDBMAP on Yolume: DATA

Continue | Cancel | Validate |

K50

Soft Screen Maintenance Window (KSO0)

Revised 11/06 1.10-1
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1.11 Capture Log File to Print

Introduction to Capture Log File to Print

Printing out the log file is especially useful when analyzing system and/or program problems that produce
error messages. Double-clicking this icon automatically generates a report containing the last 5,000 lines
of your Computron Log file and places it in your print queue. A window does not display nor are you
prompted for selection criteria.

Two files are written to your print queue. The user#### (where #### represents an ordinal number based
on previous versions of this file in your print queue) contains the selection criteria for the report. These
selection criteria are not modifiable. The log file is written to a report titled logf####, which is located in
your print queue on the Spool directory as defined by the LGMAP.

Defining the Log File Size

You can set the default number of lines (N) that the Computron Log File Report extracts from the
Computron Log file by accessing the LOCAL.START script and introducing the following statement:

export CTRON_REPORT_LOG=${CTRON_REPORT_LOG:-N}

Log File Report Description

Sample Computron Log File Report

LOG FILE = /enterprise/10qa/var/logs/user_pse
Retrieving last 5000 lines / Total lines = 25257
Kok K K Kk K K K K kK K koK K Kok K K kK ok ok Kk koK Kk ok ok Kk KK K KK K K
PRNAME = MENUFILE FILE = GLDIMREF, LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0
Starts: 0 Writes: 0 Rewrites: O Deletes: 0

======================== 04/10/07 14:08:58 PID: 06964 ========================
RUNTIME: /enterprise/l10ga/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE FILE = GLPOSTAC, LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0
Starts: 0 Writes: O Rewrites: 0 Deletes: 0

—=======—==—=———-=-===== 04/10/07 14:08:58 PID: 06964 ========================
RUNTIME: /enterprise/10qa/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE  FILE = GLTRPARM, LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0
Starts: 0 Writes: O Rewrites: 0 Deletes: 0

======================== 04/10/07 14:08:58 PID: 06964 ========================
RUNTIME: /enterprise/10qa/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE  FILE = GLTRANS , LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0
Starts: 0 Writes: O Rewrites: O Deletes: 0

======================== (04/10/07 14:08:58 PID: 06964 ========================
RUNTIME: /enterprise/10qa/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE FILE = GLBUDGET, LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0O
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

======================== 04/10/07 14:08:58 PID: 06964 ========================
RUNTIME: /enterprise/10qa/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)
PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE FILE = GLTRGEN , LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0O
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

= ============= 04/10/07 14:08:58 PID: 06964 ===

nterprise/10qga/exec/_ctron_/wrunora(10.0.6.0) .

PGM MENUPRTZ( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE FILE = GLEDE » LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: O
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

= ============= (04/10/07 14:08:58 PID: 06964 ===
nterprise/10qga/exec/_ctron_/wrunora(10.0.6.0)
PGM MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals

PRNAME = MENUFILE FILE = GLPRW , LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: O
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

Revised 11/06 1.11-1
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= 04/10/07 14:08:58 PID: 06964
RUNTIME: /enterprise/10ga/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE FILE = GLLDGRPT, LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: O
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

= == 04/10/07 14:08:58 PID: 06964 =

RUNTIME: /enterprise/10qa/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Acti TYPE: Totals
PRNAME = MENUFILE FILE = GLEXTRNL, LIBRARY CIGLMENU, VOLUME IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

-+

== 04/10/07 14:08:58 PID: 06964 =
RUNTIME: /enterprise/10ga/exec/_ctron_/wrunora(10.0.6.0) O

Sun0S(5-10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activit TYPE: Totals
PRNAME = MENUFILE FILE = GLREL . LIBRARY CIGLMENU, VOLUME 1PLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: O
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

= == 04/10/07 14:08:58 PID: 06964 =
RUNTIME: /enterprise/10qa/exec/_ctron_/wrunora(10.0.6.0) 0S: Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE FILE = GLSYSADM, LIBRARY CIGLMENU, VOLUME 1PLVOL
6 Read-g: 0 Read-d: 0 Read-nd: 0

o

Rewrites: 0 Deletes: 0

04/10/07 14:08:58 PID: 06964
RUNTIME /enterprlSe/qua/exec/ictronilwrunora(:_LO:0_6_0) 0! Sun0S(5.10)

PGM: MENUPRT2( )/CSACCESS QUAL: Activity TYPE: Totals
PRNAME = MENUFILE FILE = ENCMENU , LIBRARY = CIGLMENU, VOLUME = IPLVOL
Read-s: 6 Read-g: 0 Read-d: 0 Read-nd: 0
Starts: 0 Writes: 0 Rewrites: 0 Deletes: 0

Revised 11/06
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1.12 Lockout Utility

Introduction to Lockout Utility

When a program needs to update tables, resources are held. This is necessary so that two programs
competing for the same resource don’t enter into an infinite lock and halt processing. In normal
processing, resources are released when the function is complete. In case the system malfunctions, held
resources may not get released and other functioning cannot proceed. This function is used to release
(unlock) the affected resource(s) by:

¢ File/Library/Volume

Task Number

Terminal Number

User ID

Unlock ALL Resources (FLUSH).

* & o o

& Warning: Unlock ALL Resources (FLUSH) releases all users’ resources. This option should be used
with great caution and only if you know you are not disrupting other users’ processing.

CSUNLOCK Utility Window (KS1)

The following window displays when you access the Lockout Utility function:

2 CSUNLOCK Utility
File=  Tools  Help

B E|fa

Unlock Resources by:

[~ File: Library: Yalume:
[ Task Mumber: CURRENT

[ Terminal Humber: |CURREMT

[~ UserlD: |PSE

-

Unlock ALL Resounces [FLUJSH)

Continue | Cancel |

f51

CSUNLOCK Utility Window (KS1)

Revised 7/2010 1.12-1
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1.13 Lockout Inquiry

Introduction to Lockout Inquiry
This inquiry allows you to see what records are currently locked in the system. In order to unlock these

records, you must use the Lockout Utility or Lockout Delete by User functions which are also found on
the System Utilities Menu.

Record Locks Window (IL1)

The following window displays when you access the Lockout Inquiry function: It lists all records that are
currently on hold.

& RECORD LOCKS IZ][EHEI

File Options Tools  Help

ka1 [E AR

List ]Qatabase Reselect ]
USER ID |FILENAME|LIBRARY |UOLUME|RECORD DETAILS

‘EDIBATCH WARS1512 &&CIAR 180M 20108625E100231

End of Range Reached

Record Locks Window (KS1)
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1.14 Lockout Delete by User

Introduction to Lockout Delete by User

This tool allows you to see what records are locked within the system and then unlock selected holds. In
contrast, the Lockout Utility function does not provide the ability to remove individual lockouts.

Delete Lockout Records by User Window (IL1)

The following window displays when you access the Lockout Delete by User function: It lists all records
that are currently locked.

2+ Delete Lockout Records by User

File ©ptions Tools Help

| B | % K |58 |

List ]Qataba&e Reselect ]
Select| User|File

‘PSE CLISTCTL:EBPOT11: IWORKGRP EOMAINT 09420410 11420255

Select for Delete Deselect for Delete J Process Selected Reds

End of Range Reached IL1

Delete Lockout Records by User Window (KS1)

Option Description

Select for Delete | Highlight one or more records to be selected for unlocking and click this
option. An "X" is placed in the Select "X" column. If there are any that
should not have been selected, use the Deselect for Delete button to remove
the X from the Select "X" column.

Deselect for Delete | Highlight one or more records to be deselected from the group to be unlocked
and click this option. The "X" in the Select "X" column is removed.

Process Selected | This unlocks the records that have been selected and returns you to the menu.
Records

New 7/2010 1.14-1
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Option Description

Exit or | This exits the function and returns you to the menu. Any records selected for
Previous | unlocking are not processed.

More Records | This accesses the next group of records from the database.

X (Excel) | Download the data to an Excel spreadsheet.

New 7/2010 1.14-2
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1.15 System Access Inquiry/List

Introduction to System Access Inquiry/List

This function provides a means to report on system access in a format that can be imported into any
application, such as a spreadsheet. The program creates a file that contains both the users and the
Computron menus and/or programs to which they have access. The file contains security information
from the menu and user files. Selection criteria allow you to limit the information by a range of users or
user groups. Additionally, data can be sorted by a hierarchy that you establish at run time.

Most of the information in the file is displayed or printed, one line per user or group. Any information on
the file that is not already displayed or printed is available by modifications to the “soft” screens and
reports.

This function can be used to provide proof that the company is in compliance with security measures.

How the Information for the Report is Determined

All users who have access to Computron applications are identified by the system via a user account. The
user account establishes system-wide security privileges for the user. It also assigns the user to a user

group.

At the menu level, the user’s access to menu options is determined by the security level of the user
compared to the security level of the menu option. Where the security level of the menu option is higher
than the user’s security level, the menu option does not display on the user’s menu. There is also specific
security where the menu option can allow or disallow a user based on the user ID or the group ID.

Revised 7/2010 1.15-1
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System Access Inquiry Window (SC1)

On this window, set parameters for the type of data to be accessed and how it is presented.

& Systems Access Inquiry

File Options Tools Help
& D§ % ﬂ-’ R?C

General l

Fun Optior: {* Screen " Foreground " Background
Report Definition: sopU B B and/ o EPICRepot  SODV [ E
Fieport By o+ |zer " Group Group 1D:

Include Types ™+ Programs " Menus " Both Al

[ Include ‘Workflow User Menus

Start Menu: STERT Bl Lbay [OOWMEND Bl voume: [EXEC =]
Snapshat File: _EI Library: EI Wolume: EI

Continue | Cancel |

501

System Access Inquiry Window (SC1)

Run Option
This is the option used to run this report. Valid options are:
Screen — This produces the report in foreground and presents it online.

Foreground — Process in foreground. Use of this option submits the job to processing
immediately.

Background — Process in background. Use of this option submits the job to a background
gueue, where it is processed as resources become available.

Default: Screen.

Report Definition

This is the soft report to produce. This only applies when the Run Option is set to Foreground

or Background. Both an EPIC report and/or this standard report can be printed in the same
run.

= Note: If you want to tailor a report, the report must start with SODU for users and
SODG for groups.

Default: SODU%001.

and / or EPIC Report

This is the EPIC report to produce. This only applies when the Run Option is set to

Foreground or Background. Both a standard report and/or this EPIC report can be printed in
the same run.

1.15-2 Revised 7/2010
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= Note: If you want to tailor a report, the report must start with SODU for users and
SODG for groups.

Report By
This determines the value that the report is based on. Valid options are:
User — Base the report on user IDs.
Group — Base the report on the group ID indicated in the Group ID field.
Default: User.

Group ID
This identifies the group for the report. This is used when the Report By field is set to Group.

Include Types
This determines what type of information is included from the Menu files. Valid options are:
Programs — Include only those programs that meet the criteria established above.
Menus — Include only those menus that meet the criteria established above.

Both — Include both programs and menus. This excludes comments, exits and the Run Any
Program option.

All — Include all information from the from the Menu files. This includes programs, menus,
comments, exits, and the Run Any Program option.

Default: Programs.

Include Workflow User Menus

This determines whether the Workflow menus for individual users are included in the output.
This only applies if Include Types is not set to Programs.

Valid options are:

M Include menus created for individual users via the Workflow system.

O Do not include Workflow user menus.
Default: O

Start Menu Library Volume
This identifies the menu from which to start reporting.

= Note: Due to the extremely large number of menu options in the full Computron
system, use this field to limit the extent of the report.

Snapshot File Library Volume

Specify the name and location of the file, based on the input criteria, that will be created. If
this file already exists, you can overwrite the file by clicking OK in the pop-up window. The
file created is an indexed file, SODUWORK.

Revised 7/2010 1.15-3
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System Access Inquiry Window (SC2)

This window allows you to establish the range of user IDs and/or group IDs and the order to sort the
information.

= Systems Access Inguiry

File Options Tools Help

8% )

General ]

Sort Sequence: 1 ta 4. Majar to Minor

User 1D:
Group D

thiu
thru

TTW
TTW

User Security Level: thru

User Name

Meru Mame
tenu Libramy

Menu Description

Program Mame

Pragram Librarny

s =T . .

Program D escription

Caontinue I Cancel I

sC2

System Access Inquiry Window (SC2)

Sort Sequence

Use the boxes on the left side of the window to identify the sort sequence for your report.
Enter the ascending sort sequence to determine the order of the extracted information. The
order should be entered from 1 to 4; with 1 being the major sort and 4 is the maximum
number of sorts. In the example above, one user is sorted by Menu Library, Menu Name and
Program Name.

If the sort order is not entered, the sort defaults. When reporting by user, the sort order
defaults to User 1D followed by Group ID. If reporting by group, the user fields on the SC2
window are not available and the sort order defaults to Group ID.

User ID thru
Enter a range of user IDs to be included in the report. This range is not available if reporting
by Group.

= Note: It is not recommended to leave this range blank. The system needs to cycle
through all menus from the indicated Start Menu for every user in the User file. The
report produced may take a long time and be extremely large.

Group ID thru

Enter a range of group IDs to be included in the report. When reporting by group, this range
defaults to the entry on the SC1 window.

1.15-4 Revised 7/2010
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User Security Level thru
Enter a range of security levels to be included in the report.

System Access Inquiry Window (IL1 and IL1 G)

These windows display the information requested when the Run Option is set to Screen. The IL1 window
displays when the Report By field is set to Users. The IL1 G window displays when the Report By field is
set to Group.

& Systems Access Inguiry E@E|

File ©ptions Taools Help
lh-\“ﬁl%hll»l%glnfcl

1 Summary ] Database Resslect

Program

Frogram enu fenu ~
Library T

Drescription Library Description

JMU Lo 3 T
L Adj DL CSEMTRY

utharization Maint

Pat Eckart-tMcGovemn
Pat Eckart-tMcGovern
Pat Eckart-tMcGovern
Pat Eckat-tMcGovemn
Pat Eckart-tMcGovern

AUDAPPROCIAPRUN
CSDISPLY  CSLWLOAD
H5T10390 - CIAPLOAD
WREMHILO CIAPLOAD
WYREMRPTO: CIAPLOAD

AP Audit Feports

Display Utility

1099 Yerification Repart
Payee History Ing/List

Payee Histary Comparison List

APAUDIT  CIAPMENU A/P Audit
APAUDIT  CIAPMENL AP dudit
APAUDIT CIAPMENU AP Audit
APAUDIT CIAPMENL AP dudit

APAUDIT - CIAPMENL AP Audit

Pt E ckart-MoGoven CSENTRY CSUWLOAD  Adj Authorization Ing/List APADUMU  CIAPMENL Adjustment Authorization Codes CIAPMENL APADUMU CSENTRY
-Pat Eckart-McGovern CEENTRY  CSUWLOAD: Adjustment Reason Maint APADJMU CIAPMEMU Adustment Autharization Codes CISPMENU APADJMU CSEMTRY
Pat Eckart-tcGoven CSENTRY CSUVLOAD Adjustment Reason Ing/List APADJMU  CIAPMEMU Adiustment Autharization Codes: CIAPMENL APADJMU CSENTRY
Pat Eckart-tcGoven CSENTRY CSUVLOAD Discount Lost Reasan Maint APADJMU - CIAPMEMU Adiustment Autharization Codes: CIAPMENL APADJMU CSENTRY
Pat Eckart-tcGoven CSENTRY CSUVLOAD Disc Lost Reason Ing/List APADJMU CIAPMEMU: Adiustment Autharization Codes: CIAPMEN APADJMU CSENTRY
Pat Eckat-McGovem @ELUELE? < your Priet Queue APAUDIT CIAPMENL AP dudit CIAPMEMNU APAUDIT @QUELE?

CIAPMENL APALIDIT AUDARFRO

{CIAPMENL APAUDIT CSDISPLY
- CIAPMENU APAUDIT HST10990

CIAPMENU APAUDIT VREMHILO
CIAPMENL APALDIT VREMAPTD

Pat Eckat-McGoven
- Pat Eckart-McGovem
Pat Eckart-McGoven
Pat Eckart-tMcGoven
-Pat Eckart-McGoven

@OUELE? your Print Queus
APREGPPO :CIAPLOAD  Register Report
APREGPTO CIAPLOAD - Register Query Report
AFZO0OM  CIAPLOAD (Z00M Processing
[CDSTPTO  CIAPLOAD  Statement of Disbursements

APDISTRG CIAPMENU Register Reports
APDISTRG : CIAPMENU  Register Reports
APDISTRG CIAPMENU  Register Reports
APDISTRG CIAPMEML Register Reports.
APDISTRG : CIAPMEMU : Register Reports

CIAPMENU APDISTRG @GQUELE?
CIAPMENU APDISTRG APREGPPO
CIAPMENL APDISTRG APREGPTO
CIAPMENL APDISTRG AFZ00M
:CIAPMENL APDISTRG CDSTPTO e

L0000 D D DD D D D D D D D D o

coocooooowooooooo

11

Segregation of Duties Inquiry Window (IL1)

= Systems Access Inquiry

File ©Options Tools Help

ﬂrl“@i'ﬁﬂll 3 (522

F'logram Program Menu G ~
D Library Description Library Description 3
04D Display Uity : L CIAPMERU Adi. o
TE ESENTHY ESUVLDAD Adjustment Autharization Maint P 0 AF'ADJMU CIAPMEMNLU  Adjustment Authonzatlon Codes CIAF’MENU AF'ADJMU ESENTHY
TE  CSEMTRY CSUWLOAD AdjAuthorization Ing/List P 0 APADJMU - CIAPMENL Adjustment Authonization Codes: CIAPMENU APADJMU CSENTRY
TB CSENTRY CSUVLOAD Adjustment Reason Maint F 0 APADJMU CIAPMENL Adjustment Autharization Codes CIAPMEMU APADJMU CSENTRY
TE CSENTRY  CSUVLOAD Adjustment Reason Ing/List F 0 APADJMU CIAPMENU Adjustrment Autharization Codes CIAPMENU APADJMU CSENTRY
TE CSENTRY CSUVLDAD Discount Lost Reason Maint F 0 APADJMU CIAPMENU Adjustment Authorization Codes CIAPMENU ARADJMU CSENTRY
TB  CSEMTRY CSUWLOAD Disc Lost Reason Ing/List P 0 APADJMU - CIAPMENU  Adjustment Authonization Codes CIAPMENU APADJMU CSENTRY
TB @OUELE? ) ‘your Frint Queue P 0 APAUDIT  CIAPMENU A/P Audit CIAPMENU APALIDIT @QUELIE?
TE  AUDAPPRO CIAPRUN  A/P Audit Reparts P 0 APAUDIT CIAPMENU A/P Audit ClIAPMENU APAUDIT AUDAPFRO
TB  CSDISPLY CSUVLOAD Display Utilit P 3 APALDIT CIAPMENL A/P Audit ClaPMENU APAUDIT CSDISFLY
TE  HST10990 CIAPLOAD 1039 Werification Report P 0 APALDIT CIAPMEND A/P Audit ClAPMENU APALDIT HST10930
TE  WREMHILO CIAPLOAD  Payee Histary Ing/List P 0 APALDIT CIAPMEND A/P Audit CIAPMEMU APAUDIT YREMHILD
TB WYREMRPTO CIAPLOAD  Payee History Comparison List P 0 APAUDIT CIAPMEMNLUA/P Audit CIAPMENU APAUDIT VREMRFTO
TB @LUELE? your Print Queus P 0 APDISTRG CIAPMENLU  Register Reports CIAPMENU APDISTRG @OUELIE?
TBE  APREGFFO CIAPLOAD  Register Repaort P 0 APDISTRG CIAPMENU . Register Reports CIAPMENU APDISTRG APREGFFO
TE  APREGPTO CIAPLOAD  Register Query Report P 0 APDISTRG CIAPMENU  Register Reports CIAPMENU APDISTRG APREGFTO
TBE AFZOOM CIAPLDAD Z00M Processing P 0 APDISTRG CIAPMENU Register Reports CIAPMENU APDISTRG AFZ00M
TE COSTPTO CIAPLOAD Statement of Disbursements P 0 APDISTRG (CIAPMENLU Register Reparts Cl&PMENU APDISTRG CDSTPTO W

LT G

Segregation of Duties Inquiry Window (IL1 G)
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System Access Report Definition

System Access Report

* Mon Sep 13, 2010  2:45 PM *

- *

* Systems Access Report *

- *
Page 3 *

USER PROGRAM MENU

ID  Name Grp SL Name / Library Descr Typ SL Name / Library Description

PSE Pat Eckart-McGovern 9 CSDISPLY CSUVLOAD Display Uti y P 9 APADIMU CIAPMENU Adjustment Authorization Co

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD Adjustment Authorization P 0O APADIJMU CIAPMENU Adjustment Authorization Co

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD Adj Authorization Ing/Lis P O APADIJMU CIAPMENU Adjustment Authorization Co

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD Adjustment Reason Maint P 0 APADIMU CIAPMENU Adjustment Authorization Co

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD Adjustment Reason Ing/Lis P O APADIMU CIAPMENU Adjustment Authorization Co

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD Discount Lost Reason Main P 0 APADIMU CIAPMENU Adjustment Authorization Co

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD Disc Lost Reason Ing/List P O APADIMU CIAPMENU Adjustment Authorization Co

PSE Pat Eckart-McGovern 9 (@QUEUE? your Print Queue P O APAUDIT CIAPMENU A/P Audit

PSE Pat Eckart-McGovern 9 AUDAPPRO CIAPRUN A/P Audit Reports P O APAUDIT CIAPMENU A/P Audit

PSE Pat Eckart-McGovern 9 CSDISPLY CSUVLOAD Display Ut ty P 9 APAUDIT CIAPMENU A/P Audit

PSE Pat Eckart-McGovern 9 HST10990 CIAPLOAD 1099 Verification Report P O APAUDIT CIAPMENU A/P Audit

PSE Pat Eckart-McGovern 9 VREMHILO CIAPLOAD Payee History Ing/List P O APAUDIT CIAPMENU A/P Audit

PSE Pat Eckart-McGovern 9 VREMRPTO CIAPLOAD Payee History Comparison P O APAUDIT CIAPMENU A/P Audit

PSE Pat Eckart-McGovern 9 @QUEUE? your Print Queue P O APDISTRG CIAPMENU Register Reports

PSE Pat Eckart-McGovern 9 APREGPPO CIAPLOAD Register Report P 0 APDISTRG CIAPMENU Re ter Reports

PSE Pat Eckart-McGovern 9 APREGPTO CIAPLOAD Register Query Report P 0 APDISTRG CIAPMENU Re ter Reports

PSE Pat Eckart-McGovern 9 APZOOM CIAPLOAD ZOOM Processing P 0 APDISTRG CIAPMENU Re ter Reports

PSE Pat Eckart-McGovern 9 CDSTPTO CIAPLOAD Statement of Disbursement P O APDISTRG CIAPMENU Ret ter Reports

PSE Pat Eckart-McGovern 9 CSDISPLY CSUVLOAD Display Utility P 9 APDISTRG CIAPMENU Register Reports

PSE Pat Eckart-McGovern 9 APBKFMNT CIAPLOAD Bank Data Format Maint P 0 APEXTRNL CIAPMENU GENEX -- External Interface

PSE Pat Eckart-McGovern 9 CHKGENO CIAPLOAD GENEX-In Non-AP Checks P O APEXTRNL CIAPMENU GENEX External Interface

PSE Pat Eckart-McGovern 9 CK2TAPEO CIAPLOAD GENEX-Out Checks P 0 APEXTRNL CIAPMENU GENEX -- External Interface

PSE Pat Eckart-McGovern 9 CSDISPLY CSUVLOAD Display P 9 APEXTRNL CIAPMENU GENEX Interface

PSE Pat Eckart-McGovern 9 CTLMNT2 CSUVLOAD Data Description List Mai P 0O APEXTRNL CIAPMENU GENEX Interface

PSE Pat Eckart-McGovern 9 EXT1099 CIAPRUN GENEX-Out 1099 Print P O APEXTRNL CIAPMENU GENEX External Interface

PSE Pat Eckart-McGovern 9 FGENO CIAPLOAD GENEX-In Factors P O APEXTRNL CIAPMENU GENEX External Interface

PSE Pat Eckart-McGovern 9 FORM1042 CIAPLOAD GENEX-Out 1042 Print P 0 APEXTRNL CIAPMENU GENEX

PSE Pat Eckart-McGovern 9 ICGENO CIAPLOAD GENEX-In Vouchers P 0 APEXTRNL CIAPMENU GENEX

PSE Pat Eckart-McGovern 9 TAPE1042 CIAPLOAD GENEX-Out Vendor 1042 Dat P 0O APEXTRNL CIAPMENU GENEX External Interface

PSE Pat Eckart-McGovern 9 TAPE1099 CIAPLOAD GENEX-Out Vendor 1099 Dat P 0 APEXTRNL CIAPMENU GENEX External Interface

PSE Pat Eckart-McGovern 9 TAPETOCK CIAPLOAD GENEX-In Check Reconcilia P 0 APEXTRNL CIAPMENU GENEX -- External Interface

PSE Pat Eckart-McGovern 9 VENDGENO CIAPLOAD GENEX-In Vendors P O APEXTRNL CIAPMENU GENEX -- Interface

PSE Pat Eckart-McGovern 9 VOUCHUPO CIAPLOAD GENEX-Out Vouchers P O APEXTRNL CIAPMENU Interface

PSE Pat Eckart-McGovern 9 XVOUCHGO CIAPLOAD GENEX-In Voucher Changes P 0 APEXTRNL CIAPMENU External Interface

PSE Pat Eckart-McGovern 9 CSDISPLY CSUVLOAD Display Utility P 9 APFINMU CIAPMENU Codes Approval

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD AP Financial Approval ID P 0 APFINMU CIAPMENU Codes Approval

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD AP Fin Approval ID Ing/Li P O APFINMU CIAPMENU Codes Approval

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD AP Payment Approval Maint P O APFINMU CIAPMENU Financial Codes Approval

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD AP Payment Approval Ing/L P O APFINMU CIAPMENU Financial Codes Approval

PSE Pat Eckart-McGovern 9 @QUEUE? your Print Queue P 0 APGST CIAPMENU GST

PSE Pat Eckart-McGovern 9 APREGPPO CIAPLOAD P 0 APGST CIAPMENU GST

PSE Pat Eckart-McGovern 9 APREGPPR CIAPRUN GST Posting P 0 APGST CIAPMENU GST

PSE Pat Eckart-McGovern 9 CSDISPLY CSUVLOAD Display Uti Yy P 9 APGST CIAPMENU GST

PSE Pat Eckart-McGovern 9 CSENTRY CSUVLOAD Non-Rebateable Acct Maint P 0 APGST CIAPMENU GST

PSE Pat Eckart-McGovern 9 CSEPICO CIRPLOAD Non-Rebateable Acct P 0 APGST CIAPMENU GST

PSE Pat Eckart-McGovern 9 CSEPICO CIRPLOAD Exception Account List P 0 APGST CIAPMENU GST
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Purge Snapshot Files

This option is available on the File menu. It allows you to remove snapshot files from the server before a
specified date. The default date is one month prior to today’s date.

= Systems Access Inquiry E|E”E|

File ©ptions Tools Help

Be| 8| %]

General l

2|

Purge Snapshot Files befare: [ 14 2010 EI

Process | LCancel

D51

System Access Inquiry Window (DS1)

Purge Snapshot Files before
Enter the date to determine which files to purge.

Default: One month before the current system date.

Revised 7/2010 1.15-7
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1.16 Print Audit File

Introduction to Print Audit File

This function gives you the option to print a report on the following files:

¢ User file (maintained via User File Maintenance);

Menu file (maintained via Menu File Maintenance);

Database Map file (maintained via Database Map Maintenance);
Global Variable file (maintained via Global Variable Maintenance);
All of the above (Audit file is subsequently purged).

Print Audit File Window (SC1)

The Print Audit File Window (SC1) displays when you select the Print Audit Report function.

* & o o

Choose the information to include in the Audit report (User file, Menu file, Database Map file, Global
Variable file) by selecting the appropriate option. You may also elect to include all of the above
information in the Audit file and to then purge it.

E uv Audit File Print

File Tools Help

B €%

General l

Click on Audit Report(z] to be printed

[ USER File
[ MEML File
[ Databaze Map
[ GlobalWariables

or
[ Print the Entire Audit File and then Purge [t

' Continue | Cancel

s

Print Audit Report Window

Revised 11/06 1.16-1



A
g |

&

computron

System Administrators Guide - Unix

Print Audit File

Audit Report Description

The following sample reports are available from the Print Audit Report function. Each request produces

an Audit Report Request (audu####) along with the requested audit file report(s).

Audit Report Request (audu####)

* Mon Apr 16, 2007 8:52 AM *
- *
- *
Page 1>
UV Audit e Print
Click on Audit Report(s) to be printed
USER File
MENU File
X Database Map
Global Variables
or
Print the Entire Audit File and then Purge It
CAS/1V Version: 10.00.00 DBMAP: EBPX10G CSDBMAP DATA
User File Option (user####)
* Computron Software, LLC Mon Apr 16, 2007 8:48 AM *
- *
* UNIVERSAL FILE AUDIT REPORT *
* USER FILE *
- *
Page 1>
Audit Data --- Mode: B User: VS Date: 04/11/07 Time: 11:45
User ID: VS User Name: Vic Surajballi
: FINAL9O Open Lib: CSDBMAP Open Vol: DATA Op Lvl: 9 Sec Lvl: 9
s: Pr Mode: H Prntr Nbr: 001
Def Comp: 110 Corp Sw: U A/D Comp Sw: Comp (1 - 9):
Grp Code: Guest ID: Guest Passwd:
Audit Data --- Mode: C User: VS Date: 04/11/07 Time: 11:45
User ID: VS User Name: Vic Surajballi
: EBPX10G Open Lib: CSDBMAP Open Vol: DATA Op Lvl: 9 Sec Lvl: 9
s: Pr Mode: H Prntr Nbr: 001
Def Comp: 100 Corp Sw: U A/D Comp Sw: Comp (1 - 9):
Grp Code: Guest ID: Guest Passwd:
Audit Data --- Mode: B User: EDV Date: 04/11/07 Time: 11:51
User ID: EDV User Name: Earl Voss
Open File: FINAL9O Open Lib: CSDBMAP Open Vol: DATA Op Lvl: 9 Sec Lvl: 9
Prntr Cls: A Pr Mode: K Prntr Nbr: 003
Def Comp: Corp Sw: U A/D Comp Sw: Comp (1 - 9):
Grp Code: Guest ID: Guest Passwd:
Audit Data --- Mode: C User: EDV Date: 04/11/07 Time: 11:51
User ID: EDV User Name: Earl Voss
Open File: WFGL10G Open Lib: CSDBMAP Open Vol: DATA Op Lvl: 9 Sec Lvl: 9
Prntr Cls: A Pr Mode: K Prntr Nbr: 003
Def Comp: Corp Sw: U A/D Comp Sw: Comp (1 - 9):
Grp Code: Guest ID: Guest Passwd:
Menu File Option (menu####)
* Computron Software, LLC Mon Apr 16, 2007 8:57 AM *
* *
* UNIVERSAL FILE AUDIT REPORT *
* MENU FILE *
* *
Page 1>
Audit Data --- Mode: User: PSE Date: 04/16/07 Time: 08:56
Menu File --- Name: APTRANS Library: CIAPMENU Volume: EXEC
Comp Name:
Sys Name:
Menu Name: Transaction Entry and Process
Line Nbr: PF Name---- Library- Volume T H S
Line 1: 00 X N 0 Voucher Entry
Line 2 01 APBATMTO CIAPLOAD P N O Batch Control Maintenance
Line 3 02 ICENTRY CIAPLOAD PNO Voucher Entry
Line 4 03 ICENTRY CIAPLOAD PNO Quick Voucher Entry
Line 5 00 0
Line 6 00 X N 0 Voucher Edit --
Line 7 04 ICCHANG CIAPLOAD PNO Voucher Change
Line 8 05 ICTRANS CIAPLOAD P N O Voucher Transfer/Rev/Del
Line 9 06 VOUHRMNT CIAPLOAD P N O Hold/Release Maintenance
Line 10 00 0
Line 11 00 0
Line 12 07 APRECUR CIAPMENU M N O Recurring Transactions
Line 13: 00 0
Line 14: 00 0
Line 15 00 0
Line 16 00 0
Line 17 00 X N O Miscellaneous Entry --
Line 18 08 REGENTRY CIAPLOAD PNO Miscellaneous Entry/Edit
Line 19 16 E N O Return to Prior Menu
Line 20 17 U N 9 Run any Program
Line 21 18 CSDISPLY CSUVLOAD P N 9 Display Utility
Line 22 EN/2 @QUEUE? p N O your Print Queue

Revised 11/06
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Database Map Option (dbmp####)

* Computron Software, LLC Mon Apr 16, 2007 8:52 AM *
* *
* UNIVERSAL FILE AUDIT REPORT *
* DBMAP FILE *
* *
Page 1*
Audlt Data --- Mode: C ser: : 04/10/07 Time: 16:18
B Map --- Name: WFARlOG : CSDBMAP Volume: DATA
Phy Li Volume
CSUTAUDT DATA
EXEC
EXEC
EXEC
10QMAP
&RUN EXEC
&LOAD EXEC
EXEC SCNIMAGE SCNIMAGE
@RDBNAME QA10G QA10D Yy
CIAP QA10D &&CIAP
CIAP WHAPMS DATA
CIAP &WORK APREGPS1
CIAP QA10D &&CIGL AUTOBAL
CIAP &WORK WRKVOL EDETRANS &UTHEDE
CIAP &WORK WRKVOL PAYVOU
CIAP CIAPDATA DATA VOUCHER VOUCHPSE
CIAR QA10D &&CIAR
CIAR WHARMS DATA
CIAR QA10D &&CIGL AUTOBAL
CIDI QA10D &&CIDI
CIDI WHDIMS DATA
CIFA QA10D &&CIFA
CIFA WHFAMS DATA
CIGL QA10D &&CIGL
CIGL WHGLMS DATA
CIGL WHGLMS DATA EDETRANS  &UTH#EDF
CIGL CIGLWORK DATA GLTRNFMT QUTHFMT
CIVT QA10D &&CIVT
CIVT WHVTMS DATA
CIWF A10D &&CIWF
CIWF WFAR10G DATA
CIWF BPA10 &&CIWF CONTACT CLISTCTL
CIWF WFAR10G DATA WFTASK CLISTCTL
CIWFCTL WFARCTL EXEC SYSVAR SYSVAR
CIWFMENU WFARMENU EXEC
Csuv QA10D &&CSUV
Csuv WHUVMS DATA
Csuv QA10D &&TEXT TEXT
Ccsuv _CTRON_ EXEC USERFILE USERFIL3
NOTEFILE $DAY 010003
SCANVOL $DAY 010001
UTILMENU CIWFMENU EXEC
WFAD BPA10 &8WFAD
WFAD BPA10 &&CIWF CONTACT CLISTCTL
WFAR QA10D &8WFAR
WFAR WFAR10G DATA
WFAR QA10D &8WFAR CLISTCST CLISTCST
WFAR QA10D &&CIWF CLISTCTL CLISTCTL
WFAR BPA10 &&CIWF CONTACT CLISTCTL
WFAR QA10D &&CIWF IMAGEFIL IMAGEFIL
Global Variables Option (glbv####)
* Computron Software, LLC Mon Apr 16, 2007 8:54 AM *
* *
* UNIVERSAL FILE AUDIT REPORT *
* GLOBAL VARIABLES *
* *
Page 1>
Audit Data --- Mode: A User: PSE Date: 04/16/07 Time: 08:53
COMP: 003 Vou DESC: VOUCHER NUMBER
START RNG: 1 END RNG' 999999998 LAST NUM: 50465
Audit Data --- Mode: D User: PSE Date 04/16/07 Time: 08:53
COMP: 003 DESC: VOUCHER NUMBER
START RNG: 1 END RNG' 999999998 LAST NUM: 50465

Revised 11/06 1.16-3
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2.1 Security Subsystem

Computron’s financial application software provides businesses in all major industries with a
comprehensive solution for financial information management, addressing the needs of finance,
management, audit and operations. As an integrated accounting system, Computron’s financial
application software is responsible for storing vital and confidential information for many businesses
worldwide. In order to keep this information safe, Computron software provides an expansive security
subsystem that complements the native OS (operating system) security, as well as the underlying RDBMS
security.

Authentication

One of the major elements of security is authentication. In order to gain access to a Unix system, a
relational database or the Computron applications, users must supply information that identifies them to
the system. Access to the Computron applications begins with access to the Unix system where the
Computron software resides. The user must log onto the Unix system and the Unix system must validate
the user based on the Unix password file. The Unix password file contains one record for each user who
is permitted access to the system. When a user attempts to logon, this file is checked to determine whether
processing can continue. Additionally, the Unix user is identified to the system via a user account. The
user account is linked to the password file for the purposes of authentication. The user account also
establishes system-wide security privileges for the user such as assignment to a particular user group. The
user ID and the user group determine the directories and files the user can access and the extent of that
access (e.g., whether the user can modify or delete a file).

Once a user accesses the Unix system, the user must be validated within the Computron system.
Computron’s security subsystem performs authentication of a user when the user attempts to start the
software. Relying on the authentication performed by the Unix security, Computron validates only that
the Unix user account is linked to a Computron user record in the Computron User file (USERFIL3). If
such a record exists, the user is allowed access to the system.

If a user record does not exist for the Unix user, the system displays the message: XXX IS AN INVALID
COMPUTRON USER (where XXX represents the Unix user ID.)

< Note: Computron’s Web clients (WEBdesk) validate against the Unix password file when a user
initiates a Computron session from the User Logon window. The only exception is when the user is
a Computron guest user. A guest user is a Computron user that logs on to the WEBdesk client using
a logon ID and Password that are not valid on the Unix system. See Section 1.2, “User File
Maintenance,” for additional information.

RDBMS Authentication

After gaining access to the Computron application, a user must pass through the RDBMS security system
in order to connect to the relational database that stores Computron data. Computron’s User file contains
information that enables the Computron user to log onto the relational database. As discussed in Section
1.2, “User File Maintenance,” the information entered in the DB ID and Password fields for a User file
record causes the system to handle the relational database logon differently. Regardless of the method
used to log a user onto the relational database, the following events occur:

Revised 12/08 2.1-1
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The user is running Computron software and performs a function that requires data from
the relational database.

4

At this time, the information in the Computron User file is used to log the user onto the
relational database.

4

The RDBMS security is invoked to perform authentication of the user.
4

Once logged onto the relational database, processing continues.
4

The user remains logged onto the relational database until the database map is changed or
the user exits the Computron session.

Since each RDBMS handles authentication of users differently, a brief description for each RDBMS is
provided below:

¢

L

Sybase requires you to create user accounts with user IDs and corresponding passwords.

Oracle allows you to set up users within the database using unique IDs and passwords or to
create user accounts that share the ID (and optionally, the password) with the Unix system
security.

MSSQL requires you to create user accounts with user 1Ds and corresponding passwords.

Important! Relational database installations require a special Computron user record,
&&A, for every owner of Computron tables. This record is used to connect to the
database when creating Computron tables or their stored procedures. Without it, various
errors can occur within the Computron applications. For a detailed explanation on adding
the &&A user record, see the “Special Database User ID Records,” instructions in Section
1.2, “User File Maintenance,” earlier in this guide.

User Privileges

Just as Unix security and RDBMS security systems extend beyond authentication, Computron’s Security
Subsystem allows you to establish an additional layer of protection for Computron programs and data.
While the Unix system security and the RDBMS security establish user access privileges at the table level
(RDBMS) and file level (Unix), Computron’s Security Subsystem controls access to the programs and
data used by the Computron applications. The Security Profile allows the Computron administrator to
establish access privileges at the Computron record level for those records created exclusively for
Computron programs on an application-by-application basis.

Revised 12/08
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Computron’s security subsystem is comprised of four major components: the User file, user security
profiles, menus and screen images.

¢ Computron’s User File (USERFIL3) — The User file contains one record for each user
permitted access to the Computron applications. The Computron user ID is established in
the User file. Additionally, parameters such as the default Database Map file and location,
operator level, security level, user group, user menu and company array are established and
assigned to the user in the User file.

¢ Computron User Security Profiles — User security profile records enable you to apply an
additional level of security to each Computron financial application, independent of other
Computron financial applications. Ownership codes and record classes are established via
the user’s security profile. The company access parameters assigned to the user in the User
file can be overridden by the profile record.

& Note: Operator level is assigned to a user in both the User file and the user security
profile. When profiles are implemented for the given application, the lower operator
level always takes precedence.

¢ Computron Menus — Computron Menu files contain a definition for each selection
accessible from the menu. Format parameters, program parameters and security parameters
are specified for each menu selection. Security parameters assigned to each menu item
include security level, allowed user or user group lists, passwords and Database Map files.

¢ Computron Screen Image (SCNIMAGE) — Computron screen image files contain the
display information for Computron program windows. Screen images can be universal for
all users or can be developed to display for a particular user or user group. Additionally,
security level parameters can be assigned for each data entry field and screen option
(buttons or function keys, depending on the presentation) available.

The above security subsystem components are maintained via the following Computron utilities:

Elements of Security Subsystem Maintenance Utility
Computron’s User File User File Maintenance
Computron User Security Profiles User Profile Maintenance
Computron Menus Menu File Maintenance
Computron Screen Images Soft Screens Maintenance

The security subsystem enables you to establish various levels of security within the Computron
applications. The security is applied to four different types of access: function access, company access,
screen access and data access.

+ Function Access — Access to specific Computron functions is determined by a combination
of Menu file security information and corresponding information contained in the User file.
Users are restricted or allowed access to a menu item based on:

» The security level applied to each menu item as compared to the user’s security level.

Revised 12/08 2.1-3
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¢

» A list of users (or user groups) allowed or disallowed access to each menu item as
compared to the user’s Computron 1D or the Computron group assigned to the user in
the User file.

Additionally, users are limited to the menus and submenus they can access by the initial
menu that displays for them as defined in the User file.

Company Access — Entries in the User file and the user’s security profile control the user’s
ability to access data related to particular companies.

Window Access — Screen options (buttons or function keys, depending on the presentation)
and individual fields on Computron windows can be secured through a combination of
operator level and security level in the user’s User file record and the user’s security
profile. For example, you can restrict a user from deleting records in a maintenance utility
by inhibiting the delete option for that window. This type of security is only available in
conjunction with Computron’s Soft Technology module.

Data/Record Access — A user’s access to data is controlled by several factors:

» The user’s Database Map file and the ability to change the Database Map file in use, as
determined by the user’s record in the User file.

> The tables a user can access and the types of operations the user can perform on those
tables as controlled by the RDBMS security.

» The files a user can access and the extent of the access rights as determined by the Unix
system security.

> Specific records within tables or files based on the company number, ownership code or
record class associated with the record as implemented through Computron maintenance
utilities.

@ Note: For more detailed information on establishing file access rights, refer to “Recommended
Permissions for Unix,” at the end of this section.

The Security Mechanism

Each element of the security subsystem provides security information; however, the effectiveness of the
subsystem is a result of the interdependencies of its components. The relationships between the
Computron programs that comprise the security subsystem are illustrated on the following page.

This diagram shows each element of the security subsystem, the security information it stores and how
this security information impacts the other elements of the subsystem.

A. Profile Security is optional for each Computron application (e.g., Accounts Payable,

General Ledger, etc.). Security profile records are created for each user in the User file that
can access the application. When profile security is implemented, Computron applications
access the user’s security profile using the Computron user 1D as defined in the User file.
Additionally, a default security profile record (@@@) can be established. If profile
security is in use and there is no security profile record for the Computron user ID, the
system uses the security options established for the default profile record, @@ @ if that
record has been created.
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B. A user is associated with a Computron user group. Security applied to the Menu file
includes a list of users or user groups who are allowed or disallowed access to each menu
selection.

C. A user’s security level (SL) is established in the User file. This parameter is compared to
the security level assigned to each menu item defined in the Menu file to determine whether
the user is allowed access to each menu function.

Prafile
Mairtenance

U=zer File
Mairtenance

Menu File
Mairtenance

Soft Screens
Mairtenance

Databaze
hap
Mairtenance

Fig. 2.1-1

Security Subsystem Components
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D. A user’s operator level (OL) is used in conjunction with parameters set in the screen images
(through Computron’s Forms Editor for the Visual Basic programming system or Soft
Screens Maintenance) to control a user’s access to function buttons and data entry fields on

program windows.
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E. The operator level (OL) parameter is established in both the User file and the user’s
security profile. The lower of the two takes precedence. It is suggested that the highest
operator level for the user be established in the User file, allowing the individual security
profile entries (by application) to override and lower the user’s effective operator level.

F. The User file contains the default database map name and location. The system uses this
information to locate the data that the user is allowed access.

G. The company/corporate switch in the User file indicates whether the user can change the
current database map in use. This switch determines whether the Change Database Map
button appears on the toolbar in the WEBdesk presentation and whether the user can access
the Change Database Map window via PF-29 on a menu screen in character cell
presentations.

H. This switch in the User file, as well as the Corporate User field in the security profile, also
determines whether the user can access consolidated information i.e., information which
spans multiple companies.

I.  Ownership code ranges and record class access are specified only in the security profile and
apply to the Computron application for which the security profile is established. Access to
individual records can be allowed, disallowed or restricted in some way based upon these
parameters.

J.  Alist of companies to which the user is allowed or disallowed access is denoted in both the
User file and the security profile.

The impact of the various components of the security subsystem on the user’s actions that begin with
logging onto the system are illustrated in the Security Subsystem Processing flowchart later in this
section. This flow chart denotes each step performed by the user and each step consequently performed
by the system.

< Note: All system tasks are not specifically enumerated.

User Logs onto the Unix System

1. The Unix security validates the user based on the Unix current user account.

» If the user does not enter a valid password, Unix security does not grant the user access to
the system.

» If the user enters a valid user account and corresponding password, the system allows the
user to continue.

2. The Unix security system initializes the user’s session based on the user account ID and
password:

» assigns directory and file access privileges to the user.
» passes the Computron logon request to the CSServe connection service.

» may also execute an initial program. (If a Computron program is designated, that program
will handle additional levels of security assignment.)
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Fig. 2.1-2
Security Subsystem Processing Flow
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User Starts Computron Software

1. The CSServe connection daemon verifies the user logon ID with the Windows security
subsystem. If the logon information is correct, then CSServe launches a new process on behalf of
that user:

¢ For AUI clients, CSServe daemon launches the runtime WRUNSQL executable and the
CSHSDRVR program.
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+ For Telnet clients (character cell), CSServe launches the runtime WRUNSQL executable
and the MENUPROG program.

2. The first time the menu display program is run during a logon session, the system reads the User
file (USERFIL3), checking for a record that links the Unix user account to a Computron user ID.

» If the ID is not listed, the following message displays:

Invalid User ID or Password. Please try again.

> If the ID is listed, the system continues.

3. The system performs an operation known as a GTUSER. This operation essentially stores and
retrieves all the security information from the User file (with database passwords encrypted) in a
shared memory area that can be referred to at any time by any Computron program.

» The system determines if this is the first GTUSER operation for this session.
4. For Telnet clients, the system reads the initial Menu file.

» By default, the initial Menu file is the file, START, located in the library, CIUVMENU,
on the volume EXEC.

> If a user menu is specified in the User file record of the logged-on user, that menu
overrides the default menu, START.

» The system displays the initial menu.

@ Note: When interacting with the Menu file, the security level field (SL) from the User file
controls whether the user has access to menu selections. The security level can be set to
any number from 0-9. If a menu selection requires a security level higher than that
assigned to the user, the menu selection is not displayed on the user’s menu.

5. For any Computron client, the Desktop reads the selected application menu tree (e.g., the main
General Ledger menu tree) currently cached on the local PC hard drive/Web server. This tree is
then presented to the user. The menu in the cache directory is automatically updated whenever the
Computron client confirms that the menu on the server is different than the corresponding one in
the PC/Web server cache directory.

User Selects Menu Option

1. After merging the menu selection with GTUSER information, the system determines the
Database Map file to use for the selected menu option. The database map information stored by
the initial GTUSER operation is used unless the selected menu option contains a database map
override.

2. The system invokes the appropriate program or procedure.

3. Information is passed to the application in a GTUSER record that is stored in shared memory.

4. The system determines whether the selected program or procedure requires access to the
relational database.
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> If access is required, information retrieved by the GTUSER operation is used to log the
user onto the relational database.

» If access to the relational database is not required, the system continues.
5. The system determines whether profile security is used by the selected program or procedure.

» If profile security is in use, the system reads the user’s security profile and updates
security information accordingly. With the exception of the user’s operator level, any
fields that exist in the profile, that also exist in the User file, override the User file
values. The lower of the two operator levels is always used. Whenever a program
accesses a record, it checks the Ownership Code and Record Class fields.

» If profile security is not in use, the system continues.

< Note: The ownership codes entered in the security profile are used in conjunction
with the ownership codes assigned to any one of Computron’s code maintenance or
transaction entry programs. These programs allow the user to enter a four-digit code
for each record maintained on the particular system. The code maintenance
programs on Computron’s financial systems also allow the user to assign a record
class to each record. The level of record class access (i.e., whether the user can
display, print, copy, modify or delete the record) is defined for each user in the
security profile.

6. The system reads the screen images.

» The system determines whether any security restrictions are imposed on the user by the
screen image. The screen image file (SCNIMAGE), database files or client-side
programs can contain security level indications, allowing and disallowing access to
buttons or function keys and/or field entry.

» The system displays the program window to the user.

Special Processing Notes

1. The initial GTUSER operation, which reads the User file, is performed the first time the menu
subsystem (MENUPROG program under the character cell presentation or the CSHSDRVR
under any client presentation) is run during the logon session. Thus, if information contained in
the User file is modified, the affected user must log off the Computron system and restart the
software before modifications take effect.

2. You can override individual user non-security information by entering GTUSEROV data via a
procedure. For example, you may want to override the database map in use. (For more
information, refer to the Soft Screens Users Guide.)

3. If you attempt to run any Computron program from outside the Computron security environment,
the system initiates a GTUSER operation to read the User file and determine whether you have a
security level of nine. If your security level is below nine, access to the program is denied.

4. Each time the system invokes a child task, the GTUSER shared memory area is updated.
Subsequent tasks use this updated information.
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5. If the Print Class (PC) or Print Mode (PM) fields are left blank in the User file, the system uses
values set in the service configuration or the system defaults (PC=A and PM=H).

Recommended File and Directory Permissions for Unix

The table below represents the minimum Unix permissions for files and directories contained in a generic

Computron Software environment (where /.../ represents the file system in which the Computron

application software resides).

< Important! This listing assumes that all of the Computron users belong to the group ctron. File and
directory ownership must always be ctronsys and ctron, unless otherwise noted. Keep in mind,
however, that every installation is unique and therefore, may require specific permissions for other

users.
Directories/Files Permissions Ownership

l.1 drwxrwxr-x ctronsys  ctron

/.../misc drwxrwx--- ctronsys  ctron
Files: /.../misc/ —FWXF=XF-X

/...Iprofiles drwxrwx--- ctronsys  ctron
Files: /.../profiles/ -rW-r----—-

/...Ivbpc drwxrwxr-x ctronsys  ctron
Sub Dirs: /.../vbpc/exec drwxrwx---
Files: /...Ivbpc/exec/ -rw-rw----

/.../data drwxrwx--- ctronsys  ctron
Sub Dirs: /.../data/cixxdemo drwxrwx---
Files: /.../data/cixxdemo/ -rW-rw----

/...lexec drwxrwxr-x ctronsys  ctron
Sub Dirs: /.../exec/CIXXCOPW drwxr-x---
Files: /.../lexec/CIXXCOPW/ -rW-r-----

/...lexec/xxxxctl (ctli and epic directories) drwx-w---- ctronsys  ctron
Files:  [/.../Jexec/xxxxctl/ -rW-r-----

/...Jexec/xxxxload directories drwxrwx--- ctronsys  ctron
Files:  /...Jexec/xxxxload/ -rw-r-----

/...Jexec/xxxxrun directories drwxr-x--- ctronsys  ctron
Files:  /...Jexec/xxxxrun/ —rWXF-X---

/...Jexec/xxxxmenu directories drwxr-x--- ctronsys  ctron
Files:  /.../exec/xxxxmenu/ -rW-r-----

/...lexec/xxxxscni drwxrwx--- ctronsys  ctron
Sub Dirs: /.../exec/xxxxscni/ drwxrwx---
Files: [...Jexec/xxxxscnifvb4/ -rW-rw----

Revised 12/08 2.1-10



e

computron

System Administrators Guide - Unix
Security Subsystem

Special Directories and Files

By default, these special directories reside in the /.../exec directory. However, you can maximize your

disk space by storing them in a different location:

Special Directories

Permissions

Ownership

/...Ivar/spool drwxrwx--- ctronsys  ctron
/...Ivar/worklibs drwxrwx--- ctronsys  ctron
/...Ivar/logs drwxrwx--- ctronsys  ctron

Special Files

Permissions

Ownership

/...Jexec/csuvlipc

ctronsys  ctron

_ctron_ Directory

Permissions

Ownership

/.../exec/_ctron_

Sub Dir: /.../exec/_ctron_/putparms

Files: /...lexec/_ctron_/lockout
/...Jexec/_ctron_/userfil3

drwxrwx---
drwxrwx---
-rw-rw-r--
-rw-rw-r--

ctronsys  ctron

< Note: All other files and subdirectories under / .../exec/_ctron_ require [rwx] for

the owner and [rx] for the group.

Computron uses the CSSORT routine to build files during the sort process. While sorting, CSSORT needs

temporary disk space equal to twice the size of the sort file. By default, the TMPDIR setting in
Computron’s start script specifies a work library (worklib) for Computron user temporary files. However,
if another temporary directory is specified in the local.start file (e.g., TMPDIR=/usr/ctron_tmp), then
permissions must be set to allow Computron users to write to that directory. For example:

Special Directory

Permissions

Ownership

{usr/ctron_tmp

drwxrwx---

ctronsys  ctron

< Note: For more information about Computron’s start script and the local.start file,
refer to section 5.7, “Computron’s Start Script.”
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2.2 Ownership Code Maintenance

Introduction to Ownership Code Maintenance

This function is used to establish ownership codes to be used as a part of the Security subsystem.
Ownership codes created through this function can be tied to individual records through application
maintenance functions. Once an ownership code is entered for a record, individual users can thereafter be
allowed or disallowed access to the record, based on parameters established via the Profile Maintenance
function. In the User profile, a user can be allowed or disallowed access to records with specified
ownership codes, or within a range of ownership codes. In addition, a default ownership code for the user
can be assigned via Profile Maintenance. See Section 2.4, “User Profile Maintenance,” for additional
information.

= Note: On entry windows, the Ownership Code field is always Q-Markable.

Owner Code Maintenance Window (KS1)

The system prompts for entry of an ownership code (Q-"=*). Enter an alphanumeric code up to three
characters for the ownership code to be maintained.

Next, click one of the maintenance buttons (Add, Change, Delete or Copy) at the bottom of the window to
open the data entry (DS1) window.

Owner Code Maintenance Window (DS1)
Owner Code Maintenance E@@

File Options Tools Help

Be| B[ B |
General ]
Code List: owMERCD OwMER CODE MAIMTEMAMNCE
Code: PSE

Code Information

[v dctive Record Class: [
Security Lewvel: [ [(0-9) Owner Code:

Descr. [Mame]: [Pat Eckart-McGovem

Abbreviation: |PAT ECKART

Save Cancel
| | |

051

Ownership Code Maintenance Window (DS1)
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Active
Enter the status of the ownership code. This field appears on Q-"** windows.

M Indicates the code is active and can be used.

O Indicates the code is inactive.
Default: M1

Record Class

Enter the record class to assign to this code. This field is used in combination with parameters
established in the User profile to restrict access to this record to a specified class of users.
Valid values are A-Z.

Security Level

This security field is used in combination with data established in the User file to restrict the
use of this code. If entered, this record is available to users with an equal or higher security
level. Valid values are 0-9.

Owner Code

This field is contingent upon parameters established in the User profile. Only users with this
ownership code can access this record for any purpose.

Descr. (Name)

This is a thirty position alphanumeric description of the ownership code. This field appears
on Q-">* windows.

Abbreviation

This is a ten position alphanumeric description of the ownership code. This field appears on
Q- windows.
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2.3 Ownership Code Inquiry / List

Introduction to Ownership Code Inquiry / List

This function is used to display a listing of the ownership codes established via the Ownership Code
Maintenance function. This data can either be displayed online or spooled to a print file.

Owner Code Maintenance Window (SC1)

The following window displays when you select the Ownership Code Inquiry/List function.

= OWNER CODE MAINTENANCE Q@g|

File Tools Help
| € %[

General l

[riquiny /' Print Options
Select Bun Optior; * Screen " Fareground

[ Select Criteria

Selection
From Range:
Tao Range: 2222

Caontinue | Cancel |

sC1

Ownership Code Inquiry/List Window (SC1)

Select Run Option
This is the processing option that produces the online display or the printed report. Valid
options are:

Screen — This enables you to review a list of the data online, as well as to display detail for
each item on the list.

Foreground — This option produces a print file, processing the request in foreground. Use of
this option restricts use of this window for other processing.

Default: Foreground.

Select Criteria

This determines whether to use a query window to specify additional selection criteria. Valid
options are:
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M Displays the Select Query Window (SC99), which allows you to further define the
selection criteria.

O Do not allow modification of the selection criteria.
Default: O

From Range
Enter the beginning of the range of codes to include in the inquiry/list.

To Range
Enter the end of the range of codes to include in the inquiry/list.

Ownership Code Report Options

Owner Code Lookup Window (IL1)

When the Screen option is selected, an inquiry window displays.

= OWNER CODE LOOKUP
File Tools Help
nr|°§|l|&|%|@|
] Database Reselect ]
Code ID|Abbreviation Code Description (Mame)
001 ‘oun cd 061 ¥
aaz OWH CD 2 owner code 2 ¥
PSE PAT ECKART Pat Eckart-HcGovern ¥
End of Range Reached IL1

Ownership Code Inquiry Window (IL1)

To display the details of a listed record, you can either:

¢ highlight it and click the Choose button.
¢ double-click the desired code.

An inquiry detail window displays.
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Owner Code Maintenance Window (DS1)

= OWNER CODE MAINTENANCE

File Options Tools Help

e | 7| 5| e |
General ]
Code List: owMERCD
Code: PSE

Code Information

v

Record Class: [
Security Lewvel: [ [(0-9) Owner Code:
Descr. [Mame]: [Pat Eckart-McGovem
Abbreviation: |PAT ECKART

Cancel | ‘

051

Ownership Code Detail Window (DS1)

Print Options
The following sample report is available for the inquiry/list function.

Ownership Code Listing

Computron Software, LLC

)

Mon Apr 30, 2007 11:02 AM *
*

--- Owner Code Maintenance --- *

*

Page 4 *
Code ID Abbreviation Code Description (Name) Active
blank blank Y
001 OWN CD 1 own cd 001 Y
002 OWN CD 2 owner code 2 Y
FIN FINANCE Finance Department Y
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2.4 User Profile Maintenance

Introduction to User Profile Maintenance

The User Profile Maintenance function allows you to establish and maintain User Profile records, which
complement corresponding records in the User file. One User file record is created for each user who is
permitted access to Computron functions. Once a User file record has been established for a particular
Computron user, certain security parameters are in effect for any Computron function the user accesses.

User Profile records are also created for individual users. They are, however, used to establish security on
a product basis; particularly when the security requirements of one Computron product differ from those
requirements already established in the User file record.

For example, suppose a user is the supervisor of the Accounts Payable department. This user needs to
have access to most of the functions in the Accounts Payable system and needs to view information in the
General Ledger system, but should not be allowed to change information in the General Ledger system. In
this scenario you can utilize the User Profile in the Accounts Payable system to establish a high security
level for the user in this system while maintaining a lower security level in the General Ledger system via
the User file or the General Ledger User Profile. In fact, you can customize security parameters as needed
by creating one User Profile for each Computron product a user accesses.

User Profile records contain some of the same fields as User file records. For example, both types of
records allow the user to establish a default company for a particular Computron user 1D.

Because User Profile records are product specific, they automatically override all corresponding fields in
the User file — except for the Operator Level field. Regardless of the operator level values in the User
Profile and the User file, the lower of the two always takes precedence. Therefore, when establishing
security on the system, it is a good idea to assign the User file the highest operator level that individual is
allowed. Thus, you can automatically override it for a product by creating a User Profile record with a
lower operator level.

Example: Suppose Computron user ID, CTR, has been assigned an operator level of 9 via User File
Maintenance, which allows file maintenance on a system-wide basis. To restrict the user from
maintaining files on the General Ledger system, create a User Profile record on the General Ledger
system with a lower operator level of 8.

The User Profile offers additional levels of security unavailable in the User file.

Suppose in the Company Parameters Maintenance function you assign an ownership code, AAAA to a
General Ledger Company record. To enforce this code, i.e., indicate which users can and cannot access
the company record, corresponding entries to the Ownership Security fields in the User Profile must exist.
Ownership Security fields are used to list a range of ownership codes and indicate whether the user is
allowed or disallowed access to them.

Example: To disallow profile logon ID, CTR, from accessing GL company records that have been
assigned an ownership code, AAAA, enter the following values in the Ownership Security section of the
Profile Maintenance Window (DS2):
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In the User Profile Maintenance function (General Ledger system) for user profile logon ID, CTR,
establish the following parameters:

Allow/Disallow From — To
D AAAA — AAAA
& Note: To activate User Profile Security for a particular system:

+ Access the Global Parameters option via Soft Screen Maintenance for the Universal
Utilities screen image file. Select (set to Yes) the Check User Profile field on the Global

Parameters Window (GL2).

+ Access the Global Parameters option via Soft Screen Maintenance for the system’s screen
image file (AP, GL, etc.). Select (set to Yes) the Check User Profile field.

¢ Access the Global Parameters/Environment Maintenance function for the system (AP,

GL, etc.). Select (set to Yes) the Profile In Use (Use Profile Security) field and enter
PROFILE in the Profile List Name field if present (Profile Q-Mark Code in TB).

Profile Maintenance Window (KS1)

The User Profile Header Window is the first window to display in User Profile Maintenance. The system
prompts for entry of a Profile Logon ID (Q-"**). Choose a maintenance option (Add, Change, Delete, or

Copy) by clicking the appropriate button.

Profile Maintenance E|@|E|

File ©Options Toals Help

e8| 4| A g 21|

Frafile Logar [0 IFsEIN ﬂ
Copy From:

Cancel Add | | Change | Delete | Copy

PSE aS NOT ADDED k51

User Profile Header Window (KS1)

Profile Logon ID (Q-""%)
This is the Computron user ID of the record to maintain.

= Note: One special record is required in the User Profile file, @@@. If @@@ is not
available and a user without a profile logon ID logs on, then the program cancels. The
@@@ record is used to set default security levels for any Computron user ID which
has not be explicitly entered in the file. Thus, the security parameters entered for the
@@@ record is ordinarily the lowest level of access allowed to any user in the product.
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Table 2.4-1
Computron Options — User Profile Header Window
Button Function
Cancel | Exit User Profile Maintenance.
Add | Add a new user profile record. This displays the User Profile
Detail Window (DS1) where you can add the user profile
record.
Delete | Delete a User Profile record.
Change | Change an existing User Profile record. This displays the User
Profile Detail Window (DS1) where you can make changes to
the User Profile record.
Copy | Copy an existing User Profile record.

Profile Maintenance Window (DS1)

Profile Maintenance
File Tools Help

e[ °8 | B | W] %

General l

Profile Lagon [D: - |PSE

User Profile - General

Title First Init  Last Trailer
Mame: | | Patricia [ [EckatMcGoven |
Phane number: |201-372-6428 Extension:

Carrespondence Address

MWarne: | Pat Eckart-McGovern

|
Address: [301 Rt 17 Marth

[11th Flaar

[
City: [ Rutherford St [ Zip: |07070 Cauntry:
Misc Code: |
Misc Code: |

Continue | Cancel |

0s1

User Profile Detail Window (DS1)

Name

Enter the name of the Computron user. You enter data for five fields: Title (e.g., Mr., Ms.,
Dr., etc.) First, Init, Last, Trailer (e.g., Jr.).

= Note: The user is required to enter a value in the Last field.

Phone number

Enter the phone number of the Computron user. This is not a required field.
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Extension
Enter the phone number extension of the Computron user. This is not a required field.

Correspondence Address

Enter the correspondence address of the Computron user. It is comprised of six fields: Name,
Address, City, St, Zip and Country. The first address line is a required field, though the
remaining lines are optional.

Misc Code
This field is not currently implemented.

Misc Code
This field is not currently implemented.

The Profile Maintenance Window (DS2) displays when the Continue button is clicked.

Profile Maintenance Window (DS2)

The default information that displays on the window is extracted from the corresponding User file record
for the profile logon ID. For example, the default company that displays on this window is extracted from
the corresponding field in the User file.

Profile Maintenance E'E' E|
File Options Tools Help
| B | | | o
General l
Profile Logon [D: PSE
Title First it Last Trailer
Mame:  |Ms Patricia Eckart-tcGovern

Security Defaults

Owner Code: PSE Fecord Class: [ Pratect OCARC from Modificatian: [
Default Company: Corp User: [ Adrninistratar: [ Operator Lewvel: [
Allow/Dizallaw: — Comparay | | [ [ | [ [ [ |
Pai Entry Diefault Dimenzsion Code: EI |dentifier:
Ownership Security: Allaw/Digallow: [
Treat Ranges ag Individual Magkable Fields:
1. thiu 2 thru
3 thiy |
4 ] thiy | 5 thru £ | h |
70 thiy | g thru ru
. 3 | thiy |
Fecord Class Security: 10 thru

A B C DEF
DataErt: [ [ [ [ [ [
Repatingg. [ [ [ [ [ [ rrr
Borderless Menu to Run for this System: [Blank., Menu Mame or KNA4)

Cancel

e
1=
mak
sl
N NEER
-
1=

User Profile Detail Window (DS2)

Ownership Code

This field establishes the ownership code to use as a default value in any record maintained
by the Computron user.
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Record Class

This field establishes the record class to use as a default value in any record maintained by
the Computron user. Valid entries are any letter from A-Z.

& Warning! Use caution when setting the ownership code and/or record class fields in the Security
Defaults section. A common mistake is setting default values which conflict with the ownership code
and/or record class field settings in the following section.

Protect OC/RC from Modification

This field indicates whether the default ownership code and/or record class assigned to a
record can be modified by the Computron user. Valid entries are:

Y — The default value cannot be modified once assigned.
N — The default value can be modified.

Default Company

This field establishes the default value to display in the Company Number field wherever
prompted in the product. If a default company has been entered for the user via User file
Maintenance, it displays as the initial value in this field.

Validation: The company number you enter here must have been established as valid in the
Company file and the Company Parameters Maintenance function for the product.

Corp User

This field indicates whether the user is a corporate user and therefore allowed to run
corporate reports. Valid entries are:

Y — The user is permitted to run corporate reports (reports spanning multiple companies).

N — The user is not permitted to run corporate reports. The user is permitted to run reports for
individual companies only. When this option is in effect, it is usually coupled with the
Allow/Disallow option.

Default: The default value that displays in this field is extracted from the corporate flag
(Corp field) in the corresponding User file record. If the Corp field contains a Y or U, this
field is updated with a Y; otherwise, it is updated with an N.

Administrator

Operator

This assigns system administrator privileges to the user within the product. Valid entries are:

Y — The user has unlimited access to system records, regardless of the value entered in the
Ownership Code and/or Record Class fields.

N — The user has limited access to system records. The user’s access to system records is
dependent on the values entered in the Ownership Code and Record Class fields.

Level

This controls a user’s access to operations within programs. This field, which can contain any
digit from 0-9, indicates the level of access that the user has to specific buttons and
individual fields on windows. A button or field is inaccessible to the user if its operator level
is greater than the user’s operator level. In fact, any field inaccessible to the user is
suppressed from displaying on the user’s window.

Revised 11/06
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The system compares this operator level number to the corresponding number in the User file
and accepts the lower of the two. Because of this, it is recommended that you assign the User
file the highest number so that any lower-level numbers entered in the User Profile
automatically take precedence.

If an operator level was entered in the corresponding User file record, it appears in this field
as a default.

Operator Levels for buttons and fields are entered via the optional Soft Technology module.

Example: To restrict user, CTR from deleting records in the Journal Maintenance function,
assign the Delete button within this function an operator level of eight via the Soft
Technology module. Assign an operator level of six to the User Profile record (CTR) via
User Profile Maintenance for the General Ledger product.

Allow/Disallow

This field is used if N is the value entered in the Corp User field above. The Allow/Disallow
field, when used in conjunction with the Comp Array field that follows, designates which
company records the user is able to access. Valid entries are:

A —The user is allowed to access the records of those companies entered in the Comp Array
field.

D — The user is not allowed to access the records of those companies entered in the Comp
Array field.

Comp Array

This field is used in conjunction with the Allow/Disallow field, this field indicates which
company records are available to the Computron user. Up to nine companies can be specified.

PAI Entry Default Dimension Code (Q-"*"%)

Identifier

The value in this field specifies a default dimension for Universal Line Method (ULM)
windows.

The value in this field specifics a default identifier for ULM windows.

The Ownership Security fields that follow are used in conjunction with the ownership security codes that
the user can enter in any Computron file maintenance or transaction entry function. These functions allow
the user to enter a four-digit code for each record to maintain within the product. Other users can then be
allowed or disallowed access to specific records based on these ownership codes.

Allow/Disallow

This field is used in conjunction with the subsequent From — To field. Valid entries are:

A —The user is allowed access to those records within the range of ownership codes listed in
the From — To field.

D — The user is not allowed access to those records within the range of ownership codes listed
in the From — To field.

2.4-6
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From—To

This field is used in conjunction with the Allow/Disallow field and indicates the range of
ownership codes accessible to the Computron user. Up to ten different ranges can be
specified.

= Note: If these fields are blank, users are able to access all records regardless of the value
in the Allow/Disallow field.

Example#1: To restrict user CTR from maintaining or printing General Ledger posting
accounts that pertain to Department 101, enter the following parameters:

In the Identifier Maintenance function for the department dimension:

Identifier Ownership Security Code

100 AAAA

On the User Profile Detail window for profile logon ID, CTR:

Allow/Disallow From — To

D AAAA — AAAA

Example#2: To allow user CTR to print only those line sets that pertain to posting accounts
1000-2000, i.e., line sets 100-300, enter the following parameters:

In the Line Set Maintenance function:

Line Set Code Ownership Security Code
100 DDDD
200 EEEE
300 FFFF

On the User Profile Detail Window for profile logon ID, CTR:

Allow/Disallow From — To
A DDDD — FFFF

Record Class Security
This option allows you to establish the Computron user’s level of access to Computron
maintenance and inquiry records.

The file maintenance functions on Computron’s financial systems allow the user to assign a
record class for each record maintained (a letter ranging from A to Z). User Profile
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Maintenance, in turn, allows you to specify the record classes each profile logon ID has
access to, in addition to stipulating the level of access granted (read, write, or execute).

Record class security comprises two fields. Different levels of access can be assigned to
individual Computron users based on the functions from which the record is being accessed:

Data Entry — The level of access to allow from any data entry (maintenance) function.
Reporting — The level of access to allow from any reporting (inquiry) function.

To allow access to a particular record class, e.g., record class — A for a particular profile
logon ID, enter one of the following values (E, R, W, Blank) in the Data Entry and/or
Reporting field for the appropriate record class.

E — Allows the user to display or print the record. This option is only valid for Reporting
record class assignments.

R — Allows the user to display or print the record (in inquiry functions), and copy the record
(in maintenance functions), but does not allow the user to modify the record.

W — Allow the user unlimited access to the record. The user can display, print, copy, modify,
or delete the record.

= Note: For Reporting, W and R have the same effect.

Blank — The user cannot access the record for any purpose.

Record class security can be used in conjunction with ownership security to allow two users
different access levels to the same records. By specifying the level of access via record class
security, one user can view and modify the record, while the other user is only able to view
and copy the record.

Example: To allow profile logon ID, CSL1, to view, print and modify a particular range of
records and allow profile Logon 1D, CS2, to view, print and copy the same record without
modification permission:

For profile logon IDs, CS1 and CS2; enter the following parameters:

Ownership Code Allow/Disallow From — To Record Class
AAAA A AAAA — A
AAAA

For Profile Logon ID, CS1; enter the following parameters:

Data Entry Reporting
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For Profile Logon ID, CS1; enter the following parameters:

Data Entry Reporting
R

= Note: The Administrator field must be set to N for profile logon 1D, CS2. Otherwise the
Computron user identified by profile logon ID, CS2 has unlimited access to every
record, regardless of any value entered in record class.

Borderless Menu to Run for this System
This field is used by Computron’s character cell presentation.

This specifies the menu to use in order to run Borderless Processing for the Computron user.
Valid entries are:

Blank — Display the standard Computron Borderless Processing menu when the user selects
this option via Function Key PF-30. The standard menu name is QANYMENU. This menu
should be included in the standard menu library for the product, e.g., CIAPMENU,
CIGLMENU, etc.

Menu Name — Customized user menu name. This menu should be included in the standard
menu library for the product, e.g., CIAPMENU, CIGLMENU, etc.

N/A — Borderless Processing cannot be used.
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2.5 User Profile Inquiry / List

Introduction to User Profile Inquiry / List

This function displays a listing of the User Profile data established via the User Profile Maintenance
function. This data can either be displayed online or spooled to a print file.

Logon Profiles Window (SC1)

The SC1 window displays when you select the User Profile Inquiry/List function.

= LOGON PROFILES E| [E| E|

File Tools Help

Be| B/ |

General l

[riquiny /' Print Options
Select Bun Optior; * Screen " Fareground

[ Select Criteria

Selection
From Range:
Tao Range: 22222222272

Caontinue | Cancel |

sC1

Logon Profiles Window (SC1)

Select Run Option
These are the processing options that produce online and printed reports. Valid options are:

Screen — Enables you to review a list of the data online, as well as to display detail for each
item on the list.

Foreground — Produces a print file, processing the request in foreground. Use of this option
restricts use of this window for other processing.

Default: Foreground.

Select Criteria

This field determines whether to use a query window to specify additional selection criteria.
Valid options are:
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M Displays the Select Query Window (SC99), which allows you to further define the
selection criteria.

O Do not allow modification of the selection criteria.
Default: O

From Range
Enter the beginning of the range of User Profile records to include in the inquiry/list.

To Range
Enter the end of the range of User Profile records to include in the inquiry/list.

User Profiles Report Options

Screen Option

When the Screen option is selected, an inquiry window displays:

= AR PROFILE LOOKUP
File Tools Help

e8| ¥ |3¢)2|

] Database Reselect ]
Profile Logon ID |Hame

EEE ~ Dave Defaut

ALM Agneta Mermelstein
KH1 Karen Miller

HP1 Hora Pitts

PH1 Paul messerli
UHR messerli

End of Range Reached IL1

User Profile Inquiry/List Window (IL1)

To display the details of a listed code, you can either:

¢ highlight it and click the Choose button.
¢ double-click the desired code.
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An inquiry detail window displays:

= LOGON PROFILES

File Tools Help

e[ € || E»

General l

Profile Logon |D: | (@(@iE

Uszer Prafile - General

Title First Init  Last Trailer
M ame: [ [ [ [defaul !
Phone number: [ E stension:
Conespondence Address
Mame: |
|
Address: [
[
[
City: [ St | Zip | Country: [
Mizc Code: |
Mizc Code: |
| Continue | Cancel |
D51
User Profile Inquiry/List Detail Window (DS1)
Print Options
The following sample report is available for the inquiry/list function:
User Profile Listing
: Computron Software, LLC Mon Apr 30, 2007 1:09 PM :
: --- Profile Maintenance --- :

Page 1

Profile Logon ID Name
eea default
@eA @eA
BB1 WILLIAM J BROCKETT 1234
Cs Carol Selzer
GL long
™2 monahan
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3.1 Job Processing — An Overview

Introduction to Job Processing

This section explains the purpose of Job Processing (a.k.a. Batch Stream Processing, BSP), explores Job
Processing functionality and defines the steps required to implement Job Processing. Subsequent sections
discuss in detail the functions that comprise the Job Processing module.

What is Job Processing?

Job Processing is a special module designed to meet the following common data processing needs:

¢

Run a series of jobs in a predetermined sequence with built-in dependencies without
supervision or any direct knowledge of the jobs to run.

Automatically supply parameters such as dates (as stored in the Job Scheduler Directory).
Control how certain functions are run: on an as-needed basis, only as part of a job or
conditionally (as based on the success or failure of preceding processes — via return

codes).

Provide run-time defaults for the initiation of interactive jobs (based on the defaults stored
in the Job Scheduler Directory for Job Processor-Prepared Computron programs).

Automatically produce multiple copies of reports and easily distribute them to the desired
persons and departments.

Job Processing can be used to run any of the following job types:

¢

Job Processor-Prepared Computron Applications — These jobs are customized to accept a
predefined set of parameters at run time. The parameters are specified once and thereafter
used automatically by the system each time the associated job is run. When such jobs are
initiated from the Job Processor, user prompts do not appear because the necessary
information has already been provided. In addition, variable information such as dates are
parameterized and calculated automatically by the system for these jobs, based on the
processing date you supply on initiating the Job Processor (e.g., calculate end of month,
end of year, etc.). These jobs commonly generate reports.

Other Computron Application Processes — Any Computron job can be initiated
interactively (i.e., with user prompts) from the Job Processor, including both Job Processor-
Prepared and non-Job Processor-Prepared Computron application processes. In this case, all
user prompts appear as usual.

Non-Computron Application Processes and Utilities — Any non-Computron job or script
can be run from the Job Processor provided the foreign entities comply with Computron
standards for naming and location.

Revised 11/06
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How Job Processing Works
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Fig 3.1-1

Individual User Print Queues

Job Processing can also be used in conjunction with multiple databases. You can direct the Job Processor
to run one series (“stream”) of jobs for one database and then shift automatically to another database to

run another stream of jobs; return and continue with the next job on the main directory, or initiate the job
process for another database.

The following flowchart illustrates how the various components of the Job Processing module interact
with one another.
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The Job Processing module has four major components:

¢ Job Scheduler Directory
¢ Job Processor

¢ User Distribution List

¢ Audit Processor

The role of these components and how they interrelate is discussed next.

Job Scheduler Directory

The Job Scheduler Directory is maintained either via the Job Scheduler Directory Maintenance function
(for Job Processor-Prepared Computron functions) or from a Computron menu selection (for Computron
and non-Computron functions). The Job Scheduler Directory contains the information, used by the Job
Processor to control the running of each job in the job stream. For each job, it contains information such
as:

¢ Seqguence Number — Controls the order in which the jobs are run (as part of the job
stream).

+ Distribution Code — This code is used by the Audit Processor to determine which users
receive copies of reports.

¢ Frequency Code — Generic frequency codes (system options) offer considerable job
scheduling flexibility. For instance, a generic frequency code can indicate that a job is to
run every Friday, the last day of each month, the fifteenth of each month or the second
Tuesday of each month.

Validation: The Job Processor compares the generic frequency code associated with the job
to run to the processing date entered at run time to determine whether or not the job should
run.

You are not confined to using the generic frequency codes. You can define additional
frequency codes, such as D for daily, M for monthly and so on. These user-defined codes
are for selection purposes only. When initiating the Job Processor, you can select the jobs
to run based on associated frequency code. For instance, you can request to run only those
jobs with a frequency code of M.

¢ Application Code/Job Category — These are user-defined codes that can be used to
classify jobs into meaningful categories. For instance, one code can represent departmental
expense reports; another code can represent vendor lists, etc. You can select the jobs to run
based on associated application code/job category code or a combination of associated
frequency code and application code/job category code. For instance, monthly departmental
expense reports, yearly vendor lists, etc.

¢ Classes — This is another way to group jobs into meaningful categories. Jobs can be
assigned to one or more classes (A-J). At run-time, you select the jobs to process by
specifying the appropriate class(es).

Revised 11/06 3.1-3



e

System Administrators Guide - Unix cumﬁﬂtrun

Job Processing — An Overview

¢ Return Codes — These are codes that are used to make the running of one job dependent
on the successful, or unsuccessful, completion of another. When a job is initialized, you can
indicate a code (generated by a preceding job) that the system must find before it can
proceed with the current job. Likewise, in the preceding job, you can specify a code to set
when the job completes successfully. You can define your own return codes (user-defined
return codes) or you can use generic return codes (system options).

+ Interactive Prompt — Allows you to display an interactive prompt window at the start
and/or end of the job. This window can display a special message to the operator as well as
other information pertaining to the job. The operator is given the option of continuing,
skipping the next job in the stream or canceling any further processing of the job stream.

+ Selection Criteria — Allows you to enter selection criteria to use on a permanent basis, as
if the process were initiated online (only applies to Job Processor-Prepared Computron
application processes).

+ Date Codes — These codes apply only for Job Processor-Prepared Computron application
processes. The date codes override the specific dates entered as part of the record selection
criteria for an application. These codes eliminate the need to change record selection
criteria with the passage of time. For instance, a code can indicate the first date of the
month to the last day of the month or a code can designate a particular fiscal calendar.

= Note: The actual date associated with generic global date codes (system options) is
determined at run time. The actual date associated with user-defined global date codes
is defined via Global Date Code Maintenance.

Job Processor

This function controls the running of all jobs in job processing mode. It allows an operator (without direct
knowledge of the application) to accomplish the following:

¢ Process an entire stream of jobs, an individual job or a stream of jobs beginning with a
selected job (for restarts).

¢ Select the jobs to process based on frequency code, application code, job category or class.

¢ Upon conclusion of the job(s), automatically produce a Job Process report. This is a list of
the jobs successfully run, the jobs canceled or skipped by the operator, the distribution
codes assigned to each job and the start and end time of each job. In addition, for all jobs
that are Job Processor-Prepared Computron report functions, a record is stored in the Audit
file for future use by the Audit Processor.

User Distribution List

The User Distribution List is maintained by the User Distribution List Maintenance function. The User
Distribution List is a file that cross-references the 1Ds of users who are to receive reports with pre-defined
distribution categories known as “distribution codes”. Based on the information in the User Distribution
List, the Audit Processor automatically produces multiple copies of reports and distributes them to the
appropriate user print file libraries. For instance, the manager of the Budget department can be assigned a
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distribution code for managers and another code for the Budget department. The manager receives copies
of all reports designated for managers, as well as all reports for the Budget department.

Audit Processor

This function uses the information stored in the Audit file to create multiple copies of reports (one print
file is generated for each report and for each user on the distribution list for the report. The print files are
distributed to the appropriate user print libraries. Thus, each user print library contains multiple files, one
for each report that the user is targeted to receive.).

In addition this function produces the Process Audit report. This displays the following information for
each user: the user’s print library, the reports the user is to receive, the distribution code assigned to each
report, the print files within which the reports are stored and the start and end time of report generation.

Other Programs

In addition to the major components described above, the Job Processing module includes many other
functions. Several functions are used to create and maintain the various user-defined codes: distribution,
frequency, application, job category and date codes. Inquiry/list functions are also available, allowing the
user to quickly access information concerning the jobs that have been set up in the Job Scheduler
Directory.

While the illustration in Fig. 3.1-1 provides a conceptual overview, it is important to understand the
difference between how Job Processor-Prepared and Non-Job Processor-Prepared Computron application
processes are run under Job Processing. Figs. 3.1-2 and 3.1-3 illustrate the process under each condition.

Revised 11/06 3.1-5



System Administrators Guide - Unix
Job Processing — An Overview

o

computron

Fig 3.1-2

Computron Program — Standard Processing Flow

User enters
selection criteria

Selection
criteria are

Front-End of
Application
Program

)

Print

applied and the
process is
performed

Pass
File

%

Back-End of
Application
Program

%

Print
File
User's

Print
Queue

|

3.1-6

Revised 11/06



57

R System Administrators Guide - Unix
Cﬂmp tron Job Processing — An Overview

Fig 3.1-3
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Initial Setup of the Job Processor

This subsection describes the steps required to begin working with the Job Processor.

Table 3.1-1
Steps to Establish the Job Processor Environment

Step No. Description Functions

[EE

. (Optional) Establish Audit Processor User Code Maintenance
associated codes. Distribution Code Maintenance

2. Establish job selection and date Global Alpha Code Maintenance
codes. Global Date Code Maintenance
Global Fiscal Code Maintenance
Application Code Maintenance
Frequency Code Maintenance
Job Category Code Maintenance

w

. (Optional) Cross-reference users with User Distribution List
appropriate distribution codes. Maintenance

4. Enter jobs into the Job Scheduler Job Scheduler Directory
Directory. Maintenance (for Computron and
non-Computron application
processes)

Or

Modify Computron menus and
enter via menu selection (for

Job Processor-Prepared
Computron application
processes).

The following sections of this manual describe these steps in detail.
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3.2 Job Scheduler Code List
Maintenance Functions

Introduction to Job Scheduler Code List Maintenance

This section explains how to maintain the Job Scheduler user-defined codes:

¢ distribution code

user code (See Section 3.5, “User Code Maintenance,” for additional information.)
global alpha code

global date code

global fiscal code

application code

frequency code

¢ job category code.

Code Maintenance Window (KS1)

From the Code Maintenance Selection Window (KS1) enter the appropriate code to maintain (Q-"**) and
click the desired maintenance option (Add, Change, Delete, or Copy). The Code Maintenance Window

(DS1) displays.

* & & O 0o o

Job Scheduler, Distribution Code E|[E|E|
File Options Tools Help

e8| | 40| A |5 20

Code: E
Copy From: ﬂ

Cancel Add | Change | Delete | Copy

k51

Code Maintenance Window (KS1)
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Code Maintenance Window (DS1)

The DS1 window is used to enter the details about each code. Although the fields that display for each
Code Maintenance Window (DS1) vary depending on the code under maintenance, the following fields
are common to all.

Code List

Enter the name and description of the code list to maintain. (This will vary depending on the
maintenance function you select.)

Code
Enter the user assigned code to maintain. This field appears on Q-"** windows.

Active

Enter the status of the code to maintain. This field appears on Q-"** windows. This is a
required field. Valid entries are:

M The code is active and can be used.

O The code is inactive.
Default: M1

Record Class

Enter the record class to assign to this code. This field is used in combination with parameters
established in the User Profile Security file to restrict this record to a specified class of users.
Valid entries are A-Z.

Security Level

This security field is used in combination with data established in the User file to restrict the
use of this code. If a value is entered for this field, this record is available only to users with
an equal or higher security level. Valid entries are 0-9.

Owner Code

This field is contingent upon parameters established in the User Profile Security file. Only
users with this ownership code can access this record.

Descr. (Name)

Enter a name up to thirty alphanumeric characters that describes the appropriate code. This
field appears on Q-"** windows.

Abbreviation
Enter an abbreviation of up to ten alphanumeric characters for the code. This abbreviation is
used on reports when the description is too long to print in its entirety. This field appears on
Q-"=* windows.
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Distribution Code Maintenance

Distribution codes are used to establish logical categories or groupings for reports. For instance,
distribution codes can be established for the accounts payable department, accounts receivable department
and senior managers.

Job Scheduler Distribution Code E|@|E|
File ©Options Tools Help
e | 5B |55 | H| %
Cade List: BSDISTR : JSDISTRIBUTION CODE
Cade: FINAMCE
Cade |nformatior
Descr. [Name]: | Finance v Active
Abbreviatior: finance Fec Class:
Owner Code; Security: [0-9]

Prefix Informatiorn

File Prefix:

I
Library Prefis:

Save | Cancel |

0s1

Distribution Code Maintenance Window (DS1)

File Prefix
Not currently implemented. Leave blank.

Library Prefix
Not currently implemented. Leave blank.

User Code Maintenance

See Section 3.5, “User Code Maintenance,” for additional information.

Global Alpha Code Maintenance

This code is not in use.
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Global Date Code Maintenance

This code is used to control the selection of jobs for processing.

User-defined global date codes can be used only in conjunction with Job Processor-Prepared Computron
application processes. Each user-defined global date code represents a specific date. When adding a job to
the Job Scheduler Directory, you can enter a user-defined global date code in one of the appropriate date
code fields on the Job Scheduler Directory Maintenance Window (BS1). The code is used in lieu of the
date specified as part of the usual record parameters for this application process.

The actual date associated with the global date code can be changed at any time. For instance, you can
establish a code CPE to represent the current period ending date — 12/31/2006. Then you only have to
modify the actual date (12/31/2006) via the Global Date Code Maintenance function each time you wish
to change the current period. If one global date code is used by several different jobs, changing the global
date code once via the Global Date Code Maintenance function, affects the dates used for all the jobs.

Global Date Maintenance g@@
File ©Options Tools Help
e | 5B |55 | H| %
Cade List: BSDATES . GLOBAL DATE CODE
Code: 10
Cade |nformatior
Descr. [Mame]: | berith of May v Active
Abbreviatior: tay 10 Rec Class:
Owner Code; Security: [0-9]
Gilobal Date: [T 10 z007 &=

Continue | Cancel |

Global Date Code Maintenance Window (DS1)

Global Date

Enter the date to associate with this code. You can use the calendar icon next to the date field
to select a date.
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Global Fiscal Code Maintenance

Global fiscal codes are used in the same manner as global date codes (see above). The only difference is
that the global fiscal code is associated with a fiscal year and period, rather than a specific day of the year.

< Notes:

+ How the system interprets the global fiscal code depends on the calendar in use by the

Computron application system.

¢ The General Ledger application accommodates multiple calendars and period-ending dates

are user-defined.

¢ Generic global fiscal codes (system options) are not available.

Global Fiscal Year Maintenance

File Options Tools Help

e | 7B |50 | | %
Code List: BSFISCal o W5 GLOBAL FISCAL YEAR
Code: 10
Code Information
Descr. [Name): [Maonth 10 I Active
Abbreviation: Ith 10 Rec Class:
Owiner Code: Security: [0-9]

Fizcal Informatiorn

Fiscal Year: 12007
Fizcal Period: [0

Save | Cancel |

Global Fiscal Code Maintenance Window (DS1)

Fiscal Year
Enter the fiscal year to associate with this code.

Fiscal Period
Enter the fiscal period to associate with this code.

Revised 11/06
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Application Code Maintenance

Application codes provide a means of classifying jobs. For instance, one code can represent departmental
expense reports; another code can be for vendor lists, etc. You can select the jobs to run based on the
application code.

Application Code Maintenance E|@|E|
File Options Tools Help

e[ | % | |

General ]

Code List: BSAPPLIC JOB SCHEDULER APPLICATION CODE
Code: AP

Code Information

v Active Record Class: [
Security Level: [ [0-9) Owner Code:

Descr. [Name]: | Accounts Pavable

Abbreviation: |ACCTS PaAY

Save | Cancel | ‘

051

Application Code Maintenance Window (DS1)
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Frequency Code Maintenance

The Job Processor uses user-defined frequency codes as additional selection criteria. Generic frequency
codes are used specifically to indicate how often a job should run (i.e., the frequency).

When a job is added to the Job Scheduler Directory, it is assigned a frequency code. This code can be
generic (i.e., one of the system options) or user-defined. (e.g., D for daily, M for monthly etc.). When

initiating the Job Processor, you can select the jobs to run based on the frequency code. For instance, you
can elect to run only those jobs with a frequency code of M.

Freguency Code Maintenance |Z| |E| E|

File Options Tools Help

Bie |6 | % e[ o
General ]
Code List: BSFREOQUE J5 FREQUEMCY CODE
Code: 100
Code Information
v Active Record Class: [
Security Level: [ [0-9) Owner Code:
Descr. [Name]: [ Tenth of the maonth
Abbreviation: [10TH OF MM
Save | Cancel | ‘

051

Frequency Code Maintenance Window (DS1)

Revised 11/06
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Job Category Code Maintenance

Job category codes are similar to application codes. These codes provide an additional means of
classifying jobs.

Job Category Maintenance E|@|E|
File Options Tools Help
e[ 78| % e oK
General ]
Code List: BSJOBCAT JOB CATEGORY
Code: FIMAMCE

Code Information

v Active Record Class: [
Security Level: [ [0-9) Owner Code:

Deszcr. [Mame]: [Finance

Abbreviation: | FIMAMCE

Save | Cancel | ‘

051

Job Category Code Maintenance Window (DS1)
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Inquiry / List Functions

For every code maintenance function available, a corresponding list function is also available. Below is a
sample of a typical List Selection Window (SC1). Through this window, you can select the data to
include in the list. The data that displays may differ for each function, but emulates the data entered on
the key window (KS1) for the related maintenance function.

=

File Tools Help

e B ||

General l
Ingquiry # Print Qptions
Select Fun Option: * Screen " Faregraund
[ Select Criteria
Selection
From R ange:
To Range: 22222227

J5 DISTRIBUTION CODE

Continue | Cancel |

s

List Selection Window (SC1)

Select Run Option

This is the processing option that either produces the online inquiry or the printed report.
Valid options are:

Screen — This option enables you to review a list of the data online, as well as to display
detail for each item on the list.

Foreground — This option produces a print file, processing the request in foreground. Use of
this option restricts the use of this window for other processing.

Default: Foreground.

Select Criteria

This field determines whether to use a query window (DS99) to specify additional selection
criteria. Valid options are:

M Displays the Select Query Window (SC99), which allows you to further define the
selection criteria.

O Do not allow modification of the selection criteria.

Default: O

Revised 11/06
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The remaining fields differ, depending on the List function selected.

Screen Option

When the Screen option is selected, an inquiry window displays.

= JS DISTRIBUTION CODE LOOKUP
File Tools Help

B 81 8 [5¢)

Database Reselect l

Code ID |Abbreviation Code Description {Hame}
'BLANK 'BLANK CODE :
FIHAHCE ‘Finance Finance : b
TEST TestBSP Test Batch Stream ¥

End of Range Reached

IL1

Inquiry Window Display (IL1)
To display the details of a listed code, you can either:

+ highlight it and click the Choose toolbar button @
+ double-click on the desired code.

3.2-10
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= JS DISTRIBUTION CODE

File Options  Tools Help

Iie | E| | 0»

Code List: BSDISTR
Cods: FINAMCE

Code Information

Descr. [Mame] |Finance

=
Abbreviation: [fnance Rec Class: [
Owner Code: Security: [(0-9]

Prefix Informatior

File: Prefix:
Library Prefis:

Cancel | |

Ds1

Inquiry Window Detail Display (DS1)

Print Options

The following sample report is available for a Job Processor inquiry/list function:

Sample Job Processor Code Listing

Computron Software, LLC

* b % %

Thu May 03, 2007 11:20 AM *

*

--- Job Scheduler Distribution Code --- *
*

Page 1>
Code ID  Abbreviation Code Description (Name) Active
BLANK BLANK CODE Y
FINANCE finance Finance Y
TEST TestBSP Test Batch Stream Y

Revised 11/06 3.2-11
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3.3 Job Scheduler Directory
Maintenance

Introduction to Job Scheduler Directory Maintenance

Use this function to maintain the Job Scheduler Directory. This file contains the information used by the
Job Processor to control the running of jobs in the process stream.

= Note: If the job is a Job Processor-Prepared Computron function, Job Scheduler Directory
Maintenance is not used to add the job to the Job Scheduler Directory. Instead, you should run the
Computron program from the appropriate application system menu. If the menu has been set up
properly, additional maintenance windows should appear, allowing you to add the job to the Job
Scheduler Directory. Once the job has been added to the directory, Job Scheduler Directory
Maintenance can be used to maintain the information that has been recorded.

This function is used to create Non-Computron Program/Non-Job Processor-Prepared Computron
Program items in the list of jobs to execute.

Job Scheduler Directory Maintenance Window (KS1)

Job Scheduler, Directory Maintenance E| @|E|
File Options Tools Help

e 8| 9| A& 2|

Diirectory Group: EI
Directory 10
Copy From
Directony Group:
Directary 10 [
Cancel Add | Change | Delete | Copy

k51

Job Scheduler Directory Maintenance Window (KS1)

Directory Group (Q-"*%)
Each job must be assigned to a group within the directory. Enter a directory group identifier
up to six alphanumeric characters.

= Note: When adding a job to the directory, do not use one of the directory groups
associated with a Job Processor-Prepared Computron program.

Revised 11/06 3.3-1
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Directory ID (Q-"*%)

Within each directory group, each job has a unique identifier. Enter the identifier for the job
up to ten alphanumeric characters.

From the Job Scheduler Directory Maintenance Window (KS1), enter the appropriate directory group

(Q-"=%), and directory ID (Q-"**), and click the desired maintenance option (Add, Change, Delete, or
Copy). The Job Scheduler Directory Maintenance Window (DS1) displays

Job Scheduler Directory Maintenance Window (DS1)

Job Scheduler Directory Maintenance

File ©ptions Tools Help
e | °E | Ta| 0> %
General l Eeturn Codes] Commentsl Security ]
Directory Group: APREGPP Directory 1D: EDITPOST
General
) T [ Delete at Completion Classes
Sequence Number 10 v Active Status I
Drigtribution Code: I ,— D I_
Frequency Code: Ell cooL 1D 0000 E: — F'. —
Application Code: | EI Job Category: EI : :
Effective Date: 0231997 @ LastProcessed  [05/02/2007 G oW
Description: [ POSTING - EDIT ONLY O I
Program
Prog/Lib ol must be the

Syztem Prefis: ClapP Maint Programm: APREGPPO DB Map for JP Type

Run Program: APREGPP1 Fun Library: CIAPRUN Yolume:

Fun In Mode Tupe Interactive Prompt

{* Faoreground {+ JP Prepared CS| Prog & at Start

" Background " Utility " atEnd

" User " Program [PUTLSER) " Bath

™ Mezsage Only " DE Map [Job Process) * Mo Interupt

Save I Cancel | |

Ds1

Job Scheduler Directory Maintenance Window (DS1)

Sequence Number

This number determines the order in which the jobs are run. The job with the lowest number

is run first. If two or more jobs have the same number, the directory group and the directory
ID determine the order.

Delete at Completion
This field applies to jobs that only run once. Valid options are:

M Delete the job from the Job Scheduler Directory when it has successfully completed.
O Retain the job in the Job Scheduler Directory.
Default: O

3.3-2 Revised 11/06
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Classes

A job can be assigned to one or more categories known as classes. Enter any value 0-9 and
A—Z within each class (A-J). At run time, select the job to process by specifying the class and
associated value.

Example: A job can be assigned to classes A, B and J for processing as follows:

A B c D E F G H I J

Z 1 * * * * * * * Q

At run time, you can elect to run only those jobs with a Z in Class A. However, more
typically, the same value is entered in each Class field, and always selects on that character.

Example:

A B C D E F G H I J

X X * * * * * * * X

Enter X in the Class A field of the Job Processor to process all jobs assigned to class A.

Distribution Code (Q-"*%)

This code determines which users receive copies of reports.

Validation: This must be a valid code previously established via Distribution Code
Maintenance.

Active Status

This field determines whether the Job Processor runs the job. Valid options are:

M Process the job.

O Do not process the job.
Default: 4

Frequency Code (Q-"*%)

This code is used to schedule the running of the job. This field is used in conjunction with
either standard system options, refer to Table 3.3-1 or with user-defined codes accessed via
Q-"=*, The system options allow you to indicate that the job is to be run on a certain day of
the week (Monday, Tuesday, etc.), a certain day of the month (1st, 2nd, etc.) or on the n"
Monday (Tuesday, Wednesday, etc.) of the month. The Job Processor compares the
frequency code to the processing date entered at runtime to determine whether the job should
run. For a list of available system options, refer to Table 3.3-1.

You can also specify a user-defined frequency code established via Frequency Code
Maintenance, such as D for daily, M for monthly, and so on. These codes are used for
selection purposes only. When initiating the Job Processor, you can select the jobs to run
based on frequency code. For instance, request only those jobs with a code of M.

= Note: if this field is left blank, the Job Processor always selects the job.

Revised 11/06
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Table 3.3-1

Frequency Codes — System Options

Code Description
#Wn n = day of week
(#W1 = Sunday, #WN = Sunday)
#nn nn = day of month
(#32 = last day of month)
*wn w = week of month

n = day of week
(*67 = Last Saturday of month)

Examples:
Code Description
H#WLHWN Sunday
HW2/H#WM Monday
HW3IHWT Tuesday
HWAHWW Wednesday
H#W5/HWH Thursday
HWOE/HWF Friday
HWTHWS Saturday
#01 First day of month
#02 Second day of month
#32 Last day of month
*11 First Monday of month
*12 First Tuesday of month
*27 Second Sunday of month
*67 Last Saturday of month
= Note: The Job Processor runs only those jobs whose frequency codes match the
processing date. If the processing date is Wednesday, 05/30/2007, jobs with the
3.34 Revised 11/06
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following frequency codes are allowed to run: #W4 (Wednesday), #30 (Wednesday 30"
day of month), *54 (5" Wednesday of month).

COoOoL ID

This is the ID of the report that will be produced. This ID is used when the report is moved
from the Computron print queue to the AXS-One Central archive.

Application Code (Q-"*%)
This is a user-defined code used to classify jobs. When initiating the Job Processor, select the
job to process by specifying the application code.

Job Category (Q-"*%)
This is a user-defined code used to classify jobs. When initiating the Job Processor, select the
job to process by specifying the job category code.

Effective Date
This is the earliest date the job can run.
Validation: The Job Processor compares the effective date to the processing date entered at

run time to determine whether or not the job should run. As a default, the system displays
the current date.

= Note: Enter the earliest processing date for which the job is likely to run in the Effective
Date field. This is because although the function is added to the Job Scheduler
Directory as of the current date, you may wish to run the function as of a date in the
previous month. The effective date should therefore be set to the earlier date.

Last Processed
This field displays the date the job was last run. It is updated by the system and cannot be
modified.

Description
This is a description of the job, up to thirty alphanumeric characters. It appears on Q-">*
windows and on the Job Scheduler Directory report.

System Prefix

If the program to run is part of a Computron application, this field is used to identify the
standard library prefix for that application. For example, CIGL is a prefix used for all
libraries in the Computron General Ledger system. This field is for reference purposes only.

Maint Program

This field is updated by the system and cannot be modified. It applies only to Job Processor-
Prepared Computron programs. These programs have been divided into two parts: the front-
end (used for record selection criteria entry — maintaining the Job Scheduler Directory) and
back-end (runs program). The name of the front-end portion displays in this field.

Run Program / Run Library / Volume

These fields indicate the location, file/library/volume, of the program to run. If the volume is
left blank, the system uses the volume associated with the Job Processor.

Revised 11/06 3.3-5
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= Note: If the purpose of the job is to direct the Job Processor to switch to a different
database to process another stream of jobs (the Type field is set to D, see Type field),
these fields must show the file/library/volume of the new database map.

Run in Mode

Type

This is the processing option that determines how to process the job. Valid options are:

Foreground — This option processes the job in foreground. Use of this option restricts the use
of this window for other processing.

Background — The job is placed on the queue for subsequent processing. The terminal is
available for other functions while the job is running.

Default: Foreground.

= Note: The Foreground and Background options override whatever run mode is selected
by the operator when initiating the Job Processor.

User — This option allows the operator to select the run mode when initiating the Job
Processor. The operator can select from Foreground, Background or Depends on Job. If the
operator selects the Depends on Job option when initiating the Job Processor, the run mode is
Foreground.

Message Only — Select this option if the purpose of the job is to display a message to the
operator. See Interactive Prompt field.

& Warning: Care should be taken when selecting the option for the Run in Mode field as
return code dependencies are affected. The following restrictions apply:

Foreground — If an individual job within the job stream is submitted for processing in
foreground, the next job in the job stream is not submitted until the former job is processed.

Background — If an individual job within the job stream is submitted for processing in
background, the next job can be submitted for processing in either foreground or background
immediately. This can disable the latter job from validating any return code results from the
first job.

User/Background — If the entire job stream is submitted for processing to background, each
job is run in background and submitted only on completion of the prior job.

This field indicates the job type. Valid options are:

JP Prepared CSI Prog (O) — The job is a Job Processor-Prepared Computron program. The
system automatically enters O when the job is added to the Job Scheduler Directory. This is a
non-modifiable field.

= Note: The job also passes parameters from the front-end program via the Print Pass file.

Utility (U) — The job is a non-Computron utility or program. This is the default for all jobs
added via Job Scheduler Directory Maintenance.

Program (PUTUSER) (P) — The job is a Computron program to run interactively.
= Note: The job issues a “PUTUSER” PUTPARM.

3.3-6
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DB Map (Job Process) (D) — This job instructs the Job Processor to switch to a different
database and begin processing another stream of jobs. The system processes the jobs in the
Job Scheduler Directory for the other database.

= Note: If this option is selected, the Run Program/Library/Volume fields (see above)
must contain the next database to process.

Interactive Prompt

This option displays a special Interactive Prompt window at the start and/or end of the job.
This window can include a message to the operator in addition to general information about
the job and prompts that allow the operator to continue or cancel processing. Valid options
are:

at Start — Display the interactive prompt at the start of the job.

at End — Display the interactive prompt at the end of the job.

Both — Display an interactive prompt at both the start and end of the job.
No Interrupt — Do not display an interactive prompt.

Default: No Interrupt.
= Notes:

¢ Interactive prompts can be suppressed at run time. For details, refer to Section 3.8, “Job
Processor.”

+ If at Start, at End, or Both is selected, an additional window (DS2) displays to provide for
message entry.

¢ If the job is a Job Processor-Prepared Computron program, you cannot display a message
as part of the interactive prompt. However, you can establish a “Message Only” job to run
either before or after the job in question.

Revised 11/06
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Job Scheduler Directory Maintenance Window (DS1) Return
Codes tab

The DS1 Return Codes tab displays when you click the Return Codes tab:

Job Scheduler Directory Maintenance

File ©Options Tools Help

e | FE | B |2 |

General  Retun Codes] Eomrnents] Secgrity]

Check Code from Job: Il |
Set Code for Job 1D: | I
RC: " n " Out of Range:
Feturn Cade Set by:
V¥ Jab Process

Save I Cancel | |

Job Scheduler Directory Maintenance Window (DS1) - Return Codes

< Note: Return codes make the running of one job dependent upon the successful completion of
another.

Check Code from Job

These fields apply if the current job depends on the successful completion of a preceding job.
Use these fields to identify the preceding job. For instance, enter the directory group and
directory 1D (or whatever code was used by the preceding job in the Set Code for Job ID
field).

Set Code for Job ID

Use these fields to identify the current job. The succeeding job reads this return code to
determine if processing should proceed. The key to the record in the Return Code file is the
job ID established here. These fields apply if a succeeding job depends on the successful
completion of the current job. For instance, enter the directory group and directory ID. When
the current job completes, the return code is written to the Return Code file to be read by a
subsequent job.

RC
This prompt is made up of two questions. Set the In or Out of Range radio button and enter a
range of return code values (From — To). The system must find a return code within/outside
the range stipulated in this field before it can proceed with the current job. This field allows

3.3-8 Revised 11/06
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you to indicate a range of values for the return code and whether the return code must be
within or outside of this range. Valid values for the radio buttons are:

In — The return code must be within this range.
Out of Range — The return code must be outside this range.

Default: In

Return Code Set by

This is the return code to set if the current job is processed successfully (i.e., is not canceled
by the operator). This return code is stored in the Return Code file along with the job ID
established in the Set Code for Job ID field. You can enter any alphanumeric code, including
blanks or a special keyword — LRC# (Link Return Code).

= Note: If all numeric values are entered in this field, they are right justified when written
to the Return Code file.

Example:
RC Set To Stored As
15 0015
150 0150
1500 1500

It is important to be aware of how return codes are written to the Return Code file, to enable
you to establish an appropriate value that the system can test against in the RC (From — To)
fields.

= Note: Enter LRC# (Link Return Code): to retrieve the system-defined return code set by
the current program and write that value to the Return Code file. The dependent job
should be configured to interpret this return code value and proceed accordingly. Table
3.3-2 lists each of the system-defined return codes.

Table 3.3-2
Return Codes — System-Defined
Return Code Description
888 Process canceled by operator.
889 Process canceled by CSDISASTER.
997 Process canceled due to submaroon failure.
999 Link failed.
2101 Previous job was not run. Job Processor record not
found. Job skipped, (Job Processor-prepared
Computron programs only.)
8101 Previous job in the job stream was canceled.

Revised 11/06
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Table 3.3-2
Return Codes — System-Defined

Return Code Description

1101 Return code not in range checked. Job skipped. (Job
Processor-prepared Computron programs only.)

0/103 OK.

5/105 OK, but no records found.

102 OK, but warnings found.

101 Errors encountered.

111 Errors encountered evaluating the selection criteria
or other values.

123 Print Pass record not found.

124 Operator has no access to program or report.

125 Program or report not available. (Locked by another
user.)

126 Program or report not found.

131 Program was interrupted by user.

The first digit of a return code varies from application to application: consequently, only the
two right-most digits of a return code are constant. Since only the last two right-most digits
remain constant, only those digits should be tested in scripts, etc.

Masking can be used to specify the return code range so that only the last two characters are
validated. For instance, the return code range: From **03 To 0003, replaces the first two
characters (denoted by *) in the From field with the value of the same characters in the To
field. The masked characters (as specified in the From field) are similarly replaced in the
return code field of the Return Code file before a compare is performed; therefore, a return
code value of 0103 in the Return Code file becomes 0003.

Job Process

This field indicates whether the user-defined return code should be written to the Return
Code file by Job Processing. Valid entries are:

M Write the user-defined return code to the Return Code file.
O Do not write the user-defined return code to the Return Code file.

Default: M

= Note: When you enter LRC# in the RC Set To field, a record is always written to the
Return Code file, regardless of the option selected in this field.
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Job Scheduler Directory Maintenance Window (DS1)
Comments tab

The DS1 Comments tab displays when you click the Comments tab:

Job Scheduler Directory Maintenance

File ©Options Tools Help

e | FE | B |2 |

ﬁeneral] Beturn Codes  Comments l Security ]

Commerts: [ THIS IS THE PRELIMINARY CHECK.
[REGISTER THAT IS RUM DAILY

Save I Cancel | |

Job Scheduler Directory Maintenance Window (DS1) — Comments

Comments

Both thirty-position fields can be used to enter a comment about the job. This does not
display to the operator. For the Comments to display to the operator see the Job Scheduler
Directory Maintenance Window (DS2), later in this section.

Revised 11/06 3.3-11
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Job Scheduler Directory Maintenance Window (DS1)
Security tab

The DS1 Security tab displays when you click the Security tab:

Job Scheduler Directory Maintenance

File Options Tools Help

e 7E | T 2| %

ﬁeneral] Beturn Eodes] Comrments S ecurity

Security Level: [

Operator Level:

Save I Cancel | |

Job Scheduler Directory Maintenance Window (DS1) -Security

Security Level
This field is not in use.

Operator Level
This field is not in use.
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Job Scheduler Directory Maintenance Window (DS2)

The DS2 window displays if the job is a non-Job Processor-Prepared Computron job and the Interactive
Prompt field is set to at Start, at End or Both.

Job Scheduler, Directory Maintenance E|@|E|
File Options Tools  Help

B[ B[ | 02| %

General ]
Directory Group: COMMENT Directorp ID: |PRELIMCKMT
Sequence Number; Degcrption;  [THIS 1S A MESSAGE ONLY JOB
Run Program: Run Library: Walurne:
Interactive Prompt: S [S=atStart, E=at End, B=Buoth, ' '=Mo Interrupt)

Comments

|OPERATOR

[THIS JOB STREAM IS TO BE RUN MIGHTLY. HIT ENTER TO START THE JOB
[STREAM WHEM THE STREAM IS FINISHED, THE SYSTEM WILL PRESENT
I'YOU WITH A& CLOSING COMMENT |

|

Save | Cancel

D52

Job Scheduler Directory Maintenance Window (DS2)

Comments
Use this area to enter the message to display on the operator’s window at run-time.

Job Processor-Prepared Computron Programs

If the job is a Job Processor-Prepared Computron program, it can be added to the Job Scheduler Directory
by running the program from the appropriate application system menu. Assuming the menu has been
properly set up, two additional windows appear. See Section 3.11, “Menu System Integration,” for
additional information on menu tailoring.

The first window — Job Scheduler Maintenance Window (BS0) prompts for a directory ID and the
selection of a maintenance option (Add, Change, Copy, or Delete). The directory group is automatically
assigned by the program and cannot be modified.

The second window — Job Scheduler Maintenance Window (BS1) is a modified version of the Job
Scheduler Directory Maintenance Window (DS1). While most of the options on this window are the same
as those described on the preceding pages, the differences between them are detailed below.
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& Job Scheduler Request Maintenance

File ©ptions Tools Help

e B | [ me| o | | A 20
Directory Group: APYOLILD
Directarny D: [Fsesnd &l
Copy From:
Cancel | | Select and Process Option | Add | Change | Delete
Copy | Load Defaults and Process |
Bs0

Job Scheduler Maintenance Window (BSO0)

The Process options (grayed out above) are not displayed if the menu has been set up with the M option,
see Section 1.4, “Menu File Maintenance,” for additional information. Use of this option effectively
restricts any user from accessing the function directly (i.e., outside of the Job Processing environment).

F

= Selection For, Openyil0

e | B[ Th[me | %

Directory Group:

APVOUILD
General

Sequence Mumber:

—
[ El Classes

BEEl

Directary ID: PSERO4

[™ Delete at Completion
I¥ Status Active

Distribution Code: rrrrrrrr1r1—
Frequency Code: EI' Job Categary: | JEl]
&pplication Code: | Bl codl In: — Battins
Effective Date: [05 04 2007 E Last Processed:
Description: [ OPEMOUCHER INQUIRYALIST Cancel
Progran

Fun Option: &+ Faoreground " Background " User

Interactive Prampt: " Start " End " Both & Molnterupt
Check Code from Job: | | Comments:
Set Code for Job D [ [ [
RAC: @ In ¢ Dutof Range [ ] [
Ret Code Set to [LRCH] [
Iv ByBSP
From Pay Date Code: T 1o [ FromSched Pay Date Code: [ 10 [
Discount Date Thru Code: | From Receipt Date Code: | To |
Anti Disc Date Thru Code: — Fram Entry Date Code: [ 1o [
B51

Job Scheduler Maintenance Window (BS1)

Some fields do not display; the information is supplied by the program. These fields are:

¢ Security Level
Operator Level
System Prefix
Maintenance program
Run Program

Run Library

Run Volume

Type

* & & O O oo
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Additional fields may display on the window to allow you select date codes. The date codes entered in
this window override the specific dates or periods entered as part of the record selection criteria for the
program. Enter either generic date codes or user-defined date codes (set up in Global Date Code
Maintenance or Global Fiscal Code Maintenance). If these fields are left blank, the program uses the
specific dates entered as part of the usual record selection.

It is important to enter the appropriate type of date code. For instance, if the current job prompts you to
supply a fiscal period and year, a code established via Global Fiscal Code Maintenance should be
selected, not a code established via Global Date Code Maintenance. Use the Q-"** facility to access a list
of user-defined codes. Tables 3.3-3 lists each of the system options and provide an explanation of each.

Table 3.3-3
Date Codes — System Options

Code Description
TOD Today’s date
YES Yesterday’s date
BOY First day of current year
PYB First day of prior year
NYB First day of next year
BOM First day of current month
PMB First day of prior month
NMB First day of next month
BOW First day of current week (Sunday)
PWB First day of prior week (Sunday)
NWB First day of next week (Sunday)
TOM Tomorrow’s date
EOY Last day of current year
PYE Last day of prior year
NYE Last day of next year
EOM Last day of current month
PME Last day of prior month
NME Last day of next month
EOW Last day of current week (Saturday)
PWE Last day of prior week (Saturday)
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Table 3.3-3
Date Codes — System Options
Code Description
NWE Last day of next week (Saturday)
CCP Current month/year
CPP Prior month/year
CNP Next month/year
CYB First month of current year

Sample Application

Return Codes

In the following example, one of the jobs to run from the Job Processor entails the posting of a large
volume of transactions to the General Ledger. However, it has been determined that before this job can
run, a successful backup should be performed of all files in the General Ledger system.

Set up two jobs in the Job Scheduler Directory; one to perform the backup and one to perform posting
(via one of the Transaction Posting programs in Computron’s General Ledger system). Enter the
following information:

Job 1 (Backup)
Directory Group UTILS
Directory 1D BACKUP
Set Code for Job ID UTILS BACKUP
RC Set To OK
By BSP |

The above entries indicate that, if backup is successfully completed (i.e., not canceled by the operator),
the return code for Job 1 is set to OK.

Job 2 (Posting)

Directory Group TRNSPP

Directory ID POSTING

Check Code from Job UTILS BACKUP

RC In, OK - OK

3.3-16 Revised 11/06
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The above entries indicate that the posting process cannot initiate until the system determines that backup
has been successfully completed; that is, that the return code for Job 1 is set to OK.
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3.4 Job Scheduler Directory Inquiry/List

Introduction to Job Scheduler Directory Inquiry / List

This function is used to display online or print information concerning the jobs that have been set up in
the Job Scheduler Directory established via the Job Scheduler Directory Maintenance function.

Job Scheduler Directory Inquiry / List Window (SC1)

The SC1 window displays when you select the Job Scheduler Directory Inquiry/List function.

= Job Scheduler, Directory Inguiry List

File Options Tools Help

BB &

General ]
Frint Options
Print Option ; * Screen " Fareground " Background
Fieport Option: " Summary " Detail
Selection Options
A B C D E F G H I U
Classes Frrrrrrrrrr—
Frequency Codes [ | | | | [ [
Diiztribution Code
Sart Optiong
Fram To
Directony GroupAD: | |
I I
Sequence Mumber:
Cancel Sort Group/1D | Sart Humber |
5C1
Directory Inquiry/List Window (SC1)
Print Options Panel
Print Option
This is the processing option that produces the online display or the printed report. Valid
options are:

Screen — This option enables you to review a list of the data online, as well as to display
detail for each item on the list.

Foreground — This option produces a print file, processing the request in foreground. Use of
this option restricts use of this window for other processing.

Background — This option produces a print file, processing the request in background. Use of
this option allows you to continue to process other functions from this window.
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Default: Screen.

Report Option
This field specifies the type of report to generate. Valid options are:

Summary — The report lists the following information for each job: sequence number,

directory group, directory 1D, status, distribution code, description, run program, run Library,
volume, and comment.

Detail — The report lists the above information and several additional parameters for each job,
including any messages or record selection criteria.

Default: Summary.

Selection Options Panel

The fields on this panel allow you to specify the data to access.

Classes / Frequency Codes / Distribution Code

These fields can be used to restrict the data accessed to particular jobs. To select jobs by
class, enter an X in the appropriate box(es). To select jobs by frequency code or by
distribution code, enter the desired code(s).

Sort Options Panel

The fields in this panel allow you to determine the sort option for the report or online display. They also
allow you to restrict the data accessed.

Directory Group/ID

These fields specify the jobs to display in order by directory group and, within directory
group, by directory ID. (If the sort option is Sort Group/ID, see below.) Two rows of boxes
are shown to the right of this field. The first row is used to specify a range of directory
groups. Leave the fields blank to display all directory groups. The second row is used to
specify a range of directory IDs within a single directory group. Leave these fields blank to

display all directory IDs.
Sequence Number

These fields specify the jobs to display in order by sequence number if the sort option is Sort
Number, see below.) Enter a range of sequence numbers. (Leave blank to display all
sequence numbers.)

Enter the appropriate information and select the desired sort option:

Button Function

Sort Group/ID | Display the jobs in order by directory group, and
within directory group, by directory ID.

Sort Number | Display the jobs in order by sequence number.
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Job Scheduler Report Description

Print Options
The following sample reports are available for the inquiry/list function.

Batch Stream Directory Report (Summary)

* COMPUTRON SOFTWARE, LLC. Wed May 02, 2007 10:42 AM *
* *
* JOB SCHEDULER DIRECTORY SUMMARY REPORT *
* *
Page 1*
Seq# Group Job 1D ST Distrib Description Run Prog Run Lib Run Vol Comment
APPURCH  PURCH1 Y Purchase Trend Analysis Rpt PURCRPB CIAPRUN
0 APVOUILO TEST Y Open Voucher Inquiry/List OPENVIL1 CIAPRUN
0 FARPT PROP1 Y Property Listing Report FAREPRT1 CIFARUN
0 FARPT DISP1 Y DISPOSALS REPORT FAREPRT1 CIFARUN
0 FARPT EXPR1 Y DEPRECIATION EXPENSE REPORT FAREPRT1 CIFARUN
0 FARPT SNAP Y Data Extraction for Above Rpts FAREPRT1 CIFARUN
0 COMMENT ~PRELIMCMT Y THIS IS A MESSAGE ONLY JOB
10 APREGPP EDITPOST Y POSTING - EDIT ONLY APREGPP1 CIAPRUN
10 FAPRO FAPROCESS Y Transaction Processing TRANSUP1 CIFARUN
10 APREGPP APREGPSE Y POSTING - EDIT ONLY APREGPP1 CIAPRUN
20 APREGPP UPDATEPOST Y Posting Update APREGPP1 CIAPRUN
40 APCKPP PRELIMCK Y PRELIMINARY CHECK REGISTE WRITICKO CIAPRUN
50 FABATREL BATCHEDIT Y Batch Transaction Release FABATRL1 ARUN
55 APRECRPT APRECON Y AP Reconci lation Report APRECON1 CIAPRUN
60 APRECRPT CASHRECON Y AP CASH RECON REPORT APRECON1 CIAPRUN
75 AGEDCSH AGEDCASH Y Aged Cash Requirements Rpt AGEDCSH1 CIAPRUN
75 FABATREL BATCHREL Y Batch Transaction Release FABATRL1 CIFARUN
85 FAPOST FAGLEPOST Y FA TO G/L EDIT POSTING GLPOST1 CIFARUN
95 FAPOST FAGLPOST Y FA TO GENERAL LEDGER POSTING GLPOST1 CIFARUN
Job Scheduler Directory Report (Detail)
* Computron Software, LLC. Wed May 02, 2007 10:42 AM *
- *
* JOB SCHEDULER DIRECTORY DETAIL REPORT *
* SORTED BY: DIRECTORY GROUP/ID *
- *
Page 1>
DIRECTORY EFFECTIVE/ oL/ RUN PROGRAM RUN MODE/
GROUP 1D SEQ  DESCRIPTION / COMMENTS ST DISTRIB FREQ CLASSES EFFECTIVE SL LIB/VOLUME PROMPT/TYPE
AGEDCSH  AGEDCASH 75 Aged Cash Requirements Rpt Y 10/24/97 9 AGEDCSH1 FOREGROUND
05/01/07 9 CIAPRUN NONE
OTHER
APCKPP PRELIMCK 40 PRELIMINARY CHECK REGISTE Y 10/27/97 9 WRITICKO FOREGROUND
05/01/07 9 CIAPRUN START
OTHER
APPURCH  PURCH1 Purchase Trend Analysis Rpt Y 09/26/06 9 PURCRPB  FOREGROUND
9 CIAPRUN NONE
OTHER
APRECRPT APRECON 55 AP Reconcilation Report Y 9 APRECON1 FOREGROUND
05/01/07 9 CIAPRUN NONE
OTHER
APRECRPT CASHRECON 60 AP CASH RECON REPORT Y 9 APRECON1 FOREGROUND
05/01/07 9 CIAPRUN NONE
OTHER
APREGPP  APREGPSE 10 POSTING - EDIT ONLY Y 05/01/07 9 APREGPP1 FOREGROUND
05/01/07 9 CIAPRUN NONE
OTHER
APREGPP  EDITPOST 10 POSTING - EDIT ONLY Y 10/23/97 9 APREGPP1 FOREGROUND
05/01/07 9 CIAPRUN NONE
OTHER
APREGPP  UPDATEPOST 20 Posting Update Y 10/23/97 9 APREGPP1 FOREGROUND
05/01/07 9 CIAPRUN NONE
OTHER
APVOUILO TEST 9] Open Voucher Inquiry/List Y 08/30/06 9 OPENVIL1 FOREGROUND
08/30/06 9 CIAPRUN NONE
OTHER
COMMENT  PREL IMCMT 0 THIS IS A MESSAGE ONLY JOB Y 05/02/07 0 MESSAGE
0 START
UTILITY
MESSAGES: THIS IS A MESSAGE FOR THE OPERATOR. THE JOB IS READY TO COMMENCE.
FABATREL BATCHEDIT 50 Batch Transaction Release Y 10/24/97 9 FABATRL1 FOREGROUND
05/01/07 9 CIFARUN NONE
OTHER
FABATREL BATCHREL 75 Batch Transaction Release Y 10/24/97 9 FABATRL1 FOREGROUND
05/01/07 9 CIFARUN NONE
OTHER
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Screen Option

When you request the Job Scheduler Directory I/L function to produce the information to Screen, the
following IL1 window displays.

= Job Inguiry f_l@le

File Options Tools Help
e[ €| %[ 3 ¥ (58]
i List i Database Resslect l
S| Distrib s
-ash Requirementz Bpt :
APCKFPP PRELIMINARY CHECK REGISTE F v FINAMCE
APPURCH PURCH1 Purchaze Trend snalysiz Bpt F i
APRECRPT APRECOMN jata) AP Reconcilation R eport F i
APRECRPT: CASHRECOM 60 AP CASH RECOM REPORT Fy
APREGFP  APREGPSE 10 POSTING - EDIT OMLY Fv
APREGFP EDITPOST 10 POSTING - EDIT OMLY Fv
APREGFP UPDATEPOST: 20 Pasting Update Fv
APVOUILD CTEST OPEN WOUCHER IMQUIRYALIST Fy
AROITM  PSERDZ OPEM ITEMS Fy
COMMEMT PRELIMCHT THIS IS & MESSAGE OMLY JOB MY
FABATREL BATCHEDIT a0 Batch Transaction Releaze Fr
FABATREL BATCHREL 7h Batch Transaction Releaze Fr
FAPOST  FAGLERPOST g5 FaTO GAEDIT POSTING Fiy
FAPOST  FAGLPOST 95 F& TO GEMERAL LEDGER POSTING F -
FAPRD FaPROCESS 10 Tranzaction Processing F
FARPT DISF F DISPOSALS REPORT Fy
FARPT EXPR1 F DEPRECIATION EXPEMSE REPORT F
FARPT FROF1 F Property Lizting Fleport F iy “
Show Job Detail Show Uzers in Dist |
End of Range Reached IL1

Job Scheduler Directory Inquiry Window (IL1)
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When you click the Show Job Detail button, the DS1 window displays the details of the highlighted job.

= Job Detail
File

Options

Tools  Help

e | 7B || B

General l

Diirectary Group:

Sequence Mumber:
Distribution Code:
Frequency Code:
Application Code:
Check Code from Job:
Set Code for Job [D:

Effective Date:
Comrments:

Security Level:
Syztem Prefis:
Fun Frogram:

Rur in Made:
Interactive Prampt:
Type:

APCKPP Directory [D: PRELIMCE
40 Description: FPRELIMINARY CHECK. REGISTE
FINAMCE Active Status: Y [v=res. N=No)
Classes:
Job Category:
RC I (I=ln/0=0ut of Range)
Retumn Code Set To: By JF:
10/27./97 Last Processed: 05/02/07
THIS IS THE D51 COMMEMT Delete at Completion:
THIS IS THE D51 COMMEMT 2
9 Operator Level: 9
Clap b aint Program: WRITECKF
WRITICKD Run Library: ClaPRLUIM Wolume:

Above Prog/Lib etc must be the DB Map for JP Type

F [F=Foreground, E=Backaground, U=User, M=Message Only)
S [S=at Start, E=at End, B=Both, ' '=No Interupt]

0 [U=Utiity, P=Program{PUTUSER], 0=0ther. D=0DE Map[JF])

o=1E3

Continue

Cancel

]

Job Scheduler Directory Inquiry Window (DS1)

Revised 11/06
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When you highlight a job with a distribution list and click the Show Users in Dist button, the IL2 window
displays the list of users who are to receive copies of the print out of the job.

&5 Job Inquiry El@lgl

File Tools Help

B =B | % 3[ 5¢]

Lkt summery | Database Reselect

End of Bange Reached ILZ

Job Scheduler Directory Inquiry Window (IL2)
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3.5 User Code Maintenance

Introduction to User Code Maintenance

Each user targeted to receive copies of reports, as generated via Audit Processor, should be assigned a
user code. The user code can be cross-referenced with one or more distribution codes through User
Distribution List Maintenance. The cross-referencing via User Distribution List Maintenance determines
which reports the user receives.

The Audit Processor generates copies of reports for the designated users, stores these reports in print files
and assigns the print files to the appropriate libraries. The Audit Processor also produces the Audit report
listing the users and the reports they are to receive.

User Maintenance Window (DS1)

From the User Maintenance Window (KS1), enter a value in the User field to maintain (Q-"**), and select
the desired maintenance option, Add, Change, Delete, or Copy. The User Maintenance Window (DS1)
displays.

JOB SCHEDULER USER MAINTENANCE =13
File ©Options Tools  Help

e[ B | TR | B | %

General ]
Job Scheduler User: PSE
User Information
Security Level: [~ W Status Active
Address To Mame: |PAT ECKART
Abbreviation: PECEART
Print |nformation =
Frint Mode
Print Class A-2: [a~ * Hold
™ Sponled
File Class A-Z: [ " Keep
o [Q=Copy To Queue, C=Conl, E=Ekail
Distribution: O AllOther Chars = User Defined
Address: |
@ |
Last Print Date: ] |
Last Print Seqtf:

Save Cancel
| | |

D51

Job Scheduler User Maintenance Window (DS1)
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Security Level

Assign a security level to the user code record. This security level is used in conjunction with
data established in the User file, to restrict use of this code. The associated record is available
only to those users with an equal or higher security level. Valid entries are 0-9.

Status Active

Enter the status of the code to maintain. This field appears on Q-"** windows. This is a
required field. Valid options are:

M This option indicates the code is active and can be used.
O This option indicates the code is inactive.

Default: A1

Address To Name

Enter the user’s name, as it will appear on the Audit report. This field appears on Q-"**
windows.

Abbreviation

Enter an abbreviation of up to ten alphanumeric characters for the Address To Name value.
This abbreviation is used on reports when the Address To Name value is too long to print in
its entirety. This field appears on Q-"=* windows.

Print Class A—Z

Enter a letter A-Z to specify the print class to assign to the user’s print files. Each printer is
assigned certain print classes and will print only files in those classes.

Print classes are defined in a file called LPMAP. The LPMAP file acts as a table of different
parameter settings for printer control codes. The LPMAP file is used in conjunction with the
PRMAP file, which further describes the available printers, or a file called FORMS, which
defines the control codes for formatting the printed text, e.g., font, characters per inch, lines
per inch, etc.

Default: A.

File Class A-Z

Enter a letter (A—Z) to specify the file protection class to assign to the user’s print files. These
classes are defined by System Security Administrators and are unique for each installation.

Print Mode

This field determines how the system handles the user’s print files. Valid options are:

H — Control of the print file is transferred to the print spooling system, which places an entry
for the file on the print queue in a hold status pending user action.

S — Control of the print file is transferred to the print spooling system, which places an entry
for the file on the print queue. The file is printed automatically on an appropriate printer as
soon as the printer is available.

K — Print output is stored in a print file and assigned to a library on disk. However, control of
the file is not passed to the print spooling system and no entry is placed on the print queue.
Not currently implemented. (If selected, the field value defaults to H).

3.5-2
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Default: H

Distribution
This field determines how the system distributes the user’s print files. Valid options are:
Q — The print file is copied to the appropriate user print library.

C — The print file is passed to the COOL application to be indexed. Not currently
implemented.

E — The print file is sent via electronic mail to the appropriate user (using the electronic
mailing address specified in the Address field).

= Note: If you enter a value other than Q, C or E in this field, the system interprets this
value as a pointer to a customized distribution script.

Address
Enter the user’s Internet ID, if the Distribution field is set to E.

@

Enter the user’s Internet address, if the Distribution field is set to E.

Last Print Date
This field displays the last date on which print files were generated for the user.

= Note: This field is updated by the system and cannot be modified.

Last Print Seq #

As print files are created, the system assigns Print Sequence Numbers. As a result, this field
displays the last number used.

= Note: This field is updated by the system and cannot be modified.
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3.6 User Distribution List Maintenance

Introduction to User Distribution List Maintenance

Use this function to maintain the User Distribution List a file that cross-references distribution codes with
the codes for users who are to receive copies of reports. Based on the information in this file, the Audit
Processor automatically produces multiple copies of reports and distributes them to the appropriate users’
print file libraries.

& Note: The user codes and distribution codes that are cross-referenced must first be defined via the
User Code Maintenance and Distribution Code Maintenance functions.

User Distribution List Maintenance Window (KS1)

The KS1 window displays when you select the User Distribution List Maintenance function.

JOB SCHEDULER LIST MAINTENANCE

File Cptions Toaols Help
e| 8| [ A
Ligt Uzer ID: [ EI
Distribution Code: [
Cancel Add | Change | Delete Uszer / Code |
Delete Uzer / All Codes | Delete Code / &l Uszers |
k.51

User Distribution List Maintenance Window (KS1)

Button Function

Delete User / Code | Delete a user code from a distribution code.

Delete User / All Codes | Delete a user code from all distribution codes.
(Leave the Distribution Code field blank)

Delete Code / All Users | Delete a distribution code from all user codes.
(Leave the List User ID field blank.)

From the User Distribution List Maintenance Window (KS1) enter the appropriate list user ID (Q-"**),
and distribution code to maintain. Then select the desired maintenance option, Add, Change, Delete/User
Code, Delete User/All Codes or Delete Code/All Users.

Revised 11/06 3.6-1
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User Distribution List Maintenance

The User Distribution List Maintenance Window (DS1) displays when you click the Add or Change
button.

User Distribution List Maintenance Window (DS1)

The DS1 window displays when you click the Add or Change button on the KS1 window.

JOB SCHEDULER LIST MAINTENANCE
File Options Toaols Help

Be| 6| 5[ ms[ x|

General l

List Uger 1D Bk,
Distribution Code: FIMNAMCE

Lizt Infarrmation

W Status Active
Caomment: |

Save | Cancel

D51

User Distribution List Maintenance Window (DS1)

Status Active

Enter the status of the User Distribution list entry. This field appears on Q-"** windows. This
is a required field. Valid options are:

M This indicates the code is active. The Audit Processor uses this cross-reference entry
when distributing reports.

O This indicates the code is inactive. The Audit Processor does not distribute reports.
Default: 4

Comments
Enter descriptive information regarding the cross-reference entry with up to thirty
alphanumeric characters. These comments display on Q-"** windows, and on the User
Distribution report.

3.6-2 Revised 11/06



B

,

Pt

b % S - .
ystem Administrators Guide - UNIX
com Utmn User Distribution List Inquiry/List

3.7 User Distribution List Inquiry / List

Introduction to User Distribution List Inquiry / List

This function is used to display a listing of the user codes within the distribution codes. This data can
either be displayed online or spooled to a print file.

User Distribution List Inquiry Window (SC1)

The SC1 window displays when you select the User Distribution List I/L function.

& JOB SCHEDULER LIST INQUIRY M=
File ©ptions Tools Help

B |

General l

Print Optior
Prirt Option * Screen " Foreground ™ Background

Sort Options

By Uszer D | |

By Diztribution Code | |

Cancel

s

User Distribution List Inquiry Window (SC1)

Print Option
This field indicates the processing option that produces either the online display or the printed
report. Valid options are:

Screen — This option enables you to review a list of the data online, as well as to display
detail for each item on the list.

Foreground — This option produces a print file, processing the request in foreground. Use of
this option restricts use of this window for other processing.

Background — This option produces a print file, processing the request in background. Use of
this option allows you to continue to process other functions from this window.

Default: Screen
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Sort Options
By User ID

This specifies the cross-reference entries to display if the sort option is by user ID. Enter a
range of user IDs. Leave these fields blank to display all user IDs.

By Distribution Code

This specifies the cross-reference entries to display if the sort option is by distribution code.
Enter a range of distribution codes. Leave these fields blank to display all distribution codes.

Enter the appropriate information and select the desired sort option:

Button

Function

By User ID

Display the cross-reference entries in order by
user ID.

By Distribution Code

Display the cross-reference entries in order by
distribution code.

User Distribution List Report Options

Screen Option

When you select the Screen option, the IL1 window displays with all the users on it. The same IL1

window displays regardless of which option, by User ID or By Distribution Code, you request.

3.7-2
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User Distribution List Window (IL1)

= JOB SCHEDULER LIST INQUIRY

File  Tools

Help

Database Reselect ]

Be 6] 2] 859

ST|Comment

; (FINAMCE UISER i
BAk FINAMCE v -FIMAMCE USER Bak PSE
PSE ‘FINAMCE v :FIMAMCE USER

Create| Create |D-Date| LMOD | 1D-Date

 05/04/07 0540440

05/30/07 : 05/30/07
04,/30/07 GM1 - 05/03/07

End of Range Reached

User Distribution List Window (IL1)

Print Options

The following sample report is available from the inquiry/list function:

COMPUTRON SOFTWARE, LLC.

User Distribution Report

Wed May 02, 2007 11:55 AM

—---- USER DISTRIBUTION LIST REPORT ---

*
*
*
*
*

Page 1

USER 1D

DISTRIB STATUS COMMENT

CREATED ID  CREATED DATE LMOD

ID LMOD DATE

PSE

FINANCE

Y

FINANCE USER

PSE Apr 30, 07

Apr 30, 07

Revised 11/06
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3.8 Job Processor

Introduction to Job Processor

Use this function to control how jobs are run through the job stream. It allows you to process individual
jobs or an entire stream of jobs. If for any reason the job stream is canceled mid-run, you can use this
function to select any job from the stream and resume processing. The Job Process report is automatically
produced when the Job Processor is run. This report details the job status (completed, canceled or skipped
by the operator). In addition, for jobs that are run using Job Processor-Prepared Computron programs, a
record is written to the Audit file for future use by the Audit Processor.

Additional Considerations

+ To produce multiple copies of reports and distribute them to the appropriate user print
libraries, run the Audit Processor function after running this function or set it as the last job
to run in the Job Scheduler Directory. (The Audit Processor may also be put into a
procedure.)

¢ If you are using return codes, clear the return codes following each run of the Job
Processor. This can be accomplished via Return Code Inquiry/List.

Job Processor Window (KS1)

The KS1 window displays when you select the Job Processor function:

24+ Job Processor

File ©Options Tools Help
BT

Processing D ate: mi 2007 B8
Hald Uit [ [ Time: | [ [k or PM)

Selection Options
Job Group / 10: | |

A B C DE F G H I J
Classes: l_l_l_l_l_l_l_l_l_l_
[ [

Frequency Codes: | | $=Elank anly
Application Code: =l Blank anly
Job Cateqgony: $=Blank only

Pracess Option: " Fareground " Background *+ Depends anJab

Run Interactive: ™ Yes ™ No * Depands onJab

Fizcal Calendar: Calendar for Fizcal Period determination

Cancel | Inquiry | Process All Jobs | Process Al Jobs in Background |
Select Starting Job and Process | Frocess Single Job |

K51

Job Processor Window (KS1)
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Processing Date
Enter the “as of date” to use for processing.

Validation:

This date is compared to the effective date for each job, to determine whether the system
should process the job. If the effective date is the same as or earlier than the processing date,
the job is run.

If selecting jobs by frequency code (system options), the program checks this code to
determine if it coincides with the processing date. For instance, if the frequency code is “#23”
(i.e., 23" day of the month) and the processing date is October 23", the job is run.

The processing date is also used to convert generic global date codes into specific dates.
Thus, if the generic global date code is EOM (i.e., last day of the current month) and the
processing date is October 23", the date code is interpreted as October 31,

See Section 3.3, “Job Scheduler Directory Maintenance” for additional information.

Hold Until Time

Use this field to prevent the system from processing the job stream until a specific time and
date has been reached.

= Note: This field is most effectively used when the job stream is to be submitted to
background for processing. If the job stream is set to run at a particular time and
submitted to foreground, the terminal is unavailable for other processing.

Example: To start the job stream as of 11:00 on May 29", enter:
Job Processor Specification
Hold Until 05/29/2007
Time 11:00 PM
To hold the same job stream for processing until 1:00 AM on May 30", enter:
Job Processor Specification
Hold Until 05/30/2007
Time 01:00 AM
= Note: Hours are entered using 1:00 to 12:00 combined with AM and PM designations.

Job Group/ID
Enter a value to identify the job stream.

Classes

You can select the jobs to process based on their assigned classes. Enter the character
assigned to the job(s) you wish to select in the box(es) corresponding to the appropriate class
(A-J).

= Note: See Section 3.3, “Job Scheduler Directory Maintenance” for additional
information.

Frequency Codes (Q-""%)

3.8-2 Revised 11/06



e

Cﬂmﬁﬂtrﬂn System Administrators Guide - Unix

Job Processor

Select the jobs to process based on frequency code. You can specify up to 10 different codes.
To select using the system options, enter “#” or “*”. The system evaluates all jobs with
frequency codes beginning “#” or “*” to determine whether they should be processed (see
Processing Date field). Jobs can also be selected based on the user-defined codes established
through Frequency Code Maintenance. Leave the fields blank to select without reference to
frequency code.

= Note: Enter “$” to select only those jobs for which the frequency code field is blank. If
all job frequency code fields are blank, all jobs are selected. If you enter “#” or “*”, the
system selects the jobs appropriate for the date, in addition to those with blank
frequency codes.

Any jobs with a blank frequency code are always selected.

Application Code Job Category (Q-"*)

Additional selection criteria can be specified on the basis of application and job category
codes. Enter the desired code(s) or leave the fields blank to select without reference to
application or job category codes. In addition, enter “$” to select only those jobs for which
the application or job category code fields are blank.

Process Option

This is the processing option. Valid options are:

Foreground — Submit the job stream to foreground. The jobs in the stream are processed as
indicated in the Run Mode field through the Job Scheduler Directory Maintenance function if
Foreground or Background was selected. Those jobs in the job stream for which the Run
Mode field was set to User are submitted to foreground for processing.

Background — Submit the job stream to background. The jobs in the stream are processed as
indicated in the Run Mode field through the Job Scheduler Directory Maintenance function if
Foreground or Background was selected. Those jobs in the job stream for which the Run
Mode field was set to User are submitted to background for processing.

Depends on Job — The jobs in the stream are processed as indicated in the Run Mode field
through the Job Scheduler Directory Maintenance function if Foreground or Background was
selected. Those jobs in the job stream for which the Run Mode field was set to User are
submitted to foreground for processing.

Default: Depends on Job

Run Interactive

This field displays a special Interactive Prompt Window at the start and/or end of the job.
This window can include a message to the operator, general information about the job or
prompts that allow the user to continue or cancel processing.

= Note: Regardless of the value you enter in this field, the Interactive Prompt Window
always appears following the cancellation of a job, informing the operator that the job
“was aborted.”

Valid options are:

Yes — Display an interactive prompt at the start of each job, whether or not the Job Scheduler
Directory provides for an interactive prompt for the job in question.
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No — Do not display the interactive prompt unless the job is a “Message Only” job or has
been canceled by the operator. If the Job Scheduler Directory provides for interactive
prompts, they are suppressed.

Depends on Job — The Job Scheduler Directory determines whether the interactive prompts
are displayed for a particular job.

Default: Depends on Job

= Note: See Section 3.3, “Job Scheduler Directory Maintenance” for additional
information.

Fiscal Calendar
Enter the fiscal calendar to associate with this job stream.

The following five processing options are available:

Button Function

Inquiry | Select this option to inquire about the jobs that have been set up
in the Job Scheduler Directory before initiating processing. This
option can also be used to select and process an individual job.
Your inquiry can encompass all jobs or be subject to the
selection criteria specified in the Selection Options section of
the Job Processor Window (KS1).

Process All Jobs | Select this option to initiate processing of an entire stream of
jobs. All jobs in the Job Scheduler Directory are processed in
foreground, subject to the selection criteria specified in the
Selection Options section of the Job Processor Window (KS1).

Process All Jobs | Select this option to initiate processing of an entire stream of
in Background | jobs. All jobs in the Job Scheduler Directory are processed in

background, subject to the selection criteria specified in the

Selection Options section of the Job Processor Window (KS1).

Select Starting | Select this option to initiate processing, beginning with a
Job and Process | selected job within the stream. If processing of the job stream
was initiated previously and then canceled, this option can be
used to restart processing. The selected job and all jobs with
higher sequence numbers are processed subject to the selection
criteria specified in the Selection Options section of the Job
Processor Window (KS1).

Process Single | Select this option to process an individual job in a stream. The

Job | selected job is processed subject to the selection criteria
specified in the Selection Option section of the Job Processor
Window (KS1).

= Note: In all the above cases, the jobs are run in sequence number order.

If you select the Process All Jobs button, or the Process All Jobs in Background button, the Job Processor
begins processing immediately.
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When you select the Process Single Job button, the Job Processor initiates processing immediately for this

job only.

Job Processor Inquiry Window (1L1)

The IL1 window displays when you select the Inquiry button:

24+ Job Processor, Inquiry

File Tools Help
ml%l%ll\ 45
l Databaze Reselect l

Seql| Clazz|Freg| Description T[R[S
APPURCH ;F'|_|FH:H1 EF'I_JI|'|"|E|" Trend Analysis Bpt F s
APVOUILD CTEST OPEM WOUCHER IMQUIRYALIST Fio
FARPT FROF1 F Property Lizting Fleport FioY
FARPT DISF F DISPOSALS REPORT Fo:y
FARPT EXPR1 F DEPRECIATION EXPENSE REPORT F 0%
FARPT SHAP 5 D ata Extraction for Above Rpts Fiow
COMMEMT PRELIMCHT THIS IS & MESSAGE OMLY JOB [EH
AROITM  PSEROZ OPEM ITEMS Fio
APREGFP EDITPOST 10 POSTING - EDIT OMLY F.o
FAPRD FaPROCESS 10 Tranzaction Processing FOv
APREGFP APREGPSE 10 POSTING - EDIT OMLY F:O
APREGFP UPDATEPOST: 20 Pasting Update Fo:y
APCKPP  PRELIMCE 40 PRELIMINARY CHECK REGISTE Fooy
FABATREL BATCHEDIT a0 Batch Tranzaction Releaze F:O
APRECRPT APRECON jata) AP Reconcilation R eport F:i0:w
APRECRPT CASHRECOM g0 AP CASH RECOM REPORT F O
AGEDCSH  AGEDCASH Fis) Aged Cazh Regquirements Rpt F:i0:w
FABATREL BATCHREL 7R Batch Transaction Releaze FOv
FAPOST FAGLERPOST foia] Fa TO GAEDIT POSTING F.o
FAPOST  FAGLPOST 95 F& TO GEMERAL LEDGER POSTING F (0%

Show Job Detal_| |

End of Range Reached IL1

Job Processor Inquiry Window (IL1)

This window displays an ordered list (by sequence number) of jobs set up in the Job Scheduler Directory.
From this window, review the original information entered for a particular job by positioning the cursor

on the line and selecting Enter or the Select Item icon.

When you select the Select Starting Job and Process button, the Job Processor Inquiry Window (IL1)
displays an additional button — the Restart from Job button. To initiate processing from a specific job,
position the cursor on the job and select Enter or the Select Item icon. The selected job and all jobs with
higher sequence numbers are processed, subject to the selection criteria specified earlier.
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Job Processor Window (DS1)

The DS1 window displays when the Show Job Details button is clicked on the IL1 window.

z= Job Processor

File Tools Help
- E| &
General l

Company: APREGF Directory 10: EDITPOST

Sequence Mumber: 10 Dezcription: POSTING -EDIT O
Distribution Code: Statusz: s &4 B C D E F
Frequency Code: Classes:

Application Code: Job Categony:

Check Code from Jaob: RC (I=ln/0=0ut of Range)
Set Code for Job |D: Feturn Code Set To: by Job Process
Effective Duate: 1042341337 Last Processed: 05/02/2007

Comments: Delete at Completion
Security Level: | Operator Level: 3

System Prefis: ClaP M aint Program: APREGFFD

Riun Program: APREGPP Fun Library: ClIAPRLN Walumne:

Above ProgsLib etc must be the DB kap for JP Type

Riun in Mode: F  [F=Foreground, B=Backaround, U=User, M=essage Only)

Interactive Prompt: [S=at Start, E=at End, B=Both, ' '=Ma Intarupt]

Type: 0 [U=Utility P=Program [PUTUSER].O=0ther,D=DE MaplIF])

Process | Cancel |

DS

Job Processor Window (DS1)

Processing Description

As the system initiates processing for each job in the stream, the system displays a message indicating the
name of the program currently running. If a job is canceled by the operator, processing resumes with the
next job in the stream.

Processing can be interrupted from time to time by the appearance of the Interactive Prompt window (see
Run Interactive field). The operator is prompted to continue (by selecting the Continue option or Enter),
to skip the next job (by selecting the Skip option) or to cancel any further processing for the stream (by
selecting the Cancel option).

< Note: The Cancel Job Stream button cancels the entire job stream, not just the current job.

When the job stream is processed, the Batch Stream Job Processor produces the Batch Stream Job Process
report. This report shows the following information for each job selected for processing: sequence
number, directory group, directory ID, distribution code, description, run program, run library, run
volume, and start and end time. The report also indicates under the heading “Comments” whether a job
was canceled or skipped.
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Job Processor Report Description

The following sample report is available when the Job Processor is complete:

Job Processor Report

Wed May 02, 2007  1:57 PM *
*

*
*

Page 3 *
INTERACTIVE: D

* Computron Software, LLC

*

* --- JOB PROCESSOR REPORT---

*

PROCESS DATE: 05/02/07  CLASSES: FREQUENCY CODES:

APPLICATION CODE: JOB CATEGORY:

SEQ# GROUP JOB 1D DISTRIB DESCRIPTION PROGRAM ~ LIBRARY VOLUME  START END TIME COMMENT LRC#
TOTAL 1 JOBS PROCESSED
TOTAL 1 RC 05 PROCESS COMPLETE BUT NO RECORDS FOUND FOR INDICATED CRITERIA
—--- JOB PROCESSOR --- KS1

Enter Indicated Data and Press (RETURN)

Today"s Date

Processing Date: 05 / 02 / 20 07 01/01/1901
Look up Code TOD

01/02/1901

Hold Until ----: / / Time: H (AM or PM)
PF-1 = Inquiry
PF-2 = Process All Jobs / (PF-18) = in Background
PF-3 = Select Starting Job and Process
PF-4 = Process Single Job
PF-16 = EXIT

Selection Options:
Job Group / 1D
ABCDEFGHIJ

Classes

Frequency Codes $=Blank only
Application Code $=Blank only Job Category $=Blank only
Ground D  (Foreground, (B)ackground, (D)epends on Job

Run Interactive D (Y)es, (N)o, (D)epends on Job

Fiscal Calendar Calendar for Fiscal Period determination

UV v: 10.00.00 Copyright 2007 Computron Software, LLC. All Rights Reserved.
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3.9 Audit Processor

Introduction to the Audit Processor

This function can only be used after the Job Processor has processed jobs. For all jobs using Job
Processor-Prepared Computron programs, the Job Processor writes a record to the Audit file. The Job
Processor uses the information stored in the Audit file to create multiple copies of the reports generated
by the job stream and to distribute these reports to the appropriate user print libraries.

< Note: The Audit Processor function can be entered, via the Job Scheduler Directory Maintenance, as
the last job in the stream (Sequence Number 9999). This function then runs automatically each time
the Job Processor is run.

Audit Processor Window (KS1)

The KS1 window displays when you select the Audit Processor function:

2= Job Scheduler Audit Processor

File Options Tools Help

BB

Create Multiple Print Filez

Create One Print File per User

|
|
Print Audit Feport Only |
|

| Cancel

K51

Audit Processor Window (KS1)

Button Function

Create Multiple | One print file is created for each report and each

Print Files | user on the distribution list for the report. The
print files are distributed to the appropriate user
print directories. Thus, each user print directory
contains multiple files, one for each report that
the user is to receive.

Create One Print | All reports for a given user are stored in a single
File per User | print file. The print files are then distributed to
the appropriate user print directories.

Print Audit Report | Create only the bsau report without creating any
Only | reports for users.

Cancel | Return to the menu.
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Audit Processor Report Description

The following sample report is available from the Audit Processor when you use any of the three report
producing options.

Audit Report

*********************************************************************************** Tue July 022, 2007 5:31 BPM *
*
SPOOL AUDIT REPORT
********************************************************************************************************** Page 1
USER: ETT SPOOL USER ID: SPOOL USER ADDRESS: cettprt
---- DIRECTORY —--—= ——=——————m————— CREATED —----------=- - SPOOLED FILE -
NUM SPOOL GROUP CODE DISTR ID PROGRAM PRFX DATE  START  END T NAME PAGES
—————————————————————— -— - - 1 QUEUE GL1000 TEST

DISTRIB1 RPT1000B CIGL 05/21/07 12:16 12:16 F /ctron_3.lr/exec/spool/ccprt/rpt10001

The Audit report details the distribution list for each report generated by the Job Processor. See Section
1.2, “User File Maintenance,” for additional information on the user data that displays on this report.

In addition, the Audit report lists the jobs that were run pertaining to each user. See Section 3.8, “Job
Processor,” for additional information on the job data that displays on this report.
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3.10 Return Code Inquiry/List

Introduction to Return Code Inquiry/List

Return codes are codes that are used to make one job dependent on the successful completion of another
job. If ajob is run from the Job Processor and is completed successfully, the return code is set to the value
specified in the RC Set To Field of the Job Scheduler Directory, and written to the Return Code file. See
Section 3.3, “Job Scheduler Directory Maintenance,” for additional information on the use of return
codes,

This function is used to display online or print a list of return codes (established via Job Scheduler
Directory Maintenance) that have been set following the completion (or cancellation) of jobs run from the
Job Processor. This function is also used to clear the Return Code file, in preparation for a new run of the
Job Processor.

Return Code Inquiry / List Window (SC1)

The SC1 window displays when you select the Return Code Inquiry/List function:

& Job Scheduler RC Inquiry
File Toals Help

Be|°E|%R

General ]
Report Options
Print O ptiar: * Screen  Foreground (" Background
From Date: | E bo: [ ﬁ
Clear RC File: ™ Clear File after Print {* Do Not Clear File

Continue | Cancel |

sC1

Return Code Inquiry/List Window (SC1)

Print Option
This is the processing option that produces either the online inquiry or the printed report.
Valid options are:

Screen — This enables you to review a list of the data online, as well as to display detail for
each item on the list.

Foreground — This option produces a print file, processing the request in foreground. Use of
this option restricts use of this window for other processing.

Background — This option produces a print file, processing the request in background. Use of
this option allows you to continue to process other functions from this window.
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Default: Screen

From /To Date
This field allows you to select the information to be included in the report based on the dates
on which the Return Codes were set. Enter a range of dates or leave blank to include all dates.
Clear RC File

This field allows you to indicate whether you wish to clear the Return Code file, following
report or online inquiry generation. Valid options are:

Clear File after Print — Clear the Return Code file following completion of the inquiry or print
file generation.

Do Not Clear File — Do not clear the Return Code file following completion of the inquiry or
print file generation.

Default: Do Not Clear File

= Note: It is recommended that the return codes are cleared following each run of the Job
Processor. Codes that are set when jobs are completed successfully will remain set to
these values until cleared.

3.10-2 Revised 11/06



e

L
Be

System Administrators Guide - Unix
cnmPUtmn Return Code Inquiry/List

Return Codes Report Description

Return Codes Report Screen Option

When the Screen option is selected, an inquiry window displays.

& Job Scheduler RC Inguiry
File Options Tools Help

e || 3| ¥[8

List lgatabaxe Reselect l
Job ID' | Code|Description

AROITH: PSERDZ: 0001 :OPEM ITEMS 0503407

Show Job Detail

End of Range Reached IL1

Return Code Inquiry/List Window (IL1)

To display the details of a listed code, you can either:

+ highlight it and click the Choose toolbar button.
¢ double-click on the desired return code record.
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= Job Scheduler RC Detail

File Tools Help

| 7| % B2 %

General l
Group: AROITM
10 FSERDZ
Returt Code: oo OPEM ITEMS
[iate: 05032007
Tinne: 16010628
User ID: GM1
Application:

Job Categony:
Frequency Code:

Carmment:

Created by

Group: AROITHM
10 PSESO2
Program: BSF

i Continue | Cancel |

D51

Return Code Inquiry/List Window (DS1)

The inquiry detail window displays.

Return Codes Report Print Option

The following sample report is available from the Return Codes List:

Return Code Listing

* COMPUTRON SOFTWARE, LLC. Tue July 02, 2007 5:29 PM *
- -
* RETURN CODE REPORT *
- -
Page 1*
RETURN L CREATED BY .......
GROUP 1D CODE DESCRIPTION DATE TIME USER ID GROUP 1D PROGRAM  COMMENT
*** REPORT COMPLETED WITH 0 RECORDS PRINTED ***
—--- BATCH STREAM RC INQUIRY --- SC1

Enter Indicated Data and Press (RETURN)
Print Option : F (S=Screen, F=Foreground, B=Background)
From Date H to: / /
Clear RC File: NO (YES=Clear File after Print, or NO)

UV v: 10.00.00 Copyright 2007 Computron Software, LLC. All Rights Reserved.
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3.11 Menu System Integration

Introduction to Menu System Integration

You can integrate the Job Processing module with Computron’s menu system via two methods:

¢ modify Computron Menus;
¢ create Job Processor Only Menus.

In both cases, menu integration has one basic purpose: to allow you to establish the Job Scheduler
Directory parameters for Computron functions. This can also be accomplished from the Job Scheduler
Directory Maintenance function. However, it may be preferable to allow individual users to access only
those Computron applications with which they are familiar, rather than all functions within the system.

The system displays a BS1 window similar to the following when you select a menu integrated with Job
Processing:

I | °E | | 02| %
Directory Group: APVOUILD Diirectory 1D: PSES04
G |
Enera I™ Delete at Completion
Sequence Mumber: 105 [V Status Active
Distribution Cade: FINANCE B Classes: rrrrrnrnrn1r1—
Frequency Code: 10M E|| Job Categony: | =
Application Code: | 4P o EI Cool ID: — EI Continue
Effective Date: [05 04 2007 E Last Processed:
Description: | OPEM YOUCHER INQUIRY/LIST Cancel
Program
Fun Option: + Faoreground " Background " User
Interactive Prompt: " Start " End " Both ™ Maolntemupt Show Date Codes
Check Code from Job: | | Comments:
Set Code for Job ID: [&PvOUILD [PSES04 [SET RETURN CODE
RC: @ In " Outof Range: [ [ [
Fiet Code Set to [LRCH)
¥ ByBSP
From Pay Date Code: BOY To EOY Fram Sched Pay Date Code: To
Dizcount Date Thru Code: | From Receipt D ate Code: | Ta |
Anti Dizc Date Thu Code: From Entry Date Code: To
(1[4 B51

Job Scheduler Directory Window (BS1)

The remaining windows are determined by the function selected. For Computron functions these windows
correspond to those windows used to enter selection and sort criteria for the normal (non-job stream)
option. See Section 3.3, “Job Scheduler Directory Maintenance,” for additional information.

Modified Computron Menus

This approach enables you to restrict specific application functions to running via Job Processing only.
For instance, assume that certain reports require a great deal of system resource and it is deemed most
efficient to run them overnight. You can modify the standard Computron menus to present the Job
Scheduler Directory Maintenance windows when that report function is selected from the menu. The
following illustrates the type of entry required.
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Menu File Security Maintenance

File Options Tools Help

I+ | °E | % |02 %
General ]
Company Mame:
Swyztem Mame:
Menu Mame: FPayment/Posting Functions
Enter Program PF-key to copy from: [
Program Mame: 7APREGPPR S: [ FC [ Backend Program Library: ClAPRUN

Pazz Parameters To Progrann
1 2 B 5 E Ok 8 Cadelist 10 1
5T [a oo | [REFORT [ |

~~

Continue | Cancel | Copy |

Ds9

Menu Definition Window (DS9)

This field is used to indicate that the function is processed as part of Job Processing. Valid
entries are:

M — This value indicates that the user is required to make entries on the Job Scheduler
Maintenance Window (BS1) before the function can run. This window prompts the user for
the information the Job Processor uses to run the function, e.g., the selection criteria to select
records for reporting).

B — This value indicates that the Job Scheduler Maintenance Window (BS1) is to display.
However, by pressing the Continue pushbutton on this window, the user can bypass this
window and continue with the other windows in the function.

Blank — This value indicates that the Job Scheduler Maintenance window (BS1) is not to
display: the user is to proceed directly to the other windows in the function, to select options
and initiate processing as usual.

Job Processor Only Menus

This approach allows you to maintain access to existing Computron functions on an as needed basis,
while providing access to establish parameters for these same functions under a specific Job Scheduler
Only menu. When the system is initially installed, standard menus are released for each Computron
application system. These menus include those functions that are most commonly processed via the Job
Processing module, as illustrated here.

@ Note: These menus are released with the system, but can be modified or replaced completely at a
client site. In addition, non- Computron functions can be placed on the menu and parameters
established for processing using the same method as for Computron functions.
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Computron | Desktop
File Options Help
= | A o2 A —
EASEHAE g BEahum

EEX
BaX2ThkE g

[ Job Processar
{7 Job Scheduler Code List Mnt
=3 Job Scheduler Applications

=3 Jab Scheduler in AP
[0 Accounts Payable Pracessing
{3 Accounts Payable Reporting

+-£7 Job Scheduler in AR

+-[ Job Scheduler in DI

+-[7] Job Scheduler in FA

=3 Job Scheduler in GL
[(= General Ledger Processing
[ General Ledaer Reporting

+-[7 Job Scheduler in INY

+-07 Job Scheduler in PO

+-£7 Jab Scheduler in TE

General Ledger Processing

Edit Posting Report

&) Post and Repart

End of Period/End of vear

[ Transaction Generator

A"

@ Alocations

hY

) EDE Shared

hY

) EDE Multiple

b

. EDE Exclusive

b

ANYZGN - Data Input to GAL

Genex-Out

Ready

EBF=10G |10.0 Releass

GL Processing Functions

File Options Help
EASHAE g BB W

BaX2ThkE g

[ Job Processar
{7 Job Scheduler Code List Mnt
=3 Job Scheduler Applications
=3 Jab Scheduler in AP
[0 Accounts Payable Pracessing
{3 Accounts Payable Reporting
+-£7 Job Scheduler in AR
+-[ Job Scheduler in DI
+-[7] Job Scheduler in FA
=3 Job Scheduler in GL
{1 General Ledasr Processi
!

ng
C

+-[7 Job Scheduler in INY
+-£3 Job Scheduler in PO
+-£7 Jab Scheduler in TE

General Ledger Reparting

g Trial Balance Fepart
=

TR B opoet/Inquity by Account
IHOBIRE B epait/Irquiy by Journal

Report by Transaction

PR - Pra - Shared
PR/ - Basic: and Extented

PR - Extract and Feport

Ready

EBFX10G 10.0 Releass

GL Reporting Functions
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Computron
File Options Help

EASHAE g B8aDum

BaX2ThkE g

[ Job Processar
{7 Job Scheduler Code List Mnt
=3 Job Scheduler Applications
=13 Job Scheduler in AP

{3 Accounts Payable Reporting

+-£7 Job Scheduler in AR
+-[ Job Scheduler in DI

+-[7] Job Scheduler in FA
+-[3 Job Scheduler in GL
+-£77 Job Scheduler in INV
+-[ Jab Scheduler in PO
+-[7 Job Scheduler in TB

Accounts Payable Processing

g Posting - Edit Orly

=

’- Posting Update

Recuring Youcher Purge
‘Vendor Purge

End of Period/End of ear
. Genex-ln Vouchers

Pay Wouchers/wWiite Checks
check 2 tape

Genex-dn Vendors

IR0 >

Ready

EBF=10G |10.0 Releass

AP Processing Functions

File Options Help

EASHAE g B8aDum

BaX2ThkE g

[ Job Processar
{7 Job Scheduler Code List Mnt
=3 Job Scheduler Applications
=3 Jab Scheduler in AP
[0 Accounts Payable Pracessing

o]

+-£7 Job Scheduler in AR
+-[ Job Scheduler in DI

+-[7] Job Scheduler in FA
+-[3 Job Scheduler in GL
+-£77 Job Scheduler in INV
+-[ Jab Scheduler in PO
+-[7 Job Scheduler in TB

Accourts Payable Aeporting

NOVIRE. 0 ey aucher InquinList

2

MR 0 pen/Closed Youcher IngrList

“oucher "Open Az OF' Report

Aged Cash Requirements Rpt

Preliminary Check. Register

[ g3

=
=
B

e

Register Query

Aged Cash iz OF Report

K
=
Bl

e

Wendor History [nquirg/List

Duplic.ate Voucher Report

Purchase Trend Analysis Rpt

B0

AP Reconcilation Report

(E

F
=

2

E Check Reconcilation Ing/List

Ready

EBFX10G 10.0 Releass

AP Reporting Functions
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3.12 Return Codes

Introduction to Return Codes

The implementation of return codes within Computron’s application software enables complex routines,
which are dependent upon the successful completion of successive programs, to drive the Computron
system. The following sections are intended to provide the user with an understanding of the processes
and the value of return codes. Included in this documentation are descriptions of the sequence of events
that occur when running Computron application software, the setting of return codes and the Job
Processor and its Return Code table.

The Computron Application

All Computron application software is launched by Computron’s start script, which invokes
Computron server or application software and initializes the environment of the logged-in user. The start
script resides in /../exec/_ctron_ (where /... represents the file system in which the Computron
application software resides). The start script may be initiated interactively by a user or this routine can
be called from a script (e.g., when the user logs onto the Unix system). The syntax of the command is as
follows:

start [-s screen_type] [-i image_type] [-d database_ type]
[-c custom_prefix] [-f menu_Ffile] [-v(u) port number ()] [ w]l [ -p 1

L-g1L-h]1L-mML[-b1[-r runtime_path]
[-n[+] configuration_filename] [ -x ] [program_name]

@ Note: For more details regarding the start script, refer to section 5.7, “Computron’s Start Script,”
later in this guide.

Unless the -m option is used, the script causes the specified COBOL program to be run. If a program
name is not specified, the default program, MENUPROG, is run. MENUPROG, in conjunction with the
arguments issued accompanying start, begins the Computron application software and displays the initial
menu, thus entering Computron’s menu subsystem. In character cell mode, application selections chosen
from the menu system, invoke at least one Unix process. In AUI mode, however, an application process is
created and then re-used.

This process can be initiated by the CSLINK routine or the Computron submaroon utility. The CSLINK
routine creates new Unix processes as required. This happens, for example, when a front-end process
creates a back-end process to run a posting or report. The submaroon utility enhances the efficiency of
applications that normally create more than one process. Submaroon does not terminate a process, thus
enabling the same process to be subsequently reused as opposed to being re-created. Computron employs
the submaroon utility when the selected application option does not invoke a script; otherwise, the
CSLINK option is used. It is possible, however, to run Computron application software without the
submaroon utility since it can be disabled by setting the environment variable, as follows:

CTRON_DISABLE_SUBMAR=1.

When the application function utilizes the CSLINK routine (such as a front-end application function
initiating a back-end function), several processes may be generated. Often, CSLINK invokes a script that
runs several programs. Each program within the script is invoked by the routine, WRUN. Each time
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WRUN is executed, a new process is created. The first program encountered creates one process. The
executable is run in that process until it completes; then, its process terminates and control is passed back
to the script. The script may execute WRUN again, thus creating a new process in which the executable is
run. Each executable is run after the previous one completes and each executable is initiated by WRUN.

When a program initiated via WRUN is terminated by an operator using the keystrokes Ctrl+c, the script
terminates as well; therefore, no other functions within the script are initiated. If a program initiated via
WRUN from a script terminates with a disaster or is Kkilled by operator intervention (kill -1), however, the
script continues processing with the following step. Therefore, the script should execute the next step
based on a specific return code from the previous step or the script should test and exit if it does not find
an expected return code (i.e., it finds a return code value of 888, indicating the previous program was
killed by operator, or 889, indicating the previous program terminated with Disaster).

@ Note: The selected application function may employ CSLINK to call a program or a script. The
above logic applies within a script that is initiated via CSLINK. This case may be true when a front-
end program connects to a back-end script.

How Return Codes Are Set

Submaroon

When the selected menu application function engages the submaroon utility, the return code feature is not
used. However, if a link to a program is attempted from the menu and it fails because the program does
not exist, the submaroon utility fails to be initiated and the return code is set to 997. This return code
value causes a message to be presented on the menu window. If a program within submaroon is canceled
by an operator using the keystrokes Ctrl+c or terminated by Disaster, the return code is set accordingly
(888 or 889) and submaroon exits.

CSLINK and WRUN

Whenever the CSLINK routine or the WRUN function is invoked, the following return code settings
occur:

+ The return code is assigned the initial value, 888.

¢ The successful completion of the initiated program or script sets a new return code with an
appropriate value. (This value is application specific.)

¢ Inthe event of abnormal termination of any process within the selected function, (e.g., user
intervention such as the kill -1 command) the return code value remains 888 and an entry is
written to the log file indicating the ending status of the application function.

¢ If the application detects an unexpected condition and the Computron function
CSDISASTER is executed, a return code value equal to 889 is designated and information
regarding the error that prompted CSDISASTER as well as database access details are
written to the log file.

@ Note: Interactive front-end and data entry/maintenance programs do not necessarily set the return
codes to a standard value. Most interactive programs assign a value of zero to the return code.
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The Return Code Mechanism

Computron applications set return codes via the setretcode routine and retrieve return codes via the
retcode routine. Procedures can also set return codes using the return_code command and retrieve return
codes by using and wretcode command. All Computron provided scripts set the return code upon exit.
Usually, the return code from the most meaningful program within the script is used to set the return code.
The most meaningful program is determined by each application; in the example of the AP Register
Report (figure 1), GENEXGEN sets the return code upon successful completion of the process. If an
application terminates abnormally, due to an unexpected return code value (e.g., 888 or 889), then the
return code is set to the value of the unacceptable return code. Successful return code values include 000,
102, 103 and 105.

Wretcode returns only the most recent return code provided by the Computron application software when
issued without any arguments. However, the Computron wretcode command can retrieve any of the last
10 return code values.

The wretcode command can be used to ask by line number or program name (both are optional). If you
type wretcode -?, it tells you that:

Usage: wretcode [-d nn] [program_name]

The —d option causes wretcode to retrieve the return code that is nn deep in the stack of return codes. The

optional program name may be used to get the last return code from a specific program no matter where it
appears in the return code stack. ([program_name] is case-sensitive). When used in combination with the
—d option, the nn function retrieves the return code for a specific program. The nn function defaults to 0.

The number 1 returns the next code in the stack and so forth.

The Job Processor

A stand-alone model of Computron’s Job Processor (BSJOBPP2) can be proceduralized in a similar
fashion to the Computron application software. (Also refer to Figures 3 and 4.) Beginning with the start
routine, a script that invokes the Job Processor issues the start command with the -m and —b options. The
—m option initializes the operator’s Computron environment and the —b option initializes the environment
for background processing.

& Note: The start routine executes the local.start file for all users. Prior to beginning the application
software, any commands contained in this file are performed for all Computron users. When issued
with the —m option, the start routine executes the local.init file for all users. When run with this
option, start initializes the user’s Computron environment, but does not launch the application,
display menu or execute the local.start file. Use the local.init file in place of the local.start file when
issuing the start command with the —m option.

For more information about the start routine, and the local.start and local.init files, refer to Section 5.7,
“Computron’s Start Script,” later in this guide.

The WRUN program is then called to initiate the Job Processor (JP) program. Remember that WRUN
initially sets the return code to 888. The Job Processor initiates a back-end program or script using
CSLINK. The return code settings outlined in the section describing how return codes are set in CSLINK
apply within the Job Processor.
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As each program completes (provided it runs in the same ground—foreground or background-as the Job
Processor), the return codes set by the script are written to the Job Processor return code table by the Job
Processor. Note that return codes indicating failure of a process (i.e., 888 and 889) appear in the Job
Processor return code table as CNCL. A table describing each possible return code in the Job Processor
return code table follows.

Standard Return Codes Set by Computron Applications

The table below shows the possible return codes as they are assigned by the application. Each application
can vary the first digit of a return code; consequently, only the two right-most digits of a return code are
guaranteed to be standard. Since only the last two right-most digits remain constant, only those digits
should be tested in scripts, etc.

If return codes are checked in the job stream, masking may be used to specify the return code range so
that only the last two characters are tested. For example, the return code range: From **03 To 0003,
replaces the first two characters (those denoted as * ) in the From field with the value of the same
characters in the To field. The masked characters (as specified in the From field) are similarly replaced in
the return code field from the Job Processor Return Code file before the compare is performed; therefore,
a return code value of 0103 in the Job Processor Return Code file becomes 0003.

Return Code Description

888 | Process canceled by operator.

889 | Process canceled by CSDISASTER.

997 | Process canceled due to submaroon failure.

999 | Link failed.

2101 | Previous job was not run. Job Processor record not found. Job
skipped (BSP only).

8101 | Previous job was canceled in the Job Processor. Job skipped (JP
only).

1101 | Return Code not in range checked. Job skipped (JP only).

000 | OK.

105 | OK, but no records found.

102 | OK, but warnings found.

101 | Errors encountered.

111 | Errors encountered evaluating the selection criteria or other values.

123 | Print Pass record not found.

124 | Operator has no access to program or report.

125 | Program or report was not available (locked by another user).
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Return Code

Description

126

Program or report was not found.

131

Program was interrupted by user.
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The flow chart below illustrates the flow of processes generated interactively, using the submaroon

utility.

Figure 1: Application Process Flow Using Submaroon
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The figure below represents the flow of processes generated interactively, when the MENUPROG
program invokes a script using CSLINK.

Figure 2: Application Process Flow without Submaroon or
with Front-End Script
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The following diagram illustrates the flow of processes generated by the Job Processor when initiated via
a script.

Figure 3: Sample Standalone Job Processor Process Flow

script
The script invokes WRUN, and the The Job Processor Return Code table is
Return Code is assigned with the updated with either:
value, 888. -- the last two digits of the Return Code,
Y which is set upon completion of the
back-end executable in XXXXLOAD.
The Job or
Z:’;:j:r -- CNCL if any subsequent processes
(BSJOBPP2) are canceled.
CSLINK is used to access a back-end
script or executable. The Return Code
is set to 888.
A
The back-end executable is
Back-End run and upon normal
Back-End Script Executable in completion, resets the Return
f XXXXLOAD Code to a standard value
(e.g., APREGPP1 in CIAPLOAD).
An optional back-end script may be run. The WRUN procedure calls
Upon normal completion (i.e., the a COBOL program and
process was not canceled with Ctrl+C), assigns the value 888 to
it resets the Return Code to the most the Return Code
prevalent code returned from one of the .
programs that were run via WRUN. An optional back-end
(e.g., APREGPP1 in CIAPRUN). Second Back-End executable may be called by
»| Executable in the back-end script. Upon
XXXXLOAD completion, the Return Code is
reset to a standard value

(e.g., REPASS in CARPLOAD).

3.12-8 Revised 11/06



System Administrators Guide - Unix

%77
computron Return Codes

The following script serves as an example of a script that can be used to initiate the Job Processor from
outside the Computron software environment.

Figure 4: Sample Script for Invoking the Job Processor

IT this procedure (UNIX shell script) runs outside of Computron’s software
(i.e. standalone), uncomment the next 3 non-blank lines and set
CTRON_EXEC to the correct directory

HHHH

CTRON_EXEC=/ctronprod/exec
- ${CTRON_EXEC}/_ctron_/start -b -m [other start options]...
create_worklib

csputparm ENTER CSHPSET OPTION=G

csputparm ENTER KS1 PFKEY=02 DATEDTC="'19941101" PAUSDTC="" "' PAUSEHH="" " \
PAUSEMM="" ** AMPM="* ** INDGRP=" ** INDID="" ** CLASS=" " CLASS02=" " \
CLASS03=" " CLASS04=" " CLASS05=" " CLASS06=" " CLASSO7=" " \
CLASS08=" " CLASS09=" " CLASS10=" " FREQCODE=" " FREQCO02=" "  \
FREQC003=" " FREQC004=" " FREQCO05=" " FREQCO06=" " FREQCOO7=" " \
FREQCO08=" " FREQCO09=" * FREQCO10=" " APPLICD=" " JOBCAT=" "  \

GROUND="'D"" RUNMODE=''D"" CALENDAR=" "'

csputparm ENTER GTUSEROV PROGVOL=EXEC
wrun  bsjobpp2
CTRON_PROG_RETURNCODE="wretcode™
export CTRON_PROG_RETURNCODE
csputparm clear
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4.1 CSDISPLY — Computron’s Display
Utility

Introduction to CSDISPLY

Computron’s display utility, CSDISPLY, allows you to display and print data accessed by Computron
financial applications. You can display Computron data stored in relational database tables, print files,
consecutive files, and indexed files. All data associated with a selected RDBMap file is merged and
logically sorted before it displays; consequently, you can easily review related data that is stored in
multiple tables.

CSDISPLY facilitates data analysis and provides many data display options:

¢ Review data in either character or hexadecimal format or examine data in both formats
simultaneously;

¢ Select particular data description list (DDL) fields associated with an RDBMap file to
display specific data in a readable format;

¢ Specify sorting preferences based on selected DDLs or table indexes;
¢ Search the display data for a particular value;
¢ View packed or binary fields in unpacked format.
Generally, CSDISPLY is restricted to users with a high security level. To run this program, click the Run

any Program button on the Desktop toolbar. Please contact Computron support for instructions on using
this powerful data analysis feature.
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4.2 vutil — An Indexed File Utility

Introduction to vutil — An Indexed File Utility

vutil is an ACUCOBOL utility program that allows you to view and manipulate indexed files in vision
file format. It can be used to create empty data files, examine files, extract data records and rebuild
corrupted indexes. The utility is also used to bring data from one hardware platform to another or to
troubleshoot and correct any incidents of file corruption. Generally, vutil is restricted to users with a high
security level.

The default version of vutil currently used is part of ACUCOBOL version 4.0. This version allows vision
files to exceed the previous 2GB limit. When vision files are created using the 4.0 version of vutil, 2 files
are created, the vision file with the file name specified in the fdl and a corresponding .vix file that has the
same name as the vision file with an extension of .vix. This .vix file contains index information for the
vision file and the vision file cannot be read if the .vix file is not there. Therefore, it is critical that when
copying or moving vision files, the corresponding .vix file be copied or moved as well.

Enter vutil at the Unix command prompt to list all commands. The commands are described in detail in
the remainder of this section.

Enter ‘exit’ to return to Computron application
Bupsun? : “export-shome pse? vutil

vutil —info [-kpx] [files]
—check [-af] [files]
—Zero [files]
—rebuild [-acdlt234]1 [-bfgk #1 [+cel [files]
—gen [-234]1 [filelist directoryl
—size [files]
—extract [—x] file
—load [-<¢hidit>1nrv] source—file dest—file

—unload [—<hitdu] source—file dest—file
—convert [—acd234] [-f #]1 [+c] [filesl
—tree file

—version

Enter ‘exit’ to return to Computron application
Eupsun? : fexportshome/pse’> _

vutil — Indexed File Utility

Commands

The following conventions apply to the syntax examples shown in this section:
¢ [ 1 - The information entered within brackets is optional.
+ User defined information is written with underscores (), e.g. file_names.

check

This option of vutil tests a file for internal consistency. Tests are performed for a nonzero
user count and other quickly tested errors. When options are entered with the command,
additional tests are completed.
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convert

extract

gen

—a

—f

=

The automatic option initiates a test of any files in the directory detected with a nonzero
user count and other quickly tested errors. Each record of the files is read to check for
broken files. Broken file results are printed.

This option is similar to the —a option, except all records are examined.

Note: Upon completion of vutil -check, a status value is returned to the host operating
system. Possible values are:

Status Value Description
0 File passed all tests
1 Command not fully executed because the file was in
use.
2 Non-zero user count detected.
3 File is corrupt
255 vutil fatal error or incorrect command line.

Syntax: vutil -check [-a] [Ffile_names]

=

Note: If a list of files is checked, the highest status value that applies is returned.

This function converts RM/COBOL-85 or C-ISAM files into Vision files. Several options are
available to specify how the file is converted.

—#

This option indicates which vision file format to use for the newly converted file. #
indicates the version of ACUCOBOL to use: -2 indicates version 2 and -3 indicates
version 3. A command without a version option converts the file to version 4.

This option suppresses an interactive message. Normally, vutil requires confirmation of
the vutil convert command before processing occurs.

This option results in uncompressed records.
This option compresses the records of a newly converted file.

This option places the new files in a new directory. This option is always followed by
the directory name of the destination for the new file and it is the only option that does
not destroy the original files.

Syntax: vutil -convert [-3] [-ac] [+c] [-d directory_nhame]
[file_names]

This allows the user to print selected records. The system prints a synopsis of the file and
prompts the user to indicate which key to read, a starting value, and total records to print.

Syntax: vutil -extract [file_name]

=

Note: vutil does not extract records from encrypted files.

4.2-2
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This creates empty vision files. Attributes of the new file can be stored in a file that is called
by the vutil —gen command or entered interactively by using the appropriate syntax of
vutil -gen.

—# This option indicates which vision file format to use for the newly converted file. #
indicates the version of ACUCOBOL to use. -2 indicates version 2 and -3 indicates
version 3. A command without a version option generates the file in version 4.

= Note: As of Computron release 6.0, Acucobol Version 4.0 has become the default
version of Acucobol. If no version number is specified, the version 4 file is created with
the corresponding .vix file.

Syntax: vutil -gen [-3] ( This is the Interactive version.)
Or:
vutil -gen [-3] File_list directory

Attributes can be assigned to a newly created file. Computron uses the .fdl file to identify
these attributes. They include:

¢ name of the file;

+ blocking factor of the file;

+ number of blocks to pre-allocate for the file;
*

number of extension blocks to allocate (This number determines how many blocks to
allocate when the space initially allocated is full.);

+ compression factor, where 0 indicates no compression, 1 is the default compression and
2 — 100 represent percentages;

¢ enable encryption;
¢ maximum record size (This number cannot be greater than 32,767);

¢ minimum record size (If the minimum record size equals the maximum record size, the
records are fixed length.);

¢ number of segments in the primary key (For Computron, this is always 1);
¢ segment size in bytes;

¢ segment offset from the start of the record in bytes;

+ number of segments in each alternate key, where applicable;

¢ whether duplicate keys are allowed;

+ segment size of the alternate keys, in bytes;

+ segment offset from the start of the record, in bytes;

+ name of a file containing a translation table (This table is used to determine the collating
sequence for the keys to the file. Unless a collating sequence is specified, vutil uses the
standard ACSII collating sequence.);

+ comment of up to 30 bytes.

info
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load

This displays general information about the file including:

>|< * & 6 6 o o o o

* & 6 6 o o o o

¢

—p

The comment line,
The Vision version number of the file,
The number of records contained in the file,
The number of deleted records in the file,
The size of the file,
The minimum and maximum record size within the file,
The number of keys,
The user count.
This option provides extended information about the file.
The key size,
The number of segments,
The key offsets;
Whether duplicate keys are allowed,;
The block size of the file,
The number of blocks per granule,
The tree height of the file (minimum, maximum, and average figures),
The number of nodes and
The number of deleted nodes;
The total node space and
The node space used.

If more than one file is specified, the —p option causes vutil to pause between each file
and prompt you to press the Enter key.

Syntax: vutil -info [-xp] [Ffile_names]

The load option creates an indexed file from a binary sequential file. The binary file acts as
the source file. The destination file must be an existing vision file. The system uses the vision
file to determine the record length and key information. The newly indexed records are added
to the end of this existing file.

The destination file is normally locked while the vutil —load command is executed. The
file remains unlocked if the —I option is specified, thus allowing access to the Vision file.

This option indicates that records in the source file are variable in length.

This option creates a new Vision file. In this case, data in the existing Vision file is
eliminated before the newly indexed records are loaded from the binary file.

Syntax: vutil -load [-Inv] source_file destination_Ffile

4.2-4
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rebuild

This rebuilds or recreates an indexed file.

—-b  This option sets a new blocking factor for the file. The —b option must be followed by a
number indicating the new factor, 1 or 2 disk sectors per block.

—g This option sets a new extension factor for the file. The —g option must be followed by a
number indicating the new factor, 1 or 2 disk sectors per block.

—# # indicates the version of ACUCOBOL to use. —2 specifies version 2 and -3 indicates
version 3. A command without a version option rebuilds the file to version 4.

—a This option suppresses an interactive message, automatically replacing the original file
with the new one. Normally, vutil requires confirmation of the vutil -rebuild command
before processing occurs.

—c  This option results in uncompressed records.

+c  This option compresses the records of a newly converted file.

+e This option invokes record encryption.

—f  The option sets a compression factor for the file. The —f option must be followed by a
number indicating the percent of compression.

—k  This option rebuilds the file in key order. The —k option must be followed by the
number of the key. (0 indicates the primary key and 1 indicates the first alternate.)

—d  This option places the new files in a new directory. This option is always followed by
the directory name of the destination for the new file and it is the only option that does
not destroy the original files.

—s  This option spools records to a file and rebuilds the file over itself. This option is often
used when disk space is limited since the spool file can be located on a tape or disk
drive. The spool file must be specified with the —s option.

—r  This option allows the user to recover an interrupted rebuild. It is used in conjunction
with the —s option. When used, vutil skips writing records to the spool file and begins
rebuilding the file.

—m This option specifies the size of the spool media in bytes. —m is also used in conjunction

with the —s option.

Syntax: vutil -rebuild [-b#] [-9#] [-3]1 [-ac] [+ce] [-T#]
[-k key _number] [-d directory_nhame]
[-s spool File(-r)(—m spool_size)] [Ffile_names]

size

This prints the total size of each file specified, the number of records in each file and the
number and percentage of deleted records the file contains.

Syntax: vutil -size [file_names]

tree

This creates a file called v tree. This file contains a listing of the system’s internal B-tree.

Syntax: vutil -tree [file_name]

unload
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This command creates a binary sequential file from a vision file. The vision file (source file)
and the binary file (destination file) must be specified.

—-v  This option indicates that records in the source file are variable in length.

Syntax: vutil -unload [-Vv] source_file destination_Ffile

= Note: The unload command cannot be used with encrypted Vision files.

version
This command displays the version of the ACUCOBOL File Utility in use.
Syntax: vutil -version
zero
This resets the user count to zero for each file listed.
Syntax: vutil -zero [file_names]
4.2-6 Revised 11/06
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4.3 Program Report List

Introduction to Program Report List

This function generates a listing of all programs and subroutines in a specified volume/library. The listing
is placed in your print queue. The following example demonstrates how to generate a program listing of
the General Ledger load library.

< Note: This function is available via the character cell presentation or through ADMINTOOLS. For
more information about ADMINTOOLS, refer to Section 5.1, “Computron Server Configuration
Management — ADMINTOOLS.”

Program Report List Window

The following window displays when you select the Program Report List function from the System
Utilities menu.

5, Telnet supsun2 .. .

Uolume [ERECI: _ :1

Program Report List Window

Volume
Enter the volume to interrogate.

Default: Current Volume.

Press enter to display the Library prompt:

Revised 11/06 4.3-1
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o, Telnet supsun2

Uolume [EXEC]:
Library [CIGLLOADI:

]

Library

=
Program Report List Window
Enter the library to interrogate.
Default: Current library.
Options for the Program Report List Window
Function Key Description
Enter | Generate a listing of all functions in the specified
volume/library.
o, Telnet supsun2
File PGMLBBA3 PSEPRT SPLUOL IP1DIS

¢ 1>Menu ¢ 3>Record <2 ¢ 8>Find

OCOMPI 10.88.
ODIMIDS 10.6808.
OGLCOMP 10.688.
OLEDGER 18.88.
OPAI 10.88.
OPOSTAC 10.88.
0SCNRP 10.88.
OTRANSD 10.88.
OTRANSH 10.688.
0T RHGHX 10.688.
OWEBTE 10.88.
OWEBT BX 10.88.
URRUPLD 10.88.
LOBUYMNT 10.88.
LTAEX2 10.88.

{ GiMext 1]
¢ 22Left <1@»Right (14>Pos (15>Print (16>E&xit

ay 3 14:89 2087 PROGRAM REPORT LIST FOR renterpriserlBgarexecsciglload Page 1

na SBEISOL 18.80.08
na SBEISSUC 18.080.08
B SBENCRTHN 18.080.00
aa SEBENTIDS 18.808.08
aa SBENTITY 168.80.088
na SBEXCLIC 18.80.08
na SBEXTSEL 18.80.08
na SEFMI4PC 18.80.08
aa SEFMIERT 18.080.08
515 SBFMTOLM 18.80.00
aa SEFUNDDT 168.80.088
aa SBGLZING 168.80.088
na SBGLENU 18.80.08
na SBGLRELS 18.80.08
na SBGNXCNU 18.80.08

Online Inquiry — Program Report List Output

4.3-2
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4.4 Display Computron Log Files

Introduction to Display Computron Log Files

This function displays the contents of your Log file. The Log file contains a running list of any error
and/or informational messages that occur during a session. The Computron Log file is especially useful
when analyzing system and/or program problems that produce error messages.

& Note: The Display Computron Log File function is currently only available under the character cell
presentation.

Computron Log File Window

The following window displays when you access the Display Computron Log file function from the
System Utilities menu:

8 Telnet supsun2

File senterprises1Bgarvar/logs/user_pse IP1DIS

¢ 1>Menu { 3>Record ext < P3xlp { 8XFind
¢ 93Left <1@>Right (14>Pos (15Print (16)E&xit

pesexe TRIMMED BY cscron on Thu Aug 23 19:38:82 EDT 2007 e
FHEE R O R A R

UNTIME: /enterpriseslBgasexec/_ctron_swrunoratlB.B.?.8> 08: Sun05{5.18>
GM: GSHSDRURC >/CECOMM QUAL: ECONMRESET TYPE: ERIT

UNTIME: ~enterprisesiBga~exec/_ctron_swrunoraclB.B.?.8> O08: Sun0S<%.18D>
GH: CEHSDRURC >-CSCOMM qQuAL: TYPE: INFO

xiting the process in gquiet state.

HgRg gttt AR R RE R R AR R RS R R R R ]
Program : GCSHSDRUR Uersion:

Computron Log File Window

The Computron Log File Display window offers you a number of options that enable you to move
through the Log file, and to locate specific data. In addition you can print a portion of, or the entire Log
file using function key F15.

Revised 11/06 4.4-1
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4.5 Clear Print Pass File

Introduction to the Clear Print Pass File Function

This function is used to clear Print Pass file (PRNTPAS4) records/entries created by various Computron
functions. A Print Pass file is created for each database at the time of installation. This file contains one
record for each function run in front-end/back-end mode; i.e., any function that allows you to enter
selection criteria on a front-end window and subsequently calls a back-end program to perform the actual
processing (usually posting and reports). In addition to identifying information in the Print Pass file
record (e.g., program name and user 1D), the record contains selection criteria and processing
information. For the most part front-end/back-end functions are those functions that can run in either
foreground or background.

Under normal processing circumstances, when any function uses the Print Pass file, the back-end program
performs final clean up by deleting the corresponding Print Pass file record at the end. However, if some
unexpected condition occurs prior to process completion (e.g., hardware failure, etc.), the Print Pass file
may need to be cleared via this function.

& Note: The Clear Print Pass File function is only available under the character cell presentation.

Clear Print Pass File Window (KS1)

The KS1 window displays when you select the Clear Print Pass File function from the System Utilities
menul.

o= Telnet supsun2 ..
- Clear Print Pasz File - Ke1
(PF-1> = Clear Print Pass for user
(PF-2> = Clear Print Pass for all users
(PF-16> = Exit

This program is used to clear the print pass file (PRNTPASS>.
The print pass file is used to transfer information from
program to program (such as Foreground to Background etc?
and therefore if the ‘transfer to program’ did not complete
properly, the information iz still in the print pass file
and it should be cleared out. If it is not cleared out, the
next time the same program iz run it will use the existing
information and therefore it will produce the report that

was requested the previous time.

Ul v: 18.88.88 Copyright 2887 Computron Software, LLC. All Rights Reserved.

_|

Clear Print Pass File Window (KS1)

Clear Print Pass for User

This option is used to specify a single user for which the print pass file is to be cleared. The
field following the text of the option is used only with the Clear Print Pass for user option PF-
1. Enter the User ID in the field at the end of the option and select PF-1

Revised 11/06 4.5-1
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Options for the Clear Print Pass File Window

Function Key

Name

Description

PF-1 | Clear Print Pass for Clears the print pass file records created
user for a specified user’s ID.
PF-2 | Clear Print Pass for Clears the print pass file of all records,
all users regardless of user ID.
PF-16 | Exit Returns to the Universal Utilities menu

without making changes to the Print Pass
file.

4.5-2
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4.6 Clear Hold List Entries

Introduction to the Clear Hold List Entries Function

The Clear Hold List Entries function (CSHLDCLR) removes held resources associated with Computron
user IDs during runtime. These holds are automatically set by the system to protect the integrity of the
database. For example, in cases where a user abnormally exits from specific functions (e.g., Pay
Vouchers/Write Checks), the system cannot perform normal clean-up processing to clear the held
resources; therefore, you can run the Clear Hold List Entries function to delete the hold list entry.

< Note: This function is only available under the character cell presentation.

Clear Hold List Entries Window

The User/# holds window displays when you select the Clear Hold List Entries function from the System
Utilities menu:

_lo|x|

Number of slots free: 700

User # holds User # holds

Total number of hold entries used: 0
*%%* LOST HOLD SLOTS ¥**¥

No lost slots.

Main Menu: cshldclr - Computron Software, LLC

Choose cshldclr function:
Initialize the hold Tist,
C)lear all hold entries for a specific user,
A)dvanced Options, or
Quit?
Enter (I, C, A, or Q) ===

Clear Hold List Entries

If held resources are pending, the system displays a list of user IDs together with the number of holds
attached to each user ID. The options for clearing the holds are described below:
Choose cshldclr function:

nitialize the hold list,

C)lear all hold entries for a specific user,

A)dvanced Options, or

Q)uit? (I, C, A, or Q)
Enter (I, C, A, or Q) ==>

The answer to this question determines the hold clearing process. Valid entries are:

I — Clears all locks for all users. The following message displays:

"Other processes are attached to the hold list shared memory
segment. Do you wish to proceed (Y/N)?"

Revised 11/06 4.6-1
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Choose cshldclr function:

Enter (I, C, A, or Q) => A

Please select an option:

Enter (I, D, C, M, or Q) =

If all the holds are justified for clearing, enter Y to clear all holds for the listed IDs.
Otherwise, enter N to return to the System Utilities menu.

C — Clears all holds for a specific user. The following message displays:

"Enter the user 1D to clear:"

Enter the user ID that you want to clear. Upon completion; the system informs you whether
the hold has been cleared for the user ID. Once the user ID is cleared, the system prompts you
to return to the System Utilities menu.

A — Displays the advanced options menu:

Id)nitialize the hold 1ist,

C)lear all hold entries for a specific user,
A)dvanced Options, or

Quit?

Advanced oOptions: c¢shldclr - Computron Software, LLC

I)nitialize the Hold List,
D)isplay Hold List Entries,
C)lear Hold Slot Entries,
M)ain Menu, or

Quit cshldclr program?

Clear Hold List Entries — Advanced Options

I — Clears all locks for all users. This is the same as the | option above.

D - Displays a list of all hold entries and optionally, displays details on hold list entries for a
specific user or all users.

C — Clears all holds for a specific user. This is the same as the C option above.
M — Returns to Main Menu.

Q — (from either the Main Menu or Advanced Menu) Exits the Clear Hold List Entries
function and returns to the System Utilities menu.

Tailoring the cshold Parameter File

The cshold parameters can be modified for a particular installation to accommodate your Computron
environment. These parameters are established in the /../exec/_ctron_/_ipc_parm file (where /...
represents the directory name where the Computron application software resides). The default
configuration is set to use shared-memory hold lists with 700 hold slots allocated and a session hold limit
of 250. These values can be changed by un-commenting the relevant command line and modifying the
appropriate value. Each command line is preceded by a comment line that describes its function.

Sample IPC Configuration File

# The following line set the total number of hold entries to allocate.
#HOLD_SLOTS = 700

4.6-2
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#

# The following line selects the number of hold entries per session to allocate.
#SESSION_HOLD_LIMIT =250

#

# The next line selects the type of hold system (shared memory, disk_file, or none).
#HOLD_TYPE = shared memory

#

# The next line sets the path for Unix IPC functions — the file must exist.
#IPC_KEY_FILE = /ctron/exec/_ctron_/_ipc_PARAM

#

# The following line is used only if HOLD_TYPE = disk_file.

#HOLD_FILE = /ctron/exec/_ctron_/_hold_data

< Note: For debugging and testing purposes the environment variable CTRON_IPC_KEYFILE can be
used to indicate a different CSHOLD parameter file than the default version.

@ Note: There are other entries present in the _ipc_param file which are not related to hold processing.
They are not shown here.

Viewing Active Process IDs

The cshlddmp utility also allows you to view (or dump) a listing of all the Computron process IDs that
are currently active, including the user ID attached to each process.

To access cshlddmp, enter the following command line from a Unix prompt:

/. .. ./exec/csuvrun/cshlddmp

The cshldini Command

The cshldini utility is used to reinitialize the hold list entries on a regular basis. It does not require any
user inputs and is generally run from Computron’s cron job — CSCRON. The cshldini utility prints
informational messages on the standard output, so that unless messages are redirected to the /dev/null
device, CSCRON related mail messages are generated on each invocation.

The following message should be ignored if cshldini is run by CSCRON, as it simply indicates that
there is no hold list to clean up.

Hold listshared memory segment not found (key = ...)!

Shmget: No such file or directory.

< Note: For more information about CSCRON, refer to section 5.8, “Computron’s Cron Job —
CSCRON,” later in this guide.
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5.1 Computron Server Configuration
Management - ADMTOOLS

Introduction

In the Computron Unix implementation, a tool is available for monitoring and collecting information
about the Computron server environment via a Web Browser. The service runs on the Unix application
and can be utilized by any client PC with access to a Web Browser and the application server. This tool
offers an alternative to many of the manual methods that were required to analyze the application server
in areas such as:

¢ Active application and csserve processes,
& Accessing the various log files,
¢ Checking different configurations,

< Note: In order to view the configuration files, the user running ADMTOOLS must
have a valid login ID and password to the server and is prompted for these when
attempting to access the Configuration page.

¢ Collecting version information. This is only supported in Microsoft Internet Explorer
Browser.

Starting the Service

Prerequisites

In order to start the ADMTOOLS service, there are certain requirements:

¢ The user starting the service must have access to the Unix shell command line.
¢ The user starting the service must have root access.

Starting the ADMTOOLS service

1. Login to the Unix server and get to the Unix shell command line
2. cd to the directory SCTRON_EXEC/_ctron_/admtools

3. From within the admtools directory, run the set_perms.sh script by typing the following:
./set_perms.sh

4. Exit from root

5. Type in the command “pwd.” If not in the directory $CTRON_EXEC/_ctron_/admtools, cd to the
directory $CTRON_EXEC/_ctron_/admtools

6. From within the admtools directory, run the startadmtools script by typing the following:

./startadmtools 1855

Revised 11/07 5.1-1
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< Note: In the command above, 1855 represents the port number for the service and represents the
convention for the admtools service.

Running the ADMTOOLS Utility from the Web Browser

1. From any PC that has Internet Explorer installed and has access to the application server, launch

Internet Explorer.

2. Inthe Web Browser Address line, enter the following address:

http://{server_name or IP Address}:1855

This loads the Computron Server Configuration Management Page.

) AXS-OME ADMIN PAGE - Microsoft Internet Exploses

Fin Edi Miew Fyeoies  Jock  Help

S |

Back. LA Slop Reliesh Heme

| G

|
Seach  Favoules  Hishory ] Pl

Aaress [ ) by igens2 1855

SELECT ENVIRONMENT:
Jerran

BT

£

] Dere.

Select Environment page

[ [Melocaliviene
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Using ADMTOOLS (Computron Server Configuration
Management)

For each Computron software environment on a server, there is an option representing that environment
on the Select-Environment page.

3 A5 OML ADMIN PAGL - Miciosolt Inbesnet £ xploser

(Bl R Mew Faiss Tock beb
s .+ .9 3 A|Q @ 3 B I B
Dbk T oo S M Hone | Sewch foose Mooy | MM P et Pescon Hemengw : |
Aufdhess []) bu e 185 =] @0 | Lnks |
SELECT ENVIRONMENT:
{etron

| LD
Select Environment page

Within an environment, there are a variety of options.

[ Py peyE——r—)

Computron Server Configuration Management Menu
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On this page, you have the following options:
+ Process View — This option is the views of various processes/processing entries.

¢ Log File View — This option is the views of three types of logs: the system log, user logs
and the csenq log.

¢ Volume View — This option is a view of the LGMAP.

¢ Configuration — This option accesses various setup configurations. To access these views,
you must have a valid Computron logon ID. Once logged on, you can view or change the
LPMAP, PRMAP, FORMS, LGMAP, send a printer test page, get version information for
the various applications/products, csuvlipc information, runtime information, other utilities
information, patch information and .config file information.

Each of these views is discussed in more detail in this section.

Process View

Within this option, there are 3 classifications and information options are presented within the
classifications.

0 AX5-ONE ADMIN PAGE - Microsolt Internet Explorer MEE

Fir Edt Mew Fgwoses ook Hep -

S I E s B (B I e e R 2
o Shop Heliesh  Honm Seach  Favles  Hisloy Mal Panl Realcom Messangs

| Aakdbens [ ) b s 185 =] @6 |k

g8

oy [ M Lecalimianat

Process View Classifications and Options

Programs Active

List Processes

This displays information about the processes associated with each active application
program, listed by user. This is similar to running ps —ef from the command line, but displays
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only processes associated with an application program. Some of the helpful values associated
with a user’s process that are shown on this page are:

¢ Program Name
WISPGID

*
¢ Unix Process ID
*

Runtime Name and Version

MENTRROG Cesnpatron Meny
System Werenelstein, 354,
BETMNT  Define Reports 20954 2 69310 Agneta wrunor
Mermelstein, 354,
MENUFROG Ceanputren Mems 21078 1 17676 Apmeta wrunes
Systen Mesmelsten, 334,
1261 CSHSDRVE Desktop 2240 1 5854 Michael J Lewss  wruncr
L 1261 CSHSDRVE Cuaet State B w 2248 1 31034 Michael_J_Lewss  wrunor
MENURRDG Coanpatroa Menu TV )3 21243 1 52798 Mchael J Lews:  wrunes
Systen
SCHIMNT ~ Soft Sereen TEST W FIEE B A6654 Mickesl_]_Lewss  wrunor
Mastenance
| .
[ 1 [ Melecaimws |

Programs Active — List Processes

Server States

View Cshold Entries

This displays holdlists for this environment. This is similar to running cshlddmp from the
shell.
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DN ADMIN F

a L Wl M

Using shared memory (V 102): 1d = I62144J0, size = 09056, W processes attached = 7
Semaphore 1d = 1310742, GETVAL = 1, GETFID = 72116, GETHCNT = O, GETZCNT = O

Hold alets: 700, Bash table size: 64, initialized: Sun May 26 21:56:31 2002

Last update: UID = 203, UWISPGID = 833180 at Wed Jul 31 16:41:20 1002

cohald_state = IGLD_MTIVE cehold_couns = 348777,  free_lisc_bead = 651

Mimbar of slots fras: G55

lash table emtry 6
Peineing Bold sloc # 5

VISPGID=44586, DID=1000&, Boldee Id=F2A, FILE: dev=36, ino=9306
FILENANE LIKRARY VOLUNE = IRMEADER HEDMAR  CLCITH

Eeylen=19

CELOGHEX - KEY VALUE - SECTION 1 Sytes: 19
e e
CTRONPSA 2002060701

AS54455423333333333

F4IFEOI 102002060701

Chain to alot number 7

Princing bold sloc # 7

VISPGID=20442, UID=10006, Eolder Id=PSA, FILE: dev=36, 1no=3306
FILENAME LISRARY VOLUNE = XIRHMEADER BEDMAR  G&CITH

Eaylen=19

CELOGHEYX - KEY VALUE - SECTION 1 Bytes: 13

Server States — View Cshold Entries

Clear Cshold Entries
This clears holdlists for this environment. This is similar to running cshldclr from the shell.

View Csserve Connections
This displays the csserve processes for that environment. This is similar to running

ps —ef | grep csserve from the command line.

(10.1.4.58) Jul 31 1651
(10,14 58) Jul 31 1643

Server States — View Csserve Connections
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Background Queue

View Csenque Entries

Displays background jobs when using the csenq implementation for background processing.
This is similar to running cseng —I from the shell.

T AXS-ONE ADMIN PAGE - Microsoft Internet Explorer

Fn il vew  Favorter

Gaogle G-

el

Q- © [N @G Lo frran @ (35 i - |

Ackinas ] Wigerio 9,137 1885

i3

vm<..¢-@§- o ﬁm- g.uuuw $<r-u- W Atk -"'-._

Creng Job Status

[ERETEY Jenas( =0,

G0, Waxe1] Hicesn

uens=B Jena=|

GQusrurst Statesenabiled Jobas|Runnieg=0,

+ Haxel] Nime=D
Maizing=0, Haxe1] Mice=0

Queue=D Joba=(: Bl
Queus=E Statccnakled Jobs=[Punning=D,
QueuseF Statesenabled Jobse|Husnd e,

ng=0, Max=1] Hice=0
Waiting=0, Wax=1] Nice=0
Hniting=0, Waxs1] Niceso

Oueueed Jonam]

Qisrur=H Statescnabled Jonas|Runnieg=0,

. Max=1] Nice=n
Malting=0, Max=1] Hice=0

Oueussl Jema=|

ng=d, Max=1] Hice=0

Queue=J Jeban]

Quaumsk Statesenabied Jobas|Rurniegen,

na=0, Nax=1] Nice=0
WRIEAnGe0, Naxe1] Nice=n

Oueue=l doba=|

Queue=N Stacc=enabled JobasRunnieg=D,

o Maxe1] Nice=0
Eaiting=0, Maz=1] Nice=D

usue=N led Jeba=( B0,

nged, Rax=1] Hice=0

Queue=d Jema= Bg=0,
(umussp Statesenabied Jonse|Runnieg=0,
Gueuesd Stacemenabled Joba=[Rumnicg=0,
Queus=R Statc-enabled Joba=[Punnicg=0,

nge, Haxsl] HicesD
MRiTing=0, Maxel] NicesO
Waicinged, Maxe1] Hice=d
Vaiting=0, Max=1] Nice=D

[ deman] =0,

ge0, Haxe1] Nicesn

CueuesT Jeba=|

Queur=1l State=enabled doba=|Runnieg=0,

gm0, Hay=1] Nize=D
MRiting=0, Has=1] Nice=0

ueue=i doba={ w0,

ng=d, Hax=1] Nice=0

Queue=V £l Jeba=(:

Qmumed Statmernabied Jobas|Ramniege0,

g0, Max=1] Nie=0
HRiTing=d, Maxel] Nice=o

Queus=Y Jona=|

Gueue=3 State=enabled Joba=[Runnimg=0,

. Max=1] Nice=D
¥aiting=0, Max=1] Nice=D

A Ineeenet

Background Queue — View Csenq Entries

Log File View

Within this selection, there are 3 logs that are available for viewing. The file name and full path of the file
being displayed are also listed.

Log File View

System Log

This displays the existing system log file.
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User Logs

This displays the list of existing user log files that can be selected and viewed. To access an
individual user’s log file, click the appropriate user_logon ID file name.

LOGFILENAME ~ UNIXUSER ~ UNIXGROUP  FILESZE  LASTMODIFIED
uzer 000 ctronsys ctron 138 Jul 24 2001
user amf ctronsys ctron 252121 Iul 25 17:38
user btl ctronsys ctron 26006 Aug2 1049
user sl ctronsys ctron 16383 Tul 30 1747
user cir ctronsys ctron 2081 Aug2 1159
user ctr.old ctronsys ctron 159302 Mar 21 1138
user drc ctronsys ctron 37543 Jun 19 1649
user edv ctronsys ctron 1634 Tun4 08:15
user eh ctronsys ctron 11181 Mar 27 1315
user fdl ctronsys ctron 534677 Iul 29 13:30
user ksd ctronsys ctron 96793 Tul 19 0845
user lal ctronsys ctron 35121 Mar 25 16:55
user lml ctronsys ctron 94539 Augl 14:23
user_mim ctronsys ctron 13374 Jun 17 13:52
user pic ctronsys ctron 28650 Tul 25 17:24
user pse ctronsys ctron 213631 Jul 31 15:51
user ptl ctronsys ctron 52220 Tul 29 17:26
user_rgh ctronsys ctron 252222 Aug2 12:12
user seh ctronsys ctron 28221 Jun 17 1707

|

Log File View — User Logs

The individual user’s log file can be divided into sections. When divided, you can select a
section and view that section only. Otherwise, you can view the entire log file.

LOG FILE: /ctron/var/logs/user_hml [Back]

[ View Entire Log ] [ View Selected Sections ]

LineMo: 1= Beginning of File ™

LineMo: 21 Program: DEMAPMNT Started at: 11/06/06 16:19:26 Pid: 700538 Runtime: fctron/execs_ctron_Awrunora

LineMo: 47 Program: ENYNMNT Started at: 11/06/06 168:22:07 Pid: 94144 Runtime: /ctronfexec/_ctron_fwrunora

LineMo: B3 Program: ENYNMNT Started at: 11/06/06 168:22:09 Pid: 594146 Runtime: /ctronfexec/_ctron_Awvrunora

Lineho: 79 Program: ENVNMNT Started at: 11/06/06 16:22:15 Pid: 534148 Runtime: fctronfexec/_ctron_fwrunora

Linello: 119 Program: USERMNTS Started at: 11/08/06 16:22:20 Pid: 700542 Runtime: /cironfexec/ ctron_fwrunora
] CSl ed at- 1.0 ] 4 Runtime: ra

Log File View — User Log Sections List

Cseng Log
This displays the csenq log.

Volume View
Within this selection, there is one option available.

List Volumes

This presents the LGMAP entries and their associated full path. Click on a directory.

5.1-8
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ferronfenee

FLVOL fetropdene

WEEVOL femenenechmerdbs
SELVOL Jesronfeveciepoc]

EXEC fetrondenec

DATA Tetreeddaza

EDEWAP fetrordenecledbmaplrelease
QCMPS0 Iesronfexecidbmaplaemap 50
ALQCED femendenecirdbemap/alextl
QENMPEY Jeronfevechedbmapigenap6l
QCMPEE fetrondexecirdbmaplacmapbe
QCMPTD Jesroedeneciedbmag/qenapT0
TOBEAT fesroafenscirdbenapTimaps
WEMAP letronfeecirdbmapftmaps
VOL¥2 femendenee

VOLEES fetronfuen

VOLTI? fetronddata

LVDATA Jesronidata

#EVRIIS sybase1192_dewrs2
SYBUIS sybase1192_devrs2
SYBI20 sybaze]2_devesZ
QCDATA Tetronddatalqevision

Volume View — List Volumes

Click on the Volume Name link and the contents of the directory represented by the path are

displayed.

drwErwsr-x 2 ctronsys
drwErwsr-x 2 ctronsys
drwarwsr-x 2 clronsys
drwzrwsr-x 2 clronsys
drwarwsr-x 2 ctronsys
drwrwsr-x 2 ctronsys
drwarwsr-x 2 ctronsys
drwrwsr-x 2 ctronsys
drwarwsr-x 2 ctronsys
drwrwsr-x 2 ctronsys
drwarwsr-x 2 ctronsys
drwrwsr-x 2 ctronsys
drwmrwsr-x 2 ctronsys

ciron
ciron
ctron.
ctron.
ctron.
ctron.
ctron.
ctron.
ctron.
ctron.
ctron.
ctron.

ctron.

Directory List [Back]

4096
236
256
256
256
256
256
256
256

4096
256

4056
256

Apr 28 2004
May 3 1996
Mar 28 2003
Tun 11 1998
Aug 17 2001
Mar 28 2003
Mar 28 2003
Mar 28 2003
Mar 28 2003
Mar 28 2003
Mar 28 2003
Mar 28 2003
Mar 28 2003

CIARCOPW
CIARCOPY
CIDICOPW
CIFACOPW
CIFACOPY
CIGLCOPW
CIGLCOPY
CIVCOPW
CIVCOPY
CIPOCOPW.
CIPOCOPY
CITBCOPW
CITBCOPY

Volume View — Directory List

Click on the FILENAME link and the contents of a directory are displayed on a Directory
List page. If the FILENAME link is to a file, the permissions for that file are displayed.

-rukrwxr-x 1 ctronsys ctron

File Information [Back]

96633 Jan 29 2002

fotron/exec/CIARCOPU/ AREFTEET.

Volume View — File Information

Revised 11/07
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Configuration

In order to access the various options under Configuration, it is necessary to enter a valid login ID and
password. You must also have a csserve port running and valid permissions for this user. A login ID and

password page is presented. Enter this information and press Enter. The available options are:

¢ Printing Config
> LPMAP,

> PRMAP,
» FORMS,

» Printer test page,
+ Volume Config

> LGMAP,
¢ Version Info

» Applications,
csuvlipc,
Runtime,

Other utilities,

YV V V

> Patch information
¢ Other

i t Cuploser
B L@ e Fpois Dok Bk [ ]
@ B 3B g @ -
Bk s Sop  Mebwh  Home | Sewch  Favones ety | M Edt Resicon Haccengs : : |
YT pe—— =] oo L

Mot Logged on.
Enter your Host Logon ID and Pasesword o you wish to make configuranen charges.

| 2] Ders [T [ ocninmaan

Configuration — Logon Screen

5.1-10
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Printing Config
LPMAP

This displays the contents of the LPMAP file. This is similar to editing
$CTRON_EXEC/_ctron_/wisp/config/LPMAP from the shell. For more information about

this configuration file, refer to Appendix A, “Printer Setup.”

~ddevi] Ml Ml
«dsalesl)] WI DIIIII
Add NawEniry | Backup LPMAP Fls |

]
[ Melecaimws

Configuration — Printing Configuration LPMAP

PRMAP

This displays the contents of the PRMAP file. This is similar to editing
$CTRON_EXEC/_ctron_/wisp/config/PRMAP from the shell. For more information about

this configuration file, refer to Appendix A, “Printer Setup.”

A AXS-OHE ADMIN PAGE - Miciosolt Inbesnet Cuploser 5] =]

Q@ [ | a4 & 3 | B 9 v . @ 2

| Bk Stop  Makesh  Home | Sesch Faols MWy | Mél P I® Reslcomn Hassengie
YO P pre——y B

Printer Conflg - PRMAP

a0l -dpatl R36000 Line Przser Dalats.

002 -ddeiil Developnent Laser Prinver | oty | | Dulete |

003 -dgaljl 3 Laser Printer Modify | Delute

004 -deenndl] Conuking Laser Printer | Modiy | | Dalate

005 dsaleslil Saes Laser Printer Moy || Dolsta

006 -ddewljd Development Bagel Fruter Mudiy | | Delale |

113 Hoomfont sh "pel” "-ddesl] -oraw” Maify | | Delete |

114 Memmfant sh "-pel” "-dqe_1 -armw” Modify || Detete

(L Jr—— Modify | | Dalata

200 -dnullpet -0 -D=${_SFOOLDIE) Modiy | Delete |

20 Pestae sh -Far="FAX-HUMBER " SFILEMAME Modify | Delete

222 lcooli th SFILENAME Moy | _Datte |

Add NewEntry | Backup PRMAP File

|
Dine [ Melecaimws

Configuration — Printing Configuration PRMAP

Revised 11/07
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FORMS

This displays the contents of the FORMS file. This is similar to editing
$CTRON_EXEC/_ctron_/wisp/config/FORMS from the shell. For more information about
this configuration file, refer to Appendix A, “Printer Setup.”

ADMIN PAGE - Microsolt Inbesnet Explosed
e E@t s Fpeoies ook Hep

R P R I R R e A A
Back Fernys Home Gemch  Favoites  Hstoy mm
wlﬂw.lmazlwx =] oo | Leks |

20 ¢ =0 € =0 Ipift =0 hesh <0 166
#1 [Print Command Parameters|{Optional)

.-o Comnpress

PRINTER #113 |Print Command Parameters |(Optional)

| temprnt

2 N T
Deseription (Optional)

DEFAULT [Print Command Parameters] (Optional)
| -2 landscape
#1 | Print Command Parameters]iCOptional)

]
[ Melecaimws |

Configuration — Printing Configuration FORMS

Printer Test

This allows the user to send a test page to the printer. You are prompted for the Printer Class,
Form Font, Printer Number and the Number of Copies. For more information about this
configuration file, refer to Appendix A, “Printer Setup.”

ADMIN PAGE - Microsolt Inbesnet Cxploser

®G0|E'@F

'mmm|smrmm

Ahess [) v isensz 1008 =] oo | Leks |

Pt Class (A-Z) [

FormfFom Ha. (0-39% [
Drioe Copess (0099 [
Proter Ho (05999 [

_Susu |

Atest page similar to the one shown below will be submitted to the printer.

"HERET [) T4, - - 1k lmna

xiu () "4, - 2 AO1EI456T085 5 4m3 3 nncn:rsumnnmmnnmrz[\] _abcdetghi Jkinnop
HERLT ) "4, -, SDLZIA5ETEG: £ w2 TH ABCDEF: TIWXTZ[L] " Jkl=mepg
LA ATV, 5 GRITIVUEYZIN] " abedefgbi 1k Lenopas
REY () T 0123456 > IBANCDEFGALIEL mwunmxnm _Tabedatani ik innopges
&5 )t = SO1234567 M ABCDEFGUTIRLI Xt

iRl (0123-155789 pam :Mmcnucuuummwwuzm mm:gaunmpwscu
[IRCN reer il g s
[T (M Cecai vt

Configuration — Printing Configuration Send a Printer Test Page
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Volume Config

LGMAP
This displays the contents of the LGMAP file. This is similar to editing
$CTRON_EXEC/_ctron_/wisp/config/LGMAP from the shell. For more information about

nfiguration file, refer to Appendix C, “LGMAP File.”

Miciosolt Intes

FLVOL

WREVOL ictronfexeciworilibs Modify | Delete

SPLVOL fetrenfeeciipesl Madify | Dalate

EXEC fetronfesee Modify | Delate |
DATA fetromidata Mudify | Delele

EDBMAP fetronfexecirdbmapirelease W E

QUMPS0 fetrenfemecirdbmap/qemap 50 Madify | Delete

ALOCED Tetronfexecizdbamaplalextl Modify | Delate

QUMPE) fetromfeseefydbmaplqrmap 60 Modify | Delete

QCMPEE Jetronfexecirdbmaplqrmapte E E

QEMETO fetronfeecirdbmap/qemap 70 _Mugity | Dutute |

TUMAF Tetrenfeecls dbanap/ 7 enaps Modify | Dulote

WFMAFR fetromiweeefrdbmaphefinap: Modify | Dalats

VOL%9 fetronfexec ﬁ ﬁ

VOLESS fetronfeec Modify | Delute

voLT? fetrondata Madify | Dalate

TVDATA fetronidata Modify | Delete -

[ Melecaimws

Configuration — Volume Configuration LGMAP
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Version Info

Applications

This presents a pull down menu with all of the available applications listed. The desired
application is pulled up and the GO button is pushed. This displays the programs within the
application along with the version and file information (size, timestamp, etc).

Select Application Directory from the list bedow and press GO

]
[ Melecaimws

Configuration — Version Information Applications

APPLICATION FILE/VERSION INFO
W - 1 ctronsys  ctron 25088 Jul 27 2006 APBATMT]  10.00.00
IR 1 cironsys  ctron 11264 Tul 27 2006 APFAUEXT  10.00.01
STWTW- - 1 cironsys  ciron T168 Tul 27 2006 APGETUX 10.00.00
STWTW--- 1 cironsys  ciron 2816 Tul 27 2006 APTAEIIT 10.00.00
T 1 ctronsys  ctron 1280 Jul 27 2006 APTAXEXT  10.00.00
IR 1 cironsys  ctron 11264 Tul 27 2006 APTBUEXT  10.00.00
TR LW 1 cironsys  ciron 155392 Feb 20 13:22  APUEXIT 10.00.01
LW - - 1 ctronsys  ctron 5120 Jul 27 2006 APUEXIT2 10.00.00
IR 1 cironsys  ctron 20992 Tul 27 2006 COAPPARM  10.00.00
SIWTW- - 1 cironsys  ciron 21760 Tul 27 2006 COAPRGHI  10.00.00
~FW - 1 ctronsys  ctron 37632 Tul 27 2006 COBANET 10.00.00
W 1 ctronsys  ctron 19200 Jul 27 2006 COCHECEI  10.00.00
STWTW- - 1 cironsys  ciron 20480 Tul 27 2006 COHISTI 10.00.00

Configuration — Version Information ciapload Version Numbers
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csuvlipc

This displays the version of the csuvlipc program, along with the subroutines that make up
the csuvlipc program along with size and date information.

CSUVLIPC INFO

-rw-r--r-- 1 ctronsys ctron

esuvlipe 10.00.01

Joctron/exec/csuvlipo: object library
VERSLIPC: size: 255 (FF), wi.1, Vi¥X-mode {07-Jul-2008)

SCNDRVR: size: 252555 (3DASB), v4.1, VAZ-mode, resident,

PUTUSER: size: 4351 (111D), w4.1, VAX-wode (16-Mov-2001)

SCNINQFM: size: 32452 (7EC4), v4.1, VAE-wode, resident,

9784832 Mar 15 04:54 /ctron/exec/csuvlipe

GETUSER: size: 24414 (SFSE], v4.1, ViX-wode, debug (17-Jan-2006)
GETAFIL: size: 806 (326], v2.3, VAX-mode, resident (11-Dec-2000)
CSMENUIO: size: 25476 (6384), vd.1, Vi¥-mode, debuy (26-May-2003)
CSMENUIC: size: 15313 (3BD1), v2.3, ViE-mode, resident (11-Dec-2000)

SCNDRVRC: size: 161332 {27634), vZ.3, ViX-mode, resident, debug (03-Jul-2001)
SCHFILL: size: 408 (138), v2.3, Vi¥-mode, resident (11-Dec-2000)

CSMAPCD: size: 43031 [AB17), v4.1, VAX-mode, resident {25-Apr-2006)
CSTXTEDT: size: 13733 (35A5), v4.1, VAZ-mode, resident (25-Aug-2003)
CTLVALZ: size: 88275 (158D3), v4.1, ViE-mode, resident (28-Jam-2003)
GETALOC: size: 13933 ([366D), v4.1, VAX-mode (12-Apr-2005)

INQZ: size: 95320 (17458), wd.1, VAEK-mode, resident, debug (0&6-Jul-2006)

CMARKZ: size: 56131 (DB43), v4.1, VAX-mode, resident, debug (07-Nov-200S)
ULMDRVR: size: 46802 (BED2), vi.1, VAZ-mode, resident, debug [27-Apr-2006)
debug (07-Jul-2008)
FRINTCRT: size: 6790 [1A86], vZ.3, VAZ-mode (11-Dec-2000)

debug (27-Apr-2006)

Configuration — Version Information csuvlipc Information

Runtimes

This displays the available runtimes in the SCTRON_EXEC/_ctron_ directory, the version,

and the date of compile.

wrunchl2

FRevision:

10.0.1.0 § $Date: 2006/09/27 1846:18 §

wrunchl2 old $Revision: 10.0.0.1D § $Date: 2006/09/08 12:25:01 § §
Wrinora FRevision: 10.0.3.0D § $Date: 2007/23/03 00.0722 8 §
wrunora 10.0.2.0 10.2.0 FRevision: 10.0.2.0 § $Date: 2006/08/16 17:07:12 § §
wrunora. 10.0.2.0 820 FRevision: 10.0.2.0 § $Date: 2006/08/16 17.07:12 § §
wrunora 10.0.3.0 820 SRevision: 10.0.3.0 § $Date: 2007/03/15 1546:05 § §
wrunora. 10.0.3.0 9.2.0.0ld $Revision: 10.0.3.0 § $Date: 2007/03/15 1546:05 § §
wrunora. 10.0.4.0 10.2.0 $Revision: 10.0.4.0 § $Date: 2007/03/23 2031:33 § §
wrunora 10.0.4.0 9.20 FRevision: 10.0.4.0 § $Date: 2007/03/23 20:31:39 § §
wrunora. 10.0.5.0 10.2.0 $Revision: 10.0.5.0 § $Date; 2007/03/29 19:34:37 § §
wrunora 10.0.5.0 820 BRevision: 10.0.5.0 § $Date: 2007/03/29 1934:37 § §
wrunora 10.0.6.0 10.2.0 FRevision: 10.0.6.0 § $Date: 2007/03/30 13:38:35 § §
wrunora. 10.0.6.0 820 FRevision: 10.0.6.0 § $Date: 2007/03/30 1338:35 § §
wrunora 10.0.7.0 10.2.0 SRevision: 10.0.7.0 § $Date: 2007/04/10 19:34:09 § §

Configuration — Version Information Runtime Information

Revised 11/07
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When you click on the RUNTIME EXECUTABLE link, you are presented with more details
about the runtime.

BULLD INFO

Build Date: Aug 23 2006 02:20:35
Build Machine: dewrs3
Build User: pbh
Compiler Version: wac.C 6.0.0.0 C for AT Compiler
Owperating System MName: AT
Operating System Version: 5.2.0.0
RDEMS Library Version: 10.2.0
RDBMS Narme: oracle
T Parser Expat

MODULE INFO
-wrunora, $Rewision: 10 0. 2.0 5 $Date: 2006/08/16 17:07:12 5 §
Database Library Revision: 10.2.0
VISION module $Revision: 5.0.1.1 §

N e L IR I S e PRV

Configuration — Version Information Runtime Executable Information

Other Utilities

This displays the various utilities and their version numbers.

= Note: Depending on the speed of the server, this can take a lot of time and the browser
may time out before the page is displayed.

Ll -
Back it

Akess [{E) Poec ez 1995

UTILITIES INFO

acupgmve
AXE-One Acocobel Program Version Linter (SRewisicn: 1.7 §)

: eshatrun
esbatrun (ERevision: 1.24 £)

cownspad ($Reniscn: 1.5 4)

~ Header fle: cscoef h (§Revisionr 1,60 §)

cacheck (BRevimon: 1.17 5}

coputpamen routines ($Revision. 134 §), Marker. FPO1
csuger_mndo (FRemmon 6.0.1.2 )

cawispind (SRewnen: 1.5 5)

w0l CF Access Boutmes (ERewson 24,302 )
1601 urodile module ($Revson 23125

102 wsmen medule (Revison 23.1.0 §)

1004 eteso modules ($Revision. 1035 £

1005 ctoomry moddes(§Remnon: 143 §)

memll cimeneny.c (BReviion 1.8 8)

Wil CF compresson Foutnes (ERewnmon 1.5 8)
w1 CECOMMON ($Rewnnon 248 §)

Wbl CSwidee Routines ($Revision: 132 5)

- Header e cscoedh (ERevision 161 §)

| csdolshm
cspatpanm routmes ($Hewsion: 1,34 §), Marker PPO1

]
[ [ Melecaimws

Configuration — Version Information Other Utilities

Patch Info

This displays the patch release information for the environment, including the Product, the
date of the full install, and the date of the last patch. This is similar to editing the
$CTRON_ROOT/.last_patch file from the shell.

5.1-16
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Other

.config

This displays the contents of the .config file. This is similar to editing the
$CTRON_EXEC/_ctron_/.config file from the shell.

.config file

Keyword |VIDEO_MODE
Value in use | Default in Use

Default walue| CURSES

Keyword | COMMAND_KEY PGM
Value in use |Dafauit in Use
Default walue |- SHELL

Keyword | CTRONSTSLOG
Value in use |Dafauit in Use
Default value|§{CTRON _LOGS} /system log

Configuration — Other .config file

Revised 11/07 5.1-17
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5.2 Batch Processing Setup for Unix -
cseng

Introduction to Batch Processing Setup for Unix — csenq

In Computron versions 7.0 and higher, the utility that manages background processing, is known as
cseng. Computron provides three ways to run jobs and reports. A process can be run in Screen mode,
which displays the first page full of data as soon as it is retrieved. It can be run in Foreground, which
displays a “Processing in Progress” message in the window until completion and produces a report. It can
be run in background, which leaves the user free to do other things in the active window and produces a
report.

This utility, cseng, replaces the Ip based processing which was used in the past. Directions for managing
Ip based systems can be found in Appendix E.

Benefits

¢ Greater flexibility

¢ Multiple background queues by default

¢ Reduced administration

¢ Store queue names from A to Z for background jobs

+ Ability to see additional information on each of the queues and the jobs within each of
the queues

¢ Ability to cancel background jobs, move jobs between queues, hold jobs for deferred
execution, as well as job status logging.

Installation of csenq

The background queue is normally setup during the installation process. However, modifications to the
Computron environment can be accomplished by executing the program, ctron_install, located in the
Computron roat, .../exec/_ctron_, directory. Only an individual authorized to act as root can execute the
ctron_install command.

3 - Install Computron Batch (Ip or csenq) queue
This option installs a batch queue for running background jobs.

Select background queue management system: (c)senq, (I)pqueue or (Quit
(enter c, 1 or q)?

csenq
The following cseng commands are available at the Unix command line:

¢ csenq -l [-v] [QueueNameL.ist]
¢ cseng -c jobl [job2 [job3 ...]]

¢ csenq -h QueueNameL.ist
.

cseng -r QueueNameL.ist

Revised 11/06 5.2-1
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¢ csenq -a jobl [job2 [job3 ..]]

¢ csenq -m QueueName job1l [job2 [job3 ...]]

The following are cseng command modifiers and definitions:

-1 — List the jobs in the queue.

-c — Cancel a job or jobs.

-h — Hold a queue.

-r — Release a queue.

-v — Verbose output.

-a — Add an incomplete job back to a queue.

-m — Move a job from one queue to another. This does not apply to jobs in progress.
QueueName — This is a letter between A and Z.

QueueNamelList — This is QueueNames concatenated (e.g. ABC).

job# - This is a numeric value of a job (from csenq -I).

Sample Output of the csenqg Command “csenq —Iv”

CSENQD status:
Log File =
Logging Level =1

Group Init = ctron

Admin List

root,ctronsys

Queue=A State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=B State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=C State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=D State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=E State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=F State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5

The CSENQD.CONF file

This file controls the variables that are passed to the csengd daemon. The csengd daemon is started
automatically with the first submission of a job to background processing from within a Computron
application. This file is owned by ROOT and may only be modified by an individual with ROOT
authority.

Permissions of file:
-rW——————- 1 root ctron 1713 Oct 04 08:07 csenqd.conf

5.2-2 Revised 11/06
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Sample file contents

# csenqd.conf -- created Thu Oct 4 08:07:43 2006

# To provide csenqd with variables to work with

# LOGGING_LEVEL determines the verbosity of the logfile.

# LOGGING_LEVEL=0 (no log).

# LOGGING_LEVEL=1 (default; logs start,submitted,run & end.)
# LOGGING_LEVEL=2 (debug).

LOGGING_LEVEL=1

# LOGFILE=

# GROUP_INIT determines what setgroups() should be set to.
# GROUP_INIT=groupl,group?2, ...
GROUP_INIT=ctron

# ADMIN_LIST determines who have authority to execute special tasks.
# ADMIN_LIST=adminl,admin2, ...
ADMIN_LIST=ctronsys

# NICE sets the nice value of the individual queue.

# MAXJOBS sets the maximum jobs that can be run in the queue.
# STATE sets the queue to either: E = Enabled, H= Held.
QUEUE=A, NICE=5, MAXRUNJOBS=3, STATE=E

QUEUE=B, NICE=5, MAXRUNJOBS=3, STATE=E

QUEUE=C, NICE=5, MAXRUNJOBS=3, STATE=E

Revised 11/06 5.2-3
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Definition of entries in file

LOGGING_LEVEL
This determines the verbosity of the log file. VValid values are:

0 — No log is generated.
1 —This logs the start, submitted, run & end of every batch process. This is the default value.

2 — Debug captures a large amount of data. Remember to turn it off when the issue is resolved
to prevent massive amounts of information being captured.

LOGFILE

Do not enter information here unless you desire to have the logfile generated to a location
other than the default for logs (COMPUTRON_ROOT /var).

GROUP_INIT
This determines what setgroups() should be set to

GROUP_INIT=groupl,group?2,

If for some security reason you don’t use the group “ctron”, substitute or add another group
here. Separate entries with commas; do not use spaces between entries.

ADMIN_LIST
This determines who has authority to execute special tasks.

ADMIN_LIST=adminl, admin2, ...

The defaults are “root” and “ctronsys”. If you wish to add additional members to this list do
so with caution. Separate entries with commas; do not use spaces between entries. Members
must be authorized to Unix and be in the Computron user file.

STATE

This sets the queue to either: E = Enabled or H= Held. You may set a specific queue to a held
state. You might consider changing this parameter if you desire to have certain jobs not
execute in an automatic fashion. It allows you to move a specific held job from the held
gueue to an enabled queue for processing. To have specific jobs run to a background queue
other than “A” you must use a character cell session of Computron. Once logged into the
Unix Computron Financial system, you can have this session output background jobs to
another background queue by selecting PF-25. Enter the queue change into the Queue Name
field. See the window under the heading,” Sample DS1 Window Displayed by PF — 25.”

MAXJOBS

This sets the maximum jobs that can be run in the queue. The default is (3) three. This can be
compared to having 3 background queues using the Unix Ip spooler. You can increase or
decrease this parameter. Increasing the parameter can negatively impact overall performance
of your Unix system and should only be changed if sufficient system resources are available.
Setting the parameter to (0) effectively shuts down the queue

5.2-4 Revised 11/06
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Sample DS1 Window Displayed by PF - 25

—— Set Defaults for User —- Ds1
Enter Indicated Data and Press (RETURN>
——— or Press (PF-16) to Exit

Data Base Map: El in on

Default Company Company scnio: Batch Strean:

10 Diagnostics COf f /Summar y/Full>
Work/temporary files: WORKDIR WKA24227 WORKUOL
User programs: RUNDIR RUNUOL

——— For Submitted Jobhs ——

Run or Held (R-H> Priority:
Queue Mame:

UNT IME=/enterprisers1Bga-exec/_ctron_swrunchl2. REU=10_8D
ISPGID=24227, PID=24479, HNODENAME=supsun2,. O05=Sun085<¢5.18>

o=, Telnet supsun?

Set Defaults for User Window in a Character Cell session

Sample log file of job running in queue B

Queue=A State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=B State=enabled Jobs=[Running=1, Waiting=0, Max=3] Nice=5
JOB # USER PROCESS-1D START-DATE-TIME STATUS

OPENFILE OPENLIB OPENVOL PROGNAME PROGLIB PROGVOL DESCRIPTION

21 amf 12874 10/10/01 12:20:46 Running
WHMAPSV ~ CSDBMAP DATA RPT1000B CIGLLOAD EXEC Trial Balance Report

Sample log file of job running in queue A

Queue—A State=enabled Jobs=[Running=3, Waiting=1, Max=3] Nice=5
USER PROCESS-1D START-DATE-TIME  STATUS

B #
OPENFILE OPENLIB

OPENVOL PROGNAME PROGLIB

PROGVOL DESCRIPTION

22 amf
WHMAPSV ~ CSDBMAP

18952 10/10/01 13:24:

53 Running
EXEC Trial Balance

DATA RPT1000B CIGLLOAD Report
23 amf 17904 10/10/01 13:24:57 Running
WHMAPSV ~ CSDBMAP  DATA RPT1000B CIGLLOAD EXEC Trial Balance Report
24 amf 21952 10/10/01 13:24:59 Running
WHMAPSV ~ CSDBMAP  DATA RPT1000B CIGLLOAD EXEC Trial Balance Report
25 amf 10/10/01 13:25:01 Waiting
WHMAPSV ~ CSDBMAP  DATA RPT1000B CIGLLOAD EXEC Trial Balance Report

Queue=B State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=C State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
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5.3 Analyzer

Introduction to the Analyzer

The Analyzer is a program that takes system usage data and presents it in a useful fashion. It can be
presented in tables, graphs or charts and it can also be exported to a text file or to an XML file for use in
other applications.

Client software must be installed on a Windows2000, Windows NT or Windows 2003 machine.

Setup
To collect statistical data for the Analyzer, the following entry must be made in the .config file in
...lexec/ _ctron_

COLLECT_STATS=YES

The raw data is stored in a file called CSMasterStat.Dat located in the .../var/Stat directory. Without this
entry in the .config file, no data is collected.

Converting the raw data file
The raw data in the CSMasterStat.Dat file must be converted to a Microsoft Access database to use with
the Analyzer. You can do this in one of two ways:

¢ Convert the data using CollectStat on the Command line
+ Open the Analyzer and import the data into the database.

Both of these methods are described below.

Using CollectStat on the Command Line
1. Move the CSMasterStat.Dat file from the Unix server to the client machine.

2. Execute the following command on the client machine to convert the data in the
CSMasterStat.Dat file into a Microsoft Access database format:

CollectStat —i”’c:\ctron\var\stat\CSMasterStat.Dat”
-d”..\exec\stat\testl.mdb”

= Note: -i is the original .dat file, -d is the output database.

= Note: The path can be omitted if the files are in the current directory, so another valid
command line would be:
CollectStat -i""CSMasterStat.Dat” -d”testl.mdb”

= Note: The CollectStat program cleans out the original .dat file. That means that any
information that was in the original .dat file is now only available in the .mdb file it was

Revised 11/06 5.3-1
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converted to. CollectStat does not delete the CSMasterStat.dat file, but it starts
collecting data again.

= Note: If you experience errors importing the data into the Analyzer database, it may be
necessary to install the latest version of MDAC (the Microsoft Data Access
Components) on your system. See “Troubleshooting” later in this section.

Using the Analyzer

Displaying new data

To run the Analyzer, execute the Analyzer.exe program.

{1 Untitled - Data Analyzer =T
File Wiew Query Help

& || 7|55 B & || douseaciy

- M| FroovamUsage ~ JPerformance

% chat A7 Data /

Analyzer initial screen

Using an already converted data file

< Note: If the raw data file is not already converted (i.e., you did not execute the CollectStat
statement), refer to the instructions below the heading “Using a data file not already
converted.”

1. Select the Open command from the File menu.
2. Select the Access database (.mdb file) that you would like to open.
& Note: The Access database file is the raw data file, converted in a previous step.

& Note: Depending on how you have been collecting your data, the MDB files can have a different
naming convention and/or location.

5.3-2 Revised 11/06
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Using a data file not already converted

1. Select Import New Data from the File menu, to import data from the local Computron application
server.

2. Select the environment where the Analyzer data was collected. You can leave this field blank.

Select Environment §|

Application Server. PMCGOVYERMDT

Application Environment; _ -

| Memt » | Cancel

Import Data Select Environment Window

3. Click Next

4. Browse (or enter) the path to the raw data file. Then browse to or enter the path were the
converted data file should be placed.

Select Data Files §|

Iiput File - Thiz iz the shared data file where al
runtimes ingert process data.

|ments\UV\Sysadeuide\CSMasterS tat3Dat  Browse..

D atabasze File - Thiz iz the file where records will be
wiritten to.

|C:\Documents and Settingshpeckart\My Doc | Browse... |

< Back Finish Cancel

Import Data Select Data Files Window

5. Click Finish

6. A message box appears telling you how many records were imported to the database file.

Revised 11/06 5.3-3
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7.

CollectStat

8390 new records successfully inserted into the
C:\Documents and Settingsipeckart\My DocumentsiUYSysadmGuideltest3. mdb database file.

Import Data Message when new data is imported

If no other file is currently loaded in the Analyzer, the database file just created is automatically
opened.

& Note: This process runs the CollectStat program which cleans out the original .dat file. That means
that any information that was in the original .dat file is now only available in the .mdb file it was
converted to. CollectStat does not delete the CSMasterStat.dat file, but it starts collecting data again.

< Note: If there are errors importing the data into the Analyzer database, it may be necessary to install
the latest version of MDAC (the Microsoft Data Access Components) on your system. See
“Troubleshooting” later in this section.

Adding data to an already existing database file
Run the Analyzer, by executing Analyzer.exe.

Open the already created database file by selecting Open from the File menu and browsing to the
desired database file.

Select the Import New Data option from the File menu.

Select the environment where the Analyzer data was collected. You can leave this field blank.

Select Environment §|

Application Server PMCGOVERMDT

Application Environment: _ -

| Mext » | Cancel

Import New Data Select Environment Window

Click Next.

Verify (and correct, if necessary) the path to the raw data file and the path to the currently open
database file.

5.3-4
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Select Data Files

Input File - Thiz is the shared data file where al
runtimes insert process data.

Database File -- Thiz is the file where recards will be
wiritken to.

o8 10gahwar\StathCSh asterStat Diat Browsze...

< Back

C:ADocuments and Settingzspeckarty Doz | Browse. . |

Finigh

&

Cancel

Import New Data Select Data Files Window

7. Click Finish.

8. A message box appears telling you how many records were imported to the database file.

CollectStat

@ 8393 new records successfully inserted into the

C:iDocuments and Settings|peckartiMy DocumentsiUviSysadmGuideitest3. mdb database file,

Import New Data Message when data is added to an existing database

9. Click the “Refresh” button on the current display. This automatically incorporates any new data

that has been imported.

@ Note: This process runs the CollectStat program which cleans out the original .dat file. That means
that any information that was in the original .dat file is now only available in the .mdb file it was
converted to. CollectStat does not delete the CSMasterStat.dat file, but it starts collecting data again.

Revised 11/06
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Analyzing the data

The data is organized and displayed by selecting one of the analysis options from the User Activity,

Program Usage or Performance menus.

LI /test3.mdb - Data Analyzer,

File ‘iew Guery Help
= B ? s B | & | du'User Activity  + B Program Usage = [ Performance

135 4

120 4

105 -

50

75 1

B0

45 |

30

c1

- 160

- 135

120

105

+ 90

- 74

r B0

r 45

a0

Chart Data__/

< Note: For most options, the display defaults to the Chart view. However, to see the Data view,
simply click on the Data tab on the bottom of the Analyzer window.

User Activity Menu:

¢ Users logged on each day from x to y date - This produces a graph of the total number of

user logged into the system each day within a selected time period.

{1 data3.mdb - Data Analyzer [_[O] ]
Eile iew Query Help
Iiv"'l [} ‘ ﬂl ? | % ‘ =~ &) ‘ =1 H & Lser Activity ~ W Program Usage ~ = Performance hd
500 500
400 400
- 300 - r300
&
200 - r200
100 +100
0
T Hor300 T

Date

Humber of users logged between 10/23/2000 and 10/27/2000

1012400 1 102500 T 10m26/00 T 102700

Slan Osta__/

Total users logged on in a given date range

5.3-6
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¢ User Activity (programs executed) on a particular day - This produces a graph of
programs executed on a particular day. Choose to see all users or filter it to a particular

user.
{1 data3.mdb - Data Analyzer [_ O[]
Eile ¥iew Query Help
Iﬁv"l 2] ‘ ﬂl ? | %] ‘ ~ 8 ‘ =] H & Lser Activity ~ W Program Usage ~ = Perdormance
80 80
60 60
<
=40 L 40
s}
20 - r 20
0 r0
= L LL ]
z|lz=1z|zlzl3|2|s]|&]|?2
= (s} o = L 2 =
0 = = = = =
o 0 = 2 =z @ = = = e
5 8 g & £ 3 E B 2
[ = (&] & < & (i = =
=L
Program Mame
Programs executed on 10232000 by (all users)
Clart Tma 7

Programs executed on a particular day

Revised 11/06
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¢ Total connection time per user from x to y date - This shows the total time (in minutes)
that users are connected to the system each day. It is possible to choose to see a single user,
or the total time for all users.
I data3.mdb - Data Analyzer [ [O]x]
File “iew QGuery Help
D”'l ® ‘ ﬂl ? | 3 ‘ =~ &) ‘ & H &' Lser Activity ~ @ Program Usage ~ B Perdormance =
700 700
600 600
£ 500 500
3 400 | | 400
£ 300 300
£ 200 | L 200
[
100 § r 100
0] | T | T 0
10/23/00 10/24/00 10/25/00 10/26/00 10/27/00
Date
char Data /

Total connection time for users in a given date range

¢ Number of users logged in on a particular day - This produces a timeline output to see
how many users are logged on during various times of a certain day.

I data3.mdb - Data Analyzer [ [O]x]
File “iew QGuery Help

D”'l ® ‘ ﬂl ? | 3 ‘ =~ &) ‘ & H &' Lser Activity ~ @ Program Usage ~ B Perdormance =

12
10 ¢

Number of users

(=S N ]

Humber of users logged on 10/23/2000

char Data /

Number of users logged in during a day

5.3-8 Revised 11/06



N

EaR
A s L , . .

ystem Administrator’'s Guide. Unix
Cﬂmp tmn Analyzer

o

¢ User Activity — Detailed -— Returns detailed data about programs that have been run. This
output can be filtered by user and time period.

= Note: There is no “Chart View” associated with this query

{1 data3.mdb - Data Analyzer [_[O] ]
Eile iew Query Help
J Iiv"'l [} ‘ ﬂl ? | % ‘ = 5] ‘ & H & Lser Activity ~ W Program Usage ~ = Performance hd
Userlame | FrogramMa... | StarDate | StarTime | EndTime | =
jmm CSENTRY 10723700 716:00 AR F:49:00 Ak
jmm APZOOM 10/23/00 7:26:00 A 7:20:00 AM
jmm TENTRY 10/23/00 7:32.00 AW 8:26:00 AM
jmm WHISTILO 10723700 7:32:00 AR 743:00 AW
jmm APCOPMNT  10/23/00 3:09:00 A 8:24:00 AM
jrmm TENTRY 10723700 8:13:00 AM 8:33:00 AW
jmm CEENTRY 10/23/00 8:31.00 A 8:32:00 AM
jmm TENTRY 10/23/00 §:45:00 AM 9:01:00 AM
jmm APCOPMNT 1072300 9:02:00 Ak 9:40:00 Akd
jmm TENTRY 10/23/00 9:11.00 A 9:32:00 AM
jmm APZOOM 10/23/00 9:19:00 AM 9:45:00 Ak
jmm YHISTILD 10/23/00 9:30:00 Ak 10:02:00 Abd
jmm CSENTRY 10/23/00 9:41.00 A 10:24:00 Abd
jmm ICENTRY 10723700 9:42:00 Ak 10:25:00 Abd
jmm RPT1000F 10/23/00 10:40:00 Ak 10:44:00 AbA
jmm APZO0M 10/23/00 10:47:00 Abd 10:64:00 Abd
jmm TENTRY 10723700 10:44:00 Abd 10:52:00 Abd
jmm ICENTRY 10/23/00 11:28:00 AM 11:46:00 Ab
jrmm APCOPMNT 1072300 11:44:00 Abd 11:51:00 A
jmm TENTRY 10/23/00 12:02:00 P 12:17:00 P
jmm CSENTRY 10/23/00 1:34.00 P 1:37.00 P
jmm RFT1000F 10723700 2:06:00 PR 2:20:00 Pk
jmm TENTRY 10/23/00 2:07.00 PM 2:14:00 P |
Than e — —

Detail of user activity

Program Usage Menu:

+ Distinct programs executed on a particular day - This option graphs all of the programs
executed on a given day (against the number of times each program was executed).

LI data3.mdb - Data Analyzer A= =
Eile ¥iew Query Help

Iﬁv"l 2] ‘ ﬂl ? | 1% ‘ ~ 8 ‘ =] H & Lser Activity ~ W Program Usage ~ B Pedormance  ~

TENTRY

80 80
60 80
£ 40 L 40
(%)
20 L 20
0 0
| s S 3
= [ b=t 5
= o - )
[ e} = T
15 o ¥ >

CSDISPLY

2
5

APCOPMNT
APZOOM
CSENTRY

Program Mame

Programs executed on 10/23/2000

cian Dsta__/

List of programs executed on a given day
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+ Programs executed vs. time on a particular day - This output is a timeline (similar to
“Number of Users Logged On” above) but it allows filtering by a particular user (shown
here) or “all users”. This shows how many programs have been run during the time periods
shown.

LI data3.mdb - Data Analyzer A= =
Eile ¥iew Query Help

Iﬁv"l 2] ‘ ﬂl ? | %] ‘ ~ 8 ‘ =] H & Lser Activity ~ W Program Usage ~ B Pedormance  ~

8 8

26 6

g

s 4 4

z2 2
0 0

11 PM

Number of programs executed on 10/23/2000 by user ami

cian Dsta__/

Programs executed by time

Performance Menu:

¢ Memory Load - This tracks the memory load on the system (in percent) over the course of
a single day. This can be used to isolate memory usage spikes or to see if in general more
memory is needed on the system.

{1 data3.mdb - Data Analyzer [_[O] ]
Eile iew Query Help

@l@‘ﬂl?lg‘lﬁ @]‘QH & Lser Activity ~ W Program Usage ~ = Performance hd
25 25
20 1 r 20
=
2 15 1 r15
i3
g
£ 10 - r10
L
=
5 4 r5
0 === = T T T T T T T T~ = = —— 0
Z|z|Z|Z|Z|Z|Z|Z|Z|Z|Z|Z| 2| Z| 2|2 Z|Z| 2|2 2| = 2|2
Clglclalalglalclalalaclglololalo]alojalo oo lolo
DN T NSO R0 ®O0 T N NM S DO NSO OO T
— - T - -
Time
Wemory Ioad¢¥) on 10/23/2000

Slan Osta__/

Memory usage by day
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¢ CPU time used by different programs — This tracks the actual CPU usage of programs
that have been executed over a particular time period. The usage is shown in CPU seconds.
This can be used to determine if any one program in particular is being a “CPU hog”.

{1 data3.mdb - Data Analyzer [_ O[]
Eile ¥iew Query Help
Iﬁv"l 2] ‘ ﬂl ? | 1% ‘ ~ 8 ‘ =] H & Lser Activity ~ W Program Usage ~ B Pedormance  ~
& 1500 1500
£ 1000 | L 1000
-
£ 500 - r 500
2
° 0 0

APCOPMNT
APZOOM
CSDISPLY
CSENTRY

ICENTRY
POSTILS
QANYFILE
RPT1000F
TENTRY

VHISTILD

Programs

Cpu Usage by programs between 10/22/2000 and 10/27/2000

cian Dsta__/

CPU usage by program

Using SQL Queries:
< Note: It is possible to formulate a query to get specific data from the Analyzer database.
Choose User SQL Command... from the Query menu.

Enter the desired SQL query.

S0L Query

x)

Tupe a syntactically corect SOL string:

SELECT Stats.Programh ame, [Sum(Statz. CpuTime])41000 as CpuTime FROM Stats
WHERE [ [[State. StartD ate): =H0B/05/2007 #) And [[Stats. StanD ate)<=H0E/05/20074#)
JGROUP BY Stats. Programt ame

Date and time values should be enclosed between # characters.
For example, #3/24/20008

ar. | Cancel

Sample SQL query

The query in the dialog box when it opens is typically the last SQL statement sent to the database.
Click OK to execute the query.

@ Note: Due to the endless combinations of SQL statements, the data is only returned to you in the
Data View format (the grid). A Chart View is not available.
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Viewing Options:

Chart Properties

Chart properties can be used to modify the look of the charts and graphs. Using the Chart properties, it is
possible to change colors, type of chart, fonts, etc.

From the View menu select Chart Properties....

Select the Chart tab to modify a desired property.

Chart Properties &

)
Backdrop ] Tent ] Fonts ]
l

Chart l A ] iz Grid ] Series ] Series Color
Chart Type Chart Optiohs
+ 20 ' o] [ Show legend

[~ Show markers

[ Stack series

Combination
Fie o
HY [Seatter) v Series in raws

QK | Cancel Help

Chart Properties

To change the vertical scale of the chart, do the following:
1. Select the Axis tab.
2. Inthe Axis field, select Y Axis.

3. Clear the Automatic scaling check box.

B ackdrop ] Text l Fonts ]
Chart Axis l Az Grid ] Series ] Series Color ]
- Aimiz Scale
Ais | EREN W Show scale
Line [ Automatic scaling
Mitirnum: i
"wdidth: il
il [hairline) e 150
Color lil Major divizions: 10
Minar divizions: 1
QK. | Cancel | Help |
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4. Set Maximum to the number representing the height of the scale, the highest amount to display.
5. Set the Major divisions to the number of divisions you want to see in the scale.

For example, if you have a scale of 150 and you want a marker every 15, enter 10 in Major divisions. You
have a Y axis with marks at 150, 135, 120, 105, 90, etc.

Options...
Using the Options dialog, the data in the chart can be sorted in ascending or descending order.
From the View menu select Options....
Select the order that the data should be sorted.

@ Note: The ascending/descending sort only applies to certain charts.

Options |

Chart data =art

" Ascending
" Dezcending
& Maone

Cancel |

Chart sorting options
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Example Charts

|| datad. mdb - Data Analyzer

Eie Mew Query Help
& B i ? 5 - @& | eruseaonmy - B ProgmmUsage » 8 Petarmonce. v
— —

R1

W KCENTRY
W TENTRY
W ST
CSENTRY
B APCOPMNT
APZOOM
M RPTIO0OF
W FosTLO
W CANYTLE
W csosPLY

G Ukags By plodrams batsssan 10ZN000 408 HUL74000

Eian _{_E_f

Pie Chart

{1 data3.mdb - Data Analyzer

=1 B
Eile Yiew Query Help

=R R SR = A “ Ga'UserActivity = B Program Usage ~ B Perfarmance

Cpu Usage by programs bebwe en 10/23/2000 and 10:27/2000

Cart Dma /.

3-D Chart
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(I data3.mdb - Data Analyzer [_[O[x]
Eile Yiew Query Help

=R R SR = A “ Go'UserActivity = B Program Usage ~ B Performance  ~

mA
Cpu Usage by programs bebwe=n 10/28/2000 and 10/27/2000
Cart Dma /.
3-D Area Chart
(I data3.mdb - Data Analyzer [-[O] ]
Eile Wiew Query Help
= Em? 3 eE S H dd'UserActivity  ~ B Program Usage v B Performance  ~
.. 1500 1500
8
|5
:
@ 1000 1000
g
&
=
g 500 r 500
=
5
0 0
[=1 'S
z S lz|E s | = i
= = = = 2 = 0
2 @ =z o = 0 @
2 3358 £ ¢ 23
8] > &3 5 r & O
=1
Frograms
Cpu Usage by programs bebween 10/23/2000 and 10/27/2000
Ciar Data /7

Descending order chart

Exporting Data

1. On the File menu, highlight Export Data To.
2. Select Text File or XML File.

< Note: Both of these methods export all of the data currently in the Analyzer database. The output is
created in the chosen format.

3. Select the path and file name where the exported data is to be placed.

Sample output of a data file exported to Text

The order of entries in this file are;

cs,FORMINIT,20357,20357,0,19,0,4/13/2007,3:55:35 PM,4/13/2007,3:55:35 PM
cs,CSENTRY ,20357,20357,0,89,0,4/13/2007,3:55:44 PM,4/13/2007,3:55:48 PM
cs,CSENTRY ,20357,20357,0,89,0,4/13/2007,3:55:44 PM,4/13/2007,3:55:49 PM
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< Note: The XML tags identify the fields from the data file.

cs,CSENTRY ,20429,20429,0,89,0,4/13/2007,3:56:22 PM,4/13/2007,3:56:28 PM
cs,CSENTRY ,20429,20429,0,89,0,4/13/2007,3:56:22 PM,4/13/2007,3:56:28 PM
ctr,EPICWF ,19089,19089,0,770,0,4/13/2007, 8:25 PM,4/13/2007,4:
pse,FORMINIT,22760,22760,0,29,0,4/16/2007,8 B
pse,REPPASS ,22760,22783,0,259,0,4/16/2007,8: N N
pse,AUDUVPRO, 22760,22777,0,59,0,4/16/2007,8:48:49 AM,4/16/2007,8:48:57 AM
pse,FORMINIT,22760,22760,0,29,0,4/16/2007,8:48:16 AM,4/16/2007,8:48:57 AM
pse,USERMNT3,22760,22760,0,99,0,4/16/2007,8:48:59 AM,4/16/2007,8:50:37 AM
pse,CSEPICO ,22760,22791,0,959,0,4/16/2007,8:50:39 AM,4/16/2007,8:51:03 AM
pse,USERMNT3,22760,22760,0,99,0,4/16/2007,8:48:59 AM,4/16/2007,8:51:03 AM
pse,REPPASS ,22760,22822,0,379,0,4/16/2007,8:52:26 AM,4/16/2007,8:52:27 AM
pse,AUDUVPRO, 22760,22816,0,49,0,4/16/2007,8:52:21 AM,4/16/2007,8:52:27 AM
pse,USERMNT3,22760,22760,0,109,0,4/16/2007,8:48:59 AM,4/16/2007,8:52:27 AM
pse,REPPASS ,22760,22837,0,749,0,4/16/2007,8:52:34 AM,4/16/2007,8:52:36 AM
pse,AUDUVPRO, 22760,22831,0,49,0,4/16/2007,8:52:30 AM,4/16/2007,8:52:36 AM
pse,USERMNT3,22760,22760,0,120,0,4/16/2007,8:48:59 AM,4/16/2007,8:52:36 AM
pse,REPPASS ,22760,22852,0,200,0,4/16/2007,8:52:42 AM,4/16/2007,8:52:44 AM
pse,AUDUVPRO, 22760,22846,0,49,0,4/16/2007,8:52:38 AM,4/16/2007,8:52:44 AM
pse,USERMNT3,22760,22760,0,120,0,4/16/2007,8:48:59 AM,4/16/2007,8:52:44 AM
pse,CSENTRY ,22760,22760,0,240,0,4/16/2007,8:53:19 AM,4/16/2007,8:53:52 AM
pse,REPPASS ,22760,22869,0,210,0,4/16/2007,8:53:59 AM,4/16/2007,8:54:01 AM
pse, AUDUVPRO, 22760,22863,0,49,0,4/16/2007,8:53:55 AM,4/16/2007,8:54:01 AM
pse,CSENTRY ,22760,22760,0,250,0,4/16/2007,8:53:19 AM,4/16/2007,8:54:01 AM
pse,DBMAPMNT , 22760,22760,0,19,0,4/16/2007,8:54:29 AM,4/16/2007,8:54:45 AM

¢ UserlID
Program Name
GID

PID

Memory Usage
CPU Time
CPU Usage (always zero)
Start Date
Start Time

End Date

End Time

L ZER ZBR JER R R R 2N 2R R 4

Sample output of a data file exported to XML

<?xml version="1.0" encoding="UTF-8"?>

<Elements>

<Element id="30" User="pse" GID="22760" PID=""22760">
<Program>FORMINIT</Program>
<Driver>CSHSDRVR</Driver>
<Memory>0</Memory>
<CpuTime>29</CpuTime>
<StartDate>4/16/2007</StartDate>
<StartTime>8:48:16 AM</StartTime>
<EndDate>4/16/2007</EndDate>
<EndTime>8:48:16 AM</EndTime>

</Element>

<Element id="31" User="pse" GID="22760" PID=""22783">
<Program>REPPASS </Program>
<Driver>CSLINK</Driver>
<Memory>0</Memory>
<CpuTime>259</CpuTime>
<StartDate>4/16/2007</StartDate>
<StartTime>8:48:55 AM</StartTime>
<EndDate>4/16/2007</EndDate>
<EndTime>8:48:57 AM</EndTime>

</Element>

<Element id="32" User="pse" GID="22760" PID=""22777">
<Program>AUDUVPRO</Program>
<Driver>WRUN</Driver>
<Memory>0</Memory>
<CpuTime>59</CpuTime>
<StartDate>4/16/2007</StartDate>
<StartTime>8:48:49 AM</StartTime>
<EndDate>4/16/2007</EndDate>
<EndTime>8:48:57 AM</EndTime>

</Element>

Using Microsoft Access

* & o

The Analyzer creates valid Microsoft Access database file (.mdb).

It is possible to open this file using Microsoft Access.

After your database file is loaded into Access, the data is in a table called “Stats”.
+ This data can then be analyzed using whatever functions Access provides.

& Warning! Computron does not provide support or licenses for Microsoft Access. Use of Microsoft
Access is at the user’s own risk.
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| [WHISTILD CSLINK del 2 8766
| |APCOPMNT  CSLINK jrmm 313 3 30 2376
| |CSDISPLY CBLINK ctronsys 583 4 21 1630
| |RPT1000F CSLINK sat 345 5 10 1545
| |CSENTRY CELINK del 462 [5} 23 944
| |APCOPMNT  CSLINK amf 835 7 2 921
| |TENTRY CSLINK Im 8584 g 4 300
| |APCOPMNT  CSLINK Im 319 9 17 1755
| |ICENTRY CSLINK jch B78 10 16 1840
| |ICENTRY C3LINK sat B46 11 27 2736
| |ICENTRY CSLINK amf 594 12 27 454
| |ICENTRY CSLINK del 139 13 34 3045
| |ICENTRY CSLINK ac 147 14 17 1332
| |[APZOOM CSLINK ac B840 15 10 544
| |POSTILD CBLINK jcb 804 16 35 2886
| |TENTRY CSLINK Im 397 17! 38 1351
| |POSTILD CSLINK amf 456 18 34 5520
| |ICENTRY CSLINK ctronsys 472 19 16 4784
| |CSENTRY CSLINK sat 420 20 40 5206
| |APCOPMNT  CSLINK ac 734 21 14 8640
| |CSENTRY CSLINK rjc 428 22 12 1360
| |QANYFILE C3LINK jmm 796 23 15 7794
| [APZOOM CSLINK jmm 325 24 18 496
| |CSENTRY CELINK phb 695 25 15 2940
| |CSDISPLY CSLINK del 428 26 20 5338 -
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[Datashset View T o

Accessing a Analyzer database in Microsoft Access

The CSMasterStat.Dat file layout

The CSMasterStat.Dat file is laid out with pipe delimiters. Here is an example data line:

1]ctronsys|459]367POSTILO JCSLINK|11-15-2006]18:31:18]11-15-2006]18:33:23]170]10]0

The fields included here are (in order):

Value Description
1| version (Always “1” - reserved for future expansion of this structure.)
ctronsys | username (CTRON_LOGNAME)
459 | GID (WISPGID)
367 | PID
POSTILO | program which was executed
CSLINK | “driver” (the program that started the “program”)
11-15-2006 | start date
18:31:38 | start time
11-15-2006 | end date
18:33:23 | endtime
170 | CPU time (millisec)

Revised 11/06
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Value Description

10 | memory usage when program completed (out of 100%)

0 | CPU usage when program completed (out of 100%)

< Note: We are currently unable to get this data from Windows.

Troubleshooting

On some systems, especially those without a recent Microsoft Office installation or Microsoft Internet
Explorer installation, it may be necessary to install the latest version of MDAC (Microsoft Data Access
Components) and the latest Microsoft Chart Control (MSCHRT20.0CX).

& Warning! These components should only be installed if the latest MDAC (i.e. for SQL server) has not
been previously installed or if there are problems with the using the Analyzer.

Installing MDAC and MSCHRT?20

Typically, these installation files are available on line at www.microsoft.com.

Installing MDAC

Problem: Unable to import records into a database.
Solution: Install latest MDAC. (Some error messages will specifically state that this is necessary.)

@ Note: Version 2.1 of MDAC is the minimum required version for the Analyzer.

Installing MSCHRT20.0CX

Problem: Charts do not display; all you see is a gray screen in chart mode.
Solution: Install MSCHRT20.0CX

@ Note: To install the Microsoft Chart Control, follow these steps:

1. Copy the MSCHRT20.0CX file from the ...\misc directory to the Windows system directory
(typically C:\winnt\system32).

2. Register the file by running “regsvr32 mschrt20.ocx”.

3. From Windows Explorer, double-click on the MSCHRT20.REG file in the ...\misc directory.

4. The new Chart Control should now be installed. Re-start the Analyzer to properly utilize it.

5.3-18 Revised 11/06
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5.4 Computron’s Configuration (.config)
File

Introduction

The behavior of Computron applications software is influenced by several factors: the Computron
runtime, application global environment parameters, Unix environment variables and Computron’s
configuration file. Many of these factors are user-defined or specific to a particular environment, while
Computron controls some factors. More specifically:

+ The Computron runtime is controlled by the software releases installed on your system.
+ Unix environment variables are dictated by your Unix environment.

¢ Application global environment parameters are user-defined to reflect the required
processing environment for each product. (Refer to the appropriate Computron product
Operations Guide for more details regarding global parameters.)

¢ The Computron configuration file is both user-defined to set preferences of necessary
parameters for the environment as well as dictated by the Computron runtime to support
various types of implementations.

Computron’s configuration file, /.../exec/_ctron_/.config (where /... represents the directory name of the
file system where the Computron software resides), globally sets parameters for Computron users when
they initiate a Computron session in the given file system. This file stores variables that are likely to
change from site to site. Each configuration variable is described in this section.

< Note: Ideally, the Computron configuration file contains only those parameters that are set to values
other than the default. The application software uses the default value for all configuration
parameters not explicitly set via the configuration file.

Configuration Variables

The configuration variables are contained in the standard Computron configuration file. The purpose of
each variable, its valid values and the default setting of each parameter are described below.

VIDEO_MODE

This variable determines the character screen handler that is used for the Computron session.
Computron supports two types of screen handlers: WISP and CURSES. This parameter is
used in conjunction with various Unix environment variables as well as Computron files that
enable keyboard and display character set mapping to the international (8 bit ASCII)
character set. For detailed information regarding the screen handlers, contact your Computron
Client Support Representative. Valid values are:

WISP — Use the Computron screen input/output drivers that employ WISP screen handling
routines.
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CURSES - Use the Computron screen input/output drivers that employ native Unix CURSES
routines.

Default: WISP

COMMAND_KEY_PGM

This variable is used when the VIDEO_MODE is set to CURSES and determines the action
performed when the command key (Ctrl+E) is executed in a character cell session. Valid
options are:

—~WUSAGE - This presents the “classic” command menu.
—SHELL - This presents the shell command line.

—NONE - This disallows the use of the command key (Ctrl+E).
program-name — This executes the named program.

Default: -SHELL

CTRONSYSLOG

This variable names the file that is created to store system error messages. Computron
designates certain error messages as system error messages. When these errors occur, the
error message is written to the log file of the logged in Computron user (.../var/user XXX,
where XXX represents the Computron user ID) as well as the system log file specified by
system_log. Enter the absolute pathname to the file that will be used as the Computron
system log file.

Default: /.../${CTRON_LOGS}/system_log (where /... represents the directory name of the
file system where the Computron software resides.

DB_PACKET_SIZE

This variable specifies the network packet size that the Computron designated RDBMS
server requests from the RDBMS database. Larger packet sizes improve performance at the
expense of memory. A system must be evaluated to determine the memory available for the
Computron applications. A value of 4096 enables optimal performance of the Computron
applications without excessive use of memory. This variable may be set to any multiple of
512.

Default: 4096

< Note: Computron’s application software currently supports variable network packet
sizes for Sybase and MS SQL RDBMS implementations only.

DB_MAX_CONNECTIONS

This variable determines the maximum number of connections to the RDBMS database per
Computron user. One connection to the RDBMS database for each Computron application
installed on the system is required to run the Computron software; however, performance
improves with every additional connection to the database established. A value of 10 enables
optimal performance of the Computron applications. This variable may be set to any positive
integer.

Selecting a value for the number of connections to the RDBMS database is primarily
dependent on the memory available on the Unix system. A memory-constrained system may
only be able to support one connection per Computron application. Each additional

5.4-2
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connection used by the system requires more memory and can deplete memory used for data
caching. The system must be evaluated to determine the amount of available memory.

Default: 1
< Notes:

+ Computron’s application software currently supports multiple connections to the database
for Sybase and MS SQL RDBMS implementations only.

+ Oracle implementations running versions 7.3 or higher have the option of setting the
maximum number of database connections to either 1 or 2. A setting of 2 allows the
runtime to issue a second database connection for certain database maintenance
procedures (e.g., truncating tables or rebuilding key paths).

DB_FORCE_DB_NAMES_LOWER_CASE

This variable determines whether the database name and server name in Computron’s
database map file is mapped to lower case or used literally from the database map file unless
redefined in the LGMAP file. If redefined, the LGMAP file entry is used literally. Valid
values are:

YES - Maps database and server names to all lower case regardless of whether they are
redefined in the LGMAP file.

NO — Uses database map entries for database name and server name literally, unless redefined
in the LGMAP file. If redefined, LGMAP file entry is used literally.

Default: Yes.

FOREIGN_CHAR

This parameter determines whether screen images use the standard international (8-bit
ASCII) character set or a foreign character set. If a foreign character set is used, appropriate
localized screen images must be present and this variable must indicate that a foreign
character set is in use. Valid values are:

Y (Yes) — Use foreign character set.
N (No) — Do not use foreign character set.
L (LowFacs) — Use double-byte character set.

Default: No.

BACK_END_NICE

This parameter specifies the Unix ‘nice’ value for back-end processes, which determines how
much priority to give each application process based on a scale of 1-10.

Default: 5

DB_ENABLE_DYNAMIC_UPDATES

This parameter determines whether to enable dynamic updates based on fields that change.
Valid values are:

YES - Use dynamic updates.

NO — Do not use dynamic updates.
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Default: No.

CTRON_MAX_OPEN_FILES

This parameter specifies a soft limit on the amount of program files that can be open
simultaneously. The amount of open files indicated depends, of course, on your system
resource limitations.

Default: 400

CODE_PAGE

This parameter determines whether foreign-character code page is being used by the system.
A code page is required for double-byte text for foreign languages with large character sets
(e.g., Japanese). If a foreign character code page is used, this variable must indicate which
code page set is in use. Some valid values are:

932 — Japanese
936, 950, 949 — For future use.
Default: 0 (English)

CSPROC_ENABLE

This parameter determines whether to enable process logging and PROCLIST file generation.
Process logging provides performance analysis for application processes (e.g., which file was
opened by whom and when), whenever a program is opened and continually writes this
information to the PROCLIST file in the worklib directory. Valid values are:

YES - Enable processing logging.
NO — Disable processing logging.
Default: Yes.

CSADMIN_ENABLE

CSGLOBV_PROGRAMS

WISP_GID_CREATE

This parameter determines whether to enable CSADMIN and CSUEADMIN UserExit calls.
YES - Enable CSADMIN and CSUEADMIN UserExit calls.

NO - Disable CSADMIN and CSUEADMIN UserExit calls.

Default: NO

This variable enables the Computron Global Variable server for specific programs or all
programs. Valid options are:

program names — list the programs that are to use the Computron Global Variable server.
*ALL - Use the Computron Global Variable server for all programs.
Default: *ALL

This variable generates the WISPGID parameter using either the process ID (PID) or the
sequence number (SEQ). Valid options are:

PID - Generate the WISPGID using the process ID.

5.4-4
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SEQ - Generate the WISPGID using the sequence number.
Default: PID

ENV

This variable sets environment parameters for the start script. Place the environment variables
after the ENV=argument.

CSRDFDR_MAX_BINARY

This variable sets the maximum number of binary characters allowed for the first 2K of a file
in a record size scan.

Default: 204

SETLOCALE

This variable sets the local category values. Currently only LC_CTYPE is supported with an
empty value string.

DB_LOGIN_TIMEOUT

This variable defines the number of seconds to wait for a login request to complete before
returning to the application.

Default: 120.

CSCOMM_TCP_NODELAY
This variable turns on TCP_NODELAY setsockopt option for cscomm reads and writes.
Default:YES.

COLLECT_STATS

This variable turns on statistics collection used by the Analyzer. Statistics are written to the
CollectStats.Dat file in the .../var/Stat directory. Valid options are:

YES - Collect statistics for the Analyzer.
No — Do not collect statistics.
Default: NO.
CSPSINFO_INTR
This variable sets the process runtime dynamic requests, i.e., enabled bits.
Default: 255.

CSBATCH_CMD

This variable determines the queue management system for background jobs. Valid values
are:

cseng — This is the current queue management system preference.
Ip — This is the previous queue management system preference.

Default: Ip.
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Default Configuration File

Computron provides a utility (gen_config_file) that allows you to view the configuration file
variables and their current default values. This utility resides in the directory, /. ../exec/_ctron_
(where /. . . represents the directory where the Computron software resides).

Syntax:

gen_config_file | more

The configuration file below is the default configuration file created by the gen_config_file utility
as of the publish date of this guide.

< Note: Keep in mind that the Computron configuration file contains only those parameters that are
set to values other than the default.
HHH B R R R R R R R R

# #
# MODIFY THIS FILE WITH EXTREME CAUTION #

# #

# #
# THIS FILE SHOULD ONLY CONTAIN EXCEPTIONS TO THE DEFAULT CONFIGURATION. #
# #
# IF YOU ADD AN ENTRY TO THIS FILE, MAKE SURE TO USE THE CORRECT SYNTAX #
# AND SPELLING, TO VERIFY THE SYNTAX AND SPELLING, RUN THE PROGRAM #
# gen_config_Ffile TO GENERATE A FILE CONTAINING THE DEFAULT VALUES. #
# #
# IF THIS 1S AN EXISTING INSTALLATION, DIRECT THE OUTPUT OF #

# gen_config_Ffile TO /tmp/.config BY USING THE FOLLOWING COMMAND: #

# gen_config_file > /tmp/.config #

# #
# EDIT THE CREATED FILE AND COPY THE REQUIRED ENTRIES INTO THE EXISTING #
# _config FILE LOCATED ON $CTRON_EXEC/_ ctron_. BE SURE TO OMIT THE #
# COMMENT MARKS ("#'") FROM THE ACTUAL VARIABLES WHEN YOU ADD THEM. #
# #
# IF THIS IS A NEW INSTALLATION, DIRECT THE OUTPUT OF gen_config_file TO #
# CREATE THE STANDARD .config FILE IN THE DIRECTORY $CTRON_EXEC/ ctron_ #
# BY USING THE FOLLOWING COMMAND: #

# gen_config_file > $CTRON_EXEC/_ctron_/.config #

# #
# EDIT THE CREATED FILE AND REMOVE ANY UNNECESSARY ENTRIES. VERIFY THE #
# VALUES OF THE REQUIRED VARIABLES AND REMOVE THE COMMENT MARKS ("'#') #
# FROM THE ACTUAL VARIABLE LINES. #

# #
# IT IS IMPORTANT THAT NO EXTRANEOUS ENTRIES BE ADDED OR LEFT IN THE #
# .config FILE. FOR EXAMPLE, IF AT ONE POINT THE VALUE OF #

# DB_ENABLE_DYNAMIC_UPDATES WAS SET TO '"'NO'™, AND THIS ENTRY WAS #
# COPIED OR LEFT IN THE FILE, THE PERFORMANCE BENEFITS OF #

# USING DYNAMIC UPDATES WOULD NOT BE REALIZED. #

# #

HH R R R R A R R A R

# Video Display Mode: WISP = use WISP vwang, CURSES = use unix curses
# VIDEO_MODE=CURSES

# Command Key (Ctrl-E) action for VIDEOMODE=CURSES: -WUSAGE, -SHELL,
# -NONE, or program-name
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HOHH OHFHHF OHHHF OHHF OHH OHHHF OHHF OHH OHFH OHH OHH OHH OHH OHH OHHF OHH OHH OHH OH

COMMAND_KEY_PGM=-SHELL

Computron System Log File
CTRONSYSLOG=${CTRON_LOGS}/system_log

Network Packet Size for Communication with Database Server
DB_PACKET_SI1ZE=4096

Maximum Number of Database Connections
DB_MAX_ CONNECTIONS=1

Allow/Disallow Mixed Case Database Names from Database Map
DB_FORCE_DB_NAMES_LOWER_CASE=YES

Set Display of Foreign Characters (Y=Yes, N=No, L=LowFacs)
FOREIGN_CHAR=N

Sets Nice Value for Back End Processes
BACK_END NICE=5

Enable/Disable Dynamic Updates Based on Fields that Change
DB_ENABLE_DYNAMIC_UPDATES=YES

Soft limit on max number of files to open (HP-UX,SOLARIS,NCR,PYRAMID)
CTRON_MAX_OPEN_FILES=400

Foreign Character Code Page (932,936,950,949 ==> Double byte)
CODE_PAGE=0

Enable Process logging and proclist file generation
CSPROC_ENABLE=YES

Enable csadmin and csueadmin user exit calls
CSADMIN_ENABLE=NO

Enable CSGLOBV for specific programs or *ALL
CSGLOBV_PROGRAMS=*ALL

Generate WISPGID parameter using process id (PID) or sequence number

(SEQ)
WISP_GID_CREATE=PID

Environment Parameters are placed here for setting in the start script
ENV=

Max number of binary chars allowed first 2K of a file In recordsize scan
CSRDFDR_MAX_BINARY=204

SETLOCAL Category=value,Category2=value2,... (see man setlocale).
Currently only LC_CTYPE should be used, and preferably empty
SETLOCALE="LC_CTYPE="

Defines the number of seconds to wait for a login request to complete
before returning to the application
DB_LOGIN_TIMEOUT=120

Turns on TCP_NODELAY setsockopt option for cscomm reads/writes
CSCOMM_TCP_NODELAY=YES

Turns on statistics collection, writes to file CSMasterStat.Dat
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COLLECT_STATS=YES

# Process Runtime Dynamic Requests (enabled bits).
# CSPSINFO_INTR=255

# Queue Management System for Background Jobs. Values are: "'‘csenq" and
# Illpll

# CSBATCH_CMD=csenq

CSBATCH_CMD=csenq

#DB_ENABLE_CONCATENATED_SELECTS=NO
BULKLOAD_ENABLE=YES
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5.5 Creating Scripts via Computron’s
Procedure Generator

Introduction to Scripts

In Computron’s application systems, all processing is initiated from a window. That is, when any function
is selected from a menu, at least one window is displayed so that you can either proceed with the function
or exit without processing. You may prefer, however, to proceduralize one or more windows in order to
control how a function is run.

For example, if the General Ledger’s application Post and Report (TRANSPPO) function is generally run
at night by personnel who may not have an understanding of how the TRANSPPO function works, you
can create a procedure that prevents any of the windows from being displayed to the operator. A
procedure would pass default values for required fields on the windows to the program and supply action
key (F1-F32 or Enter) entries for processing.

& Note: This sample procedure could also be accomplished by using Computron’s Job Processing
module. For more details, see the “Procedurally Invoking the Job Processor” instructions later in
this section.

You can, of course, create your own procedures using a scripting language. However, Computron’s Soft
Technology component features a process called the Procedure Generator, which provides the capability
to generate a shell procedure for application functions. This section steps you through Computron’s
Procedure Generation process. Keep in mind that a procedure may require some additional editing after it
has been created. Therefore, elements that must be manually entered are described in the “Additional
Editing Requirements” instructions in this section (e.g., complex commands that cannot be handled by the
Procedure Generator).

Structure

To understand how the Procedure Generator is constructed, it is important to know how a procedure
interacts with the Screen Driver, Computron’s Soft Technology program. Typically, in an interactive
mode, the Screen Driver does the following:

1. Displays a window.
2. Waits for a user to enter valid data on the window and press an action key.

3. Validates the entries based on Field Validation (FV) record entries and/or program-imposed
requirements.

4. Displays error messages (if necessary) and, optionally, repaints the window to position the cursor
at the field(s) in error. This step is performed when validations have failed or the action key
causes the same window to display (e.g., F1 to validate and redisplay a window).

5. Proceeds to the next step in the program (e.g., display the next window, update a file or print a
report).
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When a procedure is used to run a program, it is possible that additional steps may have to be performed.
However, for a window to issue a GETPARM (to go and read the procedure for information), one of the
following conditions must be true:

1. If the window’s Display and Read Screen (DR) record has the Screen I/0O Type field set to either
G (GETPARM) or H (Hidden GETPARM), a GETPARM is performed. The GETPARM
searches the procedure and attempts to find default values to load into fields on the current
window. If there are ‘csputparm DISPLAY’ or ‘csputparm ENTER’ statements included in the
procedure for a window, the values are loaded. Whether the window is displayed, however,
depends on the rules described below. If neither type of statement exists in a procedure and the G
option is selected, a window is displayed with the default values. If neither type of statement
exists in a procedure and the H option is selected, a window is not displayed unless an error
occurs (the window is required to display error messages).

¢ Ifaprocedure includes a ‘csputparm ENTER’ statement for a window, the system uses
the GETPARM values for the window along with an action key (a function key or, if no
function key is specified, the Enter key is assumed). The window is not displayed.

¢ If aprocedure includes a ‘csputparm DISPLAY’ statement, the window is populated with
the GETPARM values extracted from the procedure and the window is displayed.
Displaying the window allows you to make additional runtime entries before proceeding
to the next step/window.

2. Another condition under which a window issues GETPARM, occurs when the following
statement is included in a procedure:

enter cshpset option = 0

or

enter cshpset option=b

The O option searches a procedure for a "csputparm ENTER’ statement that has a window 1D
containing an ampersand (e.g., &ACO). Immediately following the ENTER statement are any
overrides to values entered via the DS11 window in the window’s DR record. For example, the
type entered in the Screen 1/O Type field on the DS11 window can be overridden.

The B option operates in the same manner as the O option, but it also issues a GETPARM to look
for default values for the data fields included on the window itself.

< Note: Unlike an error message, an information-only message does not cause a window to be
displayed. These types of messages can be differentiated from each other in one of two ways:

1. An error-message is accompanied by an audible tone (beep); whereas an information-only
message is not.

2. The first two positions in an error message contain a value; the same two positions in an
information-only message do not (since they are blank).
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Screen Description

The process of creating application procedures is achieved via the Soft Screens Procedure Generator
(SP1) window. The Procedure Generator window can only be accessed via Computron’s character cell
presentation. Follow the steps outlined below to access the Soft Screens Procedure Generator (SP1)
window and familiarize yourself with its field values.

1. Start a Computron character cell session.

2. From the menu, run an application function that you would like to proceduralize.

3. Once the initial window is displayed, enter any values that you want written to the procedure.

4. Press PF-31. The current window is displayed in Set Defaults mode.

5. Next, press PF-30 to display the Soft Screen Procedure Generator (SP1) window shown below.

M= E
File Edt Setup Control Window Help
--- SOFT BCREEN PROCEDURE GENERATOR --- spl B
(ENTER) = Accept (3) = show Open Files (16) = Exit
(1) = validate
Procedure File ———————————————— BprEGPPO WRKVOL

Program to Run -—---— = APREGFPED

Open Mode -———-----————————————— O 0O=0Output, E=Extend
lze Which Screen -—-—-—-——————————- P  P=Program, D=Default
Output Defaulted Fields? —--—-—- H y/N

DF-KEY Value ——————————————————— 00 (01-32, 00=Enter)

Generate the following (Y/N):
Program Comments —--—-——--—-—-— H ¥/N (ignored for Open Extend)
RUN command ----—-—-—-—-—-—-— H v/N
DESTROY statement —--—-—-—-----— H /N

UTILE Version: 10.00.01 Copyright 2007 Computron Software, LLC

Soft Screen Procedure Generator Window (SP1)

Procedure File

This is the name and location of the file that will be created to store the procedure commands.
It is recommended that you store your procedures in a unique library so that they are not
overwritten during a subsequent release of Computron software. For example, Accounts
Payable scripts could be created in a cuaprun directory.

Default: The procedure file is given the same name as the Computron program and is located
in a user’s default work volume (which is set up via the user’s Usage Constants). Enter the
library location.

Program to Run

This is the name of the Computron program called by a procedure via a RUN Statement. The
entry in the library field is used in the SET PROGLIB statement that is generated along with
the RUN statement. This field is ignored unless the RUN command field is set to Y (Yes).
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Default: The name of the Computron program currently being run. You can enter a specific
library and volume name. By leaving them blank, the system uses the standard program
library and volume.

Open Mode
This is the mode in which the procedure file is to be opened. Valid values are:

O — Use this option for the first window included in the procedure. The system creates a new
procedure as output.

E — Use this option for any window that may be displayed after the first window in a

program. Use of this option causes commands to be added to the existing procedure file

identified in the Procedure File fields, instead of creating a new file like the O option.
Use Which Screen

This defines the source of the values that are passed by the procedure to the program at run
time. Valid values are:

P — Use the values provided by the program as seen on the window when initially displayed.

D — Use the values entered when the window was displayed in Set Defaults (D) mode (when
PF-31 was pressed).
Output Defaulted Fields?

This field is used in conjunction with the Use Which Screen field (described earlier), and
indicates whether to extract default values from the screen and pass them to the procedure.
Valid values are:

Y — Pass defaulted values to the procedure.
N — Do not pass defaulted values to the procedure.

PF-Key Value

This is the number of the action key to be passed to a program by a procedure. The values
01-32 represent function keys. The value 00 represents the Enter key.

Generate the following (Y/N)?

Program Comments
This indicates whether to include comments in a procedure. Valid options are:

Y — Include the Program Comments entry fields at the bottom of the SP1 screen (see the
sample screen after Step 6) upon pressing Enter. This option is valid only when the Open
Mode field (described earlier) is set to O (i.e., program comments can only be entered when a
procedure is initially created).

N — Do not include program comments.

RUN Command

This field is used in conjunction with the Program to Run field (described earlier). Valid
options are:

Y — Generate a RUN command. This command tells a procedure to run the program named in
the Program to Run field. Use this option when adding the last screen to a procedure.
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N — Do not generate a RUN command. Use this option when adding any screen other that the
last one to a procedure (i.e., when the Open Mode field is set to E).

DESTROY Statement

This indicates whether to include a DELETE statement in a procedure, which causes the
procedure to be automatically deleted upon completion. Valid options are:

Y - Include a DELETE statement at the end of a procedure.
N — Do not include a DELETE statement.

Creating a Procedure

To use the Procedure Generator to create your own procedures, complete steps 1 — 12 as outlined on the
following pages. It is important to note that these steps do not apply to windows that are not
proceduralized.

1. Start a Computron character cell session.

2. From its application menu, select the function to be proceduralized. If you know that a front-end
program is run from an existing procedure that you would like to include in your customized
procedure; i.e. providing values for the GPO screen, then run the program from Run Any Program
to force the GPO window to display.

When the first window is displayed, decide whether the procedure should display the window. If
the window should be displayed, go to step 3; otherwise, go to step 4.

3. Enter data on the current window and press the correct PF-Key to display the next window.

Decide whether the procedure should display the window. If the window should be displayed,
repeat step 3; otherwise, go to step 4.

4. Enter data on the window to be written to the procedure.

5. Press PF-31. The current window is displayed in Set Defaults (D) mode. If you enter data on this
window, be sure to set the Use Which Screen field to D on the SP1 window.

6. Enter defaults, if any, and press PF-30 to display the Soft Screen Procedure Generator (SP1)
window shown here:
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i
File Edt Setup Control Window Help
—-— SOFT SCREEN PROCEDURE GENERATOR ---— SP1 ﬂ
(ENTER] = Accept (3) = Show Open Files (16) = Exit
(1) = Validate
Procedure File EeREGERO WRKVOL
Program to Run APREGPED
Open Mode -------- O o=0output, E=Extend
Use Which Screen —-----—-——--——-—-—- P  P=Program, D=Default
output Defaulted Fields? —------ H /N
PF-KEY Value ——————————————————— 00 (01-32, 00=Enter)
Generate the following (¥/N):
Program Comments —-————————— H ¥/N (ignered for Open Extend)
RUM command -——-—-———-—————-— H ¥/N
DESTROY statement ———-—————-— H ¥/N

[UTILS Version: 10.00.01 Copyright 2007 Computreon Software, LLC

Soft Screen Procedure Generator Window (SP1)

Using the field descriptions provided earlier in this section as a guide, fill in the pertinent SP1

fields.

After filling in the SP1 window (including comments, if used), press Enter to generate a

procedure.

Note: If the Program Comments field is set to Y (Yes), the comments fields appear at the
bottom of the SP1 window when you press Enter to save a procedure (as shown in the sample
below). When these fields are being used, a procedure is not saved until you press Enter again.
These field entries are used when generating the Comments area in a procedure and are saved

exactly as entered.

=

B computron - devsunl ¥T =1o1x]
File Edt Setup Control Window Help
—--— ES0FT SCREEM PROCEDURE GENERATOR --- -3=h 8

(ENTER) = Accept (3) = Show Open Files (16) = Exit
(1) = Validate

PROCEDURE WRITTEN

Procedure File ----—-—-—-—-—-—- APREGPPO CUAPRUN EXEC

Program to Run -—-—-—-—-—————————— APREGPED

Open Mode -————————————————————— O O=0Output, E=Extend

Uze Which Screen -—-—-———————————- P p=Program, D=Default

output Defaulted Fislds? —-—--- H y/N

PF-KEY Value ——————————————————— 00 (01-32, 0O0=Enter)

Generate the following (Y/N):

Program Comments —-—-—-—-—-— Y ¥/N (ignered for Open Extend)
RUN command ----—-—-—-—-————— H ¥/N
DEETROY statement —--—---—----- N ¥v/N

Program Comments:

Procedure: APREGPRD
System B Accounts Payable
Function : Posting to General Ledger Update

UTILS Version: 10.00.01 Copyright 2007 Computron Software, LLC

B

Soft Screen Procedure Generator Window (SP1) with Program Comments

9. Press PF-16 twice to exit and return to the original entry window.

5.5-6
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10. Repeat steps 3 — 9 for each additional window that you want to include in a procedure.

< Note: The Open Mode field for all additional windows must be changed from O (output) to E
(extended).

< Note: If the program is to be run after proceduralizing all windows, make sure to set the Run
command to “Y” on the last window.

11. After proceduralizing the last window, exit the function and review the generated procedure.
12. Determine what, if any, additional editing is required. For example, editing may be needed to:
¢ Pass additional menu parameters (see following section).
¢ Display a window in a procedure to allow the input of specific fields. (For instance, to
replace the display of several Computron windows with a single input window and to
supply defaults for all other fields in a procedure.)
¢ Call required back-end programs from a different library (see following section).

¢ Call other programs (e.g., non-Computron utility functions).

¢ Test for conditions.

Additional Editing Requirements

As mentioned earlier in this section, a procedure may require some additional editing after it has been
created. Therefore, some elements that must be manually entered are described in this section.

Procedure needs to pass additional menu parameters (e.g., GPO window
parameters).

If the function you are proceduralizing needs to pass additional menu parameters, you are prompted to
enter them the first time you attempt to run the procedure in a standalone mode (e.g., Run Any Program).
For example, the AP Edit Only Posting (APREGPPO) program needs to know whether it is running in
report or update mode, so the procedure presents the GPO window. (Normally, this window remains
hidden when the program is run via the Payment/Posting menu.) To add the GPO parameters to your
script, follow these steps:

1. Run your procedure in standalone mode (e.g., Run Any Program).

2. When the GPO window appears, enter the appropriate information (e.g., REPORT vs. PROCESS
mode).

3. Press PF-31 to switch to Set Defaults (D) mode.
4. Next, press PF-30 to display the Soft Screen Procedure Generator (SP1) window.

5. Append the GPO window information to the procedure by entering an E (Extend) in the Open
Mode field and then press Enter to save it.
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6. Exit the Computron function and then review the generated procedure. There should be a line at
the end of the script that begins: csputparm ENTER GPO

7. Copy and paste the entire line immediately before the csputparm ENTER CSHPSET line, as
follows:

csputparm ENTER GPO PROCOPT=REPORT OPENMODE=S DATEOUS=GL PFKEY=00
csputparm ENTER CSHPSET OPTION=G

8. Save and exit the script and then rerun it to check for additional errors.

Procedure cannot locate the required back-end program.

When creating custom procedures, Computron recommends that you store them in a unique library so that
they are not overwritten by a subsequent release of Computron software. For example, Accounts Payable
scripts could be created in a directory called cuaprun. This may cause a conflict, however, if the
procedure needs to access a back-end program that resides in the standard program directory (e.g.,
ciaprun). If this is the case, you may receive the following message when you run your procedure from
the custom directory:

FAILED ON LINK TO PROCESS PROGRAM APREGPPO CUAPRUN EXEC RC=0888
To link the back-end program to your procedure, follow these steps:

1. Use your script editing tool to open the procedure and then insert the following line immediately
before the wrun line:

csputparm ENTER GTUSEROV \

2. Keep the procedure open in the background while you reopen the Computron function that you
are proceduralizing.

3. From any of the function windows, access the WISP Command Processor by pressing ctrl+e.
4. From the command prompt, type the following command:
csputparm show

5. The csputparm show command displays program information (GTUSEROV) that can be
overridden for the current user. Scroll down to locate the following lines:

PROGLIB =CIAPRUN
PASSMSG1=CIAPRUN S AP 000 REPORT N “\

These lines tell the procedure to look in the standard program library for the necessary back-end
program.

6. Use the copy and paste commands to insert the PROGLIB and PASSMSGL1 lines into your
procedure immediately after the csputparm ENTER GTUSEROQV line, as follows:
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csputparm ENTER GTUSEROV \
PROGLIB =CIAPRUN
PASSMSG1 =CIAPRUN S AP 000 REPORT N “\

7. Save and exit the procedure and then rerun it to check for additional errors.

Additional GTUSERQOV Options

The following GTUSERQV options can also be overridden within procedures:

OPFILE
OPLIB
OPVOL
PROG
PROGVOL
PRTCLASS
PRNTMODE
PRINTER
PS1ZEADD
IPLVOL
WORKVOL
WOFFICE

Procedurally Invoking the Job Processor

L R JER R JEE JEE R JEE JER JEE JER 2

*

Computron’s Job Processing module consists of several functions that allow you to automate the
invocation of successive Computron application processes. Through this module, you can identify any
number of Computron application processes to be run in a predetermined sequence, based on specified
conditions, without (or with) supervision.

Computron provides data entry windows for initiating the Job Scheduler; however, a system administrator
may wish to develop a program that invokes the Job Scheduler without necessitating an operator. Such a
program may subsequently be initiated through other means such as Unix cron or Windows scheduler.
The following sections describe the steps required to access the Job Scheduler from a Unix script.

The Job Scheduler Directory and Return Code Processing

Refer to Chapter 3, “Job Processing” in this guide to create a Job Processing environment. Create required
and optional codes for selecting jobs to run via the Job Scheduler and then enter processes into the
directory. See Chapter 3.12 for information on the return code commands.

Create a Procedure

Develop a procedure to pass the desired selection criteria from the Job Processor (KS1) window to the
function from within your command file. This procedure becomes the command file that invokes the Job
Scheduler.
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Edit the Procedure

All Computron application software is launched by a start script. Computron’s start script

/. ../exec/_ctron_/start, (where /. . . represents the file system in which the Computron
software resides) invokes Computron server or application software and initializes the environment of the
logged in user.

start [-s screen_type] [-i image_type] [-d database_type] [-c custom_prefix] [-f menu_file] [-v(u)
port_number ] [-m][-b][-x] [program_name]

< Note: For more details regarding the start script, refer to section 5.3, “Computron’s Start Script,” in
this guide.

Edit the procedure you created so that it issues the start command. This is accomplished by activating the
commented lines that appear at the beginning of every procedure:

# CTRON_EXEC=/ctronxxxxx/exec
# . ${CTRON_EXEC}/_ctron_/start -b -m [other start options]...
create_worklib

Also, you must set the CTRON_EXEC parameter to point to the correct Computron directory. Note that

the start command already includes the -m and the -b options. (The -m option initializes the operator’s
Computron environment, and the -b option initializes the environment for background processing.)

Sample Procedures

Sample Procedure 1

This section includes a sample procedure that was generated via the Procedure Generator. Editorial
comments are interspersed throughout the listing to describe how the various sections of the procedure
were generated.

*

GLPOSTO

*

Computron Software, LLC.
301 Route 17 North,
Rutherford New Jersey 07070
(201) 372-6100

*oX ok X % F

HHFHFHHHRFHHR

*

The following three comment lines were entered in the fields displayed by setting the Program Comments
field to Y (yes).
Procedure: GLPOSTO

System : Fixed Assets
Function : Script for GL Post

Release History:
Level Date Rep Description

01.01.00 11/16/06 JRS Initial Release

o ok X ok b X ok X % %}

HHEHFHFHHFHEFEHHR
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The next series of lines are available if the procedure runs outside of Computron software. They include
instructions for activating the comments and directing the procedure to the correct Computron directory.

IT this procedure (UNIX shell script) runs outside of Computron Software
(i.e. standalone), uncomment the next 3 non-blank lines and set
CTRON_EXEC to the correct Computron directory

CTRON_EXEC=/ctronxxxxx/exec

- ${CTRON_EXEC}/_ctron_/start -b -m [other start options]...

create_worklib

The ENTER CSPHSET statement is always generated with the Option field set to G, which is the option
to do a GETPARM for all windows. Thus, each window called for by the program looks to the procedure
for any default values and action keys (Enter key or a function key).

csputparm ENTER CSHPSET OPTION=G

HHFHFHHR

The next statement was generated for the KSO window and provides a default value for company number.
Because there is no function key entry, the statement assumes that the enter key is used.

csputparm ENTER KSO PFKEY=00 COMPANY="500"

The next statement was generated for the KS1, KS2 and KS3 windows, providing default values for each
data field on the entry windows.

csputparm ENTER KS1 PFKEY=00 FOREBACK="F' SLCTQSW="N'" FISPDPP="10" FISPDCY="1998"
DATACLAS=""ACT'" SUMMDETL="'S'" EDITONLY="Y" BATCHHDR="R'" TRANSHDR="R" SOURCEJ="FAJ"
OUTPUTDC="" "* BATCHNUM="" "" LUPDMODE="P'" BATCHRF1="" '" BATCHRF2="" '" BATCHRF3="" "*
GENRPTSW="N"" RPTIDVAR=""%001" FILENAME=""FAGLPOST" FILELIB="CIFAINT" FILEVOL="'VOL777"

csputparm ENTER KS2 PFKEY=00 MISCCOD1=" ' MISCCOD2=" '" MISCCOD3=" ' APPLYIND=" "'
APPFRDTC="" "' APPTODTC="" "" MULTSGMT="N"" FROMID="" "" FROMSS=" " TOID="2Z ZZ 7Z777Z7"

TOSS="77 ' INEXCMSK=""1"" SSINEXCM=""1"" IDMASK=""** ** kit SSMASK=""**

csputparm ENTER KS3 PFKEY=00 INCAASW="Y" INCDESW="Y" INCGLSW="Y"" INCITSW="N"
INCIRSW="N"" INCXFRSW="Y"" INCRRSW="N" INCPLSW=""N"
The next series of lines represents the wusage values that were manually added to the procedure to link to
the back-end program.

csputparm ENTER GTUSEROV \
PROGLIB =CIAPRUN
PASSMSG1=CI1APRUN S AP 000 REPORT N “\

The next line executes the procedure.
wrun glpostO

The final series of lines are generated to allow the program to exit from the windows.

CTRON_PROG_RETURNCODE="wretcode™
export CTRON_PROG_RETURNCODE
csputparm clear

Sample Procedure 2

This section shows a Job Processor procedure that is run outside of the Computron software environment.

# If this procedure (UNIX shell script) runs outside of Computron Software
# (i.e. standalone), uncomment the next 3 non-blank lines and set
# CTRON_EXEC to the correct Computron directory
#
CTRON_EXEC=/ctronprod/exec
. ${CTRON_EXEC}/_ctron_/start -b -m [other start options]...
create_worklib

csputparm ENTER CSHPSET OPTION=G

csputparm ENTER KS1 PFKEY=02 DATEDTC=''20061101" PAUSDTC=" '* PAUSEHH=" "' \
PAUSEMM="" ** AMPM=""** INDGRP="" "' INDID=" " CLASS=" " CLASS02=" " \
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CLASS03=" " CLASS04=" " CLASS05=" " CLASS06=" " CLASSO7=" " \
CLASS08=" " CLASSO9=" " CLASS10=" * FREQCODE=" " FREQCO02=" "  \
FREQCO03="" " FREQCO04=" * FREQCO05=" " FREQCO06=" " FREQCO07=" " \
FREQCO08=" " FREQCO09=" * FREQCO10=" " APPLICD=" * JOBCAT=" "  \

GROUND="D*"* RUNMODE=''D** CALENDAR="" **

csputparm ENTER GTUSEROV PROGVOL=EXEC
wrun bsjobpp2
CTRON_PROG_RETURNCODE="wretcode™
export CTRON_PROG_RETURNCODE
csputparm clear

delete_worklib
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5.6 Application Server Directory and File
Structure

Introduction to Server Directory and File Structure

The Computron application server requires a very specific directory structure and file placement in order
to process successfully. The installation process contains all of the directories and subdirectories in the
proper location and hierarchy. The process installs the directories and subdirectories in the required
configuration. The top-level directory naming convention has some flexibility, as it is defined in variables
that are interpreted in some key configuration scripts and files. But, the directories stored within these key
top-level directories should not deviate from the installation structure. As of Release 7.0, significant
changes have been made to this structure and this section describes the environment as of this release.

$CTRON_ROOT

The variable CTRON_ROOT is used throughout the Computron server environment to connote the
location of the software files and directories. The main file system where the Computron software is
installed is exported to the value CTRON_ROOT in some key configuration files and is subsequently
referred to by the variable SCTRON_ROOT (in Unix, the “$” indicates that it precedes an environmental
variable.)

$CTRON_EXEC or $CTRON_ROOT/exec

The exec directory is located in the file system defined by the SCTRON_ROOT variable. This directory is
also defined in some key environment configuration files under the variable name $SCTRON_EXEC. It
contains the application specific software (executables) and a single key universal program file called
csuvlipc.

$CTRON_ROOT/data

The data directory is located in the file system defined by the $CTRON_ROOT variable. This directory is
not defined by any variables in any of the configuration scripts, but it is defined in the LGMAP. Refer to
Appendix C, of this guide for more information on the LGMAP. It contains pointers to the data files used
in the Computron applications.

$CTRON_ROOT/var

The var directory is located in the file system defined by the $CTRON_ROQOT variable. It was introduced
in Release 7.0. It holds several key directories that contain files that do not fall under the executable or
data categories. These directories are:

¢ engspool — This directory contains directories and files related to the new Background
Processing implementation called csenq. Refer to Section 5.2 of this guide for more
information on cseng.

Revised 11/06 5.6-1



e

System Administrators Guide - Unix cumﬁﬂtrun

Application Server Directory and File Structure

L4

logs — This directory contains the user log files. The log file name format is
user_{login-id}. Prior to Release 7.0, log files were stored in /tmp and the format was
ctron_log_{login-id}

spool — This directory contains the user print files. The directories in the spool directory
have a name format of {login-id}prt. Prior to Release 7.0, the print files were stored in
$CTRON_EXEC/spool.

worklibs — This directory contains the user work libraries, which prior to Release 7.0, were
stored in $SCTRON_EXEC/worklibs. The worklibs directory contains sub-directories
associated with specific user sessions. The format of the work directory name is
“wkH#HH#” (6 digits). The 6 digits are the user’s WISPGID, which is a user specific,
session variable assigned to a user’s process when they start the Computron application. If
the WISPGID exceeds 6 digits, the first 6 digits are used. If the WISPGID value is less than
6 digits, leading zeroes are used after “wk”.

5.6-2
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5.7 Computron’s Start Script

Introduction to Computron’s Start Script

All Computron application software is launched by Computron’s start script, which invokes the
Computron server or application software and initializes the environment of the logged-in user. The
start script resides in /../exec/_ctron_/start (where /.. represents the file system in which the
Computron application software resides). The start script reads configuration parameters and sets
variables appropriately for the application.

A user can initiate the start script interactively or this routine can be called from a script (e.g., when the
user logs onto the Unix system). When issued to launch the Computron application, the start routine
also performs the following tasks:

¢ Creates a work library for the user.

¢ Identifies the log file for the user.

¢ Invokes Computron’s security subsystem.

¢ Reads additional files that are designed to customize start for the local processing
environment.

¢ Starts the application.

The start Command

The actions performed by the start routine and some of the variables set by the start routine are
dependent upon the arguments specified on the command line. The sections below describe each available
option.

The syntax of start is as follows:

start [-s screen_type] [-i image_type] [-d database type]

[-c custom_prefix] [-fmenu Ffile] [-u port_number(d)] [-w]

[-m] [-b] [-r runtime_path] [-Xx] [-n [+] configuration_filename]
[program_name ]

The —i option invokes the Computron application software with a runtime that supports open
image or laser data technology. Use this option in conjunction with AXS-One’s Central and
Computron’s Workflow products. Cite the imaging technology for this command to initialize
as follows:

+ Specify o, to indicate Open Image technology. This qualification causes the system to
prompt for a network node (the software displays the name of the user’s PC as the
default).

+ Specify I, to designate Laser Data. (Default.)

Using the -i argument without specifying an image type causes the start routine to initiate
a runtime that supports laser data technology.
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-d

The —d option starts a relational database management system (RDBMS) version of the
Computron application software. The start routine searches the directory,
/../exec/_ctron_ (where /.. represents the directory name of the file system where the
Computron software resides), for a file called . start_database (where database
represents the appropriate RDBMS (i.e., oracle, SQL sybase)). This file is an RDBMS-
specific shell script that sets RDBMS-specific parameters required by the Computron
applications and invokes Computron’s database runtime (/../exec/_ctron_/wrunora,
/../exec/_ctron_/wrunsgl, /../exec/_ctron_/wrunsyb where /.. represents the file
system where the Computron software resides).

For example, type the following command to begin an Oracle version of the application:
start —d oracle

The start script searches for the Oracle specific shell script,
/./exec/_ctron)/.start_oracle (where /.. represents the directory name of the file
system where the Computron software resides) unless the file,
/../exec/_ctron_/wisp/config/wrunconfig, specifies a different file.

-C
The -c option prompts the start routine to search a designated load directory for
customized programs. (load directories contain Computron application programs. For
example, the programs used by Computron’s General Ledger system reside in a directory
called ciglload.) Users can write custom COBOL programs that interact with Computron’s
software. In order to install Computron software updates without the risk of overwriting
custom programs, custom COBOL programs are stored in custom directories. Computron’s
convention for naming custom load directories follows the format ySXXload, where:
¢ vy indicates that the directory contains custom programs.
+ s represents the application system with which the custom programs interact as follows:
» p - Accounts Payable
» r — Accounts Receivable
» i — Direct Invoicing
» a- Fixed Assets
» 1 —General Ledger
» v - Inventory
» o - Purchasing
» b-Time Billing
» t—Value Added Tax
»> T —Workflow
+ XX represents two characters reserved for the user’s reference.
+ load indicates that the files in the directory are programs.
Typically, custom programs for the General Ledger system reside in the directory named
yIXXload.
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= Note: Specify only the custom prefix (ySXX) after the —-c argument.

The value designated with the —c option is added to the value of the ACUCOBOL
environment variable CODE_PREF I X, thus causing the system to search the
/../exec/ySXXload directory, prior to searching the standard Computron load directory
for standard programs. Additionally, the value of the CODE_PREFIX variable is used to locate
all subroutines as well as all programs that are called using Computron’s wrun command
(frequently used in scripts and procedures that access Computron software).

When issued without the -c argument, the start routine reads the file,
/../exec/_ctron_/.custon (if it exists) and sets the value of the environment variable
CODE_PREFIX accordingly.

The -F option names the initial menu displayed by the Computron application for this
session. Use the Menu File Maintenance function (accessed from the Universal Utilities menu
in any Computron financial application) to create and modify Computron menus. Specify an
initial menu using the format:

Start —F [[VOLUME/]library/]filename

The start routine uses the default menu, exec/ciuvmenu/start, when invoked without
the —F option (i.e., no menu file is designated). If a user specifies an initial menu omitting
either the volume or the library, the system assumes that the menu file resides in the library,
ciuvmenu, on the volume, exec.

The -u option invokes a daemon that calls the program, ../exec/_ctron_/csserve. This
program initiates a VBAUI or WEBdesk server process at the supplied port number. For
WEBdesk this command is used to start the interface on a web server.

The -w option runs the program, initserv. A server process submits this option when
initiating a connection to the CSSERVE program.

= Important! Do not use this option interactively. This option is for internal use. Do not
use this option unless directed to do so by a Computron representative

The -p option runs the program, initpc. A server process submits this option when
initiating a connection to a client PC.

= Important! Do not use this option interactively. This option is for internal use. Do not
use this option unless directed to do so by a Computron representative

The -m option initializes the user’s Computron environment, without starting the software or
displaying a menu; however, the user’s .profi le file normally runs start using this option
without user intervention. Frequently, users install Computron software in multiple file
systems, thus creating multiple parallel environments. Commonly, new installations set up a
testing environment and a live environment. The -m option enables users to reset the default
environment. In this case, the user can type,
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. /../exec/_ctron_/start [options] -m

= Important! Always precede this command with the character sequence, .<space>, in
order to invoke the start routine and subsequently, initialize your environment within
the current shell.

The -b option initializes the environment for background processing. (This option is
normally issued in conjunction with the -m argument.) A typical use of this option is to
initialize the environment prior to running procedures without operator interaction (e.g.,
cscron).

The -r option initiates a designated runtime, thus overriding the default runtime (e.g.,
/../exec/_ctron_wruncb12). Specify the full path of the desired runtime or, if the desired
runtime file resides in the directory, /../exec/_ctron_, specify the filename.

= Important! This option is for internal use. Do not use this option unless directed to do
so by a Computron representative.

The -n option causes the start routine to read a specified configuration file. Computron’s
configuration file sets runtime parameters for the given Computron session. Using a plus
symbol (+) before the specified configuration filename causes the system to read
Computron’s default configuration file (/../exec/_ctron_/.config), as well as the
specified file. Entering only the specified filename after the —n option overrides the default
configuration file and reads only the specified file.

= Important! This option is for internal use only. Do not use this option unless directed to
do so by a Computron representative.

program_name

Specifying a program name on the command line causes the start routine to launch the
application software and display the first window of the program.

Customizing start

& Warning! In order to implement new features in Computron applications, Computron reserves the

right to overwrite the start script; therefore, users must never modify the start script itself.
Consequently, start uses information from several files reserved for customization of the
Computron environment.

Computron’s start routine reads the following five files. You can modify the functionality of the
standard start script by editing these files independently or jointly.

/../exec/_ctron_/local .start

and

/../exec/_ctron_/local._init

5.7-4
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and

/../exec/_ctron_/.custom

(Where /... represents the file system where the Computron software resides.)

and

<user home directory>/_ctron_start

and

<user home directory>/.ctron_init

(Where <user home directory> is the user’s login directory set up by the Unix system
administrator.)

Since these files are specifically used to customize the start routine, they may not exist for all
installations. Use a Unix editor (e.g., vi) to create any of these files. Note that all files must be readable,
and that local .start and local . init must have the permissions:

owner = ctronsys and group = ctron

local.start

The start routine executes the local . start file for all users. Prior to beginning the
application software, any commands contained in this file are performed for all Computron
users. System Administrator’s can exercise control over groups of users or individuals within
local .start by adding shell programming logic to this file.

local.init

When issued with the -m option, the start routine executes the local . init file for all
users. When run with this option, start initializes the user’s Computron environment, but
does not launch the application, display menu or execute the local .start file. Use the
local.init filein place of the local.start file when issuing the start command
with the -m option.

When any Computron user invokes start with the -m option, the start routine performs
any commands contained in this file. System Administrator’s can exercise control over
groups of users or individuals within local . init by adding shell programming logic to
this file.

.custom

In order to prevent overwriting custom software when loading new releases of Computron
software, Computron applications access custom software in custom directories. The start
routine reads the . custom file for all users and initializes any custom directories identified
within the file. Computron applications access the initialized custom directories prior to the
appropriate Computron directories; thus, where custom programs and subroutines exist, they
run instead of the standard programs and subroutines.

The . custom file contains the four letter custom prefixes used in the installation, one prefix
per line. Computron’s convention for custom prefixes follows the format: ySXX, where:

¢ vy indicates that the directory contains custom programs.
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¢ S represents the application system for which the directory contains custom programs as
follows:

> p—Accounts Payable

r — Accounts Receivable
i —direct invoicing

a — Fixed Assets

I — General Ledger

v — Inventory

o — Purchasing

b — Time Billing

t — Value Added Tax

£ — Workflow

vV V V V V V V V

A\

+ XX represents two characters reserved for the user’s reference.

The custom prefix values contained within the . custom file are added to the value of the
ACUCOBOL environment variable, CODE_PREFIX, thus causing the system to search the
custom directories, /../exec/ySX1load and /../exec/ySX2load, prior to searching the
standard Computron load directory for standard programs. Additionally, the value of the
CODE_PREFIX variable is used to locate all subroutines as well as all programs that are called
using Computron’s wrun command (frequently used in scripts and procedures that access
Computron software).

= Important! When issued with the —c option, the start routine overrides prefix
value(s) defined in the . custom file with the prefix value following the -c option.

Sample .custom File

The following file contains custom prefixes for Computron’s General Ledger, Accounts Payable, and
Accounts Receivable systems:

ylcs

ypcs
yrcs

When installed in a file system named, /ctron, this file causes the value of the CODE_PREFIX variable to
begin as follows:

CODE_PREFIX=/ctron/exec/ylcsload /ctron/exec/ypcsload
/ctron/exec/yrcsload /ctron/exec/_ctron_

.ctron_start

The .ctron_start file is placed in each user’s home directory. The start routine reads
the .ctron_start file after the . local_start file. Use this user-specific file to modify
the start routine or to affect global modifications to the start routine resulting from
local_start for a single user.
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.ctron_init
When issued with the —m option, the start routine reads the .ctron_init file after the
.local_init file. Use this user-specific file to modify the start script or to affect global
modifications to start resulting from . local_init for a single user.
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5.8 Computron’s Cron Job — CSCRON

Introduction to Computron’s Cron Job — CSCRON

The cscron script runs a supplementary system cleanup operation of the Unix shared memory and
temporary files. It resides in the /../exec/_ctron_ directory (where /... represents the file system in
which the Computron application software resides). This utility is normally loaded into the Unix
environment via Computron’s installation script, /../exec/_ctron_/ctron_install.

Although Computron applications perform a primary cleanup of temporary files, it is strongly
recommended that system administrators run cscron daily within each Computron software
environment. That is, if the Computron software is loaded into a file system mounted at the directory,
/ctron, for production and the software is also loaded into a file system mounted at the directory,
/ctrontest, for testing, then cscron must be run separately within each file system (/ctron and
/ctrontest).

Mechanics

Proper maintenance of the Computron environment requires the system administrator to run cscron
daily. It is imperative that the system administrator runs this utility when there are no users accessing the
Computron software. If any users are logged into the Computron system or if jobs exist in the batch
queue, the cscron script skips certain cleanup steps.

The program performs the following actions:

¢ Checks the system to ensure that cleanup activities will not affect any users currently
logged onto the system.

¢ Completes a cleanup of all files that the Computron applications create in the Zusr/tmp
and/or ../var/logs directory.

+ Deletes any workl ibs subdirectories that do not belong to an active process.

@ Note: The worklibs subdirectory is used by the Computron applications as a work area
for creating reports. This directory is usually created in the var subdirectory of the file
system where the Computron software is loaded and is represented as the volume,
WRKVOL, in the LGMAP file.

¢ Scans the system for active ACUCOBOL runtimes that are used by Computron
applications. If no active runtimes are found, then the system invokes the following
utilities:
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wsysinit Performs cleanup activities on the Computron software.

cshldini Reinitializes the hold list. To protect data integrity, Computron
applications automatically set a hold status on certain data when
accessed by a user. This utility releases any held resources.

@ Note: The hold list may reside in either shared memory or a disk
file.

csclearpp Performs a cleanup of putparm shared memory segments and related
files. Computron applications create labeled blocks of information
(called putparms) that are stored in Unix shared memory.
Additionally, associated files that locate the shared memory
segments are created in the directory,
/../exec/_ctron_/putparm. Any putparm shared memory
segments or related putparm files that exist on the system without an
associated active putparm process are cleared by this utility.

¢ Truncates the Computron user log files. Computron log files are trimmed to contain only
the most recent 2000 lines of the report.

¢ The number of lines saved in a user log file can be changed via the log sizes file
(/../exec/_ctron_/ . logsizes) described under the “Customizing CSCRON” heading

of this section.

Customizing CSCRON

The behavior of Computron’s cron job is dependent on several environment parameters and the contents
of the log sizes file, /../exec/_ctron_/.logsizes. Since future releases of Computron software may
overwrite the cscron script in order to implement new features in the software, modifying cscron itself
is not advised. Alternatively, the following options are available for customizing Computron’s cron job:

¢ Use one or more of the files within the software that are reserved for customization of the
Computron environment to set the appropriate environmental parameters.

¢ Create a custom shell envelope script to set the appropriate environmental parameters and
then execute cscron. Subsequently, add the name of the custom script to the root crontab
entry in order to take advantage of the modifications.

Environment Parameters

Each environment parameter used by cscron is described below. Note that these environment parameters
are also documented in the cscron script shipped with each release of Computron software. Since an
updated cscron script may be released prior to updated documentation, refer to the cscron script on
your system for a complete list of environment parameters used by Computron’s cron utility.

WORK_VOL_DIRS

5.8-2 Revised 11/06



e

BaY System Administrators Guide - Unix
CﬂmpUtrDI'I Computron’s Cron Job — CSCRON

This parameter designates a list of volumes, as defined in the LGMAP file
(/../exec/_ctron_/wisp/config/LGMAP) that identify user work libraries (e.g.,
workl ibs) to be cleaned by cscron.

= Note: As a precaution, cscron only performs a cleanup on the specified directories if
the native pathname for the volume contains the work sub-string.

Default: WRKVOL

CLEANUP_TMPDIR

This parameter determines whether cscron performs a cleanup of the directory represented
by the environment variable, $TMPDIR. Computron applications employ the WISPSORT
utility for sorting work files. This utility relies on the environment parameter $TMPDIR to
locate a temporary workspace. The temporary workspace can optionally be cleaned by
Computron’s cron job. Enter a non-empty string to cause cscron to clean the $STMPDIR
directory.

Default: not set (empty string)

CTRONLOG_DIR

This parameter indicates the name of the directory where the Computron user log files are
stored.

Default: ../var/logs

CTRONLOG_PREFIX

The fixed part of the Computron log file name to which the Computron user 1D of the logged
in user is appended. For example, standard installations of Computron software create log
files named, ctron_log_Computron_User_ID, where ctron_log is the value of
CTRONLOG_PREFIX and Computron_User_ID represents the Computron user ID of the
logged in user.

Default: ctron_log

BATCHLOG_DIR

This parameter indicates the name of the directory where the Computron batch log file
(Ipbatch.out) is stored. The Computron batch log contains information regarding
Computron background processing.

Default: /tmp

The Log Sizes File (.logsizes)

The log sizes file (/../exec/_ctron_/.logsizes) can be created to specify the size of each
Computron log file. Limits can be set for individual user log files, the Computron batch file and the
listprocs log file. Computron’s cron job trims log files that exceed the maximum number of lines to be
exactly the maximum number of lines long, removing the oldest information in the log file.

@ Note: The log sizes file is specifically used to customize Computron’s cron job and may not exist
for all installations. A Unix editor (e.g., vi) can be used to create this file. Since this file is not
shipped with releases of Computron software, this file will never be overwritten.
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The logsizes file is composed of four types of text line entries:

Default

User

Listprocs

Batch

¢ Default
¢ User

¢ Listprocs
¢ Batch

The default maximum number of lines that cscron keeps in the user log files is represented
by the Default entry. The user log files for all users who are not explicitly listed in the log
sizes file via user entries (see below) are trimmed to this size by cscron. When the log sizes
file does not exist or the log sizes file does not contain a Default entry, user log files are
trimmed to 4000 lines.

This entry consists of the word Default and the number of lines to keep in user log files
separated by a space. For example, the following entry causes cscron to trim user log files
to 1000 lines, unless an entry exists in the log sizes file for a specific user:

Default 4000

The User entry represents the maximum number of lines that cscron keeps for a specific
user. Creating a user entry for a specific user overrides the Default entry for that user.

This entry consists of the user’s Computron user 1D and the number of lines to keep in user
log files separated by a space. For example, the following entry causes cscron to trim the
log file for the user, ctronsys (CTR), to 2500 lines, regardless of the Default entry:

CTR 2500

The Computron listprocs shell script (/../exec/_ctron_/listprocs) is used to list,
and optionally, to kill Unix process IDs and all associated children (descendant) processes.
When this script is initiated (either manually or automatically by the Computron applications
software), its activity is recorded in the listprocs log file (/tmp/listprocs.log). The
Computron cron job, cscron, trims this log file to the size represented by the listprocs
entry in the log sizes file. When the log sizes file does not exist or the log sizes file does not
contain a listprocs entry, the listprocs log file is trimmed to 1000 lines.

This entry consists of the word Listprocs and the number of lines to keep in listprocs log
file separated by a space. For example, the following entry causes cscron to trim the
listprocs log file to 500 lines:

Listprocs 500

The Computron applications software can be configured to record processing information to
the batch log file, Ipbatch.out, when the Background processing option is selected. The
Computron cron job, cscron, trims the batch log file to the size represented by the Batch
entry in the log sizes file. When the log sizes file does not exist or the log sizes file does not
contain a Batch entry, the batch log file is trimmed to 1000 lines.

= Note: The batch log file, Ipbatch.out, is located by cscron based on the value of
the environment parameter, BATCHLOG_DIR.

5.8-4
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This entry consists of the word Batch and the number of lines to keep in batch log file
separated by a space. For example, the following entry causes cscron to trim the batch log
file to 3000 lines:

Batch 3000

Sample Log Sizes File

Default 1000
CTR 2500

GST 500

TRN 2000
Listprocs 500
Batch 3000

Informational Error Messages

cscron generates some error messages that can be safely ignored.

¢ The following message comes from the start script, which is invoked by cscron.

Lookup_ctron_id: root is an invalid Computron user.

¢ The following message appears when the cshldini utility (to reinitialize hold list entries)
is run by cscron. It simply indicates that there is no hold list to clean up.

Hold list shared memory segment not found (key = ...)!
Shmget: No such file or directory.
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6.1 RDBMS Utilities

Introduction to RDBMS Utilities

In the Computron Relational Database Management Systems (RDBMS) implementations, custom utilities
are provided that must be used in the creation and maintenance of the RDBMS Computron application’s
tables. Using other means to create or alter the Computron application’s tables is not advised and is not
supported. A Computron technical consultant must be involved in any installation or conversion efforts in
order for the implementation to be supported.

This section describes various utilities and how they are used. The utilities are listed in a logical order,
based on the order in which they would be run to create the Computron application’s database. This
section describes the following utilities:

*

gen_parmdir
dbschema.ini
create_tables
create_indexes
create_db
grant_permissions
create_role
drop_tables
truncate_tables
drop_sp
rdbmap_dbdiff
check_indexes
table_count

® S O 6 6 O O O 0

& Warning: A Computron technical consultant must be involved in any installation or conversion
efforts in order for the implementation to be supported.

Terminology

This document assumes a strong familiarity with some Computron specific concepts and terms. The terms
and concepts include:

LGMAP

Database map

User file records { &&A record, Database ID, Database Password}
RDBMap

Unix shell command line

¢ User log file

* & & o o

& Note: If you lack a sufficient understanding and comfort level with these terms, review the
appropriate sections of the System Administrator documentation.
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Preparing for the Creation of the Computron Application
Tables and Indexes

Application Server Activities

database map

The key to all of the database utilities is the Computron application’s database map. The
database map specifies the database name, the server name (in certain cases), the table owner
and the RDBMap location. Therefore, it is critical that the database map be reviewed and
modified prior to the creation of the Computron application’s tables and/or indexes. Any
custom entries that redirect a file or RDBMap should be made to the database map prior to
the creation process.

gen_parmdir

This script creates the parameter directories and the required files are copied/generated onto
the Application server. Though most of the data is stored in the relational database (RDB)
tables, there are a few files that are still maintained as vision or consecutive files on the
application server in directories. These files are usually either sequential (flat) files holding
data for a product or temporary work files that get cleared at the end of a process. The
gen_parmdir script is located in the $CTRON_EXEC/db_run directory.

The required parameters for running this script are:
+ Database map
Volume entry for source files

.

¢ Product prefix
+ Directory name for source files
.

Full path name of destination directory — this must match the parm file definitions from
the database map

If converting from a vision implementation, the source directories are those in which the
vision data is located. If creating a brand new RDBMS environment, the demo data contained
on the release can be used as the source for the parameter files. If no source data exists (i.e.
empty directories are specified), the gen_parmdi r script creates the required files.

Example:

The source files are located in the directory /ctron/data/csuvdemo. The LGMAP entry
pointing to /ctron/data is data. The database map is ctclprod. The target location
for the parameter files is csuvprod. The command to create the parm directories and files
for the csuv product is:

gen_parmdir -v data -d ctclprod csuv csuvdemo /ctron/data/csuvprod

The gen_parmdir script copies the required files from csuvdemo to csuvprod. If the
required files do not exist in the csuvdemo directory, they are created using the command,
vutil -gen.

6.1-2
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&&A record and User File Maintenance

When the database schema and table owner have been determined, a key to this table owner
must be specified in the Computron User file. This record is the &&A record and is
documented in full in Section 2.1, “User File Maintenance,” earlier in this guide. Refer to the
heading, “Special Database User ID Records,” for complete instructions for adding this
record.

& Warning: The &&A record must exist before the tables or indexes can be created or the function

returns

an error message and the process fails.

dbschema.ini

Within each RDBMS system, it is common practice to specify the location where tables or
indexes should be created. In Oracle, this location is referred to as tablespace, in Sybase, it is
segment and in MSSQL, it is filegroup. In addition, in some RDBMS systems, storage
clauses can be specified when a table or index is created. In the Computron implementation,
the dbschema. ini file is the configuration file where these locations and storage clauses are
defined. This file is referenced by the Computron database creation utilities.

The dbschema. ini file is located in $CTRON_EXEC/_ctron_. Even if specific locations
and/or storage clauses are not used (the RDBMS system defaults are used), this file is
required when using the database creation utilities. In the initial installation of the Computron
environment, the dbschema. ini file does not exist. The release contains RDBMS specific
dbschema files (e.g. dbschema.ora, dbschema.syb, etc). The first time create_tables or
create_indexes is run; the dbschema file for that RDBMS system is copied to the file
called dbschema. ini.

The suggested method to customize the file is to run the create_tables or
create_indexes function in pretend (-P) mode (this is described later in this section).
Since the key to the environment does not exist, the user is prompted for the default location
(tablespace, segment or filegroup) for the tables or indexes. An RDBMS specific default
location is displayed on the window when the key to the environment is being written to the
dbschema. ini file and the user can accept the default. This method is recommended
because the create_db program generates both the key to the environment and the location
information in the exact format required. This minimizes the possibility of input errors. At
that point, a Computron technical consultant, working with the DBA, can make the required
customizations to the dbschema. ini file.

= Note: The create_db program, when run in -P (pretend) mode, does not validate
either the location information or the storage clause. The user is responsible for
ensuring that the location is valid and the storage clauses are in the correct syntax.

Unless the information is changed, each time create_tables or create_indexes is
run, the location defined in the dbschema. ini file and any storage clause added to the
file is used for the creation of the tables/indexes.

In the dbschema. ini file, the key to a database environment is:

[rdbms={oracle, mssql or sybase} database={database-name}
owner={table-owner-name} server={server-name}]

= Note: The parameter server is not applicable for all RDBS systems.

Revised 11/06
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Examples:

1. In an Oracle implementation, with a database instance hamed ctcprod on a dedicated
server and a table owner of ctronsys, with the default locations selected, has the following
configuration in the dbschema. ini file:

[ rdbms=oracle database=ctcprod owner=ctronsys ]
< TABLESPACE ctctables >

default tables all

< TABLESPACE ctcindexes >

default indexes all

2. In a Sybase implementation, with a database named ctcprod, server called
sybasel2 prodsrv and a table owner of ctronsys, with the default locations selected,
has the following configuration in the dbschema. ini file:

[ rdbms=sybase database=ctcprod owner=ctronsys
server=sybasel2 prodsrv ]

< on “ctctables” >
default tables all
< on “ctcindexes” >

default indexes all

= Note: The MSSQL configuration has a structure very similar to Sybase.

The dbschema. ini file contains documentation that explains in detail the function and
structure of this file. Sufficient time should be taken to read and understand the information
before customizing the configuration.

Database Creation, Maintenance and Analysis

In order to run the Computron database creation utilities, the processes outlined under the previous
heading must be completed. They are:

¢ create and verify the database map

¢ create the parameter directories and files

+ add the correct &&A record for the table owner specified in the database map
¢ update and perform required customizations on the dbschema. ini file

The basic database creation, maintenance and analysis programs can be run from a function on the
System Utilities Menu. The more advanced programs must be run from the shell command line, as they
are more powerful and running them improperly or inadvertently can have serious consequences for the
data.

Under this heading, all of the programs as run from the shell command line are described. A subsequent
heading addresses the programs as run from the menu.
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create_db

The create_db program is an umbrella executable used to create, maintain and analyze the Computron
application’s tables and indexes. (It is create_db.exe on a Windows platform.) This program includes
different programs that perform specific processes. The programs that are available with the create_db
program can be classified as either creation/maintenance tools or analysis tools.

The creation and maintenance tools consist of:

¢ create_tables

create_indexes

grant_permissions,

drop_tables

drop_indexes

drop_sp (for Sybase and MSSQL systems)
truncate_tables

* & & & o o

The database analysis tools consist of:

¢ check_indexes
¢ table count
¢ rdbmap_dbdiff

The input parameters for running these programs vary, but the common and required input parameter for
all of the programs is the name of the database map.
create_db parameters

The following is a list and description of the parameters for the various create_db programs. The
parameters that are valid for each particular program are specified in the description of each program.

-m
The -m parameter stands for database map and indicates that the value following it is the
database map. The database map is required for every one of the create_db programs and
an error occurs if it is omitted.

-h
The —h parameter provides help text. The help is generalized, but provides examples based on
the program/script being run.

-r
The —r parameter stands for replace and is valid for the create_tables and
create_indexes programs. It performs a drop and create of the objects specified in one
step.

-v (1, 2, 3)

The -v parameter stands for verbosity, which must be accompanied by a number from 1 to 3.
The number indicates that information about the process should be output to the window. The
number (level) specified and the program/script being run determine what information is
displayed.
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1 —This level prints general information, such as the full path of the RDBMap(s) being
processed, the table being processed, the table owner and other information dependent on the
RDBMS system and the program/script being run.

2 — This level displays the complete SQL statement that is processed.

3 — This level is the same as level 2, but when used with the -z option

The -P (must be in upper case) parameter indicates that the program is to be run in “pretend”
mode. It does a limited the amount of validations, including validating the entries of the
database map and validating that the file(s) listed in the command have corresponding
RDBMaps (good for catching misspellings). In addition, the -P option checks the
dbschema. ini file to see if a key to the environment exists and if it does not, it prompts for
one and creates it. However, in the case of create_tables and create_indexes, pretend
mode does not verify the location (tablespace, segment, filegroup) or the storage clauses
specified in the dbschema. ini. Also, since it does not actually connect to the database, it is
not useful in running any of the maintenance utilities such as rdbmap_dbdi ff or
check_indexes.

The -P option is commonly used for 2 purposes:
¢ To verify the syntax of the command and parameters used

= Note: It is recommended to use -P with the -v2 parameter to verify any
customizations made to the dbschema. ini file in terms of syntax. Though it does
not perform a validation of the location or storage clause against the RDBMS
system, it allows for a visual inspection of the SQL statement.

¢ Todirect the output of the command (by combining with a verbosity option) to a file for
use directly within a SQL tool such as SQLPLUS or ISQL.

The -z parameter represents a statement terminator and refers to the terminators used in SQL
statements that indicate that the SQL command should be processes (for example, the
terminator used in Oracle SQL Plus is the semi-colon symbol, in Sybase it is the word “go”.)
This parameter only makes sense when used in conjunction with a verbosity of 2. When used
with a verbosity of 2, the method directs the screen output to a file. This file contains an SQL
statement that could be run as is from within an SQL session. The -P option is also
commonly used with the -v2 and -z options to generate the statement but avoid having the
SQL statement processed.

< Note: Any of the preceding parameters can be followed by a space and then the parameter’s value or

the space can be omitted and the value specified immediately after the option. (e.g. -m database-
map-name or —mdatabase-map-name)

product RDBMap {cixxmap}

The product RDBMap is optional and if not specified, the program is run on the entire
database map. The product is specified with the format cixxmap, where cixx represents the
product prefix (e.g. ciap, ciar, cigl, etc) and the suffix (e.g., map) represents the RDBMap
directory.

The product specification is optional and if no product is specified, the function processes all
of the products defined in the database map. The standard practice is to run the programs by
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product. Unlike the file lists, only one product can be specified in a single create_db
command.
logical file or list of files {file file file}

If a product is specified, a logical file or list of files can also be identified. However, the
logical files must be related to the product — entering file names that exist in different
products are not permitted. The syntax is to specify the product RDBMap followed by a
space and then a file name or list of file names all separated by spaces (not commas).

create_db logging

When any of the create_db programs are run, a record of the process is written to your log file. This is
true for programs run from the command line and when they are run from the Universal Utilities menu.
The log can be used to track the activities and results of processing and can be helpful when
troubleshooting. The information in the user log includes:

¢ Time/date stamp,

¢ User ID and process ID of user running the program,
¢ Full command entered,

¢ Results of the program, including errors.

Creation and Maintenance Programs

The following programs are creation and maintenance programs that come under the create_db
umbrella program.

create_tables

For each Computron product installed, the corresponding tables must be created via the
create_tables program. create_tables applies Computron’s external schema, as
defined by the specified RDBMap, to create the database tables. Locations or additional
storage clauses specified in the dbschema. ini file (described in the previous section) are
used in the creation of the table, if they exist.

= Note: The create_tables program must be run before any of the other create_db
programs, as all of the other programs reference the tables in some manner.

When run from the shell command line, the minimum format for create_tables is:
create_tables -m {database-map-name}

The valid optional parameters for processing the create_tables program are:

¢ -v (1,2,3)

¢ -P

¢ -z

¢ cixxmap - product specification

¢ file, file, file- Afileoralist of individual files can be specified to avoid having
the entire product processed.

Examples:
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1. The database map is ctclprod. The tables being created are for the ciap product. The
create_tables statement is:

create_tables -m ctclprod ciapmap

2. The database map is ctclprod. The tables being created are for the ciar product, but only
the logical files aritem, applhist and corpcust. You want some general information
about the command. The create_tables statement is:

create_tables -mctclprod -v1 ciarmap aritem applhist corpcust

3. The database map is ctclprod. The tables are not going to be created, but a SQL statement
is generated for testing within an Oracle SQLPLUS session. The product is cigl and the
table is for the logical file, ledger. The SQL statement is written in /tmp called
create_ledger_table_script.sqgl. The create_tables statement is:

create_tables -m ctclprod -v 2 —z; -P ciglmap ledger
>/tmp/create_ledger_ table.sql

create_indexes

For each Computron product installed, indexes must be created via the create_indexes
program. The create_indexes program applies Computron’s external schema, as defined
by the specified RDBMap, to create the database indexes. Locations or additional storage
clauses specified in the doschema. ini file (described in the previous section) are used in
the creation of the index(es), if they exist.

When run from the shell command line, the minimum format for create_indexes is:
create_indexes -m {database-map-name}

The valid optional parameters for processing the create_indexes program are:

¢ -v (1,2,3)

¢ -P

¢ -z

¢ cixxmap - product specification

¢ file, file, file- Afileoralist of individual files can be specified to avoid having
the entire product processed.

Examples:

1. The database map is ctclprod. The indexes being created are for the ciap product. The
create_indexes statement is:

create_index —m ctclprod ciapmap

2. The database map is ctclprod. The indexes being created are for the ciar product, but
only the logical files aritem, applhist and corpcust. You want some general
information about the command. The create_indexes statement is:

create_index —mctclprod -v ciarmap aritem applhist corpcust

3. The database map is ctclprod. The indexes are not going to be created, but a SQL
statement is generated for creating the indexes within a Sybase ISQL session. The product is
cigl and the table is for the logical file, ledger. The SQL statement is written to a file in
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/tmp called create_ledger_indexes_script.sql. The create_indexes statement
is:

create_index —mctclprod —v2 -z go —P ciglmap ledger>
/tmp/create_ledger_indexes.sql.

grant_permissions
For each Computron product installed, access privileges must be granted to the database
tables using the grant_permissions program. The grant_permissions program uses
the RDBMap to identify the tables and indexes for the specific files or products specified and
then generates the appropriate RDBMS command to grant permissions on these tables to the
designated user(s).

Like the other create_db programs, grant_permissions requires the -m database map
specification to process. It also requires the privilege(s) to be granted and the name of the
grantee (usually an RDBMS group, role or database user). The privileges that can be granted
on the RDBMS object are: select, update, insert, delete or all (for all of these privileges).

= Note: If privileges are specified individually they should be entered in double quotes.
For all privileges to be granted, the word al I does not require quotes.

Though the grant_permissions program supports granting limited privileges, it is not
always clear what the impact is within the product.

When run from the shell command line, the minimum format for grant_permissions is:

grant_permissions -m {database-map-name} {privilege or
list-of-privileges} {user, group, role being granted privilege}

The valid optional parameters for processing the grant_permissions program are:

¢ -v (1,2,3)

¢ -P
¢ -r
¢ -z

¢ cixxmap - product specification

¢ file, file, file- Afileoralist of individual files can be specified to avoid having
the entire product processed.

Examples:

1. The database map is ctclprod. All privileges are being granted on all products to the
users in the public group. The grant_permissions statement is:

grant_permissions —m ctclprod all public

2. The database map is ctclprod. All privileges are being granted for the ciar product for
the users in the ctron role. General information is to be displayed.

grant_permissions —mctclprod —v1 ctron ciarmap

create_role

Please refer to the Computron Database Configuration Guide for the Database product you
are using.
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drop_tables

As new releases of the Computron application software are developed, the need may arise to
modify the product tables. There are conversion tools provided for this purpose, but
eventually the original table whose structure has been modified needs to be dropped and
re-created using a new RDBMap. Another reason for dropping and re-creating tables is to
relocate the tables to a different location in the database or with new storage parameters,
based on a space or performance analysis. The drop_tables program is used for this
purpose. Like the other create_db programs, it uses the specified RDBMap to identify the
database tables associated with a product logical file.

When run from the shell command line, the minimum format for drop_tables is:
drop_tables —m {database-map-name}

& Warning: The use of drop_tables in this manner is not suggested. It is intended for use
with limited selection criteria, as this command drops the entire database.

The valid optional parameters for processing the drop_tables program are:
¢ -v (1,2,3)

¢ -P

¢ -z

¢ cixxmap - product specification

¢ fTile, file, file- Afileorallist of individual files can be specified to avoid having
the entire product processed.

Example:

1. Your database map is ctclprod. The tables being dropped are for the ciar product, but
only the logical files aritem, applhist and corpcust. You want some general
information about the command. The drop_tables statement is:

drop_tables —m ctclprod —v1 ciarmap aritem applhist corpcust

drop_indexes

There may be times when indexes for a specific table or group of tables may need to be
dropped and recreated. The reasons for this vary, such as troubleshooting a performance issue
when an index is in question or relocating the indexes to a different location in the database.
Whatever the reason, the create_db program provided for this purpose is drop_indexes.
Like the other create_db programs, it uses the specified RDBMap to identify the indexes
for the tables associated with a product logical file.

When run from the shell command line, the minimum format for drop_indexes is:
drop_indexes —m {database-map-name}

The valid optional parameters for processing the drop_indexes program are:

¢ -v(1,2,3)

¢+ -P

¢ cixxmap - product specification

6.1-10
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¢ file, file, file- Afileoralist of individual files can be specified to avoid having
the entire product processed.

Example:

1. The database map is ctclprod. The indexes being dropped are for the tables in the ciar
product, but only the logical files aritem, applhist and corpcust. The user would like
some general information about the command. The drop_indexes statement is:

drop_indexes —m ctclprod —v1 ciarmap aritem applhist corpcust

truncate_tables

The truncate_tables program’s name is based on the SQL command used in Oracle,
Sybase and MSSQL to delete the rows from a table without affecting the structure or
configuration of that table. It is not often used in a real production system. It requires the user
to have comprehensive understanding of the table(s) being truncated. It is more commonly
used in test environments where the integrity of the data is not a consideration. This also
requires the user to understand the relationships between data files in order for the data in the
test environment to be sensible and produce predictable results. Like the other create_db
programs, it uses the specified RDBMap to identify the database tables associated with a
product logical file.

When run from the shell command line, the minimum format for drop_tables is:
truncate_tables —m {database-map-name}
& Warning: The use of truncate_tables in this manner is not suggested. It is intended

for use with limited selection criteria or all of the data in all of the tables will be
cleared.

drop_sp (applies to Sybase and MSSQL RDBMS only)

The Computron Sybase and MSSQL runtimes generate stored procedures for the product
tables that are re-used by the runtimes for performance purposes. There may be times when
the validity of these stored procedures is in question. The user may be advised to run the
drop_sp command for troubleshooting or performance analysis. Once the stored procedures
are dropped, they are recreated dynamically by the runtime when the table(s) is accessed
again and a minimum of performance degradation may be noticed before all of the stored
procedures are recreated.

When run from the shell command line, the minimum format for drop_sp is:

drop_sp —m {database-map-name}

= Note: In the case of drop_sp, specifying only the database map is suggested, since the
function is normally used with the intention of removing all stored procedures for the
Computron tables.

The valid optional parameters for processing the drop_sp program are:
¢ -v (1,2,3)
¢ -P

¢ cixxmap - product specification

Revised 11/06

6.1-11



e

System Administrators Guide - Unix B
RDBMS Utilities computron

¢ file, file, file- Afileoralist of individual files can be specified to avoid having
the entire product processed.

Example:

1. The database map is ctclprod. The stored procedure for the entire database should be
dropped. Only errors are required to display. The drop_sp statement is:

drop_sp —m ctclprod

Database Analysis

The following database analysis utilities are not intended to replace the normal monitoring of the RDBMS
system that should be performed by the on-site Database Administrator (DBA). They are provided for use
by the DBAs, Computron administrators and technical representatives to monitor the environment in
specific areas.

rdbmap_dbdiff

It is recommended that the rdbmap_dbd i fF utility be run on a regular basis as part of
normal system maintenance. There may be times when the user or technical representative is
advised to run this function as part of analyzing a performance or processing issue.

This function performs a lot of checks of the Computron application environment. These
include:

+ Validates that the table structure matches the schema defined in the RDBMap

+ Validates the existence and structure of indexes (this feature may decrease the need for
running check_indexes)

+ Reports on any external (hon-Computron) triggers, properties or additional indexes on a
product table

+ Reports on any table that is not represented in the database map when level 1 verbosity is
specified

When no verbosity is specified, only errors display. This is recommended for greater readability.

When run from the shell command line, the minimum format for rdbmap_dbdiff is:
rdbmap_dbdiff —m {database-map-name}

= Note: This is the recommended method for running this program. It checks the indexes
on every table for every product specified in the database map. Since no verbosity is
specified, only the errors display. Since this function also checks the indexes, it can be
run in lieu of the check_indexes function.

The valid optional parameters for processing the rdbmap_dbdiff program are:
¢ -v (1,2,3) (not recommended if only checking for errors)

¢ -P

¢ cixxmap - product specification

¢ Tile, file, file—- Afileoralist of individual files can be specified to avoid having
the entire product processed.
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Example:

1. The database map is ctclprod. The integrity of the entire database should be checked.
Only errors are required. The rdbmap_dbdi ff statement is:

rdb_dbdiff —m ctclprod

check_indexes

It is recommended that the check_indexes program be run on a regular basis as part of
normal system maintenance. There may other times when the user or technical representative
is advised to run this program as part of analyzing a performance or processing issue. Though
the rdbmap_dbdiFf program checks the indexes, it is a more time-consuming process, so
there may still be times when only check_indexes is required.

When run from the shell command line, the minimum format for check_indexes is:

check indexes —m {database-map-name}

= Note: This is the recommended method for running this program. It checks the indexes
on every table for every product specified in the database map. Since no verbosity is
specified, only the errors display.

The valid optional parameters for processing the check_indexes program are:
¢ -v (1,2,3) (not recommended if only checking for errors)

¢ -P

¢ -z

¢ cixxmap - product specification

¢ fTile, file, file- Afileoralist of individual files can be specified to avoid having
the entire product processed.

Example:

1. The database map is ctclprod. The indexes for the entire database should be checked.
Only errors (missing indexes) are required. The check_indexes statement is:

check_indexes —m ctclprod

table_count

The table_count program allows a user to count the rows in a database table or tables. The
instances where this would be desired would vary, but common uses are to verify a
conversion process or monitor space requirements.

When run from the shell command line, the minimum format for table_count is:
table_count —-m {database-map-name}
The valid optional parameters for processing the check_indexes program are:

¢ -v (1,2,3) - Inthis program, if no verbosity is specified and there are multiple tables
for the logical file, only the counts for the individual tables display. For a grand total
representing the total of all the records in all of the tables (i.e. in the logical file), a
verbosity of 1 is used.

¢ -P
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¢ -z

¢ cixxmap - product specification

¢ file, file, file- Afileoralist of individual files can be specified to avoid having

the entire product processed.

Example:

1. The database map is ctclprod. The technical consultant has a new RDBMap for the GL
file, trans and wants to determine how much data is in the table. There are 2 tables specified
in the RDBMap for this logical file. A total for both tables is needed. The table_count

statement is:

table_count —m ctclprod —v1 ciglmap trans

Database Maintenance on the System Ultilities Menu

In addition to the shell command line method of running the database maintenance and analysis tools,
most of the basic processes can be run from the Computron Universal Utilities menu. The program can be
found in the character cell presentation on the Universal Utilities Menu, Systems Utility Menu, under the
title Database Maintenance. The Database Utilities on this window behave the same way as those

described under the preceding headings, but the input required differs.

Database Utilities Window (DS1)

& Terminal - supsun2

File Edit Session Options Help

————— DATABASE UTILITIES ---——-
(PF-5) = Select All Products {PF-3) = Open Log File (PF-16) = Exit

DataBase Map File: EBPX16G Library: CSDBHAP Uolume: DATA
Create Tables

Create Indices

Check Indices

Grant Default Permissions
Table Count

Database Utilities -- CT Options: CT
CI
CH

PRODUCTS GP

TC

D51

1 1

1 1

i i

1 _ CIGL _ CITB |} RD RDBHAP dbdiff
! _ CIAR _ CIFA !

! _ CIAP _ CIDI !

! _ CIPD _ CIWF !

1 _ Csuu _  CIIV |}

! _ CIVT i

File(s):

Uerbosity -- 1 (8-2) == Uerbosity level = 8 is not recommended

-

[Connection established

Database Utilities Window (DS1)

When running the Database Maintenance function from the Universal Utilities menu, the database map is
not an input parameter it is based on the database map that the application is set to. To change the
database map, PF-29 from a menu and enter the database map. From the Database Utilities window

(DS1), you can either process one of the options or view the log file.
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This function is useful for troubleshooting. For example, if indexes need to be examined when
performance is an issue or the tables need to be compared with the RDBMap because of a product error,
any user who has access to this function can run check_indexes or rdomap_dbdi fFf without being
conversant with shell command line entry.

Database Utilities

Any option run is run on all of the tables/indexes for the product specified. The options
available, listed on the right side of the window are:

create_tables

create_indexes

.

.

+ check_indexes
¢ grant_permissions

¢ table_count

¢ rdbmap_dbdiff

The options not available from this window are:
¢ drop_tables

¢ drop_indexes

¢ truncate_tables

¢ drop_sp

Products

The products available are listed on the left. One or more products can be specified or all
products can be processed at once. If files are listed, only one product can be selected.

= Note: If the list of products does not show one of the Computron products in your
environment (e.g., wfar, wfgl, etc), the product’s system prefix can be added to the
window via Soft Screens Maintenance.

Files

You can list individual logical files to process. But if files are specified, only one product can
be selected. The number of files listed is limited to the length of the input field.

Verbosity
The verbosity level determines that amount and type of information presented. The results of
running the option is written to the user’s log file, just as when the create_db programs are
run from the shell command line. Valid values are:
0 — Reports on errors only.
1 - Lists each RDBMap being processed.
2 — Lists the complete SQL statement being run and the full results.

Example:

1. To create the tables in this process, place an X next to the product(s) for which you are creating tables
and enter CT in the Database Utilities field. If you wish, you can process all of the products by selecting

Revised 11/06 6.1-15



E
System Administrators Guide - Unix

RDBMS Utilities computron

PF-05, but this is not recommended. A verbosity level of 1 is recommended. Press Enter (Return) to start
the process. When the process is complete, review the log file using the PF-03 command.
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6.2 RDBMS Load and Unload Utilities

Introduction to RDBMS Load and Unload Utilities

In the Computron RDBMS implementations, anytime there is a need to populate or retrieve data from any
of the Computron application’s tables for an initial implementation or as the result of changes to the table
structure, the utilities provided for this purpose must be used. Using other means to load, unload, or
reload the Computron application’s tables is not advised and is not supported. A Computron technical
consultant must be involved in any installation or conversion efforts in order for the implementation to be
supported.

This section describes the various utilities and how they are used. The scripts are listed in a logical order
based on the order in which they would be run to create the Computron application’s database. This
section describes the following utilities:

¢ csload_data
¢ csunload_data

& Warning: A Computron technical consultant must be involved in any installation or conversion
efforts in order for the implementation to be supported.

Terminology

This document assumes a strong familiarity with some Computron specific concepts and terms. The terms
and concepts include:

¢ LGMAP

¢ Database map

+ User file records { &&A record, Database 1D, Database Password }
+ RDBMap

¢ Unix shell command line

¢ User log file

4 csconv

@ Note: If you lack a sufficient understanding and comfort level with these terms, review the
appropriate sections of this System Administrators Guide.

csload data

There are various situations when the csload_data script is required. Most commonly, this script is
used for:

Converting from one release of the Computron application to a newer release.
Modification of an RDBMap and conversion of the data.

Initial installation of an environment.

Conversion of a vision environment to RDBMS.

* & o o

The csload_data script is essentially a wrapper for the COBOL csconv program and calls several
programs to generate the required csputparms passed to csconv. It automates and simplifies the
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process of populating existing RDBMS table(s). The tables can be populated from files that are in either
vision or sequential form. Unlike the create_db programs, which are platform and RDBMS specific
executables, csload_data uses the Computron RDBMS-specific runtime. It can happen that the
create_db programs work properly, but csload_data does not, so the distinction between the utilities
(platform specific executable vs. shell script) and the fact that the load data script uses the runtime should
be kept in mind.

In order to run the csload_data script, the user must exist in the Computron user file and have a
security level of 9. The csload_data script uses the program, csuser_info, to verify these conditions
and gives an appropriate error message if either of these conditions is not met (see Section 6.3 of the
System Administrators Guide for more details on the csuser_info program.)

The following is a list and description of the required parameters for the csload_data program.

-m
The -m parameter identifies the value following it as the database map. The database map is
required for this script and an error occurs if it is omitted. The script uses the csgetaloc

program to interpret the database map from the shell command line (see Section 6.3 of the
System Administrators Guide for more details on the csgetaloc program.)

The -h parameter provides help text. The help is generalized, but provides examples based
on the program/script being run.

The —v parameter represents the logical volume where the input file(s) directory exists. This
volume must be a valid file system represented in the LGMAP. The script uses the wname
function to interpret the LGMAP from the shell command line (see Section 6.3 of the System
Administrators Guide for details of the wname program).

= Note: The —v option in the case of csload_data does not relate to verbosity. There is
no command for specifying verbosity in csload_data.

The —1 parameter represents the directory where the input file(s) exists. This directory must
exist in the file system represented by the —v (volume) entry.

The —F parameter represents the actual file name of the input file. Typically the input file
name is the same as the RDBMap file name, but in some cases the input file name may be
different. The —F parameter is used with the actual name of the input file and the RDBMap
file name is specified after the application RDBMap directory name. The restrictions on the
use of —F are:

& This can only be used when loading a single file.

¢ The actual file name cannot exceed eight (8) characters.
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-C
The —c parameter indicates that commit count that is used when loading the data. A higher
commit count improves performance, but in the case of Sybase and MSSQL, the size of the
transaction log must also be taken into consideration.

-info

The —info parameter provides version information about the csload_data script.

< Note: The preceding options can be followed by a space and then the value or the space can be
omitted and the value specified immediately after the option (e.g., -mdbmap or —-m dbmap).

Product RDBMap - {cixxmap}

The product RDBMap is not optional; only one product can be loaded at a time. The product
is specified with the format ciixxmap, where cixx represents the product prefix (e.g. ciap,
ciar, cigl, etc.) and the suffix (map) represents the RDBMap directory.

logical file or list of files - {file file file}
A logical file or list of files can also be identified. If a specific file is not identified, the
database map is used and the csload_data program attempts to find an input file for every
logical file defined in the RDBMap directory. The syntax is to specify the product RDBMap
followed by a space and then a file name or list of file names all separated by spaces (not
commas).

When run from the shell command line, the minimum format for csload_data is:

csload _data —m database-map-name —v volume —1 directory-name —c 1000 cixxmap

Examples:

1. The database map is ctclprod. The tables being loaded are for the entire ciap product. The input
files are located in a directory called ciapdata, which is located in the file system /ctronl/data. The
LGMAP entry that points to /ctronl/data is DATA. The runtime commits the transaction every 5,000
records. The csload_data statement is:

csload _data —m ctclprod —v data —1 ciapdata —c 5000 ciapmap

2. The database map is ctclprod. The tables being loaded are for the cigl product, but only the files
dimref and postacct. The input files are located in a directory called cigldata, which is located in
the file system /ctronl/data. The LGMAP entry that points to /ctronl/data is DATA. The runtime
commits the transaction every 5,000 records. The csload_data statement is:

csload _data —mctclprod —vdata —lIcigldata —c 5000 ciglmap dimref postacct

3. The database map is ctclprod. The table being loaded is for the cigl product. The input file name is
actually ledgd01 and is located in a directory called /glunload, which is in the file system
/ctron2/data. The LGMAP entry that points to /ctron2/data is DATA2. The runtime commits the
transaction every 10,000 records. The csload_data statement is:

csload_data —mctclprod —v data2 —1 ciapdata —f ledgdOl1 —c 10000 ciglmap ledger
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csunload data

There are various situations when the csunload_data script is required. Most commonly, this is used
for:

Conversion from one release of the Computron application to a newer release.
Modification of an RDBMap and conversion of the data.

Initial installation of an environment.

¢ Conversion of a vision environment to RDBMS.

> & o

The csunload_data script is essentially a wrapper for the COBOL csconv program and calls several
programs to generate the required csputparms passed to csconv. It automates and simplifies the
process of populating existing RDBMS table(s). The tables can be populated from files that are in either
vision or sequential form. Unlike the create_db programs, which are platform and RDBMS specific
executables, csunload_data uses the Computron RDBMS-specific runtime. It can happen that the
create_db programs work properly, but csunload_data does not, so the distinction between the
programs/scripts (platform specific executable vs. shell script) and the fact that the csunload_data
script uses the runtime should be kept in mind.

In order to run the csunload_data script, the user must exist in the Computron user file and have a
security level of 9. The csunload_data script uses the program, csuser_info to verify these
conditions and gives an appropriate error message if either of these conditions is not met.

The following is a list and description of the required parameters for the csunload_data script:

< Note: These options can be followed by a space and then the value or the space can be omitted and
the value specified immediately after the option e.g., -m dbmap or —mdbmap.

-m
The -m parameter identifies the value following it as the database map. The database map is
required for this script and an error occurs if it is omitted. The script uses the csgetaloc
program to interpret the database map from the shell command line (see Section 6.3 of the
System Administrators Guide for more details on the csgetaloc program.)

-h
The —h parameter provides help text. The help is generalized, but provides examples based on
the program/script being run.

-V

The —v parameter represents the logical volume where the output file’s directory is located.
This volume must be a valid file system location represented in the LGMAP. The script uses
the wname program to interpret the LGMAP from the shell command line (see Section 6.3 of
the System Administrators Guide for details of the wname program).

= Note: The -v parameter in the case of csunload_data does not relate to verbosity.
There is no command for specifying verbosity in csunload_data.

The —I parameter represents the directory where the output file is written. If this directory
does not exist, the csunload_data script creates it in the file system represented by the -v
(volume) entry.
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-info
The —info parameter provides version information about the csunload_data script.

Product RDBMap - {cixxmap}

The product RDBMap is not optional and only one product can be unloaded at a time. The
product is specified with the format cixxmap, where cixx represents the application prefix
(e.g. ciap, ciar, cigl, etc) and the suffix (e.g., map)represents the RDBMap directory.

logical file or list of files - {file file file}

A logical file or list of files can also be identified. If a specific file is not identified, the
database map is used and the csunload_data script creates and populates a data file for
every logical file defined in the RDBMap directory. If the table being unloaded is empty, an
empty file is created. The syntax is to specify the product RDBMap followed by a space, and
then a file name or a list of file names all separated by spaces (not commas).

When run from the shell command line, the minimum format for csunload_data is:
csunload_data —m database-map-name —v volume —1 directory-name cixxmap

Examples:

1. The database map is ctclprod. The tables being unloaded are for the entire ciap product. The input
files are located in a directory called ciapdata, which is located in the file system /ctronl/data. The
LGMAP entry that points to /ctronl/data is DATA. The csunload_data statement is:

csunload_data —m ctclprod —v data —1 ciapdata ciapmap

2. The database map is ctclprod. The tables being unloaded are for the ciar product, but only the files
aritemand applhist. The output files are to be written to a directory called ciarunld, which is
created in the file system /ctronl/data. The LGMAP entry that points to /ctronl/data is DATA. The
unload is required due to a change in the RDBMap. The new RDBMaps are located in a file system
defined in the LGMAP as the logical volume RELMAP. The csunload_data statement is:

csunload_data —mctclprod —vdata —Iciarunld —r relmap ciarmap aritem applhist
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6.3 Miscellaneous Utilities

Introduction to Miscellaneous Utilities

In the Computron RDBMS implementations, various auxiliary utilities were created either for use by
some of the primary RDBMS utilities such as csload_data or csunload_data, or for analysis purposes
when upgrading or customizing the Computron software. This section describes the following utilities
and how they are used:

¢ print_rdbmap
rdbmap_diff
csuser_info
csgetaloc
wname

¢ changerec

print_rdbmap

* & & o

The print_rdbmap program is a method for printing a description of the RDBMap. The print_rdbmap
program is located in the directory $SCTRON_EXEC/db_run. It is common to all RDBMS
implementations, but it is platform specific. The only prerequisite for running this program is that the
correct database environmental variables are exported using the ../start -d{database} command. The
syntax for print_rdbmap is:

print_rdbmap {rdbmap-LGMAP-entry} { rdbmap-directory} { rdbmap-file-name}

There are some optional parameters for the print_rdbmap program, but these are not commonly used. The
parameters should be listed before the RDBMap volume, directory and file name.

-a
This parameter prints the DDL names associated with the column name.

-nvp
This parameter prints the information in a string format for parsing.

-r
This parameter prints the information about this RDBMap relative to the release version
specified.

-V

This parameter prints the version number of the print_rdbmap program.

= Note: In the case of this program, the -v parameter is not used to specify a volume
entry from the LGMAP.
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Examples:

1. The RDBMap location is specified in the LGMAP as RDBMAP. The product RDBMaps are in the
ciglmap directory. The RDBMap is ledger. The user does not want to see the DDL field names. The
print_rdbmap statement is:

print_rdbmap rdbmap ciglmap ledger

2. The RDBMap location is specified in the LGMAP as RDBMAP. The product RDBMaps are in the
ciglmap directory. The RDBMap is ledger. The user wants to see the DDL field names and wants to have
the file in a format where it can be parsed and manipulated for other comparisons. The print_rdbmap
statement is:

print_rdbmap —nvp —a rdbmap ciglmap ledger

rdbmap_ diff

This script does a comparison of two RDBMaps and prints out the differences. The rdbmap_diff script is
located in the directory $CTRON_EXEC/db_run. It is common to all RDBMS implementations, but
being a shell script, it is not platform specific. The only requisite for running this utility is that the correct
database environmental variables are exported using the . . ./start -d{database} command.

The rdbmap_diff script calls the print_rdbmap utility to compare two RDBMaps and report on any
differences between the maps. The wo RDBMaps specified must have the same name and must be
contained in the directories with the same name, but located in two separate file systems (volumes). The
volumes for the two RDBMaps can be specified using the full path name or the LGMAP entries that point
to these volumes. The directory name and the RDBMap name are specified once in the command. The
syntax for rdbmap_diff is:

rdbmap_diff {vol-1 full-path or LGMAP} {vol-2 full-path or LGMAP} {cixxmap}
{rdbmap-name}

The valid optional parameter for rdomap_diff is:

-vl
Verbosity — This parameter prints out the details of the differences.
= Note: If verbosity is not specified, the process just displays the name of the file or files
in which differences were found.
Examples:

1. The original RDBMap is located in the standard RDBMAP volume, /ctron/exec/rdbmap/release, which
is defined in the LGMAP with the entry RDBMAP. The new RDBMap was copied to /tmp and there is no
LGMAP entry that points to /tmp. The RDBMap name is pohdr and it is in the directory cipomap in both
cases. A list of the differences, if any, is required. The rdbmap_diff statement is:

rdbmap_diff —v1 rdbmap /tmp cipomap pohdr

2. An entire product’s set of RDBMaps is being compared. The original RDBMaps are located in the
standard RDBMAP volume, /ctron/exec/rdbmap/release, which is defined in the LGMAP with the entry
RDBMAP. The new RDBMaps are located in the file system (path), /ctron/exec/rdbmap/released, which is
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defined in the LGMAP with the entry RELMAP. The application being reviewed is ciarmap. Only the files
with differences should be displayed. The rdbmap_diff statement is:

rdbmap_diff rdbmap relmap ciarmap

csuser_info

The csuser_info program is used in some of the main Computron RDBMS utilities, most importantly the
csload_data and csunload_data scripts. The program is located in the SCTRON_EXEC/ ctron_ directory.
It is a method of reading the Computron user file from the shell command line and extracting specific
information, which must be specified in the command. The syntax is:

csuser_info {KEYWORD}

In the syntax above, there is no user specified (which is done with the -u option, described below), so it is
assumed the user being queried is the user running the command.

Keyword

The KEYWORD refers to the information that is being read from the User file record. Only
one keyword can be specified at a time. The possible keywords are:

DBMAP or ULFIL — Displays the user’s default database map.
DBLIB or ULLIB — Displays the library where the user’s default database map is located.

DBLIB or ULVOL — Displays the LGMAP volume where the user’s default database map is
located.

DBUID or ULMDBID - Displays the user’s database ID.

SL — Displays the user’s security level.

The optional parameters available for csuser_info are:

-u
A specific user can be identified using the 3-character user key. If the -u option is omitted,
the current user’s login ID is used. This login ID can be determined by typing the word id at

the shell command line. If multiple user file records are found matching the 3-character user
key, the first sorted value is used.

This provides the required syntax and also the information that can be extracted from the user
file record in the form of a list of keywords.

= Note: If the user running csuser_info from the shell command line does not have a
security level of 9 or if this user does not exist in the Computron user file, the
csuser_info program errors out with the a message to that effect. Since the csload_data
and csunload_data scripts call csuser_info, they would also fail for these reasons.

csgetaloc

The csgetaloc program is a method of reading the Computron database map from the shell command line
and extracting specific information, which must be specified in the command. It is a program used in
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some of the main Computron RDBMS utilities, most importantly the csload_data and csunload_data
scripts. The program is located in the $CTRON_EXEC/_ctron_ directory. The syntax is:

csgetaloc {system-prefix} [Ffilename] {database-map-name} {database-map-
library} {database-map-volume}

This program returns the location defined in the database map for the application and, if entered on the
command line, the file specified. It can read the database map without running the application and is
useful for troubleshooting many of the other utilities such as the create_db and csload_data utilities,
which read the database map for many of the required parameters.

Example:

1. The application is ciap and the file in question is voucher. The database map is ctclprod in the library
csdbmap on the data volume. The csgetaloc statement is:

csgetaloc ciap voucher ctclprod csdbmap data

Assuming the following database map entries:

Logical Library Actual Library Actual Volume Logical File Actual File
CIAP CTRONSYS &&CIAP
CIAP CTRON2 &&CIAP VOUCHER

the AP (application prefix ciap) files are owned by the database user CTRONSY'S, with the exception of
the logical file, VOUCHER, which is owned by the database user CTRONZ2. The csgetaloc query displays
the following line:

VOUCHER CTRONZ2 &&CIAP

wname

The wname program is a method of reading the Computron LGMAP from the shell command line and
extracting specific information, which must be specified in the command. It is used in some of the main
Computron RDBMS utilities, most importantly the csload_data and csunload_data scripts. The program is
located in the SCTRON_EXEC/ _ctron_ directory. The syntax is:

wname {LGMAP-name} [library] [file]

< Note: If the library and/or the file name is left blank, a blank must be provided encased in quotes in
the following format: “ *

This program returns the full file system path associated with the LGMAP name provided. It can be used
to read the LGMAP without running the application and is useful for troubleshooting many of the other
utilities such as the create_db and csload_data utilities, which read the LGMAP for many of the required
parameters.

& Note: If an LGMAP entry is invalid, this program returns the error: “BAD-VOL.!” However, this
function does not validate the existence of the file system, directory or file, it only interprets the
location based on the LGMAP entry.
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Example:

1. The LGMAP entry is RDBMAP. The library and file name are not required The wname statement is:

wname rdbmap

Assuming an LGMAP entry of “RDBMAP /ctron/exec/rdbmap/release,” the wname function shown
above returns:

/ctron/exec/rdbmap/release

2. The LGMAP entry is DATA2. The library is csuvparm and the file is not required. The wname
statement is:

wname data2 csuvparm

Assuming an LGMAP entry of “DATAZ /ctron/data2,” the wname function shown above returns:

/ctron/data2/csuvparm

3. The LGMAP entry is EXEC2. The library and file name are not required The wname statement
follows:

wname exec2 “

Assuming that the LGMAP does NOT contain the value EXEC2, the wname function shown above
returns:

BAD-VOL!
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changerec

The changerec program is a platform specific executable that can be used to manipulate sequential or text
files. It can add carriage return characters, newline return characters or pad records with null. The
parameters available for this program are:

-r
This parameter adds carriage return characters to records in a file.

This parameter adds newline return characters to records in a file.

This parameter pads records with null if the new record size is greater than the old record
size.

The syntax for running the changerec program is:

changerec -{option} OLD-RECORD-SIZE NEW-RECORD-SIZE <old-file>new-file
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6.4 Debugging Options

Introduction to Debugging Options

There are various logging techniques developed for troubleshooting the majority of issues that may be
encountered in Computron RDBMS implementations. This section describes and provides instructions for
enabling this logging.

Generic Steps for Debugging

Debugging produces very useful information. However, the following steps are recommended when
attempting to generate a debug log with a logging variable that writes to the user’s log file.

1. Export the debugging option(s) desired, either manually with the export command or using the
dbdebug option.

2. Truncate the user log file for the user who generating the log. This can be done with the
command: *“ > {user-log-name}”. This causes the log file to be cleared, without removing the file.

3. If this logging is to be generated in a VB or WEBdesk presentation, follow the additional steps
outlined below:

a) become root in order to start a csserve session
b) verify that the DEBUG variable is exported in the environment by typing in the following
command from the shell command line:

“echo ${DEBUG-OPTION-NAME}”

Examples:
echo $CTRON_DEBUG_DB
echo $CTRON_DEBUG_I0COUNT

c) starta new csserve session and have the user use this port number for the logging test
only. This port performs with the logging enabled until it is killed. Any user(s) running
from this port is writing this additional information to their log file and with certain types
of logging, this can cause space issues on the server.

4. Once the log file has been created, the user should exit the Computron application completely, the
log should be copied to another filename and the user’s log file cleared.

& Warning: If a VB or WEBdesk port was started for the logging, the users should only use this for
testing because the log files could become very large.

dbdebug

The dbdebug script is located in the file system $CTRON_EXEC/db_run. It is run from the
shell command line to export specific debugging variables to the environment. When the
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debugging variables are set, they cause the runtime to output different types of processing
information to the user’s log file (refer to Section 6.7 of the System Administrators Guide for
Unix for more information on the user log file).

Typing the command, dbdebug, provides a formatted list of the debugging options for the
environment, along with a description of each.

Debugging environment wvariables for Oracle
Setting Mame Diescription
off CTRON_DEEUG_DE Turns on a lot of debugging info
off CTRON_DEBUG IOCOUNT Shows I0 statistics
off CTRON DEEUG EQLTRALCE Create a trace file for db calls
off CTRON_DEEUG DE_CONHNECT Debuy connecting Lo SEerver
off CTRON_DEBUG_EVALUATERULES Show how rules were choosen
off CTRON_DEBUG CSRANGE Debuy csrange.c
coff CTRON_DEEUG SHOWSQL Show =gl statements
off CTRON_CELOGHEX ETTES Number of CELOGHEX bytes to print
off CTRON DEEBUG TRANSACTION Generate transaction log
off CTRON_DEEUG XML ML debugging
off CTRON_DEEBUG_USER_EXIT Puntime User Exit debugging
off RONCEL Full path of runtime to use
Tour selection:

Muam
1
z
<]
4
5
&
7
g
2

Type number to toggle walue, o cquit, d scroll dowm, v scroll up, ¥ refresh

Dbdebug options

As illustrated above, there are 8 commonly used debugging options. Some of these logging
options overlap. Some of the options include the information provided in another type of
logging. Refer to a more detailed description of the debug options later in this section.

In order to actually turn on debugging, the word dbdebug must be preceded by a period *.”
followed by a space.

The syntax for dbdebug is:
. dbdebug

Once the list of the debugging options is displayed, enter the number corresponding to the
desired option. The option then reflects the value on. Whenever the number of a debug option
is entered, the value currently set is changed. For example, if the value is currently on and
you enter the number again, the option changes to off. To exit the dbdebug window, enter

o
Enabling Database Debugging from Within Computron
Applications

Debugging can be enabled from the Set Defaults for User Window (DS1) in character cell (PF-25
function key from a menu).
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Enter Indicated Data and Press (RETURN)

Data Base Map: EEPH10G in CEDEMAP onn DATR
Default Company Company schnio: Batch Stream:

I/0 Diagnostics b= (0ff Bunmmary  /Full)

Work/temporary files: WORFD IR WEOO&s1e7 TOREVOL lIRRUDL
User programs: RUND IR RUMVOL  EXEC

Bun or Hold E (B/H) Priority: u}
Quene Name:

EUNTIME=/enterprise/l0gasexecy ctron_swrunora, EREV=10.0.7.0
JWISPGID=£157, PID=633Z, MHNODENAME=supsunZ, O085=Sun02(L5.10)

—-—— %Zet Defaults for User --- nEl

—-— aor Press (PF-1&) to Exitc

—--- For Submitted Jobs ---

Set Defaults for User

I/0 Diagnostics

This field turns on the level of debugging for this user. It is still advisable to truncate the user
log file prior to generating the debug log. Valid entries are:

N — Off. Turn debugging off.

S - 1/O statistic logging. This is equivalent to the shell command,
CTRON_DEBUG_IOCOUNT. When generating a log with this option, the log file is not
updated until the program is exited and the user returns to the menu. Often administrators
make the mistake of copying or trying to view the log when the user is still in the application
and the information is not there because it hasn’t been written yet. Since the program time is
part of the 1/O statistics, the longer the user remains idle within the application before
returning to the menu, the greater the program time is.

F — Full database debug logging. This corresponds to the shell command,
CTRON_DEBUG_DB
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The table below provides a more detailed description of these options and information regarding when

they might be used.

DEBUG OPTION

DESCRIPTION

COMMON USES

CTRON_DEBUG_D
B

This is the most comprehensive of
the logging options in terms of the
detail written to the user’s log file.
Among the information it prints
are:

¢ the application program being
called,

¢ the logical files being accessed,

¢ the keys passed from the
application and used by the
runtime to access the data,

+ the tables being opened,

+ the opening mode and the
method of access,

+ the SQL statement generated
and passed to the database,

¢ the data fetched from the
database,

¢ the configuration settings of
the Computron environment
and certain configurations of
the RDBMS system,

+ other additional details.

Used in cases of analyzing a single
process that is readily reproducible.

Not recommended for a lengthy or
data intensive process such as
running reports or posting
functions. This is more suited for
inquiries, maintenance, or entry
functions.

Helpful in providing the smallest
and most readable log,

Computron recommends you
truncate the log file, enable the
debugging option, run the process
and completely log out of the
application before accessing the log
file.
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DEBUG OPTION

DESCRIPTION

COMMON USES

CTRON_DEBUG
_IOCOUNT

This option logs statistics
regarding data access. It includes:

+ the programs being run and the
logical files being accessed.

For each logical file, it includes:

+ the reads, writes, re-writes,
deletes and updates made in the
database related to that file.

+ It provides the number of rows
fetched per second,

¢ information about the hits to
the runtime cache.

¢ A summary of the total I/0
time is provided for each
logical file, as well as total
program time. However, the
program time is only valid if
the program is exited
immediately after processing is
complete.

Used when performance is an issue.

Helpful in determining where (in
what process or table) the majority
of the processing time is being
spent, how much data is being read,
etc.

& Note: When generating a log for
I/0 statistics, the log file is not
updated until the program is
exited and the user returns to the
menu. Also, since the program
time is part of the 1/O statistics,
the longer the user remains idle
within the application before
returning to the menu the
greater the program time
statistic is.

CTRON_DEBUG
_SQLTRACE

This option does not output
information to the Computron user
log. It enables a logging function
within the RDBMS system which
in turn generates a database
specific file.

< Note: In certain RDBMS
systems, such as Oracle, the
file output from the trace must
then be input to another
process to generate useable
information.

Used in cases where the
CTRON_DEBUG_DB log does not
provide any useful information and
processing within the RDBMS
layer needs to be analyzed.

It is usually used when working
with Technical or Development
personnel.

CTRON_DEBUG
_DB_CONNECT

This option provides information
about the RDBMS connection
such as the database name, the
server name, the database ID and
the database password to the user
log file.

Used in cases where users cannot
connect to the database. Certain
variables, such as the RDBMS
system not being available, should
be ruled out first.
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DEBUG OPTION

DESCRIPTION

COMMON USES

CTRON_DEBUG
EVALUATERULES

This option provides information
regarding how specific tables were
chosen based on the information
passed in the key from the
application and information in the
RDBMap. The evaluate_rules
logic generally applies only to
multi-tables RDBMaps, i.e., cases
where a single logical file in the
product translates to more than
one database table.

Useful in cases where it is
suspected that the wrong table is
being accessed, such as a table
containing header records instead
of the table with the trailer records.
It is also useful in situations where
custom RDBMaps are being used
but the process is not returning the
expected results.

It is usually used when working
with Technical or Development
personnel.

CTRON_DEBUG
_CSRANGE

This option provides information
about the CSRANGE query sent
by the program and the way it was
interpreted by the runtime.

Used in cases where performance is
an issue or unexpected or incorrect
results are being returned to the
application.

It is usually used when working
with Technical or Development
personnel.

CTRON_DEBUG
_SHOWSQL

This option provides a list of all
SQL statements used in the
process, without the additional
information generated when using
CTRON_DEBUG_DB.

It is used when you are only
interested in the SQL queries being
sent to the RDBMS system and
information such as access mode,
key of access, config values, etc are
not required.

CTRON_DEBUG
_CACHE_STATS

This option provides information
about caching that was performed
by the runtime, without the
additional 1/0 statistics. Cache
statistics are also provided in
CTRON_DEBUG_IOCOUNT

It is used when you are only
interested in the results of caching,
not in the 1/O statistics. It is useful
when configuring an application to
take advantage of database caching
when system memory may be a
consideration.

The “set -x” variable

“set -x” is a command that can be added to a shell script that outputs to either the screen or a redirected
file a line-by-line report of what is taking place in the script. It shows the variables read in the script, the
values used and decisions made in evaluation statements and the general path the script takes. It is useful
when trying to follow the logic of a script especially when the results of processing the script are not what
were expected. The “set -x” command can be enabled in some of the scripts used in the Computron
environment with the use of environment variables. This provides an alternative to manually editing the
script to add the “set -x” command and also provides for the output being directed to the user’s log file.

@ Note: Editing any Computron script is not supported.
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CSBATCH_DEBUG — Background Processing Debugging

The variable CSBATCH_DEBUG can be set to cause the activity from background processing to be
logged to the user’s log file. This logging is often useful in cases where background processing is not
functioning as expected. Refer to Section 6.7 of the System Administrators Guide for Unix for more
information on the user log file.

The syntax for enabling the logging of the background processing activity is:
CSBATCH_DEBUG="set -x”
export CSBATCH_DEBUG
One way to ensure that this is set correctly is to type:
echo $CSBATCH_DEBUG
If the variable is set, the shell should return the value:
set -X
Refer to the heading at the beginning of this section labeled “Generic Steps for Debugging” for the next

steps in using this option.

CSPRINT_DEBUG - Print Processing Debugging

The variable CSBATCH_PRINT can be set to cause the activity from print processing to be logged to the
user’s log file. This logging is often useful in cases where the printing process is not functioning as
expected. Refer to Section 5.1, “Computron Server Configuration Management - ADMINTOOLS,” of
the System Administrators Guide for Unix for more information on the user log file.

The syntax for enabling the logging of print processing is:
CSPRINT_DEBUG="set -Xx”’
export CSPRINT_DEBUG

A method to ensure that this is set correctly is to type:

echo $CSPRINT_DEBUG

If the variable is set, the shell should return the value:
set -X
Refer to heading the beginning of this section labeled “Generic Steps for Debugging” for the next steps in

using this option.

SCRIPT_PATH — various scripts

The variable SCRIPT_PATH can be set to cause the activity from a number of utilities to be logged to the
user’s log file. Refer to Section 6.7 of the System Administrators Guide for Unix for more information on
the user log file.
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Some of the utilities that evaluate the SCRIPT_PATH variable are:

4 cscron
csdb_install
update_dbfiles
csload_data
csunload_data
rdbmap_diff

The steps for processing with the SCRIPT_PATH method of logging are slightly different than with the
script logging, since the scripts listed above are not run from within the Computron application and these
processes cannot be run in an AUI session (VB or WEBdesk).

* & & o o

In this case, the following process should be used:
1. Export the debugging option(s) desired.

2. Truncate the user log file for the user who will be generating the log. This can be done with the
following command: > {user-log-name}. This causes the log file to be cleared, without
removing the file.

3. Run the script or process that calls the script. Remember to exit out of the application completely.
4. Review the log file.

The syntax for enabling the SCRIPT_PATH method of logging is:
SCRIPT_PATH="set -x”
export SCRIPT_PATH

A method to ensure that this is set correctly is to type:

echo $ SCRIPT_PATH

If the variable is set, the shell should return the value:

set -X
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6.5 RDBMap Format Maintenance

Overview of RDBMAP Format Maintenance

The Computron RDBMaps serve as an external schema that defines the tables in which Computron data is
stored. The RDBMaps are used constantly by the system to determine the location of the required data.

Computron software identifies required data by a logical name. The database map directs the system to
the physical location of the corresponding data. Relational database implementations require an additional
step in the data access process. The database map contains the name of the relational database, the
relational database management system (RDBMS) server and the location of the RDBMap file that
corresponds to the logical file name that is requested by the application. The RDBMap, in conjunction
with the RDBMS, provides the application with the physical location of the required data.

Introduction of RDBMAP Format Maintenance

Before maintaining an RDBMap, you must know the logical file names used by Computron applications.
Computron applications use Data Description Lists (DDLS) to identify data. DDLs are used as the name
of data fields on screens, windows and reports, as well as the location for the data in a relational database.
Information such as logical name, length and format is contained in the DDL. The RDBMap format is a
liaison between the Computron applications (thus, the DDLSs) and the relational database. The RDBMap
files describe the data stored in Computron tables to the applications and the data passed from the
application to the RDBMS.

< Note: The DDLs used by each Computron application are described in detail in the corresponding
application’s Technical Guide.

Computron creates RDBMaps for the files in each application using the Create from copw or Modify
from copw buttons. Creating RDBMaps should not be done by clients.

& Warning: Clients should only modify the User Interface Area of RDBMaps. The other columns are
the responsibility of Computron.
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RDBMAP Format Maintenance Window (KS1)

The RDBMAP Format Maintenance Window (KS1) identifies the RDBMap that you want to maintain.

RDBMAP FORMAT MAINTENANCE

File ©Options Tools Help

| B | T |0 ¥
Library Prefix CIGL Logical Filename - | EDGER

Select Fun Option
+ Process [ Print K.ey Definitions

; Esgﬁ:;ntgepm [~ Print Table Rules
™ GEMEX [~ Print Gap Warming

Database Map

File: EBPX 168G

Libray:  [CSDBMAP Access Code: [
Volume:  |DATA
GEMEX File
File: r
Library: —
Volume: |

Continue | Cancel | Walidate |

K51

RDBMAP Format Maintenance Window (KS1)

Library Prefix
Enter the Computron system prefix for the product associated with the RDBMap to maintain.
For example, ciap, cigl, csuv, etc.

Logical Filename
Enter the name of the logical file associated with the RDBMap to maintain.

Select Run Option
Enter the operation to perform. Valid options are:

Process — This option enables you to view the requested RDBMap online and modify the
different records connected to this file.

Report — This option produces a printed report that contains information about the RDBMap.
Information such as field definitions, key definitions, table definitions and gap warnings are
included on the report. The following three fields can be selected to add additional
information to the report. A single report in the user’s print queue is made up of several
RDBMap files when more than one RDBMap Report request is made before exiting the
RDBMAP Format Maintenance function.

Comment Report — This option is currently not available.
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GENEX - This option allows you to GENEX (Generalized External Interface) or import an
RDBmap into the Computron system. Enter the name of the new XMLMap in the XML
Filename field. This option is used with the GENEX File: File, Library and Volume fields,
defined later.

& Warning: This option should only be used with Computron supervision.
Default: Process

The following three fields apply only when the Select Run Option field is set to Report.

Print Key Definitions

Include in the report the Key record information. Key records describe the table indexes.
Valid options are:

M Print the Key record type details on the report.

O Do not include Key record information on the report.
Default: O

Print Table Rules
Include in the report the Table record information. Valid options are:

M Print the Table record type information on the report.

O Do not print the Table record information on the report.
Default: O

Print Gap Warning

Include on the report messages regarding discontinuity of defined fields, i.e., gap warning.
Valid options are:

M Print gap warning messages on the report.

O Do not print gap warning messages on the report.
Default: O

Database Map File: / Library: / Volume:
Enter the name and location of the database map that identifies the location of the RDBMaps.

Access Code
This field is currently not implemented.
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GENEX File File: / Library: / Volume:
Enter the name and location of the input file to create an RDBMap. This is used when you
select the GENEX option of the Select Run Option field. The file can be in either XML or flat
file format. The format of the file is defined by the RDBGENEX COPW and the rdbgenex
DDL or the rdbgenex XML map. The file layout provides for the following record types:

RDBMAP Format Maintenance Window (IL1)

Record Type Description

P Parameter record

T Table record

K Key information record
F Field information record
E Extended record

& Warning: These fields should only be used with Computron supervision.

To open the IL1 window, select the Process option for the Select Run Option field and then click
Continue.

RDBMAP FORMAT MAINTENANCE
File RLDEMaster Tools Help

A I ARSEEANEE S

List lﬁummar}l l Database Reselect ]

B{(=1Eq

Type|Description Total kodify Date| User

E  ExtendedInfo For TABLE LEDGER © 1 10/23/97 ¢

F Field Definitions for TABLE LEDGER: 50 11111797 (LM1
| Additional Info For TAELE LEDGER © 50 :10/23/97 DD
K Field Definition for KEY 0 B 10/23/97 DD
K. Field Defirition for KEY 1 g :10/23/97 DD
K. Field Definitian far KEY 2 B 10/23/97 DD
T Selection rules for LEDGER KEYO: 1 :02118/94 D52
T Selection rules far LEDGER KEY 1 1:02/118/44 D52
T Selection rules for LEDGER KEY 2 1 0218/84 D52
LCreate from copw Modify from copw

WARNINGI GAP FOUMD IM FIELD TPE FOR FIELD "LEDCLASZ" IM TABLE "LEDGER

IL1

RDBMAP Format Maintenance Inquiry/List Window (IL1)

6.5-4
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On the Summary tab, the system displays the filename, library and volume based on the information
entered into the Library Prefix, Logical Filename and Database Map fields on the KS1 window. These
fields are non-modifiable; however, it is important to verify that the RDBMap(s) listed is the one that you
intend to maintain or print.

To display a record, double click on it of highlight it and select one of the icons described in the table
below.

Type
There are five types of records associated with each RDBMap.
E — These records link logical file names to table names used by the relational database.

F — These records contain information connecting DDL field names and the columns in the
table.

I — These records contain information connecting internal development information (COBOL
names) and Column names.

K — These records contain index definitions.

T — These records contain rules that the application applies to locate the table where the data
is for the indexes.

To process your entry, use one of the following options.

< Note: Computron applications’ RDBMaps should only be modified under Computron Client
Support supervision.

Computron Options —
RDBMAP Format Maintenance Inquiry/List Window

Description

Exit — This option exits the Processing function of
RDBMap Format Maintenance.

Previous — Returns to the previous window without
exiting the RDBMap function.

More Data — Loads additional records in the UL1
window.

Create new records for the current RDBMAP file.

Modify existing records.

Removes existing records.

Creates a new record by duplicating an existing record.
You then modify it to form a unique record.

= | e o= B3R 5

T
=
L
=]
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Computron Options —

RDBMAP Format Maintenance Inquiry/List Window

Button

Description

P

Save — Fully implements the modifications to the
RDBMap. Specifically, this option verifies that table
records exist for all keys identified via the Table Create
Index check boxes on the KS2 window for Field records;
if corresponding table rules do not exist, the appropriate
checkbox is cleared () for that key. Also, where the
Known As Name field is blank (Field records and Key
records), this option populates the associated DDL name
into the field. Click this button after performing any of
the other functions to save changes to the RDBMap file.

reate from copw

Creates new Key, Field, Info and Extend records for the
RDBMap based on the file layout directories contained in
the current Computron software environment
(CIXXCOPW and CIXXCOPY [where CIXX represents
the system prefix entered on the RDBMAP Format
Maintenance Window (KS1)]).

& Caution! This option replaces any existing records.
Make a backup of the existing RDBMap file prior to
completing this function.

Validations: The following validations are performed
upon selection of this function:

This function verifies that the field type records account
for all bytes in the table row and no gaps exist between
the end of a defined field and the beginning of the next
field. Any discontinuity results in a Gap Warning
message on the window.

Defined fields are ordered by starting position in the row.
If fields are sequenced out of order, an error message is
displayed and the user must use the Modify from copw
option to resort the fields.

Modifies existing Key, Field, Info and Extend records or
creates new records where appropriate, for the RDBMap
based on the file layout directories contained in the
current Computron software environment.

Validations: This function verifies that the field type
records account for all bytes in the table row and no gaps
exist between the end of a defined field and the beginning
of the next field. Any discontinuity results in a Gap
Warning message on the window.

6.5-6
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The Headings that follow describe each record type in detail.

< Note: Clicking the Add button prompts you for the data required to create all types of records
simultaneously. Since the discussions that follow are specific to each record type, the Change button
was selected to capture window illustrations because only the applicable fields are displayed on
each KS2 window in this mode.

Extended (E) Records

The Extended (E) record associates the logical file name with the Table Name (up to eight characters) and
the Long Table Name where the application’s data is stored. This information is created by Computron.

RDBMAP FORMAT MAINTENANCE (=13
File Tools Help

e |6 | &| %

Filenarme : LEDGER Library : CIGLMAP Valume : 100MAP

Computron Releaze 100000 Rdbmap Yersion: (1.1 Map Sequence Mum : 1]
Table Type
™ Table
" Kep
" Field
™ Information

(* Extended Table Create |ndex

Table Hame : LEDGER
Long T able Mame: ILEDGER ENTRIES

=

1117171}
= n e B ey B S PR S ]
1
=

Continue | Cancel Walidate | |

k52

RDBMAP Format Maintenance Window (KS2) — Extend Records

Table Type
For an extended record, this is Extended (E).

Table Name

This is the eight character short table name used internally by the application and used in all
other records of the RDBMap files. It provides a short-hand alias for the actual table name
used in the RDBMS.

Long Table Name

This is the table name that the RDBMS uses to identify the table (maximum 18 characters). If
this field is left blank, the short table name (eight characters) is used.

Revised 11/06 6.5-7



System Administrators Guide - Unix
RDBMAP Format Maintenance

o )
e
s |

S

computron

o
c

Field Records

Field records establish the columns that compose the table. A single table can contain up to 250 columns.
Additionally, the key records that are to be used when creating indexes for this table are identified via

field records.

RDBMAP FORMAT MAINTENANCE

File Tools Help
e | B|%| ¥
Filename : LEDGER Library : CIGLMAP Walume : 100 MaP
Computron Release : 100000  Rdbmap Yersion: 1.1 ap Sequence Num : 1]
Table Type
™ Table
" ke
f* Figld
™ Infarmatian
" Entended T able Create |ndex
T able Mame : M1o8
able Name LEDGER ) 10
Fecord Length : E= ||: i ||: 112
[~ 5 [~ 13
[ & [ 14
[ 7 [~ 15
. [~ 18
Enter Database :
Continue | Cancel Walidate | | Create RDE table
KS2

RDBMap Format Maintenance Window (KS2) — Field Records

Table Type
For a field record, this is Field (F).

Table Name

This is the eight character (short) name that refers to this table.

Record Length
This is the total number of bytes in each row of this table.

Table Create Index

This identifies whether the index that corresponds to each possible alternate key should be

created for this table. Valid entries are:
M This key is in use.
O This key is not in use.

Default: O

= Note: If a Table record (T) doesn’t exist for a corresponding selected key, the box is
then cleared (OJ) upon saving the RDBMap changes from the RDBMap Format

Maintenance Inquiry/List Window (IL1).

Enter Database:

6.5-8
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This field is currently not implemented.

Create RDB table
This button is currently not implemented.

The format details of each column are displayed on the UL3 window.

RDBMAP FORMAT MAINTENANCE
File Options Tools Help

e |6 % | 52 |

] Summary ] ltems ]

T

Ter Len Dec Stat  Known az Name Claszes éct Blob  Ocr

[P [7 | [347 [SEQUENCE NUM K2 [ I Jo

FieIdlLenlDec|5tart|Known az Mame |EIasses|Active|Blob|Elcrl | ~
296 APPL_COMPAMT_ID 1]
299 WERSION_MLIKM

30 DRILL_BACK_SY'STEM

302 DRILL_BACK_DATA A
A7 TERT_DOC_MUM

325 DATA CLASS D k2

328 PALIMDEN_ID_K2

333 FISCAL_YEAR_KZ

337 FISCaL_PERIOD_K2

339 POSTIMG_DATE_K.2

(347 (SEQUEMCE_MURM_K2

—_

=] S SR R T u R PR R E ) B TR Y )

TEEEE R
{20 e Y s T s T T o Y e Y e e e

<

DOLAKnown Ax

uLs 1

RDBMAP Format Maintenance Window (UL3) — Field Records

Field
This is the type of data in this column. This data type corresponds to the format defined in the
DDL of the associated data.
= Note: The field types correspond to relational data types differently for each RDBMS
with which Computron’s software is interfaced. Refer to the appropriate appendix at the
end of this guide for a complete listing of the field type values and the corresponding
data types.
Len
This is the number of bytes this column occupies.
Dec
For numeric and decimal database data types, this is the number of digits accepted to the right
of the decimal point.
Start

This is the position in the application buffer where the data for this column begins.
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Known as Name

This is a descriptive name of the column name of this table (18 characters maximum). It
corresponds to the DDL name. The Known As Name must coincide with the Known As
Name entered in the key definition record. If left blank, the system applies the DDL name to
this field value upon saving changes from the RDBMap Format Maintenance Inquiry/List
(IL1) window.

Classes
This field is currently not implemented.

Active
This indicates the status of this column. Valid entries are:
Y/Blank — Indicates the column is defined in the table.
N — Indicates the column is not defined in the table.
Blob Switch
Binary Large Object (BLOB) Indicator field. A BLOB is a database type that is most often
used to represent indiscriminate data.
Occ

This column only applies in XMLMap Maintenance.

When you select the DDL/Known As button, the RDBMAP Field Format Maintenance Window (UL3)
displays. On this window, more information about each column displays.

DDL Name

This is the name of the field from the DDL.
Ordinal

This column is not in use.
Virtual

This identifies a column as a virtual column.
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Key (K) Records

Key records define the indexes for a table. The information is taken from the key definitions in the DDL.

RDBMAP FORMAT MAINTENANCE (=13
File Tools Help
e | B|%| ¥
Filename : LEDGER Library : CIGLMAP Walume : 100 MaP
Computron Release : 100000  Rdbmap Yersion: 1.1 ap Sequence Num : 1]
Table Type Key Murnber — Fey Mull ' alues
™ Table {+ Blank
(l'f: 4= [™ Duplicate Keys Allowed B Pes
Field [~ Man-Contiguous Keys Allawed
(oo on-Cartiguous Keys Allawe © Low Walues
" Entended T able Create |ndex
1 [ 3
[~ 2 [~ 10
[ 3 [ 1
[ 4 [~ 1z
[~ 5 [~ 13
[ & [ 14
[ 7 [~ 15
. [~ 18

i Continue | Cancel Validate | |

K52

RDBMAP Format Maintenance Window (KS2) — Key Records

Table Type
For a Key record, this field is Key (K).

Key Number

This is the table index being defined. Valid values are 0-16, where 0 (which does not display)
designates the primary index and 1-16 represent secondary indexes. The primary index
corresponds to the primary key in the DDL. The secondary indexes correspond to the
alternate keys in the DDL.

Duplicate Keys Allowed
This field determines whether duplicate values are allowed for this index. Valid options are:

M Index is not unique. Duplicate values are allowed.

O Index is unique. Values in the index must not be duplicated.
= Note: Duplicates are NOT allowed for the primary index of a table.
Default: O

Non-Contiguous Keys Allowed

This indicates whether the data columns that make up this index are adjacent to each other.
Valid options are:

M The data columns that make up the index are not contiguous.
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O The data columns that make up the index are contiguous.
Default: O

Key Null Values

This indicates what value is passed by the application to force the index columns to be stored
as null. Valid options are:

Blank — Indicates a value containing all spaces is considered null.

Zero — Indicates a value containing all zeros is considered null.

Low Values — Indicates a value containing low values is considered null.
Default: Blank.

The UL2 window identifies the columns that comprise the index to the table.

RDBMAP FORMAT MAINTENANCE
File ©Options Tools  Help

B | # 52

Dretail lﬁummary] [tems ]

Kep Type [P Keylength: |7 Key Decimal Pos: Key Position: 23
Known as Mame:  [SEQUEMCE NUM

Key| Key| Key| Key| Krown az Mame
3 1 DATA_CLASS D
3 4 Pal_INDEX_ID
4 3 LEDGER_YEAR
2 13 LEDGER_PERIOD
a 15 POSTING_DATE
7 23 (SEQUEMCE_MNUM

DDLAK nown A

Lz 1

RDBMAP Format Maintenance Window (UL2) — Key Records

Key Type
This is the type of data within the column. Types include:
¢ C —Character
¢ A - Alphanumeric
¢ N - Numeric
¢ D-Date
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¢ P -Packed

= Note: The key types correspond to relational data types differently for each RDBMS
with which Computron’s software interfaces. Refer to your database administrator for a
complete listing of the key field type values and the corresponding data types.

Key Length
This is the number of bytes this column occupies.

Key Decimal Pos
For numeric and decimal database data types, this is the number of digits accepted to the right
of the decimal point.

Key Position
This is the position in the application buffer where the data for this index begins.

Known as Name

This is a descriptive name for the DDL name that the RDBMS uses as the column name (18
characters maximum). The Known as Name entered when defining the index must coincide
with the Known as Name entered in the Field record (F).

When you select the DDL/Known As button, the RDBMAP Format Maintenance Window (UL2)
displays. On this window, more information about each column displays.

DDL Name
This is the DDL name for the column.

Table Rules

Table rules are used by the system to determine the name of the table where the data required by the
application is stored. Some DDLs describe more than one record type. When this occurs, the RDBMap
contains multiple Table records. When the application accesses the RDBMap via a key, these table rules
identify which Table the application is addressing. For example, the AP file, APREGHST, contains a
header (H) and a detail (L) record. In RDBMap Maintenance, the header record is identified as table,
APRGHSTH, and the detail record is identified as table, APRGHSTL. These rules, tell the application
which table to update or search.
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RDBMAP FORMAT MAINTENANCE
File Tools Help

s | °E || %
Filename : APREGHST Library : CIAPMAP Yolume : 10QMaP
Computron Release : 10,0000 Rdbmap Yersion: 1.1 tap Sequence Mum : a
Table Type K.ey Mumber
{+ Table
" Fep
" Field
" Information
(" Entended Table Create |ndex
1 9
2 [~ 10
3 1
[~ 4 12
[~ Table Start Switch rs [ 13
[~ E [~ 14
|w Table Direct Read ~ 7 [~ 15
[~ 8 [~ 18

Cancel Yalidate | |

K52

RDBMAP Format Maintenance Window (KS2) — Table Records

Table Type

For a Table Rules record, this is Table (T).

Key Number

A number zero (0) through sixteen (16), identifies the table index. The primary key is key
number 0 and does not display.

Table Start Switch

The Table Start Switch implies that the rules defined by this table record are to be evaluated.
A specific table is used to retrieve or receive the data when the application requires a set of
data. Valid options are:

M Evaluate the rules to determine a single table for the data.

O Extract data from all tables associated with the logical file name and perform a sort/merge
to identify the order of rows.

Table Direct Read

The Table Direct Read field indicates that the rules defined by this table record are to be
evaluated. A specific table is used to retrieve or receive the data when the application requires
a single data value. Valid options are:

M Evaluate the rules defined in this table record.
O Extract data from all tables associated with the logical file name.

= Note: The Table Start Switch and Table Direct Read field values can be overridden by
the applications.

6.5-14
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The rules that the application follows in order to select the table containing the required data are defined
on the UL1 window.

RDBMAP FORMAT MAINTENANCE

File ©Options Tools Help

B | o8| % 59| v

.Eletalll Eummary] Items ]

Field Hame Lengtt Pos  “alue Condi  Table Mame Al
[DEFAULT |0 [0 [ [EQ [2PRGHSTH [

Field Namel Lengthl PoslVaIuel Eonditionl Tahle Mame |Ar'u:| Ind|

RECTYFE 1. 26T Ef APRGHSTL
DEFALILT ¢

D:0: ‘EQ (APRGHSTH:

L

RDBMAP Format Maintenance Window (UL1) — Table Records

Field Name

Length

Pos

Value

This is the Data Description List (DDL) field name whose value is used to establish a table
rule. When “Default” is the value in this field, an “else” condition is being established. For
example, the APREGHST file table rule for the primary key is

RECTYPE 1 26 T EQ APRGHSTL
DEFAULT 0 O EQ APRGHSTH

is interpreted as “If the field RECTYPE equals T use the APRGHSTL (detail) table else use
the APRGHSTH (header) table.”

Enter the number of bytes to compare when evaluating this rule.

Enter the position, within the application buffer, where the value of this DDL field is found.
This position field must correspond to the Key Position indicated in the Key Record that
defines the selected key.

Enter the value to be used for comparison with the value of the DDL field passed by the
application buffer.

Revised 11/06
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Condition

Enter an operator used for comparing the value in the rule with the value passed by the
application buffer. Valid entries are:

EQ — This operator represents the rule “Value must equal the value passed by the application
buffer”.

NE — This operator represents the “Value indicated in the rule is not equal to the value passed
by the application buffer”.

Table Name
Enter the eight character (short) name of the table.

And Ind
This field is currently not implemented.

The Default Table Rule

All tables must be defined with a rule that is used when none of the rules satisfy the needs of the
application. This rule is always defined as the last rule in the Table record and contains the following field
values:

Field Name Default
Length O
Pos O

Value Blank
Condition EQ
Table Name Name of table to be used when no other rules

is appropriate.

Info Records

Information records link the table name and its column names to the internal development names
identified in Computron’s applications and COPW file layouts. This record is used primarily for
associating the internal development identification and DDL information with the tables defined in the
RDBMap file.
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File Tools Help
s | °E || %
Filename : LEDGER Library : CIGLMAP Yolume : 10QMaP
Computron Release : 10,0000 Rdbmap Yersion: 1.1 tap Sequence Mum : a
Table Type
™ Table
" Fep
" Field
@ |nformation
(" Entended Table Create |ndex
Table Name : AR
able Name LEDGER v 2 10
3 1
[~ 4 12
5 I~ 13
[~ E [~ 14
7 [~ 15
[~ 8 [~ 18
Cancel Yalidate | |
K52

RDBMAP Format Maintenance Window (KS2) — Info Records

Table Type
For Information records, this is Information (1).

Table Name

The eight-character table name associated with the logical file name identified by the

application.
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The UL4 window connects Computron’s internal development name and the Known as Name of each

column.

RDBMAP FORMAT MAINTENANCE
File Options Toals Help

e |5 # 52
Bt ] suray | s |
COBOL Mame

Calurmn Headings Text Dezcripition

|LEDGER-TIME-2

[SEQUENCE_WUM_K2 |

COBOL Mame

|EOIumn Headings

|TEHt Descripition

LEDGER-SYSTEM-COMPANY
LEDGER-DATABASEAVERSION
LEDGER-DRILL-BACK-SYSTEM
LEDGER-DRILL-BACK-O0THER-IMFO
LEDGER-EXT-TEXT-GLOE-MLUM
LEDGER-CLASS-2
LEDGER-ACCT-INDER-2
LEDGER-PERD-FISCAL-YEAR-2
LEDGER-PERD-FISCAL-FERIOD-2
LEDGER-POST-DATEC-2
LEDGER-TIME-2

LEDGER-GM=-SEQUEMCE-NUMBER POST_RUMN_SEQ_MUM

APPL_COMPAMY_ID
WERSION_MLIK
DRILL_BACE_SvSTEM
DRILL_BACK_DATA
TEXT_DOC_MUM
DATA_CLASS_ID_K2
Pal_INDEX_ID_k.2
FISCAL WEAR_K2
FISCAL_PERIOD_KZ
POSTING_DATE_K2

SECUEMNCE_MLIM_KZ

U4

RDBMAP Format Maintenance Window (UL4) — Info Records

COBOL Name

Enter the actual, hard-coded reference to values in this column of the table. These values are
identified in the COPW file layouts.

Column Headings

Enter the Known as Name that the RDBMS uses as the column heading of this table (18
characters maximum). The Column Heading entered must coincide with the Known as Name
entered in the field and key definition records.

Text Description

Enter a description (up to 30 characters) that describes this column.

6.5-18
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Report Option

A sample RDBMap Format report is shown here:

Computron Software, LLC

*
*
*
*
*

Mon May 21, 2007 11:10 AM *
*

RDBMAP Report for Schema LEDGER
Column Definitions

Table Name : LEDGER

Record Length 350

P Y

Page 1

LEDGER_ENTRIES

Active
DDL Name DBMS Known As Name DB Type Length Switch
LEDCLASS DATA_CLASS_ID CHAR 3
INDEXO PAI_INDEX_ID NUMBER 9
PERDCCYY LEDGER_YEAR NUMBER 4
PERDPP LEDGER_PER10D NUMBER 2
POSTDTC POSTING_DATE DATE 8
GLOBNUM SEQUENCE_NUM NUMBER 7
COMPNUM COMPANY_ID CHAR 3
CURRENCY  CURRENCY_ID CHAR 4
JOURNAL JOURNAL_ID CHAR 3
PERDCYD FISCAL_YEAR NUMBER 4
PERDPPD FISCAL_PERIOD NUMBER 2
BATCHNUM BATCH_NUMBER CHAR 9
TRANSNUM ~ TRANSACT ION_NUMBER CHAR 9
DETLNUM LINE_NUM UMBER 5
TREF1 HDR_REFERENCE1 CHAR 30
TREF2 HDR_REFERENCE2 CHAR 8
TREF3 HDR_REFERENCE3 CHAR 12
TREF4 HDR_REFERENCE4 CHAR 10
TREF5 HDR_REFERENCES CHAR 15
TRIFACE USER_INTERFACE CHAR 30 N
TRANDTC TRANSACT ION_DATE DATE 8
SRCTRNUM ~ SRC_TRANS_NUMBER CHAR 9
SOURCECO  SOURCE_COMPANY_ID CHAR 3
LDGERAMT LEDGER_AMT DECIMAL 15, 2
DETLREF LINE_REFERENCE1 CHAR 30
LDGPODRC POSTING_CCY_ID CHAR 4
LDGDLCUR DUAL_CCY_ID CHAR 4
LDGEROTH  OTHER_CCY_AMT DECIMAL 15, 2
LEDUNITS LEDGER_UNITS DECIMAL 15, 2
CREDATE CREATE_DATE DATE 8
CREATEID  CREATE_USER_ID CHAR 3
LDGERCRP  CORPORATE_AMT DECIMAL 15, 2
LDGDCTYP POSTING_TYPE_IND CHAR 1
LDGTRDRC ~ TRANS_CCY_ID CHAR 4
LDGTRCUR  TRANS_PRIME_CCY_ID  CHAR 4
LDGOTHAT ~ OTHER_AMT_IND CHAR 1
LDGDUAAT DUAL_AMT_IND HAR 1
LDGRTDTC ~ CURRENCY_RATE_DATE  DATE 8
LDGRSEQ POST_RUN_SEQ_NUM NUMBER 9
LDGSYSCO  APPL_COMPANY_ID CHAR 3
VERSION VERSTON_NUM NUMBER 3
DBACKSYS DRILL_BACK_SYSTEM CHAR 1
DBACKKEY DRILL_BACK_DATA CHAR 15
* Computron Software, LLC Mon May 21, 2007 11:10 AM *
- *
* RDBMAP Report fo *
* Column Def *
- *
Page 2 *
Active
DDL Name DBMS Known As Name DB Type Length  Switch
TEXTGLOB TEXT_DOC_NUM NUMBER 7
**% WARNING ! GAP FOUND ***
LEDCLAS2 DATA_CLASS_ID_K2 CHAR 3
INDEX2 PAI_INDEX_ID_K2 NUMBER 9
PERDCCY2 FISCAL_YEAR_K2 NUMBER 4
PERDPP2 FISCAL_PERIOD_K2 NUMBER 2
PSTDTC2 POSTING_DATE_K2 DATE 8
LDGTIME2 SEQUENCE_NUM_K2 NUMBER 7
* Computron Software, LLC Mon May 21, 2007 11:10 AM *
- *
* RDBMAP Report for Schema LEDGER *
* Index Definitions *
- *
*

Index Number: O

DDL Name

DBMS Known As Name

Index Null Value:

Page 3
Index Dups Allowed: N Non Contigous Allowed:

DB Type Length

LEDCLASS
INDEXO
PERDCCYY
PERDPP
POSTDTC
GLOBNUM

Index Number: 1

DDL Name

DATA_CLASS_ID
PAI_TNDEX_ID
LEDGER_YEAR
LEDGER_PERI0OD
POSTING_DATE
SEQUENCE_NUM

DBMS Known As Name

Index Null Value: B

CHAR
NUMBER
NUMBER
NUMBER
DATE
NUMBER

~NONDOW

Index Dups Allowed: Y Non Contigous Allowed:

DB Type Length

COMPNUM
CURRENCY
JOURNAL
PERDCYD
PERDPPD
BATCHNUM

COMPANY_ID
CURRENCY_ID
JOURNAL_ID
FISCAL_YEAR
FISCAL_PERIOD
BATCH_NUMBER

CHAR
CHAR
CHAR
NUMBER
NUMBER
CHAR

ONDAWAW
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TRANSNUM TRANSACT ION_NUMBER CHAR 9
DETLNUM LINE_NUM NUMBER 5
Index Number: 2 Index Null Value: B Index Dups Allowed: N Non Contigous Allowed:

DDL Name DBMS Known As Name DB Type Length

LEDCLAS2 DATA_CLAS! D_K2 CHAR 3

INDEX2 PAI_INDEX_ID_K2 NUMBER 9

PERDCCY2 FISCAL_YEAR_K2 NUMBER 4

PERDPP2 FISCAL_PERIOD_K2 NUMBER 2

PSTDTC2 POSTING_DATE_K2 DATE 8

LDGTIME2 SEQUENCE_NUM_K2 NUMBER 7

* Computron Software, LLC Mon May 21, 2007 11:10 AM *

* *

* RDBMAP Report for Schema LEDGER *

* Table Definitions *

- *
Page 4 *

Index Number: O Table Start switch: Y Table Dread switch: Y

d Name Length Pos Value Condition Table Name And Ind

1 EQ LEDGER

Index Number: 1 Table Start switch: Y Table Dread switch: Y

d Name Length Pos Value Condition Table Name And Ind

1 EQ LEDGER

Index Number: 2 Table Start switch: Y Table Dread switch: Y

d Name Length Pos Value Condition Table Name And Ind

1 EQ LEDGER
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6.6 XMLMAP Format Maintenance

Overview of XML and Computron

The Computron XMLMaps serve as external schemas that define the required structure of XML files. The
XML files are used by Computron’s Generalized External Interface (GENEX) for importing data into the
Computron data repository or exporting data from the repository. Prior to the introduction of the XML
technology, GENEX interfaces were available only for files in the flat file format. The XMLMap is used
as a schema to allow files in .xml format to be input into the Computron data repository using the
GENEX functions.

In order to use the XMLMaps, a specific entry must exist in the LGMAP file and the entry which points
to the XMLMAP directory must be “XMLMAP”.

Introduction to XMLMap Maintenance

Before maintaining XMLMaps, you must understand that there is a COPW and Data Description List
(DDL) associated with each XMLMap. For each complete COPW/DDL combination that Computron
GENEX functions use there is a corresponding XMLMap. The COPWs are COBOL file layouts
describing the required structure of the GENEX input file. Information such as file length, field lengths,
data types, valid values and required record types is contained in the COPW. The COPWSs used by each
Computron GENEX function are described in detail in the corresponding application’s Technical Guide.
The XMLMap is comparable to the DDL and is required in order to GENEX-in a file that is in .xml
format. If client-initiated changes are made to the user interface area of the DDL, the corresponding
XMLMap must be modified to reflect the changes.
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XMLMAP Format Maintenance Window (KS1)

The XMLMAP Format Maintenance Window (KS1) identifies the XMLMap that you want to view, print
or maintain.

AMLMAP FORMAT MAINTENANCE

File ©Options Tools Help

e 7B | & | 0s | %

#ML  Filename : on Wolume KHLHAP

Select Fun Option
+ Process [ Print K.ey Definitions
£ Feport [~ PFrint Table Rules

" Comment Repart : ;
™ GEMEX [~ Print Gap Warming

Database Map

File: EBPX 168G

Libray:  [CSDBMAP Access Code: [
Volume:  |DATA
GEMEX File
File: r
Library: —
Volume: |

Continue Cancel Walidate
| | |

K51

XMLMAP Format Maintenance Window (KS1)

XML Filename

Enter the name of the XMLMap to view, print or maintain. The XMLMap is the mechanism
by which the system identifies the data in the .xml document to import.

on Volume
This is the location of the XMLMaps. This volume must exist in the LGMAP.

Default: XMLMAP, which is set by the system.

Select Run Option
Select the operation to perform. Valid options are:

Process — This option enables you to view the requested XMLMap online and modify the
different records connected to this map.

Report — This option produces a printed report that contains information about the XMLMap.
Information such as XML tags and record IDs are included on the report.

Comment Report — This option is currently not available.

GENEX — This option allows you to GENEX (Generalized External Interface) or import an
XMLMap into the Computron system. Enter the name of the new XMLMap in the XML
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Filename field. This option is used with the GENEX File: File, Library and Volume fields,
defined later.

Default: Process

Print Key Definitions
This field does not apply to XML maps

Print Table Rules
This field does not apply to XML maps

Print Gap Warning
This field does not apply to XML maps

Database Map File: / Library: / Volume:

Enter the name and location of the database map that determines the location of this
XMLMap.

Access Code
This field is currently not implemented.

GENEX File: / Library: / Volume:
Enter the name and location of the input file to create an XMLMap. This is used when you
select the GENEX option of the Select Run Option field. The file can be in either XML or flat
file format. The format of the file is defined by the RDBGENEX COPW and the rdbgenex
DDL or the rdbgenex XML map. The file layout provides for the following record types:

Record Type Description

P Parameter record

T Table record

K Key information record
F Field information record
E Extended record
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XMLMAP Format Maintenance Window (IL1)

To open the IL1 inquiry/list window, select the Process option in the Select Run Option field and click
Continue.

AMLMAP FORMAT MAINTENANCE

File RODEMaster Tools Help
] ¢ [ IREEENL IR =]
List lﬁummary l Database Reselect ]

Type|Description

& Headsr Definition for YENDORS 04

E Extended Infa For TABLE TRAMSET 1:0912/M (S
E Extended Infa Far TABLE GHYENDRE 112/04/02 LA
E Extended Info For TABLE GMWHAST 1 12/06/02  WSM
E Extended Infa Far TABLE GHWEMNDCO 1:0/22/04 LS
F Field Definitions for TABLE GMVERDCO: 83 01/22/04 CS
F Field Defiritions for TABLE GMVENDRE: 54 (1209402 WSM
F Field Definitions for TABLE GHNWWAST © B7 1209402 WSM
| Additional Info For TABLE GWYEMDCO - 89 :01/22/04 CS

| Additianal Infa For TABLE GRYEMDRE @ 54 :12/04/02  :LA1
| Additional Info For TABLE GRYMAST EY 12/06/02 WSM
T Selection Rules 3:0312/m CS
Create fram copw Madify from copw
WARNINGH GAP FOUMD IM FIELD TYPE FOR FIELD "vaAVSEPCE" IM TABLE "GWYEMDCO" IL1

XMLMAP Format Maintenance Inquiry/List Window (IL1)

The system displays the file name and volume on the Summary tab based on the values in the XML
Filename, on Volume and Database Map fields on the KS1 window. These fields are non-modifiable;
however, it is important to verify that the XMLMap listed is the ones that you want.

< Note: Computron’s XMLMaps should not be modified except the User Interface Area.
Type
There are four types of records associated with each XMLMap. Valid entries are:

@ — Header record. This identifies the Extended record that lists the elements in the XML
document. Elements are equivalent to records in a flat file.

A — Alias records. These records are optional and translate a long tag name to a shorter
version.

E — Extended records. These records, except for the TRANSET, link GENEX file names to
table names used by the relational database. The TRANSET identifies the required records in
the GENEX file.

F — Field records. These records contain field definitions that describe each XML tag. The
XML tag corresponds to a field in the file updated or column in the database updated.
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T — Table records. These records contain the link between the record type and the XML
format. The record type identifies the type of data in the record and what format is used.

I — These records link the XML tag to the COBOL code name. These are for information
purposes only.

Options on the XMLMAP Format Maintenance Inquiry/List Window

Description

Exit — This option exits the IL1 window of XMLMAP
Format Maintenance.

Previous — Returns to the previous window without
exiting the XMLMAP function.

More Data — Loads additional records in the UL1
window.

Create new records for the current XMLMap.

Modify existing records.

ErlEEE =l

Remove existing records.

T U
'E'II
L
—

Create new records by duplicating an existing record and
modifying it to form a unique record.

I

Save — Fully implements the modifications to the
XMLMap. Click this button after performing any of the
other functions to save changes to the XMLMap.

Rewritten 11/06
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Options on the XMLMAP Format Maintenance Inquiry/List Window

Button Description

Create new Field, Info and Extend records for the

XMLMap based on the file layout directories contained in
the current Computron software environment
(CIXXCOPW and CIXXCOPY [where CIXX represents
the system prefix entered on the XMLMAP Format
Maintenance Window (KS1)]).

& Caution! This option replaces any existing records.
Make a backup of the existing XMLMap prior to
completing this function.

Validations: The following validations are performed
upon selection of this function:

+ This function verifies that the field type records
account for all bytes in the file record and no gaps
exist between the end of a defined field and the
beginning of the next field. Any discontinuity results
in a Gap Warning message on the window.

¢ Defined fields are ordered by starting position in the
row. If fields are sequenced out of order, an error
message is displayed and the user must render the
Modify from copw option to resort the fields.

Modify existing Field, Info and Extended records or
creates new records where appropriate, for the XMLMap
based on the file layout directories contained in the
current Computron software environment.

Validation: This function verifies that the field type
records account for all bytes in the file record and no gaps
exist between the end of a defined field and the beginning
of the next field. Any discontinuity results in a Gap
Warning message on the window.

The headings that follow describe each record type in detail. The fields described for each record type are
only the fields that apply to that record type.
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@ (Header) Record

The @ (Header) record points to the Extended record containing the list of formats that make up the
GENEX file. Usually this record points to TRANSET. There is only one of these for the XMLMap.

XMLMAP FORMAT MAINTENANCE (=13
File Tools Help
PR | & %
Filename : GMWEMDOR Library : K Wolume : HhLMAP
Computron Feleaze : 10.00.00 Fidbmap Yersion: 1.1 Map Sequence Mum : 0
Table Type
" Table
" ke
" Field
" Inkarmatian
" Extended
* Header
™ Alias
DTD Type
Doc Element Mame:  [VENDORS ~ oD
First Parent E-rec: TRAMSET " Schema

Default Element:

CTD Reference:

[ Mixed case names

I

I
Comment Line 1: |
Comment Ling 2: |
I

Comment Line 3:

Continue | Cancel Yalidate | |

KS2

XMLMAP Format Maintenance Window (KS2) — @ Record

Table Type
For an @ record, this is set to Header.

Doc Element Name
This is the name of the GENEX file this XMLMap describes.

First Parent E-rec
This is the name of the Extended record that contains the list of record types for this GENEX
file. The value in this field is generally TRANSET.

Comment Line 1, Comment Line 2, Comment Line 3
These three fields contain descriptive information about this XMLMap.
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Extended Records

The Extended record contains the list of formats that make up a particular type of GENEX file entry
(TRANSET, etc.) or a description of the format.

There are two types of Extended Records:

¢ The first type of Extended record is the TRANSSET. It contains the list of records that
make up the whole GENEX file. Required formats are followed by a question mark (?).

For example, for GNVENDOR or BATCHCST, etc., the formats in the Element List field are all or
mostly required (AND). For GNVOUCHR or BATCHITM, etc., the TRANSSET describes the types of
transactions that are GENEXed into the system. These formats are OR included. There are further
Extended records that describe what formats make up these transaction types.

XMLMAP FORMAT MAINTENANCE (=13
File Tools Help
PR | & %
Filename : GMWEMDOR Library : K Wolume : HhLMAP
Computron Feleaze : 10.00.00 Fidbmap Yersion: 1.1 Map Sequence Mum : 0
Table Type
" Table
" ke
Table Narme : TRAMSET | Data Record W Transaction Marker | Figig
Fow Table Mame:  [TRANSACTION SET| " Information
Element List: ? ? 9 2 B
; |GMWMAST?, GNVENDCO?, GMNVEMDRE? ' Meseks
| ™ Alias

Doc Element Mame: |

Default Element: |

Continue | Cancel Yalidate | |

KS2

XMLMAP Format Maintenance Window (KS2 X) — TRANSSET Extended Record
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+ The second type of Extended record contains the list of formats that makeup one
transaction. The optional record types are followed by an asterisk (*).

For example, the GNVENDOR or BATCHCST E records, other than the TRANSET, identify the
multiple types of records needed to create a vendor or customer. The GNVOUCHR or BATCHITM E
records, other than the TRANSET, identify formats that comprise one transaction or identify the types of
records needed to create one transaction.

XMLMAP FORMAT MAINTENANCE (=13
File Tools Help
e | B|%| ¥
Filename : GMYOUCHR Library : . Yolume : HLMAR
Computron Releaze : [10.00.00 Rdbmap VYersion: 1.1 Map Sequence Mum 1]
Table Type
™ Table
™ Kep
Table Name : DEVOLUCH [~ Data Record [ Transaction Matker | ¢ Figld
Fow Table Mame:  [DEBIT YOUCHER ™ Information
. f* Eutended
Elgment List: | GHYOUCHY, GNYOUCHE™, GNWOUCHD®, INTERCDI™, ® [Hemik
|GNVOUCYT®, GMWOUCHL " Alias

Doc Elemnent Name: |

Default Element: |

Continue | Cancel Walidate | |

KS2 ¥

XMLMAP Format Maintenance Window (KS2) — Extended Records

Table Name
This is the eight character XMLMap name.

Table Type
For an E record, this is Extended.

Row Table Name

This is the description of what type of GENEX input this is. For example, for the E record for
DBVOUCH or ARITEM, this is the type of transaction. For GNVOUCHY or BATCHL, this
is the description of the type of record.

Element List

This field is only used when the E record describes a group of formats that comprise a
complete GENEX input (usually multiple records with various formats). This is the list of
record formats that make up this type of GENEX input. Because not all the records (fields of
data) of an input are used at every client installation, GENEX files are broken down into
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multiple records each containing some of the data for a complete GENEX input. Sometimes,
the difference between one format and another is that they are different records for different
files, e.g., the GENEX file for vendors, assets, customer, etc. Sometimes the difference
between one format and another is that some of the data is optional and therefore in a
different record, e.g., the GENEX file for vouchers, items, GL transactions, etc.

TRANSET Extended Record

TRANSET is a special E record that identifies the list of formats needed to complete the GENEX file.
Sometimes the TRANSET points to another Extended record which contains this list, e.g., the
BATCHITM TRANSET record points to the ARITEM E record.

In the example of GNVOUCHR, the TRANSET Element List field includes DBVOUCH?, CRVOUCH?,
POVOUCH? PAYMENT?. Each of these is a transaction type, debit voucher, credit voucher, PO voucher
or payment. You only need one of these transaction types to have a complete transaction. When you look
at the DBVOUCH Extended record, the Element List field includes the formats GNVOUCHYV,
GNVOUCHE*, GNVOUCHD*, INTERCDI*, GNVOUCVT*, GNVOUCHL*. All except the first one is
optional.

XMLMAP FORMAT MAINTENANCE (=13
File Tools Help
PR | & %
Filename : GMWOLUCHR Library : K Wolume : HhLMAP
Computron Feleaze : 10.00.00 Fidbmap Yersion: 1.1 Map Sequence Mum : 0
Table Type
" Table
" ke
Table Narme : TRAMSET | Data Record [ Transaction Marker | Figig
Fow Table Mame:  [TRANSACTION SET " Information
Element List: ? ? ? ? 2 B
; IDEVOUCH?, CRVOUCH?, POVOUCH?, PAYMEMNT? ' Meseks
| ™ Alias

Doc Element Mame: |

Default Element: |

Continue | Cancel Yalidate | |

KS2

XMLMAP Format Maintenance Window (KS2) - TRANSET Extended Record
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Field Records

Field records identify the XML tags and their relationship to the DDL fields.

XMLMAP FORMAT MAINTENANCE

File Tools Help
e 7B | & %
Filename : GMWEMDOR Library Wolume FhLMAP
Computron Releaze : 10,0000  Rdbmapersion: 1.1 ap Sequence Mum 0
Table Type
™ Table
" Key
f+ Field . ™ MonContiguous Keys Allowed
™ Information
" Extended
T able Mame : GHWYENDCO
Record Length : 2000
Cancel Walidate | | Create RDBE table
KS2

XMLMAP Format Maintenance Window (KS2) — Field Records

Table Type

For F records, this is Field.
Table Name

This is the eight character name of the GENEX format for this XMLMap.
Record Length

This is the total number of bytes in each record of this file, excluding tags.

& Note: This field may be extracted from the COPW file layout of the corresponding
logical filename via the Create from copw function available from the XMLMAP
Format Maintenance Inquiry/List Window (IL1).

The format details of each field are displayed on the UL3 window.
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AMLMAP FORMAT MAINTENANCE

File Options Tools Help
e[ o8 % # |52
: l Summary ] Items ]
i

Tyg Len Dec Stat  Known as Mame Clazzes At Blob Oor
[C [z [ [s21 [wew RECIPIENT ID [ [ a
Fielu:l| Len| Dec| 5tart| Known as Mame |Ela$$es|ﬂ«ctive|Eluh| I:h:r| | s
C 477 AN UUSER_IMTERFALCE n:n

C 1 A7 WITHHOLD _TYPE n:n

C 1 520 WITHHOLDIMG_CODE n:n

C an 531 CERTIFICATE_MUMEER 0:n

C 1 B11 walVER_TYPE n:n

0] g BE12 ExPIRATION_DATE 0:n

C 1 B20 WTx_REC_CLASS 0:n

C 4 B2 WTH_OWHER_ID 0:n

C 120 799 WTx_USER_IMTERFALCE ¥ n:n

C 2 919 AN _COUMTRY_ID n:n

C 2 Y RECIPIENT_ID i 0l v
DOLAKnown As

L3 1

XMLMAP Format Maintenance Window (UL3) — Field Records

Field
This is the type of the data. For example, C = character, D = date, U = unsigned numeric, etc.
Packed fields are not allowed in a GENEX file.

Len
This indicates the number of bytes this field occupies.

Dec
For numeric and decimal data types, this is the number of digits accepted to the right of the
decimal point.

Start

This is the start position of the field in the input record.

Known as Name
This is the XML tag for this field.

Classes
This field is currently not implemented.

Active
This indicates the status of this field. VValid entries are:

Y/Blank — This indicates that the field is in use.
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N — This indicates that the field is not in use. Typically, the user interface area is released as
inactive. If your installation uses the user interface area to GENEX in proprietary data, this
setting must be changed and the DDL and XML map must also be changed.

Blob
This is not used for GENEX files.

Occ

This is an “occurs” value. When multiple fields of data are formatted the same and contain
basically the same data, all the fields could be described by one field occurring a number of
times (occurs array). This feature is rarely used in GENEX formats.

Table Rules

Table rules are used by the system to tie the record type to the record format.

XMLMAP FORMAT MAINTENANCE
File Tools Help

e[ °E || %

Filename : GMWEMDOR Library . Wolume FhLMAP

Computron Releaze : 10,0000  Rdbmapersion: 1.1 ap Sequence Mum 0

ey Mumber

Table Type

(* Table

" Key

" Field

™ Information
" Extended

™ MonContiguous Keys Allowed

Cancel Walidate | |

K52

XMLMAP Format Maintenance Window (KS2) — Table Records

Table Type
For the T records, this is Table.
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The rules that the application follows in order to determine the table required are defined on the UL1
window. For each record type (Value) there is a corresponding Table Name (format). The Field Name
identifies which field contains the Value.

XMLMAP FORMAT MAINTENANCE M=
File ©Options Tools Help
B | o8| % 59| v
D ||] Summary | ltems |
Field Hame Lengtt Pos  “alue Condi  Table Mame Al
[RECORDTY |1 RE [EQ [GWvENDCOD [

Field Mame | Lengthl F'osl'v'aluel Ennditionl Tahble Mame |And Ir'u:ll
RECORDTY 1:11 41 ECl GHWMAST

RECORDTY 1:11:2 EQ GMYEMDRE
RECORDTY: 1:11:3 :EO (GMWEMDCO:

L

XMLMAP Format Maintenance Window (UL1) — Table Records

Field Name
This is the Data Description List (DDL) name of the field containing the value used as the
record type.

Length

This is the number of bytes of the record type field.
Pos

This is the position in the record where the value can be found.
Value

This is the value of the record type to equate to the format.
Condition

This is the operator used for comparing the value in the rule with the value passed by the
XML document. Valid values are:

EQ — This operator represents the rule, “Value must equal value passed by the XML
document.”
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NE — This operator represents the rule, “Value indicated in the rule is not equal to the value
passed by the XML document.”

Table Name
This is the name of the format that corresponds to this record type.

And Ind
This field is currently not implemented.

Info Records

Although Information records are displayed in the XMLMap, GENEX functions do not use this
information.

Alias Records
Alias records are used for two purposes. This type of record is in a limited number of XMLMaps.

+ To assign a name to a field that’s name is longer than the allowed 18 characters of “known-
as” names.

+ To simplify the naming of group items, e.g., address is a group of street, city, state and zip.

XMLMAP FORMAT MAINTENANCE =T
File ©Options Help

Be 8| % | # |5¢/ |

Dretail lﬁummary] [tems ]

Aliaz Mame |POD
Expanded Mame: [P0 DATA

Aliaz Name| Expanded Namel
ckd check_data

poi d po_ data
gzt gst_data

L5

XMLMap Format Maintenance Window (IL1) — Alias Record
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Report Option

A sample XMLMAP Format report is shown here:

<IELEMENT vendors (transaction_set )>

<IELEMENT transaction_set (ap_vendor?, vendor_company?, vendor_remit?)>

<IELEMENT vendor_remit (vendor_id?, record_type?, remit_id?,
company_id?, sequence_id?, vendor_id_v1?, remit_id_vl?, active_status_ind?,

?, address_linel?, address line2?, address 1ine3?, city_name?,
_code?, country_id?, telephone number?, contact name?,
inel?, text_line2?, text_line3?,
nterface?, add_change_ind?, model_key?,
Iternate_namel?, alternate_name2?,

?, vat_acct_id?, vat_id2?,

reference_1?, other_text?, text
record_class?, owner_id?, user.
proc_ind?, external_hold_ind
X ind?, default_ccy_id?
vat_acct_id2?, ap_acct_id?, cash_acct
vat_origin_ind?, home country_ld') mterchg d_qu
org_ld_qual’7 org_id?, internal_reference?, exclusive_comp_id?, fax number?,
telephone_extn?, govt_registration?, email_address?)>
<IELEMENT ap vendor (vendor_id?, record_type?, remit_id?,

company d?, sequence_id?, vendor_id_v1?, active_status_ind?,

secur evel?, sort_name?, soft_key?, soft_key2?, name_linel?,

name_ ne27 reference_1?, hold_pmt_ind?, hold_pmt_amt?, grou

employee one_time_vend_ind?, ap_1099_id?, ap_1099_form2_id?,

customer. ?, duns number?, check _dup_vou_ind?, check_dup_invc_ind?,

check_dup_soft_key?, vat_cash_accr_ind?, chk_cr_bal_b4_pmt?,
d?, num_invcs_per_chk?, record_class?, owner_id?, tax_id?,

check_corp_bal
user_interface?, last_invoice_date?, last_pa
model_key?, short_name?, proc_ind?, external_hol
bkup_withhold_pct?, ap_1099_2nd_tin?, ap_1099_2nd n_dt?,
ap_1099_name_ctl?, auto_voucher_ind?, po_required_ind?, on_hold_for_po_ind?,
collective_vendor?, sub_contractor_ind?, certificate_type?,
certificate_number?, certificate_date?, expire_date_ind?,

match_tolerance_| id’). update_catalog_ind?, ap_1042_country_id?,

date?, add_change_ind?,
d?, ap_1099_name?,

deduEt_wFld_lnd?)>
<IELEMENT vendor_company (vendor_id?, record_type?, remit_id?,
company_id?, sequence_id?, vendor_id_v1?, company_id_v1?, company_id_v2?,

factor_id?, active_status
separate_check 5
payment_method_id?, category_id?, sub_category_id?,
standard_msg?, standard_msg2?, std_distrib_id?, vat_id?, vat_acct_id?,
vat_id2?, vat_acct_id2?, check_sort_group?, record_class?, owner_id?
user_interface?, last_invoice_date?, last_paid_date?, add change nd"
model_key?, std_distrib_ind?, proc_ind?, trade_acct_id?, ship_via_id?,
sh i id?, incr_loss_acct
antic_acct_ |d7 cr_note_ net ? ? acct_id?, whid
whld_acct_id2?, vav_sep_check_id?, payment_ccy_id?, vav_pmt_mthd_id?
vav_cat_id?, vav_sub_cat_id?, vav_vat_id?, vav_vat_acct_id?, vav_) vat id2?,
vav_vat_acct_id2?, ap_1099_id?, ap_1099 form2_id?, hol _pmt_ ind?,
hold_reason_ misc_reference_1?, misc_reference_2?, misc_reference_3?,
misc_reference_4?, vav_ap_acct_id?, vav_cash_acct_id?, discount_acct_id?,
antic_disc_acct_ |d‘7 trade_disc_acct_id?, hold_back_: acct id?,
dr_po_type_ind?, cr_po_type_ind?, batch_id?, vav_rec_class?, vav_owner_id?,
vav_user_interface?, withhold_type?, withholding_code?, certificate_number?,
waiver_type?, expiration_date?, vtx_rec_class?, vtx_owner_id?,
vtx_user_interface?, vav_country_id?, vav_recipient_id?)>

<IELEMENT active_status_ind (#PCDATA)>

y_level?, ap_acct_id?, cash_acct_id?,
fault_ccy_id?,

ind?, secur
d?

<IELEMENT address_linel (#PCDATA)>
<IELEMENT address (#PCDATA)>
<IELEMENT (#PCDATA)>
<!ELEMENT add_change_ind (#PCDATA)>
<IELEMENT alternate_namel (#PCDATA)>
<IELEMENT alternate_name2 (#PCDATA)>
<IELEMENT antic_acct_id (#PCDATA)>

<IELEMENT antic_disc_acct_id (#PCDATA)>
<VELEMENT ap_1042_country_id  (#PCDATA)>
<VELEMENT ap_1042_recip_code  (#PCDATA)>

<VELEMENT ap_1099_2nd_tin (#PCDATA)>
<IELEMENT ap_1099_2nd_tin_dt (date)>

<VELEMENT ap_1099_form2_id (#PCDATA)>
<VELEMENT ap_1099_id (#PCDATA)>
<VELEMENT ap_1099_name (#PCDATA)>
<VELEMENT ap_1099_name_ctl (#PCDATA)>
<VELEMENT ap_1099_remit_id (#PCDATA)>
<VELEMENT ap_acct_id (#PCDATA)>
<IELEMENT auto_voucher_ind (#PCDATA)>
<IELEMENT batch_id (#PCDATA)>

<IELEMENT bkup_withhold_pct  (#PCDATA)>

<VELEMENT buy_from_i (#PCDATA)>
<IELEMENT cash_acct_ (#PCDATA)>
<IELEMENT category_id (#PCDATA)>
<IELEMENT certificate_date (date)>

<IELEMENT cate_| _number (#PCDATA)>
<IELEMENT icate_type (#PCDATA)>

<IELEMENT check_corp_bal_ind  (#PCDATA)>
<IELEMENT check_dup_invc_ind  (#PCDATA)>
<YELEMENT check_dup_soft_key  (#PCDATA)>
<YELEMENT check_dup_vou_ind (#PCDATA)>
<IELEMENT check_sort_group (#PCDATA)>
<IELEMENT chk_cr_bal_b4_pmt (#PCDATA)>
<IELEMENT city_name (#PCDATA)>
<IELEMENT collective_vendor (#PCDATA)>

<IELEMENT company. (#PCDATA)>
<IELEMENT company_id_v1 (#PCDATA)>
<IELEMENT company_id_v2 (#PCDATA)>
<IELEMENT contact_name (#PCDATA)>
<IELEMENT contact_name2 (#PCDATA)>
<IELEMENT country_id (#PCDATA)>
<IELEMENT cr_note_net_ind (#PCDATA)>
<YELEMENT cr_po_type_ind (#PCDATA)>
<YELEMENT customer_id (#PCDATA)>
<YELEMENT deduct_whld_ind (#PCDATA)>
<YELEMENT default_ccy_ (#PCDATA)>
<IELEMENT discount_acct_id (#PCDATA)>
<IELEMENT dr_po_type_ind (#PCDATA)>
<IELEMENT duns_number (#PCDATA)>
<IELEMENT eft_vendor_ind (#PCDATA)>
<IELEMENT email_address (#PCDATA)>
<IELEMENT employee_id (#PCDATA)>
<IELEMENT exclusive_comp_id (#PCDATA)>
<IELEMENT expiration_date (date)>

<IELEMENT expire_date_ind (#PCDATA)>

<IELEMENT external_hold_ind (#PCDATA)>
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<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<IELEMENT
<ITELEMENT
<IELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<IELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<ITELEMENT
<IELEMENT
<ITELEMENT
<IELEMENT
<ITELEMENT
<IELEMENT
<IELEMENT
<IELEMENT
<IELEMENT
<IELEMENT
<IELEMENT
<IELEMENT
<ITELEMENT
<IELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<ITELEMENT
<IELEMENT
<IELEMENT

factor_id
fax_number
float_days
govt_registration
group_id
hold_back_acct_id
hold_pmt_amt
hold_pmt_ind
hold_reason_
home_country_|
incr_gain_acct_id
incr_loss_acct_id
interchg_id
interchg_id_qual

i eference

last_paid_date
match_tolerance_id
misc_reference_1
misc_reference_2
misc_reference_3
misc_reference_4
mode

one_ 1\
on_hold_for_po_ind
org_

org_id_qual
other_text
owner_id

paid_on_po_ind
payment_ccy_id
payment_method_id
po_required_ind
proc_ind
record_class
record_type
reference_1
remit_id
remit_id_vl
rise_security_lvl
security_level
separate_check_ind
sequence_id
ship_term

short_name
soft_key
soft_key2
sort_name
standard_msg
standard_msg2
state_id
std_distrib_id
std_distrib_ind
sub_category_id
sub_contractor_ind
tax_id
telephone_extn
telephone_number
terms_id
test_for_held_inv

trade_acct_id
trade_disc_acct_id
update_catalog_ind
user_interface
vat_acct_id
vat_acct_id2
vat_cash_accr_ind
vat_id
vat_id2
vat_origin_ind
vav_ap_acct_id
vav_cash_acct_id
vav_cat_id
vav_country_id
vav_owner_id
vav_pmt_mthd_id
vav_recipient_id
vav_rec_class
vav_sep_check_id
vav_sub_cat_id
vav_user_interface
vav_vat_acct_id
vav_vat_acct_id2

t

vendor_id_v1l
vtx_owner_id
vtx_rec_class
vtx_user_interface
waiver_type

_id2
withholding_code
withhold_type
zip_code

(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(date)>

(date)>

(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>
(#PCDATA)>

date (month, day, year)>

month (#PCDATA)>
day  (#PCDATA)>
year (#PCDATA)>
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6.7 UEXMAP Format Maintenance

Overview

The Computron UEXMAP files serve as external schema that defines the required structure of runtime
User Exit files that are used in interfacing with custom applications. The records of the UEXMAP file are
used to map the runtime to the custom interface program.

Please contact Computron for information regarding creating runtime UserExits.
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6.8 Server Log Files

Introduction to Server Log Files

In the Computron Unix implementation, there are a number of different log files that are updated with
information useful for tracking and analyzing the processing on the application server. This section
identifies various log files and describes the type of information they contain and how and when they are
updated.

User Log File (user_xxx)

For each user running the Computron application, a log file unigue to that user’s ID is created. For
releases prior to 7.0, the user log files were by default located in the /tmp directory and the file naming
convention was “ctron_log_q{userid}”. As of 7.0 the log files are contained in the directory
$CTRON_ROOT/var/logs and the file naming convention is “user_{userid}”. The file is owned
by the user and is in the ctron group. It gets trimmed by the cscron process (Refer to Section 5.8 of
the System Administrators Guide for Unix for more details concerning the cscron function.).

The user log file is written to by the runtime. Unless specific debugging options are set in the processing
environment, only error messages are output to the log. If no debugging is enabled and there are no
irregularities in the environment, within the applications or improper processing by the user (e.g. aborting
out of a process abnormally, or exiting an AUI session improperly), the user’s log file remains empty.

As mentioned above, there are various debugging options available to the user. These options cause
different types of information to be written to the user’s log file. (Refer to Chapter 6 of the System
Administrators Guide for Unix for more details concerning debugging options.)

Background Processing Log File (csengd.log)

As of release 7.0, the recommended implementation for background processing is the functionality known
as cseng. Depending on the logging level enabled, information can be written to a log file specifically
created for this purpose. The log is located in $SCTRON_ROOT/var/ logs and the name of the log file is
csenqd. log. The file is owned by ctronsys and is in the ctron group. (Refer to Chapter 5.2 of the
System Administrators Guide for Unix for more details concerning csenq and logging levels for
csenq.)

CSSERVE Log File (csserve.logfile)

This log file contains information about the csserve processes running on the server and is written only
when logging is enabled in the csserv. conf file, a file located in $CTRON_EXEC/_ctron_. The
entry that enables logging and also identifies the file being logged to is:

LOGFILE={/tmp/csserve.logfile}

Revised 11/06 6.8-1
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It logs connects and disconnects for the csserve processes in that environment, as well as information
about when services get started and some other details. It is owned by root and as illustrated in the
example of the csserv.conT entry, itis typically located in the /tmp directory.

Audit Log File (audit_log)
The audit_log file gets updated by two main processes:

create_db All of the functions that are part of the RDBMS create_db utility
write a record of the processing command, the results of the
command, the date/time stamp, user ID, process ID, and any errors
encountered to the audit_log file. The same information is also
written to the user’s log file.

cshidclr When the holdlist is cleared, the audit_log file gets updated with
the cshldclr command used, the date/time stamp, the user
running the command, the user’s process ID, and the key to the
holdlist records that were cleared.

The audit_log file is located in $CTRON_ROOT/exec/_ctron_. The file is owned by ctronsys
and is in the ctron group. This log is truncated by cscron to the number of lines specified in the line
in cscron beginning “truncate_AUDITLOG”, which is, when released, set to the value 50,000.

System Log File (sys_log)

As of the 7.0 release, only a few processes write to the sys_1og file. These are the
truncate_tables and drop_tables utilities but only when certain types of errors are
encountered. The RDBMS runtime writes to this log if there is a problem deleting the runtime cache. The
information written to this log file may be expanded in future releases.

6.8-2 Revised 11/06
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Appendix A: Printer Setup

Introduction to Printer Setup

Computron uses the printer control files, LPMAP, PRMAP and FORMS to direct output from the
applications to the Unix Ip print service. The files contain information that enables the system to
translate the parameters accompanying a print request from a Computron application into Unix Ip and
I pstat commands. The control files are located inthe /. . . /exec/_ctron_/wisp/config
directory (where /. . . represents the directory name of the file system where the Computron software
resides) and can be edited using a text editor such as vi. Each file is described in detail below.

< Note: Any printer that is intended for use with a Computron application must first be configured and
operational within the Unix environment.

File Descriptions

LPMAP

The LPMAP file lists the user-defined print classes to be used by Computron applications. These print
classes control the printer characteristics to set for the print job. The layout of the file is as follows:

+ twenty six print classes can be defined in LPMAP;

+ each line of the file defines one print class;

+ print class entry (A-Z) is entered as the first character of each line;

+ the second character of each line is always a space;

+ the remainder of the line is the class specific printer option to be used.

Example:
A -0 no banner
B -o draft
Z -d Ip O
PRMAP

The PRMARP file defines logical printers used by Computron applications. This file defines the printer
numbers used by Computron applications. Printer numbers determine the Ip print service device to which
print files are routed. The file layout is as follows:

¢ up to 254 Printer Numbers can be defined in PRMAP;

¢ each line of the file defines one printer number;

+ the first three characters of each line consist of the printer number entry (001-254);

# aspace is entered as the fourth character of each line;

+ the remainder of the line is the destination option (-d) to the Ip command and printer as
defined in the Ip print service.
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Example:
001 -dIpO
002 -dIp2
254 —dlp#
Forms

The FORMS file defines FORM_NUM codes that are used by the WISP Command Processor (accessible
from Computron applications). FORM_NUM codes correspond to predefined printer options such as
characters per inch, font, landscape, portrait, etc. The structure of the FORMS file is as follows:

¢ up to 254 printer FORM_NUM codes can be defined in the FORMS file;

¢ each line of the file defines one code;

¢ anumerical entry (001-254) representing the FORM_NUM code constitutes the first three
characters of each line;

+ the fourth character of each line is always a space;

+ the remainder of the line is the option name defined in the Ip print service, or options as
they would be entered as part of an Ip command at the Unix command prompt.

Example:

001 -owl32 -o0l66
002 —oLANDSCAPE

254 —oPOSTSCRIPT

Interface to the Unix Print Spooler

After selecting the print class, printer number and form number, the Unix shell script — csprint.sh -
executes. This shell script provides the interface to the Unix print spooler. Using the previous examples, if
you select:

Printer Class A
Printer Number 002
Form Number 001
Copies 3

the following Unix command executes:

Ip -c -s -n3 -owl32 -0l66 -oNOBANNER -dlIp2

Appx A-2 Revised 11/06
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If you select,
Printer Class 2
Printer Number 2
Form Number 001
Copies 3

the following Unix command executes:
Ip -¢c -s -03 -owl32 -0l166 -dIp0 -dIp2

Most Unix systems use the second —d specification in this case. It is generally a good practice to set up
the LPMAP, PRMAP and FORMS entries to disallow such ambiguities.

Forms and Fonts

Computron’s printer control files can be used to interface with a Forms and Fonts filter. Forms and Fonts
is a print filter that adds enhanced printing capabilities to Unix systems. This software provides the ability
to control the font and the margins or page setup used to print a file. Additionally, this software enables
users to create and store overlays. (Overlays are electronic “forms” that can be used to simulate pre-
printed documents such as letterhead, purchase orders, etc.) Forms and Fonts allows overlays to be used
in conjunction with print files.

Implementation of the Forms and Fonts filter with the Computron applications requires the forms and
fonts entries in the printer control files PRMAP and FORMS.

PRMAP

As explained earlier, the PRMAP file defines logical printers used by Computron applications. Each
logical printer is assigned a printer number as well as the appropriate print command to use for the print
service and the device. To designate a Forms and Fonts printer in this file, use the following format:

### 1formfont "forms & fonts parameter list" "Ip parameter list”

where ### represents the printer number, “forms & fonts parameter list” represents any Forms
and Fonts parameters and “Ip parameter list” represents 1p parameters for printer-specific options

Example:

To define the logical printer 025 (printer number 025 from the Computron applications) to interface with
Forms and Fonts passing the parameters, —pcl, and to use the device, laserprt with the options,
-0 nb, create the following entry:

025 'formfont "-pcl" "-d laserprt -o nb"
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Forms

The FORMS file defines FORM_NUM codes that are used by the WISP Command Processor (accessible
from Computron applications). FORM_NUM codes correspond to predefined printer options, such as
characters per inch, font, landscape, portrait, etc. Entries can be added to this file to define a form name to
pass to Forms and Fonts when processing a particular print job. If a user enters a form number that does
not exist in the Computron FORMS file, the form number is passed directly to Forms and Fonts for
processing.

How the Interface Works

The Forms and Fonts printing functions are accessed via Computron’s Print Queue by selecting the
appropriate printer number and form number designation. The Computron print management mechanism
reads the printer control files to set up the appropriate print commands. Specifically, the Unix shell
scripts, /. . ./exec/_ctron_/formfont.shand /. ../exec/_ctron_/csprint.sh, read
the files PRMAP and FORMS.
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Appendix B: UserExits

Introduction to UserExits

All Computron systems have been developed in a way that allows the user to exercise the wide range of
features and functions available in a parameterized environment, while maintaining the ability to interface
with existing systems. One of the modules specifically designed to allow interaction between
Computron’s standard programming and non-Computron systems and subroutines is the UserExit. This
appendix provides the user with a detailed description of UserExits, along with all the information needed
to implement UserExits in the local processing environment.

To understand how UserExits are implemented, there are several basic questions that must be answered:

What Are UserExits?

UserExits allow users to interface non-Computron subroutines (programs) with certain Computron
programs. This feature accommodates users who need to extend Computron’s systems to perform
additional validations or file updates, while maintaining standard processing within Computron’s system.

For example, in the Accounts Payable system when entering the expense reports of employees, you may
want to verify employee numbers against an external payroll or HR system. When paying an invoice, you
may want to verify the terms of a contract by referring to a contract file.

How Do UserExits Work?

Selected Computron programs are able to call the UserExit subroutine to perform a custom function.
Generally, the programs that include this capability fall into the categories of data entry and processing
type functions. Inquiry/list and reporting functions do not include UserExits. Code maintenance
functions, which are updated via the standard entry program CSENTRY, incorporate the ability to use
UserExits. However, UserExits are implemented in that program by a method different from that
documented here (contact Computron for more information).

The UserExit subroutine can be written by Computron for an additional charge, although the client’s own
IT staff should be able to write it. A sample UserExit subroutine, XXUEXITS is provided for guidance
with the release software. Each of the Computron financial applications has its own UserExit. The
programs within each financial application are capable of calling the UserExit (XXUEXIT, where XX
represents the application - GL, AP, AR, etc.) at selected points.

The UserExit subroutine can be written in such a way as to perform many different processes or to call
other subroutines to perform these processes. The action that is performed depends on the Computron
program and window from which the subroutine is called. For example, in the Accounts Payable system,
APUEXIT could validate the purchase order number entered on one window of the VVoucher Entry
function (ICENTRY) and validate the posting account identifiers entered on a later window in the same
function.
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A call for the UserExit subroutine to perform a specific action is made at the following points in the
Computron program:

¢ At the beginning of the program after Computron’s files are opened and the system’s
Global Parameters file is read. This is referred to as the Start action.

¢ For ULM windows, a call to the UserExit is made prior to the display of the entry area for
each new line item. This is the Before action. This action is commonly used to establish
default values for fields that have been defined to allow entries into the User Interface Area.

¢ Once after each Computron program window or, for windows with multiple line items,
once after each line item. Some windows, such as those prompting for company number,
are excluded. The call to the UserExit is made after the window has been displayed and
Computron’s standard validations have been performed for all fields on the window. This is
referred to as the Validate action. No UserExit updates to data can be performed when
called with the Validate action.

In addition, the Validate action can be optionally used to revalidate each ULM line just
prior to Computron updates. The UserExit Revalidate Lines field on the Global Parameters
Maintenance Window determines if this action is in use. Refer to your product’s Operations
Guide for more information about this field.

¢ Another type of validation that can be performed once after a ULM window is the Final-
Validation action. This allows the user to perform a final validation after the ULM window.
This action is generally used for performing a validation on total fields which have been
accumulated on the ULM window and is performed after the user selects the Process/Save
option and before the Process action (see below).

¢ Once in each program or, in some cases, once per transaction after Computron’s standard
file updates have been performed. This is referred to as the Process action. This is where
the UserExit can perform its updates.

¢ At the end of the program before Computron’s files are closed. This is referred to as the
Terminate action.

In summary, the UserExit subroutine can be called within each calling program at the following points:

Action When Performed
Start  Beginning of program, before display of first window.
Before  Just before the display of a ULM line item.

Validate  Once after each program window or line item (for ULM
windows). The revalidate action (if in use) is performed
following the Computron validations which are performed
when the user selects the Process/Save option from a ULM
window.
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Action When Performed

Final-val  For ULM windows only, just after the final Computron
process, following the use of the Process/Save option which
initiates file updating.

Process  Once in each program (e.g., after the user selects the
Enter/Continue option at the last window) or after the user
selects the Process/Save option which initiates file updating for
ULM windows, and after Computron’s standard file updates.

Terminate At the end of each Computron program, before Computron
files are closed.

The following are examples of how the UserExit can be used to extend or customize Computron
programs:

Validations

After the information entered by a user on a window is accepted by Computron’s validations, the data is
passed to a hold area. The UserExit subroutine can perform additional validations on the information in
the hold area before returning to Computron’s program. In addition, the UserExit can return an error
message to the originating Computron window if the data is invalid. To the operator, the error message
appears to be a Computron validation. Computron’s program verifies that the UserExit validation action
has been completed before continuing to the next window. How the validation action is handled by the
UserExit is totally dependent upon the user’s needs and internal procedures. For example, the AP
UserExit can:

+ Validate the posting account identifiers entered in Computron’s Accounts Payable system
against an external general ledger system. If the entered posting account identifier does not
match an account in the external system, an error message is returned to the operator on the
originating window.

¢ Validate the employee numbers entered in a reference field in Computron’s Accounts
Payable system (when recording employee expenses) against an external payroll system.

¢ Validate entries to a custom data field which was added to the User Interface Area (UIA) of
a standard Computron file and to a Computron window using Soft Technology feature.

¢ Capture additional information from external systems and return it to the UIA of a standard
Computron file.

¢ Add new cross-validations between specified custom and/or Computron data fields.

Processing

Upon completion of Computron’s processing (file updates), the UserExit subroutine can be called to
perform additional file updates. In transaction maintenance programs, information is passed for the file
being maintained from Computron’s system to a hold area from which it can be extracted as needed.
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Then, this information can be used to update a file in an external system. For example, the AP UserExit
can:

¢ Update an external payroll system with employee expense information after a voucher is
processed (created) in Computron’s Accounts Payable system.

¢ Update an external purchase order system with the voucher number assigned after a
voucher is processed.

& Note: The UserExit can display additional windows, allowing the user to enter information in
addition to that prompted for on Computron’s windows. For example, instead of using a reference
field in Computron’s system to enter employee numbers, the user can utilize a field appearing on a
window displayed by the UserExit.

Where Are UserExits Implemented?

The User Exit interface has been implemented for the following Computron systems: Universal Utilities,
Accounts Payable, Accounts Receivable, Fixed Assets, General Ledger, Inventory, Purchasing, and
TEAM. The following is a list of the Universal Utility and Accounts Payable Computron programs in
which the UserExit interface has been implemented.

Universal Utilities

Calendar Year Maintenance CALYRMNT
Batch Stream User Code Maintenance BSUSERM?2
Alternate Key Maintenance (as implemented within AP, AR, DIMSETMT

and FA systems)

Accounts Payable

Company Parameters Maintenance APCOPMNT
Company Accounts Maintenance APCOAMNT
Bank Account Maintenance APBNKMNT
Payment Terms Maintenance APTERMMT
Vendor Maintenance VMAINT
Batch Control Maintenance APBATMTO
Voucher Entry ICENTRY
Voucher Change ICCHANG
Voucher Transfer/Reverse/Delete ICTRANS
Voucher Hold/Release Maintenance VOUHRMNT
Recurring Voucher Maintenance RVOUMNT
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Recurring Voucher Process RVOUPSTO
Miscellaneous Entry/Edit RGENTRY
Pay Vouchers/Write Checks WRITECKF
Manual and Damaged Checks MCVENTRY
Void Check Entry VOIDCHCK
Check Reconciliation and Bank Transactions CKRENTRY

Posting APREGPPR and
APREGPPO
End Of Period / End of Year APEOPO
GENEX-In Vendors VENDGENO
GENEX-In Vouchers ICGENO
GENEX-In Check Reconciliation TAPETOCK
GENEX-In Factors FGENO
Vendor Statistics Maintenance VSTATMNT

Implementation Overview

This section describes how to implement the UserExit in the Computron Accounts Payable system.
However, the process is identical for each Computron application system — simply replace “AP” with the
appropriate system prefix (AR, FA, GL, 1V, PO, TB, or UV). The implementation of a UserExit for each
supported environment is described below:

Unix Implementation Using ACUCOBOL

The implementation of a UserExit with ACUCOBOL’s version 4.1 compiler is a seven-step process:

1. Write the UserExit subroutine. Use the shell UserExit subroutine described under the heading
XXUEXITS later in this Appendix as a model. Note that the name for the subroutine must be
XXUEXIT, where XX represents the application for which the UserExit is being written (AP,
AR, FA, GL, PO, TB, etc.).

2. Create a directory to designate the location of the object file. It is imperative that this directory be
specified as ybxx1load, where xx is a meaningful designation for your company.

3. Create a directory to designate the location of an error log. If any errors occur during the COBOL
compilation of the UserExit, a file is created in this directory listing the errors.

4. Compile the UserExit using the “ccbl” command as follows:

ccbl -w -sa -ce=COP -Z1 -Rw ESCAPE -Da4 -Dz -Zd -o objfilepath -e errfilepath
srcfilepath
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6.

where: —ce=COP is applicable if copy members are identified with a .COP extension,
—-Rw is to remove “CRT” and “ESCAPE” from the COBOL reserved word list,

-o objfilepath isto designate the path of the object file, e.g.,
/ctron/exec/ybxxload/APUEXIT,

-e errfilepath isto designate the path of an error log, e.g.,
/ctronsrc/ctl/ybxx/APUEXIT.ERR,

srcfilepath is to designate the location of the source file e.g.,
/ctronsrc/src/src/ybxx/APUEXIT.COB

The remaining arguments are needed for the COBOL compilation designations (e.g., word
alignment), and the above compile conventions should be used.

Establish path for access to the compiled UserExit. In the Unix environment, executable
programs and subroutines are located through a path of directories as defined in Computron’s
configuration parameter, CODE_PREFIX. Custom file handling is set up as follows:

a) Create a file called .custom in /ctron/exec/ ctron .

b) Editthe . custom file. The file needs to contain exactly four letters on one line. For
example, ybxx, where these four letters match the designation of the load directory.

This would cause /ctron/exec/ybxxload to be searched before any other load
directory. This ybxxload directory is where the custom UserExit must reside. (See the -o
argument in the ccb1 command, above.)

When the application is invoked using the standard Computron start script, the . custom

file causes the configuration parameter, CODE_PREFIX, to be set accordingly.

Modify the Global Parameters. To modify the Accounts Payable parameters, run the Global
Parameters Maintenance function (GLOBAPMT). Entries are required in the following fields:

UserExit Validations

This field determines whether the UserExit Validation action is performed, and, if so,
whether the CRT (or window) remains open. Valid options are:

No — The UserExit Validation action is not in use.

Yes (Don't close CRT) — The UserExit Validation action is in use. In addition, the CRT (or
window) stays open in the main program. This only applies to the character cell presentation.

Yes (Close CRT) — The UserExit Validation action is in use and the CRT (or window) is in
its standard or save mode in the main program before the subroutine is called.

UserExit I/10

This field is similar to the above, except that it controls the UserExit Process action.
No — The UserExit Process action is not in use.

Yes (Don’t close CRT) — The UserExit Process action is in use and the CRT (or window)
stays open in the main program. This only applies to the character cell presentation.

Yes (Close CRT) — The UserExit Process action is in use and the CRT (or window) is in its
standard or save mode in the main program before the subroutine is called.
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UserExit Screen Override

Indicate whether the system should check the Call UserExit field for each window to
determine whether a call to the UserEXxit is to be performed for the window.

& Note for VB or WEBdesk users: This check box must be cleared so that the UserExit is
implemented without regard to the value in the Call UserExit field for the individual
window.

To eliminate the call to the UserExit from an individual window, set the Call UserExit field
through Computron’s Soft Technology facility. All windows default the Call UserExit field
to blank or not applicable. Valid options are:

M Check the value in the Call UserExit field for each window to determine whether a
UserExit call is to be performed.

O Implement the UserExit without regard to the value in the Call UserExit field for the
individual window.

UserExit Revalidate Lines

This field determines whether all the lines of a ULM window should be revalidated via the
UserEXxit just after selecting the Process/Save option. If used, the CRT (or window) status is
controlled by the option entered for the UserExit Validations field, above. Valid options are:

M Revalidate all the entered distribution lines after selecting the Process/Save option.
O Save the distribution lines without revalidating them.

@ Note: This field is not available in all products’ Global Parameter Maintenance
functions.

7. Modify individual windows as appropriate. If the UserExit Screen Override field is selected in
Global Parameters, you must modify the Call UserExit field setting for the individual windows
where the UserExit is to be called.

Character Cell Presentation
Using the Soft Screens function, select the DR record of the window to be modified. Press the shortcut

key F17, followed by Enter, to display the DS11 window, which is used to define overall window
options.

Revised 12/08 Appx B-7



System Administrators Guide - Unix
Appendix B — User Exits

computron

File Edit Transmit VT-FuncKeys VT-ShiftFuncKeys Setup... Help

Scrn Comments/Description oucher Trans Cheoice

—— SOFT SCREEN IMAGE MAINTENANCE — DS11
Enter indicated data and press (ENTER}, Press {PF-1} for other info
— or press {PF-16} to Exit
System Prefix — CIAP Program ID — UDUENTRY
Screen ID K51 Scn Suffix — Last Modified by: HJC 82,22/96

E123456 /8981 23456?8981 23456?8981 2
Allow PFEey Securlty Level —

Merge this Scrn with System Screen
Screen I0 Type _  {D)isplay, (H 51d(G)etPam, {N}one

Position Cursor ¥ Pop—Up Data En
Image File-Field Call UserExit Dis
Screen Customized by User — Security Level Required for Mod —

Defaults & FACs Mod Level Req _ {8 thru 9) Bypass for System Level
Override above by User

Documentation Doc ID —
Zoom ID Pass File _ Zoom Level PFHey _

(H, @ thru 9}
Replace Screen with '====o000c BREG IM EID BEG, CU, %G1, $CS,HYY, 1M, ﬂl]L tae

KSn Auto Logoff
Send to Customer Data Base — A {Y)es, {N)o, (ﬂ)dd if not there, {R}eplace

Allow Record Modification — ¥ {¥ies,{H)ever,{S)ecurity,{PYassword,{B}oth

H {(Y)es if there is a user security Rec, {N)o

Soft Screens Image Maintenance Window (DS11)

Call UserExit

Call UserExit
field

This field must be set to Y (Yes) to enable the UserEXxit call from the selected window. A
blank value in this field is the same as N (No) — no UserExit call is performed for the

window.
Default: Blank or No.

VB or WEBdesk Presentations (using VB Forms Editor)

Use the Computron VB Forms Editor window editing utility to open the window that will call the
UserExit. Then, click the Windows Parameters command on the Computron Options window.

Property Pages @

Data bodel  Form Infarmation l Merge and Image] Other Info]

Froject: Mizcellaneous:
Application Mame: fOUENTEY Defauit key:
Lookup Key:
System Prefis ClaP
Form Type:

Faorm 10: 051 l_

Owerride Extenzions;

o

0-Mone

171

ScreenCustomizedByll ser I
Ovweride Screen Bazed on Data: I
Calll zerE xit i~
InvokeServerRules: |Nn\r‘alidatinn ﬂ
0K | Cancel | Apply |

Voucher Entry Window (DS1) — Windows Parameters

Call UserExit

This checkbox must be selected (i) to enable the UserExit call from the selected window. A

blank checkbox means that no UserExit call is performed for the window.

Default: O
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Click Ok to save the change.

< Note: For detailed instructions on using Computron’s VB Forms Editor utility, refer to the VB
Forms Editor User’s Guide.

Unix Implementation Using C

Introduction

The Computron run time utilizes Unix dynamically linked (shared) libraries to invoke user-definable
object code. The directory /. ../ ctron /lib (where /... represents the file system where the
Computron software resides) contains C source files, makefiles and the Computron supplied sample
versions of the dynamically linked libraries. The dynamically linked libraries are usually called
libusersub.so, libusersub.sl or libusersub. o, depending on the particular system.

Implementing a UserExit in C involves the following steps:

1. Copy the directory to a test-development location. Copy the directory /. ../ ctron /lib
(where /. . . represents the directory name of the file system where the Computron software
resides) to a test-development location.

< Note: Do not make any changesin /.../ ctron /1lib while users are logged into
the Computron application.

The following steps assume that the user is working in the test-development location.

2. Write the UserExit subroutine. The name for the subroutine must be XXUEXIT, where XX
represents the product for which the UserExit is being written (AP, AR, FA, GL, PO, TB, etc.).

3. Enable run time to perform the custom UserExit subroutine. Add a code segment to the file
usersub. c to enable the run time to intercept the call to the UserExit subroutine and perform
the call to the UserEXxit subroutine created in step 2. Refer to the “Sample UserExit Templates”
section at the end of this appendix for samples of the UserExit templates released with
Computron software.

4. Modify the makefile. Add the custom UserExit to the dynamically linked library by modifying
the makefile as follows:

USERSUBS=usersub.o
Add the name of the UserExit subroutine to the USERSUBS macro line.
Example:

Add apuexit.o to the line USERSUBS=usersub.o to create the line:

USERSUBS=usersub.o apuexit.o

5. Compile the UserExit subroutine. Compile the UserExit subroutine and build a new dynamically
linked library containing the custom UserExit code via the make command (i.e., type make).
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Refer to the description of the Unix make facility for more detailed information about the make
command and its usage.

6. Alter the search path. Alter the search path for dynamically linked library files used by the
Computron run time by changing a system environment parameter as described below. There are
two possible ways to do this, a) or b).

a)  Modify (or create) the file /. ctron start ina user's home directory
($SHOME/ .ctron_start) to affect an individual user's search path. This does not apply
to AUI users.

b)  Modify (or create) the file /. ../ ctron /local.start (where /... representsthe
directory name of the file system where the Computron software resides) to affect the
search path for all Computron users on the system.

The name of the directory where the dynamically linked library resides must be appended to the shared
library search path

For AlIX systems:

export LIBPATH=<location of library>:$LIBPATH

For HP-UX systems:

export SHLIB PATH=< location of library >:$SHLIB PATH

For all other systems:

export LD LIBRARY PATH=< location of library >:S$LD LIBRARY PATH

7. Modify the Global Parameters. To modify the Accounts Payable parameters, run the Global
Parameters Maintenance function (GLOBAPMT). Entries are required in the following fields:

UserExit Validations

This field determines whether the UserExit Validation action is performed, and, if so,
whether the CRT (or window) remains open. Valid options are:

No — The UserExit Validation action is not in use.

Yes (Don’t close CRT) — The UserExit Validation action is in use. In addition, the CRT (or
window) stays open in the main program. This only applies to the character cell presentation.

Yes (Close CRT) — The UserExit Validation action is in use and the CRT (or window) is in
its standard or save mode in the main program before the subroutine is called.

UserExit I/O
This field is similar to the above, except that it controls the UserExit Process action.
No — The UserExit Process action is not in use.

Yes (Don't close CRT) — The UserExit Process action is in use and the CRT (or window)
stays open in the main program. This only applies to the character cell presentation.
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Yes (Close CRT) — The UserExit Process action is in use and the CRT (or window) is in its
standard or save mode in the main program before the subroutine is called.

UserExit Screen Override

Indicate whether the system should check the Call UserExit field for each window to
determine whether a call to the UserExit is to be performed for the window.

& Note for VB or WEBdesk users: This check box must be cleared so that the UserExit is
implemented without regard to the value in the Call UserExit field for the individual
window.

To eliminate the call to the UserExit from an individual window, set the Call UserExit field
through Computron’s Soft Technology facility. All windows default the Call UserExit field
to blank or not applicable. Valid options are:

M Check the value in the Call UserExit field for each window to determine whether a
UserExit call is to be performed.

O Implement the UserExit without regard to the value in the Call UserExit field for the
individual window.

UserExit Revalidate Lines

This field determines whether all the lines of a ULM window should be revalidated via the
UserEXxit just after selecting the Process/Save option. If used, the CRT (or window) status is
controlled by the option entered for the UserExit Validations field, above. Valid options are:

M Revalidate all the entered distribution lines after selecting the Process/Save option.
O Save the distribution lines without revalidating them.

< Note: This field is not available in all products’ Global Parameter Maintenance
functions.

8. Modify individual windows as appropriate. If the UserExit Screen Override field is selected in
Global Parameters, you must modify the Call UserExit field setting for the individual windows
where the UserExit is to be called.

Character Cell Presentation
Using the Soft Screens function, select the DR record of the window to be modified. Press the shortcut

key F17, followed by Enter, to display the DS11 window, which is used to define overall window
options.
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computron

File Edit Transmit VT-FuncKeys VT-ShiftFuncKeys Setup... Help

Scrn Comments/Description oucher Trans Cheoice

—— SOFT SCREEN IMAGE MAINTENANCE — DS11
Enter indicated data and press (ENTER}, Press {PF-1} for other info
— or press {PF-16} to Exit
System Prefix — CIAP Program ID — UDUENTRY
Screen ID K51 Scn Suffix — Last Modified by: HJC 82,22/96

E123456 /8981 23456?8981 23456?8981 2
Allow PFEey Securlty Level —

Merge this Scrn with System Screen
Screen I0 Type _  {D)isplay, (H 51d(G)etPam, {N}one

Position Cursor ¥ Pop—Up Data En
Image File-Field Call UserExit Dis
Screen Customized by User — Security Level Required for Mod —

Defaults & FACs Mod Level Req _ {8 thru 9) Bypass for System Level
Override above by User

Documentation Doc ID —
Zoom ID Pass File _ Zoom Level PFHey _

(H, @ thru 9}
Replace Screen with '====o000c BREG IM EID BEG, CU, %G1, $CS,HYY, 1M, ﬂl]L tae

KSn Auto Logoff
Send to Customer Data Base — A {Y)es, {N)o, (ﬂ)dd if not there, {R}eplace

Allow Record Modification — ¥ {¥ies,{H)ever,{S)ecurity,{PYassword,{B}oth

H {(Y)es if there is a user security Rec, {N)o

Soft Screens Image Maintenance Window (DS11)

Call UserExit

Call UserExit
field

This field must be set to Y (Yes) to enable the UserEXxit call from the selected window. A
blank value in this field is the same as N (No) — no UserExit call is performed for the

window.
Default: Blank or No.

VB or WEBdesk Presentations (using VB Forms Editor)

Use the Computron VB Forms Editor window editing utility to open the window that will call the
UserExit. Then, click the Windows Parameters command on the Computron Options window.

Property Pages @

Data bodel  Form Infarmation l Merge and Image] Other Info]

Froject: Mizcellaneous:
Application Mame: fOUENTEY Defauit key:
Lookup Key:
System Prefis ClaP
Form Type:

Faorm 10: 051 l_

Owerride Extenzions;

o

0-Mone

171

ScreenCustomizedByll ser I
Ovweride Screen Bazed on Data: I
Calll zerE xit i~
InvokeServerRules: |Nn\r‘alidatinn ﬂ
0K | Cancel | Apply |

Voucher Entry Window (DS1) — Windows Parameters

Call UserExit

This checkbox must be selected (i) to enable the UserExit call from the selected window. A

blank checkbox means that no UserExit call is performed for the window.

Default: O
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Click Ok to save the change.

< Note: For detailed instructions on using Computron’s VB Forms Editor utility, refer to the VB
Forms Editor User’s Guide.

Technical Description

Files Included

The following system components are provided upon request. They facilitate custom UserExit
development.

XXUEXITD

Data Structures. This COBOL Copy Member describes the data structures needed for the
UserExit. This copy member is available for each application system (replace XX with the
appropriate system prefix: AP, AR, GL, etc.).

XXUEXITS

Shell COBOL UserExit subroutine. This subroutine provides the user with a basic UserExit
subroutine, and includes documentation that helps MIS users to develop custom UserExits.
The UserExit program should be renamed APUEXIT, ARUEXIT, GLUEXIT, FAUEXIT,
TBUEXIT, etc. as appropriate.

/.../lexec/_ctron_/lib

This Unix directory contains two files of object code which can be utilized to write UserExits
under C environments.

Each of these components is described in greater detail on the following pages.

XXUEXITD

This standard copy member describes each of the data elements which are utilized during UserExit
processing. These data elements define parameters used to control how the UserExit is processed. A
sample of the APUEXITD file (XXUEXITD for the Accounts Payable system) is included on the
following pages. Because this copy member can be modified by Computron at any time, it is
recommended that the user review the most recent version of the file as it is included in the CVAPCOPY
library on the local system. (Use Computron’s Display utility (CSDISPLY) to view and print the
APUEXITD file.)

The parameters which are passed to the UserExit include those described below. With the few exceptions
indicated in these descriptions, the user does not set any of these values, but can read the values in order
to perform conditional processing within the UserExit.

Screen Override Switch

This indicates whether the option to call the UserExit can be overwritten at the individual
window level via Soft Technology. Valid values are:

Y — The option to call the UserExit can be overwritten at the individual window level.

N — UserExit calls cannot be overwritten at the individual window level.
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Transfer Audit Switch
This parameter is reserved for future use.

Validate Switch

This field indicates whether UserExit processing is to be performed following execution of
Computron validations. Valid values are:

N — None.
Y — Yes, CRT is open.
C - Yes, CRT is in standard mode.

Process Switch

This field indicates whether UserExit processing is to be performed when the user executes
the option to update Computron files, i.e., Enter on the last window of a data entry program,
the Save/Process option on a ULM window. Valid values are:

N — None.
Y - Yes, CRT is open.
C - Yes, CRT is standard mode.

CRT Active Switch
This field is set to Y if the CRT is open while the UserExit is in process.

CRT Closed Switch
This field is set to Y if the CRT is in standard mode while the UserExit is in process.

Screen Erased Switch

This switch is set by the UserExit and returned to the calling program if part or all of the
original window is erased by the UserExit. This allows the calling program to refresh the
entry window appropriately.

UserExit Action
This action acts as a trigger for the UserExit to complete its processing. Valid values are:
S - START
V - VALIDATE
B - BEFORE
P — PROCESS
T-TERMINATE
U - FINAL-VAL

Traffic Control
This data element contains the calling program name.

Call From Screen

This contains the ID of the window from which the UserExit was called or some unique ID
within the program, if the call is not after a specific window.
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File ID

This contains the name of the primary file being updated by the Computron program. In some
Computron programs, multiple files can be updated. However, the UserExit is only passed
the Record Hold area (see Record Hold below) of this file. The UserExit can open this or any
other file to read or update (where allowed).

Record Key

This is the key to the current record being updated by the Computron program.
Mode

This data element contains the current processing mode. Valid values are:

A — Add.

C - Change.

D — Delete
PF-Key

The option used to execute the most recent operation.

Return Message

Initially, this is set to blanks by the calling program. The UserExit can modify this value to
return a message to the user. This message will be displayed in the message area of the
Computron window upon return to the calling program. Processing cannot continue until this
message is cleared. The message text can be up to 79 positions long.

Escape

When called with a Start action, this parameter can be set by the UserExit itself. If setto Y,
the Computron program terminates immediately, without performing any updates. The value
in this parameter is only checked upon return to the calling program following the Start
action. This is useful in cases where the UserExit performs some type of security validation
which extends beyond Computron’s security subsystem.

Records Held Switch
This indicates whether the calling program is holding records. If this is set to Y, the UserExit
must not update any records with hold, as it would confuse Computron’s locking strategy and
jeopardize data integrity.

< Note: Regardless of whether this switch is set to Y (Yes), the called UserExit should
never perform updates except during an appropriate call to the Process action (The
Process action is called by all programs after all Computron updates have been
completed).

Company Number
This parameter is not currently used.

User Interface Area

This data area is included in every Computron file. This allows the user to define installation-
specific data to maintain in the Computron system. Very frequently, UserExits are
implemented to validate this data against external files. While no more than 255 positions are
available for any file in Computron’s systems, the UIA varies for each file. To determine the
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amount of space available for the target file, the user can review the Data Description List for
the file via the DDL Maintenance function.

Record Hold

This area includes all the data in the primary data file (see the File ID parameter above)
accessed by the calling program. The called UserExit can access this data for validation. The
user cannot modify any of this area.

In-Hold

The fields included vary from file to file. However, the redefinition of this area is interpreted
from the corresponding Data Description List (in the CIXXCTL library, where XX represents
the product). A maximum of 2024 positions are available for any Computron file. To
determine the record size, review the Data Description List for the file via the DDL
Maintenance function.

This area includes all the data in the program input area for the calling program. The called
UserEXxit can access this data for validation. The user cannot modify any of the data in this

area.

The fields included vary, depending upon the calling program. However, the redefinition of this area is
interpreted from the corresponding Data Description List (in the CIXXCTLI library, where XX represents
the application). A maximum of 3000 positions are available for any Computron file, with positions 2001
through 3000 reserved for use by ULM line items. To determine the record size, review the Data

Description List for the file via the DDL Maintenance function.

OOO100~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k**************************ET270825

000200* APUEXITD: *GL190524
000300* A/P USER EXIT DATA STRUCTURES *GL190524
000400% COMPUTRON SYSTEMS CO., INC COBOL STANDARDS *ET270825
000500%* *ET270825
000600* VERSION DATE MOD COMMENT *ET270825
000700% ————mmmm o e *ET270825
000800* 02.01.00 08/25/87 ETT INITIAL RELEASE. *ET270825
000900* 02.02.00 05/23/89 ETT MISC FINAL MODS. *ET290523
001000* 02.02.01 11/19/90 GJL ADD FINAL ULM VALIDATE FUNCTION GL301119
001010* 02.02.02 05/07/91 ETT ADD EXTENED DATA SW FOR INTERNAL USE ONLY.ETT10507
001020* 02.02.03 04/05/93 GJL NEW MAX NUM ITEMS CM 30405
OO1100~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k********************~k~k~k~k~k~k~k~k****************ET270825
001200 ET270825
001300 01 APUEXIT-CONTROL-AREA. GL190524
001400 03 APUEXIT-CALL-UEXIT-SW. GL190524
001500 88 APUEXIT-CALL-UEXIT-NONE VALUE "NN", " ". GL190524
001600 05 APUEXIT-CALL-UEXIT-VALIDATE-SW PIC X VALUE "N". GL190524
001700* SVALSW GL210222
001800 88 APUEXIT-CALL-UEXIT-VALIDATE VALUE "Y", "C". GL190524
001900 88 APUEXIT-CALL-UEXIT-VALIDATE-C VALUE "C". GL190524
002000 05 APUEXIT-CALL-UEXIT-PROCESS-SW PIC X VALUE "N". GL190524
002100* $PROCSW GL210222
002200 88 APUEXIT-CALL-UEXIT-PROCESS VALUE "Yy", "C". GL190524
002300 88 APUEXIT-CALL-UEXIT-PROCESS-C VALUE "C". GL190524
002400 03 APUEXIT-CALL-SCN-OVERRIDE-SW PIC X VALUE "N". GL190524
002500%* %SCNOVRD GL210222
002600 88 APUEXIT-CALL-SCN-OVERRIDE VALUE "Y". GL190524
002700 03 APUEXIT-CALL-TRANSFER-AUDIT-SW PIC X VALUE "N". GL190524
002800* $STRANAUDT GL210222
002900 88 APUEXIT-CALL-TRANSFER-AUDIT VALUE "Y". GL190524
003000 03 APUEXIT-CALL-TO-VALIDATE-SW PIC X. GL190524
003100* SVDATE GL210222
003200 88 APUEXIT-CALL-TO-VALIDATE VALUE "y", "C". GL190524
003300 88 APUEXIT-CALL-TO-VALIDATE-C VALUE "C". GL190524
003400 03 APUEXIT-CRT-ACTIVE-SW PIC X VALUE "Yy". GL190524
003500%* $CRTACT GL210222
003600* 88 APUEXIT-CRT-ACTIVE VALUE "Y". GL190524
003700 03 APUEXIT-CRT-IS-CLOSED-SW PIC X VALUE "N". GL190524
003800%* $CRTCLS GL210222
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003900 88 APUEXIT-CRT-IS-CLOSED VALUE "Y". GL190524
004000 03 APUEXIT-SCREEN-ERASED-SW PIC X VALUE "N". GL190524
004100* %$SCNERSE GL210222
004200* 88 APUEXIT-SCREEN-ERASED VALUE "Y". GL190524
004300 03 APUEXIT-ACTION PIC X(01) VALUE SPACES. GL190524
004400%* SACTION GL210222
004500 88 APUEXIT-ACTION-START VALUE "S". GL190524
004600 88 APUEXIT-ACTION-VALIDATE  VALUE "V". GL190524
004700 88 APUEXIT-ACTION-BEFORE VALUE "B". GL190524
004800 88 APUEXIT-ACTION-INFO VALUE "I". GL190524
004900 88 APUEXIT-ACTION-PROCESS VALUE "P". GL190524
005000 88 APUEXIT-ACTION-TERMINATE VALUE "T". GL190524
005100*B-02.02.01 *GL301119
005200 88 APUEXIT-ACTION-VAL-FINAL-ULM VALUE "U". GL301119
005300*E-02.02.01 *GL301119
005400 03 APUEXIT-TRAFFIC-CONTROL PIC X(08) VALUE SPACE. GL190524
005500%* $TRCNTRL GL210222
005600 03 APUEXIT-CALL-FROM-SCREEN PIC X (08) VALUE SPACE. GL190524
005700* $CALLFROM GL210222
005800 03 APUEXIT-ID. GL190524
005900 05 APUEXIT-FILE-ID PIC X(08) VALUE SPACE. GL190524
006000* $FILEID GL210222
006100 05 APUEXIT-REC-KEY PIC X (50) VALUE SPACE. GL190524
006200% SRECKEY GL210222
006300*** ABOVE IS NOT USED ET290523
006400 03 APUEXIT-MODE PIC X VALUE SPACE. GL190524
006500%* $MODE GL210222
006600* 88 APUEXIT-MODE-ADD VALUE "A". GL190524
006700* 88 APUEXIT-MODE-INSERT VALUE "A", "I". GL190524
006800* 88 APUEXIT-MODE-CHANGE VALUE "C". GL190524
006900* 88 APUEXIT-MODE-DELETE VALUE "D". GL190524
007000* 88 APUEXIT-MODE-REVIEW VALUE "R". GL190524
007100 03 APUEXIT-PF-KEY PIC 9(02) VALUE ZEROES. GL190524
007200* $PFKEY GL210222
007300 03 APUEXIT-MSG-SET. GL210222
*$MSGSET
007400 05 APUEXIT-MSG-KEY-SYSTEM PIC X(04) VALUE SPACES. GL190524
007500 GL210222
*$MSGSYS
007600 05 APUEXIT-MSG-PROGRAM PIC X(08) VALUE SPACES. GL190524
007700 GL210222
*$MSGPROG
007800 05 APUEXIT-MSG-CODE PIC X (08) VALUE SPACES. GL190524
007900 GL210222
*%MSGCODE
008000 05 FILLER PIC X (03) VALUE SPACES. ET290523
008100 05 APUEXIT-MSG-DISP. GL190524
008200 09 APUEXIT-MSG-FAC PIC X(01) VALUE SPACES. GL190524
008300 09 APUEXIT-MSG PIC X(79) VALUE SPACES. GL190524
008400 GL210222
*$MESSAGE
008500 05 APUEXIT-MSG-FIELD-OCCURENCE PIC 99 VALUE ZERO. GL190524
008600 GL210222
*$FLDOCCUR
008700 05 APUEXIT-MSG-FIELD-WHAT-FILE PIC X VALUE SPACES.GL190524
008710 GL210222
*SFLDFILE
008800 05 APUEXIT-MSG-DRIVER-READ-IT PIC X VALUE " ". GL190524
008801** THE FOLLOWING IS USED IN GENEX PROGRAMS SO THAT THE VALUE GL 30806
008802** THAT CAUSED THE ERROR CAN BE PASSED BACK & LATER REPORTED GL 30806
008810 03 APUEXIT-ERR-VALUE REDEFINES APUEXIT-MSG-SET GL 30806
008820 PIC X(12). GL 30806
008900 03 APUEXIT-ESCAPE-SW PIC X VALUE "N". GL190524
008910 GL210222
*SESCAPESW
009000 88 APUEXIT-ESCAPE VALUE "Y". GL190524
009100 03 APUEXIT-RECORDS-ARE-HELD-SW  PIC X VALUE "N". GL190524
009110 GL210222
*$RECSHLD
009200*** ABOVE SHOULD BE EXTRACTED IN USER EXIT ETT80114
009300* 88 APUEXIT-RECORDS-ARE-HELD VALUE "Y". GL190524
009400%* ET270825
009500 03 APUEXIT-COMP-NUM PIC X (03) VALUE SPACES. GL110619
009600*** ABOVE NOT USED ET290523
009601*B-02.02.02 *ETT10507
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009610 03 APUEXIT-EXTENDED-DATA-SW PIC X VALUE "N". ETT10507
009620*** INTERNAL USE ONLY!!! DO NOT MODIFY VALUE OF FIELD ABOVE ETT10507
009630 03 APUEXIT-ULM-CUR-ITEM PIC S9(5) COMP-3 GL130201
009630 VALUE O. GL130201
009640*** IF CALLED FOR VALIDATE FROM ULM, WILL CONTAIN THE OCCURENCE GL130201
009650*** NUMBER OF THE ITEM BEING VALIDATED. GL130201
009655*B-0?2.27?.727? *GL 30224
009660 03 APUEXIT-TB-INV-DATE-FLAG PIC X(01) VALUE "N". GL 30224
009661*** IF SET TO 'Y', A CHANGE OF INVOICE DATE IN VOUCHANG WILL CAUSEGL 30224
009662*** APTBUEXT TO SEND REVERSALS AND ADDS FOR ALL THE LINES. GL 30224
009665*E-02.27?.727 *GL 30224
009670*B-02.02.03 *CM 30405
009675 03 APUEXIT-UL1-MAX-ITEMS PIC S9(5) COMP-3 CM 30405
009675 VALUE O. CM 30405
009700 03 FILLER PIC X(092) VALUE SPACES. CM 30405
009701*E-02.02.03 *CM 30405
009710*E-02.02.02 *ETT10507
009800 03 APUEXIT-USER-INTERFACE-AREA PIC X(255) VALUE SPACES. GL190524
009900*** BEFORE CALLING UEXIT, MOVE USER INTERFACE AREA TO ABOVE ET 80603
010000*** AND WHEN YOU COME BACK, MOVE THE ABOVE AREA TO USER INTERFACE ET 80603
010100 03 APUEXIT-USER-INTERFACE-AREA60 REDEFINES GL190524
010200 APUEXIT-USER-INTERFACE-AREA PIC X (060) . GL190524
010210 GL210222
*$USER60
010300 03 APUEXIT-USER-INTERFACE-AREA120 REDEFINES GL190524
010400 APUEXIT-USER-INTERFACE-AREA PIC X (120). GL190524
010410 GL210222
*$USER120
010500 03 APUEXIT-USER-IFACE-REGISTER REDEFINES GL190930
010600 APUEXIT-USER-INTERFACE-AREA. GL190930
010700 05 APUEXIT-USER-IFACE-REGISTER-1 PIC X(30). GL390930
010710 GL210222
*$USER30
010800 05 APUEXIT-USER-IFACE-REGISTER-2 PIC X(160). GL190930
010810 GL210222
*$USER160
010900%* ET270825
011000 01 APUEXIT-IN-DATA. GL190524
011100 03 APUEXIT-RECORD-HOLD PIC X (2048) VALUE SPACES. GL190524
011200 03 APUEXIT-IN-HOLD PIC X(3000) VALUE SPACES. GL190524
011300%* ET270825

XXUEXITS

The XXUEXITS shell UserExit is provided upon request. The following pages provide a listing of this
file for reference purposes. Notice that instructions are included as comment lines (a * in position 5) in
the file. When users create custom UserExits, this file is copied to a new name (usually XXUEXIT where
XX is the appropriate system prefix) and modified to include the code which will perform the desired
UserExit processing. This file is a generic file for all applications. Changes may have to be made where a
line of code identifies a literal in quotations (e.qg., line 013800 reads IF ??UEXIT-TRAFFIC-CONTROL
= “ACCTMNT™) or a particular program (e.g., line 014100 reads PERFORM TENTRY) to reflect the
UserExit being developed.

The sections listed below are to be modified in the user’s copy of XXUEXITS with the appropriate
information.

000100%*** 1. REPLACE ??UEXIT WITH THE USER EXIT NAME ET280225
000200*** SUCH AS ARUEXIT, GLUEXIT, APUEXIT ETC ET280225
000300*** 2. REPLACE ?SYS WITH THE SYSTEM PREFIX SUCH AS ET280225
000400*** CIGL, CIAR, CIAP ETC ET280225
000500%** 3. UPDATE ALL COMMENTS AND CLIENT INFO (2?2222222?2) ET280225
OOO600/********************************************‘k‘k‘k‘k‘k****************ET280225
000700* *ET280225
000800* 2?UEXIT *ET280225
000900* *ET280225
OO1000*********************************************‘k‘k‘k‘k‘k****************ET280225
001100* *ET280225
001200%* COMPUTRON SOFTWARE *ET280225
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001300* A DIVISION OF COMPUTRON TECHNOLOGIES CORPORATION *ET280225
001400%* 301 ROUTE 17 NORTH *ET 10107
001500* RUTHERFORD, NEW JERSEY 07070 *ET 10107
001600% TEL: (201) 935-3400 *ET 10107
001700% FAX: (201) 935-6355 *ET 10107
OO1800******************************************************************ET280225
001900* *ET280225
002000% PROGRAM: ??2UEXIT *ET280225
002100%* SYSTEM: ?SYS *ET280225
002200* CLIENT: 2222222222727 *ET280225
002300* FUNCTION: USER-EXIT SUBROUTINE. *ET280225
002400%* *ET280225
002500* RELEASE HISTORY: *ET280225
002600* *ET280225
002700* LEVEL DATE REP DESCRIPTION *ET280225
002800*% -=-===== -—=——————- == S *ET280225
002900* 02.01.00 02/25/88 ETT INITIAL RELEASE. *ET280225
003000%* *ET280225
003100* *ET280225
003200%* *ET280225
003300%* *ET280225
003400%* *ET280225
003500%* *ET280225
O03600**~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k****************************ET280225
003700 IDENTIFICATION DIVISION. ET280225
003800 PROGRAM-ID. ET280225
003900 ??UEXIT. ET280225
004000 AUTHOR. ET280225
004100 ELIAS TYPALDOS. ET280225
004200 DATE-WRITTEN. ET280225
004300 02/25/88. ET280225
004400 DATE-COMPILED. ET280225
004500/*****************************************************************ET280225
004600* *ET280225
004700* ENVIRONMENT DIVISION *ET280225
004800%* *ET280225
O04900******************************************************************ET280225
005000%* ET280225
005100 ENVIRONMENT DIVISION. ET280225
005200 CONFIGURATION SECTION. ET280225
005300 SOURCE-COMPUTER. ET280225
005400 RS6000. ET280225
005500 OBJECT-COMPUTER. ET280225
005600 RS6000. ET280225
005700 SPECIAL-NAMES. ET280225
O05800/*****************************************************************ET280225
005900%* *ET280225
006000* INPUT-OUTPUT SECTION *ET280225
006100* *ET280225
OO6200******************************************************************ET280225
006300% ET280225
006400*INPUT-OUTPUT SECTION. ET280225
006500*FILE-CONTROL. ET280225
006600 ET280225
006700 ET280225
006800/*****************************************************************ET280225
006900* *ET280225
007000* DATA DIVISION - FILE SECTION *ET280225
007100%* *ET280225
O07200******************************************************************ET280225
007300* ET280225
007400 DATA DIVISION. ET280225
007500*FILE SECTION. ET280225
007600% ET280225
007700 ET280225
O07800/*****************************************************************ET280225
007900* *ET280225
008000* WORKING STORAGE *ET280225
008100* *ET280225
OO8200******************************************************************ET280225
008300* ET280225
008400 WORKING-STORAGE SECTION. ET280225
008500 01 VERSION-DATA PIC X(08) VALUE "02.01.00". ET280225
008600 ET280225
008700 01 SWITCHES. ET280225
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008800 03 FIRST-TIME-SW PIC X VALUE "Y". ET280225
008900 88 FIRST-TIME VALUE "Y". ET280225
009000 03 FILES-ARE-OPEN-SW PIC X VALUE "N". ET280225
009100 88 FILES-ARE-OPEN VALUE "Y". ET280225
009200%* ET280225
OO9300******************************************************************ET280225
009400* FOR COMPUTRON SPECIFIC ROUTINES ONLY *ET280225
OO9500******************************************************************ET280225
008700* COPY "UNXSTD" IN CSUVCOPY. ET280225
009600* COPY GTUSERD2 IN CSUVCOPY. ET280225
009700* COPY OPENFLD2 IN CSUVCOPY. ET280225
009800* COPY STDITEMS IN CSUVCOPY. ET280225
OO9900***~k~k~k~k~k~k~k~k~k~k*****************************************************ET280225
010000* ET280225
010100%* ET280225
010200 LINKAGE SECTION. ET280225
010300 ET280225
Ol0400******************************************************************ET280225
010500 COPY "??UEXITD" IN ?SYSCOPY. ET280225
O10600******************************************************************ET280225
010805 01 SCN-CONTROL-AREA PIC X. ETT10221
010810 01 SCN-ACTION-CODE PIC X. ETT10221
010815 01 CRT PIC X. ETT10221
010820 01 CRTREC PIC X. ETT10221
010825 01 SCNIMAGE-FILE-CONTROL PIC X. ETT10221
010830 01 SCN-IN-DATA PIC X. ETT10221
010835 01 SCN-DISPLAY-HOLD1 PIC X. ETT10221
010840 01 SCN-DISPLAY-HOLD2 PIC X. ETT10221
010845 01 SCN-DISPLAY-HOLD3 PIC X. ETT10221
010850 01 SCN-DISPLAY-HOLD4 PIC X. ETT10221
010855 01 SCN-DISPLAY-HOLD5 PIC X. ETT10221
010860 01 SCN-GLOBAL-VALUES-AREA PIC X. ETT10221
010865 01 SCN-PROG-TITLES PIC X. ETT10221
010870 01 SCN-RETURN-MSG-SET PIC X. ETT10221
010875 01 SCX-OPERATOR-LEVEL PIC X. SBD10329
010880 01 SCN-NUM-SCREENS PIC X. ETT10221
010885 01 SCX-CURRENT-PROGRAM-NAME-INFO PIC X. SBD10329
010890 01 SCN-LAST-ACTION-CODE PIC X. ETT10221
010900******************************************************************ETZgOZZS
011000 ET280225

Depending upon the volume of code required to perform the desired UserExit action, the Procedure
Division can be constructed in one of the following two ways:

Alternative #1:

All UserExit actions for all Computron programs, that are to trigger UserExit actions, are
included in XXUEXIT. The MAIN LOGIC section of the Procedure Division contains IF
ELSE statements to determine the calling program. This calling program redirects processing
to a program specific section identified by the program name. This is the manner in which the
shell UserExit is written.

Alternative #2:

The MAIN LOGIC section of the Procedure Division determines the calling program and
calls another subroutine, external to XXUEXIT. Note that external subroutines need to be
linked or included in sharable images or dynamically linked libraries, etc.

011000 ET280225
DL1100/ X*rrhhhhhhhkhhkhkhk kAKX KA KKK KKK KKK KKK KKK KKK KKK KKK KKK XXX XX XX *XET280225
011200%* *ET280225
011300%* PROCEDURE DIVISION *ET280225
011400%* *ET280225
D1 L1500 %K hkkhkkkhkkkhkkkhkkkhkhkkhkhk Ak hk Ak kKKK XK KKK KA Kk Ak A kKKK KKK K KKK Ak K Xk Xk Xk AKX X *ET280225
011600 PROCEDURE DIVISION USING ??UEXIT-CONTROL-AREA, ET280225
011700 ??UEXIT-IN-DATA, ET280225
011701*** PARAMETERS BELOW ARE FOR COMPUTRON PROGRAMS ONLY ETT10221
011702*** AND MAY NOT BE MODIFIED BY USER EXIT !!!!! ETT10221
011710 SCN-CONTROL-AREA, ETT10221
011720 SCN-ACTION-CODE, ETT10221
011800 CRT, ET280225
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011900 CRTREC, ETT10221
011901 SCNIMAGE-FILE-CONTROL, ETT10221
011910 SCN-IN-DATA, ETT10221
011920 SCN-DISPLAY-HOLDI1, ETT10221
011930 SCN-DISPLAY-HOLD2, ETT10221
011940 SCN-DISPLAY-HOLD3, ETT10221
011950 SCN-DISPLAY-HOLD4, ETT10221
011955 SCN-DISPLAY-HOLDS, ETT10221
011960 SCN-GLOBAL-VALUES-AREA, ETT10221
011961 SCN-PROG-TITLES, ETT10221
011965 SCN-RETURN-MSG-SET, ETT10221
011970 SCX-OPERATOR-LEVEL, SBD10329
011975 SCN-NUM-SCREENS, ETT10221
011980 SCX-CURRENT-PROGRAM-NAME-INFO, SBD10329
011982 SCN-LAST-ACTION-CODE. ETT10221
O12000******************************************************************ET280225
012100*  WARNING!!!: THIS ROUTINE MUST NOT MODIFY ANY VALUES ET280225
012200* IN ??UEXIT-IN-DATA AREA ET280225
012300* OTHERWISE UNPREDICTABLE RESULTS MAY OCCUR ET280225
012400%* WITHIN THE MAIN COMPUTRON PROGRAM. ET280225
012500*  WARNING!!!: NO FILES UPDATES ARE ALLOWED UNLESS ET290821
012600* ??UEXIT-ACTION-START, ET290821
012610* ??UEXIT-ACTION-PROCESS, ET290821
012620% ??2UEXIT-ACTION-TERMINATE. ET290821
012700* ANY FILE UPDATES MAY CAUSE FILE MANAGEMENT ET 10107
012710* TO RESPOND WITH UNPREDICTABLE RESULTS IN ET 10107
012900* THE COMPUTRON PROGRAM UNDER CERTAIN CIRCUMSTANCES ET 10107
O13000~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k****************ET280225
013100%* ET280225
013200 MAIN-LOGIC SECTION. ET280225
013300 MAIN-LOGIC-S. ET280225
013500 IF FIRST-TIME ET280225
013600 PERFORM PROGRAM-INITIALIZATIONS. ET280225
013700 ET280225
013800 IF ??UEXIT-TRAFFIC-CONTROL = "ACCTMNT" ET280225
013900 PERFORM ACCTMNT ET280225
014000 ELSE IF ??UEXIT-TRAFFIC-CONTROL = "TENTRY" ET280225
014100 PERFORM TENTRY ET280225
014200 ELSE ET280225
014300 NEXT SENTENCE. ET280225
014400 ET280225
014500 MAIN-LOGIC-END. ETT80225
014600 EXIT PROGRAM. ET280225
014700 MAIN-LOGIC-EXIT. ET280225
014800 EXIT. ET280225
O14900************************************** ET280225
015000 PROGRAM-INITIALIZATIONS SECTION. ET280225
015100 PROGRAM-INITIALIZATIONS-S. ET280225
015200* FOR COMPUTRON ROUTINES ONLY ET280225
015300* PERFORM GET-USER. ET280225
015400*** MAY DO EXTRACTS, OR OPEN COMMON FILES ETC. ET280225
015500 MOVE "N" TO FIRST-TIME-SW. ET280225

O15600/*****************************************************************ET280225

For each Computron program that calls the UserExit, the lines of code performed are entered in the
following form. First establish the type of action (Start, Validate, Process, Terminate, etc.). Then, for each
type of action call, enter the lines of code that identify the desired user-defined process applied at that
point in the program.

015600/*****************************************************************ET280225

015700
015800
015900
016000
016100
016200
016300
016400
016500
016600
016700

ACCTMNT SECTION.
ACCTMNT-S.
IF ??UEXIT-ACTION-START
PERFORM ACCTMNT-START
ELSE IF ??UEXIT-ACTION-VALIDATE
PERFORM ACCTMNT-VALIDATE
ELSE IF ??UEXIT-ACTION-INFO
PERFORM ACCTMNT-INFO
ELSE IF ??UEXIT-ACTION-PROCESS
PERFORM ACCTMNT-PROCESS
ELSE IF ??UEXIT-ACTION-TERMINATE

ET280225
ET280225
ET280225
ET280225
ET280225
ET280225
ET280225
ET280225
ET280225
ET280225
ET280225
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016800 PERFORM ACCTMNT-TERMINATE ET280225
016900 ELSE ET280225
017000 GO TO ACCTMNT-EXIT. ET280225
017100 ACCTMNT-EXIT. ET280225
017200 EXIT. ET280225
O17300*************************************** ET280225
017400 ACCTMNT-START SECTION. ET280225
017500 ACCTMNT-START-S. ET280225
017600*** COMES HERE RIGHT AFTER THE COMPUTRON PROGRAM HAS OPENED ET280225
017700*** PROGRAM FILES AND PROGRAM INITIALIZATION HAS BEEN PERFORMED ET280225
017800*** THE ONLY FIELD SET AT THIS POINT IS ??UEXIT-TRAFFIC-CONTROL. ET280225
017900*** YOU MAY SET THE ??2UEXIT-ESCAPE-SW TO 'Y' IN ORDER TO FORCE ET280225
018000*** THE COMPUTRON PROGRAM TO TERMINATE JUST BY CLOSING THE FILES ET280225
018100*** IF THE ESCAPE-SW IS 'Y' THIS ROUTINE WILL NOT BE CALLED AGAIN.ET280225
018200*** YOU MAY ALSO SET ??UEXIT-CALL-UEXIT-VALIDATE-SW TO 'N' ET280225
018300*** IF YOU DON'T NEED THE ROUTINE TO BE CALLED AFTER EACH ET280225
018400*** SCREEN VALIDATION ET280225
018500*** OR YOU MAY ALSO SET ?2?UEXIT-CALL-UEXIT-PROCESS-SW TO 'N' ET280225
018600*** IF YOU DON'T NEED THE ROUTINE TO BE CALLED AFTER EACH ET280225
018700*** MAIN COMPUTRON PROGRAM TRANSACTION UPDATE ET280225
018800 MOVE "Y" TO FILES-ARE-OPEN-SW. ET280225
O18900*************************************** ET280225
019000 ACCTMNT-VALIDATE SECTION. ET280225
019100 ACCTMNT-VALIDATE-S. ET280225
019200*** COMES HERE AFTER EACH SCREEN HAS BEEN DISPLAYED AND ACCEPTED ET280225
019300*** AND ALL COMPUTRON VALIDATIONS HAVE PASSED WITH NO ERROR ET280225
019400*** ANY VALUE IN ??UEXIT-RETURN-MSG WILL FORCE THE SCREEN ET280225
019500*** TO BE REDISPLAYED AND THE ERROR TO APPEAR ON THAT SCREEN ET280225
019600*** THE ABOVE ERROR MUST HAVE A VALUE OTHER THAN SPACES ET280225
019700*** IN AT LEAST ONE OF THE FIRST TWO CHARACTERS ET280225
019800*** AT THIS POINT THE DATA IS IN THE ?2?UEXIT-IN-DATA ET280225
019900*** THE LAYOUT OF WHICH IS DESCRIBED BY THE CONTROL FILE ET280225
020000*** HAVING THE SAME NAME AS THE PROGRAM IN ?2SYSCTLI ET280225
020100*** AND THE CONTROL FILE HAVING THE SAME NAME AS THE FILE ET280225
020200*** IN ??UEXIT-FILE-ID IN ?SYSCTL. ET280225
020300*** ?2?2UEXIT-FILE-ID MAY BE EXAMINED FURTHER FOR PROGRAMS ET280225
020400*** THAT PROCESS MULTIPLE FILES SO THAT YOU CAN PERFORM ET280225
020500*** THE APPROPRIATE TESTS. ET280225
020600*** ALSO ??UEXIT-REC-KEY HAS THE VALUE OF THE PRIMARY KEY, ET280225
020700*** ??2UEXIT-MODE HAS THE MODE (A/I/C/D/R) ET280225
020800*x* ??UEXIT-PF-KEY HAS THE PFKEY THAT WAS PRESSED ET280225
020900*x* BY THE USER ON THE CURRENT SCREEN. ET280225
021000******************************************************************ET280225
021100*** NO FILE UPDATES ARE ALLOWED TO TAKE PLACE HERE ET280225
021200*** SINCE ANY FILE UPDATED WILL INVALIDATE THE HELD RECORDS ET280225
021300*** IN THE COMPUTRON PROGRAM AND THE RESULTS FROM DMS ET280225
021400*** WILL BE UNPREDICTABLE !!!!!! ET280225
021500~k~k~k~k~k~k~k~k~k~k********************************************************ET280225
021600 IF ?2?2UEXIT-CALL-FROM-SCREEN = "KS1" ET280225
021700 NEXT SENTENCE ET280225
021800 ELSE IF ??UEXIT-CALL-FROM-SCREEN = "DS1" ET280225
021900 NEXT SENTENCE ET280225
022000 ELSE ET280225
022100 GO TO ACCTMNT-VALIDATE-EXIT. ET280225
022200%* ET280225
022300%* IF ?2?2UEXIT-FILE-ID = "DIMREF" ET280225
022400%* MOVE ??UEXIT-REC-KEY TO ET280225
022500%* ELSE IF ??UEXIT-FILE-ID = "DIMATTR" ET280225
022600%* MOVE ??UEXIT-REC-KEY TO ET280225
022700%* ELSE ET280225
022800%* GO TO ACCTMNT-VALIDATE-EXIT. ET280225
022900%* ET280225
023000%* IF ??UEXIT-MODE-CHANGE OR ??UEXIT-MODE-DELETE ET280225
023100%* MOVE "ERROR ... " TO GLUEXIT-RETURN-MSG ET280225
023200* GO TO ACCTMNT-VALIDATE-EXIT. ET280225
023300%* ET280225
023400 ACCTMNT-VALIDATE-EXIT. ET280225
023500 EXIT. ET280225
023600*************************************** ET280225
023700 ACCTMNT-INFO SECTION. ET280225
023800 ACCTMNT-INFO-S. ET2802250]
024200*** ALL OPTIONS AS IN VALIDATE ABOVE ARE PRESENT ET280225
024300*** EXCEPT ?2?UEXIT-PF-KEY IS NOT VALID ET280225
024400 ACCTMNT-INFO-EXIT. ET280225
024500 EXIT. ET280225
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024600***~k~k~k~k~k~k~k~k~k~k~k~k~k*********************** ET280225
024700 ACCTMNT-PROCESS SECTION. ET280225
024800 ACCTIMNT-PROCESS-S. ET280225
024900*** COMES HERE ONLY AFTER ALL COMPUTRON PROGRAM UPDATES HAVE ET 10107
025000*** TAKEN PLACE FOR THE ENTIRE LOGICAL TRANSACTION, ET280225
025100*** AND A FREE ALL HAS BEEN ISSUED ET280225
025200*** AT THIS POINT YOU MAY CONSIDER ALL YOUR UPDATES ET280225
025300*** ANY VALUE IN ??UEXIT-RETURN-MSG WILL BE DISREGARDED ET280225
025400 ACCTMNT-PROCESS-EXIT. ET280225
025500 EXIT. ET280225
025600*************************************** ET280225
025700 ACCTMNT-TERMINATE SECTION. ET280225
025800 ACCTMNT-TERMINATE-S. ET280225
025900*** COMES HERE AT THE END OF THE PROGRAM AND RIGHT BEFORE ET280225
026000*** THE COMPUTRON PROGRAM FILES ARE CLOSED. ET280225
026100*** ANY VALUE IN ??GLUEXIT-RETURN-MSG IS DISREGARDED ET 10107
026200/*****************************************************************ET280225
026300* FOR COMPUTRON ROUTINES ONLY ET280225
026400* COPY OPENFLP2 IN CSUVCOPY. ET280225
026500* COPY GTUSERP2 IN CSUVCOPY. ET280225

* k% End Of Listing**************************************************************
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Appendix C: LGMAP File

Introduction to LGMAP File

The LGMAP file maps volume names called by Computron systems to an actual physical location within
the Unix file structure (i.e., paths). All volumes defined within a Computron system must be entered in
the LGMAP file. Volume names are then used by the Database Map File Maintenance function.

LGMAP File Description

The LGMAP file is located in /. . . /exec/_ctron_/wisp/config (where /. . . represents the
file system where the Computron software resides). The structure of the file is as follows:

+ Each line defines one volume;

¢ The volume name can comprise up to six characters of the line;

¢ The seventh (7th) character of the line is always a space;

¢ The absolute path to the directory represented by this volume constitutes the remainder of the line;

Example:
Volume UNIX Path

PGMVOL /ctron/exec
IPLVOL /ctron/exec
EXEC /ctron/exec
VOL777 /ctron/data
DATA /ctron/data

¢ Volume can also be used to identify a Unix server or a database server. In this case, the server name
is entered in lieu of the absolute path.

Example:
Volume UNIX Path

server ctron_database
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Remote machines that act as servers are defined in the . File_server file, which is located in
/.. ./exec/_ctron_ (where /. .. represents the file system where the Computron software
resides). A remote machine is denoted in the LGMAP file using the following format:

@ HostName:@Volume or @HostName:/pathname

Where HostName is the remote system and Vo lume is a volume name defined in the LGMAP file
on the remote system. Alternatively, the Unix absolute pathname on the remote system can be
specified.

Example:
Volume UNIX Path

server @HostO:VOL777
serv2 @Hostl:/ctron/data

LGMAP Maintenance

A visual editor (like vi), can be used to change the contents of the LGMAP file. When adding new
volumes or changing previously defined volumes, it is important to note that the path defined by the
volume, library and filename called by a Computron application is restricted to eighty characters. For this
reason, Computron recommends that the absolute path that defines a volume not exceed sixty-three
characters.

& Warning: Once the system is up and running, Computron strongly advises against changing existing
LGMAP entries. If you need to add another volume name with the same or similar path to an existing
entry, add a new one instead of changing an existing one.

If the LGMAP file is changed, the program wsysconf must be run. This program creates a
configuration file of the system containing information regarding the logical disk volumes and hardware
setup on the system. Run the program from the Unix system prompt by entering the wsyscont
command.

The system prompts for the default values as follows:

"RUNNING THIS PROGRAM WILL REPLACE THE PREVIOUS VERSION OF THE
FILE .../WISP/CONGIF/WSYSCONFIG"

DO YOU WISH TO CONTINUE (Y/N):

USE AUTOMATIC CONFIGURING (Y/N)?"

Respond Y to both questions.
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Appendix D: WISP Command Processor

The WISP Command Processor is available for only character cell presentations on all Unix-based
systems. The WISP Command Processor HELP menu is invoked by pressing ctrl+e from any point within
Computron software. Briefly, this document explains how to manage accessibility to the WISP Command
Processor functions that you want to make available to your users.

< Note: For Unix implementations using non-WISP terminals (e.g., terminals using foreign
characters), pressing ctrl+e simply invokes a Unix shell.

Individual User Modifications

To restrict WISP Command Processor access for an individual user, you must first create the
.ctron_start file in the user’s HOME directory. Next, decide what level of restriction you want to
place on the user and then add one of the following wusage commands.

¢ To deny access to the entire WISP Command Processor HELP menu, enter:

wusage flags set HELP=N

¢ To restrict access to the COMMANDS option (F11), enter:

wusage Flags set COMMANDS=N

¢ To restrict access to the FILES/LIBRARIES option (F5), enter:

wusage Flags set MODFILES=N

Global Modifications

I global changes are required for groups of individuals, then you need to modify the local .start
file inthe /../exec/_ctron_ directory (where /.. . represents the file system in which the
Computron application software resides). The local .start file is automatically invoked by
Computron’s start script (which is executed by the user’s . profile upon log in), and (if it exists)
executes its contents.

& Important! Computron does not advise modification of the start script because future releases of the
software may inadvertently impact your changes.

1. Openthe local .start file. If the file doesn’t exist, create it using a Unix editor (e.g., vi).

& Note: Computron does not release the local . start file, since it is only used by clients
who want to customize the start script.
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2. Setthe local. start file permissions to:

chmod = 774
owner = ctronsys
group = ctron

3. Decide to what degree you want to implement restricting the wusage functionality for a given
user or set of users. You also need to add shell programming logic to the local . start file to
complete this task.

Example 1:
To deny access to the entire WISP Command Processor HELP menu.

wusage flags set HELP=N

Example 2:
To remove access to the COMMANDS option (F11) for a specific user:

if [ “$LOGNAME” = john 1]; then
wusage Flags set COMMANDS=N
fi

Example 3:

To remove access to the FILES/LIBRARIES option (F5) for a specific user:

if [ “$LOGNAME” = john 7]; then
wusage Flags set MODFILES=N
fi

Example 4:

To create allow/disallow files that remove the HELP menu and/or the FILES/LIBRARIES /
COMMANDS options for a group of users:

if fgrep -x “LOGNAME”/usr/local/lib/ctron_modno>/dev/null ;
then

wusage flags set MODFILES=N
elif fgrep -x “LOGNAME”/usr/local/lib/ctron_helpno>/dev/null ;
then

wusage Flags set COMMANDS=N
elif fgrep -x “LOGNAME”/usr/local/lib/ctron_cmdno>/dev/null ;
then

wusage Flags set HELP=N
Ti
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WISP Command Constants

The following commands permit the setting and extract of usage constants.

wusage Command Definition

wusage shell Command Processor Shell.

wusage read [file] Load usage constants from
PERSONALITY.

wusage write [file] Save usage constants to PERSONALITY.
wusage set <item>=<value> Set a usage constant.
wusage extract <item> Extract a usage constant.

wusage flags set Set one flag in the bit mask.
<flag>=<logical>

wusage version Print the WISP version information.

<item>
INLIB, INVOL, OUTLIB, OUTVOL, RUNLIB, RUNVOL, SPOOLIB, SPOOLVOL, WORKLIB,
WORKVOL, PROGLIB, PROGVOL, PRNTMODE, PRTCLASS, FORM#, PRINTER,
JOBQUEUE, JOBCLASS, JOBLIMIT, FLAGS, USERID, LUSERID, LINES
<flag>
HELP, SETFILE, SETPRINT, SETSUB, PRTQUE, SYSTEM, UTILS, DISPLAY, EDIT,
DISPRINT, CRID, TERMINAL, PSUEDO, CURSOR, SCREEN, COMMANDS, SAVE,
PRINTSCR, CANCEL, FILES, MODFILES
<logical>
Y =yes
N =no
T =true
F = false
Examples

Set INLIB to equal MYLIB.
wusage set inlib=mylib
Extract RUNVOL into a shell variable.

shvar="wusage extract runvol’
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Appendix E: Batch Processing Setup for
Unix - using Ip

Introduction to Batch Processing Setup for Unix using Ip

Computron provides a facility within the ctron_install script to configure a simple batch queue for
background processing using the queuing system provided by Unix for spooling print jobs (Ip). It’s
possible to extend the Ip batch setup to consist of multiple Ip batch queues for multiple jobs to run in the
background simultaneously. It’s also possible to use other queuing/batch systems for running background
jobs. In order to do this, it’s helpful if you understand the Computron batch processing interface
programs.

Submittal of the Background Job

Background jobs are submitted into the batch queue via the csbatch. sh shell script stored in the
/../exec/_ctron_/ directory (where /. . . represents the file system in which the Computron
application software resides). This script serves as the interface to the queuing system and can consist of a
simple command to submit the job to a specific background queue or it may contain as much complicated
logic as necessary to direct specific users and/or jobs to specific batch queues. It’s up to the local system
administrator to set up and maintain this script for the needs of the local site. Computron releases a
template script called csbatch.shd, which is initially copied to csbatch.sh by the ctron_install
script during the initial installation of Computron software. This template consists of one executable line
that issues an Ip command.

The shell script must read the standard input for the Computron batch job control file (i.e., the Computron
software merely opens a pipe to the /../exec/_ctron_/csbatch.sh command line). The control file
is a specially formatted file that contains the Unix environment parameters, program data (PUTPARM),
and Computron system variable (otherwise known as usage constants). The contents of the control file are
submitted to the appropriate batch queue in the same manner that a user would submit a file to the printer
for printed output. The batch queue must then read in the control file information and process the
Computron background job accordingly. This section includes two examples of csbatch. sh shell script,
one using the Unix standard Ip command, and the second using the Unix batch command for submitting
the background job.

Sample Shell Scripts

The following sample csbatch.sh scripts are used when submitting background jobs via the Ip queuing
system:

Bourne Shell

Bourne shell
# csbatch.sh script to submit a Computron background to the UNIX
batch system.

#
/usr/bin/lp -dbbatchqueue -s -t CtronBG
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Korn Shell
# 1/bin/ksh

# csbatch.sh script to submit a Computron background to the UNIX
batch system.

# Set temporary file names

tmpfile=/tmp/batch$$

# read batch job parameters from standard input

cat — >$tmpfTile

# Submit the batch job via the UNIX batch facility

batch <<BATCH_INPUT
/ctron/exec/_ctron_/csbatrun $tmpfile
/bin/rm -f S$tmpfile

BATCH_INPUT

Executing the Job in the Background

The batch or spool queue that is used to run the Computron batch job (which we will refer to as the batch-
end) must be able to retrieve the Computron control file that was submitted via the csbatch. sh interface
script. It must then be able to take that control file and execute the

/../exec/_ctron_/csbatrun <spool-file-name>). This requires that the csbatrun program be
run as that Unix user ID. Some queuing systems can run the back-end as the user who submitted the spool
file. Others run the back-end as user Ip or some other user ID assigned by the system. For the latter case,
Computron has provided a special program called cssetuser, which resides in the ../exec/_ctron_
directory.

This program is run with setuid (set user ID) as root, which allows the program to assign the necessary
user ID (and, if necessary, the group ID) for executing csbatrun. The cssetuser program checks to
see that the real user ID of the process invoking it is the user that is designated as Ip or daemon
(depending on the Unix system). No other user is allowed to run this program for security reasons. The
permissions on cssetuser should be set to: mode 4755, owner root):

-rWSr-Xr-X 1 root ctron cssetuser

Synopsis of the csbatrun Command

csbatrun [-n nice-value] <spool-file-name>

where:

-n nice-value

This is an optional parameter to assign a priority to the background job. If not specified, a
default nice-value of 8 is used to lower the priority of the background job. See the Unix
manual pages for the nice command for details about assigning priorities to processes.
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<spool-file-name>
The name of the file that contains the control file information. This file may be a copy of the
file that was actually submitted into the csbatch . sh, but which is kept in the queuing
system’s own spooling area.

Synopsis of the cssetuser Command

cssetuser username[.groupname] [—nice-value] <spool-file-name>
where:

username

This is the Unix username of the user who submitted the job. Each queuing system has its
own method of tracking the user name, which can then be passed on to cssetuser.

groupname

This is an optional parameter that specifies the name of the Unix group that should be
assigned to the background job. If not specified, the default group assignment is ctron.

-n nice-value
This is an optional parameter (see previous).

<spool-file-name>

(see previous)
By default, cssetuser uses the /ctron/exec/_ctron_/csbatrun path to start the background job—
after setting the appropriate user and group ID. If this isn’t the correct location, the environment
parameter CTRON_EXEC must be set and exported prior to executing the cssetuser command to

specify the directory path preceding _ctron_/csbatrun command
(e.g., export CTRON_EXEC=/ctronprod/exec).

Sample Ip Interface Script

The following sample interface script is used when submitting background jobs via the Ip queuing
system.

< Note: Normally, this script is released as /../misc/ctron.batch. This does not apply, however,
to AIX implementations.

# 1/bin/sh

# Ip interface for Computron batch processing

# $1 = request ID
# $2 = user ID

# $3 = title

# $4 = copies

# $5 = options
user="$2"

shift; shift; shift; shift; shift
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files="$*”

chmod +r $files

# The environment parameter CTRON_EXEC may be set to allow
cssetuser to execute the

# ../_ctron_/csbatrun program. The pathname for cssetuser should be
changed to execute

# the corresponding “cssetuser” program if necessary.

#

CTRON_EXEC=/ctron/exec

export CTRON_EXEC

echo + /ctron/exec/ _ctron_/cssetuser “$user” files >>
/tmp/Ipbatch.out

/ctron/exec/_ctron_/cssetuser “$user” $Ffiles >> /tmp/lpbatch.out
2>81

exit O

Creating Unix Print Classes for Background Processing

This section describes the process for configuring Computron’s background print classes, which can be
accessed by multiple print queue initiators (or devices). These instructions include the Unix command-
line syntax used for the generic SUN and HP systems, as well as instructions on using the GUI Smit
interface to configure background processing for the AIX system.

Printer Class Setup on HP-UX

This section steps you through the process of creating a HP-Unix print class for background processing.
For this example, the class name is bckgrnd, and the print queues are batch1-3. Also, the example
assumes that the directory pathname for Computron is named /ctron.

Before You Begin

If the batchl queue already exists, you should disable and reject the queue before you start. To remove a
pre-existing batchl queue, enter the following commands:

/usr/bin/disable batchl
/usr/lib/reject batchl

Creating a Printer Class with Multiple Batch Queue Initiators
1. Shutdown the Unix spooler.
/usr/bin/lIpshut
2. Create multiple batch queue initiators.
/usr/lib/lIpadmin —pbatchl —v/dev/null —i/ctron/misc/ctron.batch

/usr/lib/lIpadmin —pbatch2 —v/dev/null —i/ctron/misc/ctron.batch
/usr/lib/lpadmin —pbatch3 —v/dev/null —i/ctron/misc/ctron.batch
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= Note: If the ctron.batch file is in a directory other than Zctron, then enter the new
directory name after the —i option.

3. Allow print requests to enter the request directory for the newly added queues.
/usr/lib/accept batchl batch2 batch3

4. Enable the newly added queues.
/usr/lib/enable batchl batch2 batch3

5. Create a print class called backgnd, consisting of print queues batchl, batch2, and
batch3.

Ipadmin —cbckgnd —p batchl

Ipadmin —cbckgnd —p batch?2
Ipadmin —cbckgnd —p batch3

6. Allow print requests to enter the request directory for the newly added printer class.

/usr/lib/accept bckgnd

7. Restart the LP spooler.

/usr/lib/1psched
8. Modify the batch script (/ctron/exec/_ctron_/csbatch.sh) and specify the new class
name.
Default: /usr/bin/lp —dbatchl —s —t CtronBG

Using Class Name:  Zusr/bin/lp —dbckgnd —s —t CtronBG

Custom Directories for Computron Executables

If Computron’s software executables are not in the default /ctron/exec directory path, then make the
following script changes.

Edit Interface Scripts

For each print queue that you added to the bckgnd class there is a corresponding interface script file in
/usr/spool/lIp/interface (i.e., batchl, batch2, and batch3). You must edit each of these scripts by
replacing the default pathname /ctron/exec with your installation pathname.

Example (using default pathname):

echo + batchl:/ctron/exec/ _ctron_/cssetuser “$user”
$files>>/tmp/lIpbatch.out
/ctron/exec/_ctron_/cssetuser “$user” $files>>/tmp/lIpbatch.out2>&1

Example (custom pathname = /mydir/exec):

echo + batchl:/mydir/exec/ _ctron_/cssetuser “$user”
$Files>>/tmp/lIpbatch.out

/mydir/exec/_ctron_/cssetuser “$user” $files>>/tmp/lIpbatch.out2>&1
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Also, you must set the correct CTRON_EXEC pathname in the script to match your installation. In a
designated section of the interface script you find a line that reads: CTRON_EXEC=/ctron/exec). Simply
edit this line to match your installation pathname (e.g., CTRON_EXEC=/mydir/exec).

Printer Class Setup on Sun/Solaris

This section steps you through the process of creating a Solaris print class for background processing. For
this example, the class name is bckgrnd, and the print queues are batch1-3. Also, the example assumes
that the directory pathname for Computron is named /ctron.

Before You Begin

If the batchl queue already exists, you should disable and reject the queue before you start. To remove a
pre-existing batch 1 queue, enter the following commands:

/usr/bin/disable batchl
/usr/lib/reject batchl

Also, if Computron’s software executables are not in the default /ctron/exec directory path, then make
the following changes to the shell script (/../misc/ctron._batch), to reflect your custom pathname.

Example (using default pathname):

echo + batchl:/ctron/exec/ _ctron_/cssetuser “$user”
$files>>/tmp/lIpbatch.out

/ctron/exec/_ctron_/cssetuser “$user” $files>>/tmp/lIpbatch.out2>&1
Example (custom pathname = /mydir/exec):

echo + batchl:/mydir/exec/ _ctron_/cssetuser “$user”
$files>>/tmp/lIpbatch.out

/mydir/exec/_ctron_/cssetuser “$user” $files>>/tmp/lIpbatch.out2>&1

Also, you must set the correct CTRON_EXEC pathname in the script to match your installation. In a
designated section of the interface script you find a line that reads: CTRON_EXEC=/ctron/exec). Simply
edit this line to match your installation pathname (e.g., CTRON_EXEC=/mydir/exec).

Creating a Printer Class with Multiple Batch Queue Initiators
1. Shutdown the Unix spooler.

/usr/bin/lpshut

2. Create multiple batch queue initiators.
/usr/lib/lpadmin —pbatchl —v/dev/null —i/ctron/misc/ctron.batch
/usr/lib/lIpadmin —pbatch2 —v/dev/null —i/ctron/misc/ctron.batch
/usr/lib/lIpadmin —pbatch3 —v/dev/null —i/ctron/misc/ctron.batch

= Note: If the ctron._batch file is in a directory other than /ctron, then enter the new
directory name after the —i option.
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3. Create a print class called backgnd, consisting of print queues batchl, batch2, and batch3.

Ipadmin —cbckgnd —p batchl
Ipadmin —cbckgnd —p batch2
Ipadmin —cbckgnd —p batch3

4. Restart the LP spooler.
/usr/lib/1psched

5. Allow print requests to enter the request directory for the newly added queues.

/usr/lib/accept batchl batch2 batch3

6. Allow print requests to enter the request directory for the newly added printer class.

/usr/lib/accept bckgnd

7. Enable the newly added queues.
/usr/lib/enable batchl batch2 batch3

8. Modify the batch script (/ctron/exec/_ctron_/csbatch.sh) and specify the new class name.
Default: /usr/bin/lp —dbatchl —s —t CtronBG

Using Class Name: /usr/bin/lIp —dbckgnd —s —t CtronBG

Print Queue Setup on IBM AIX

This section steps you through the process of creating an AlX print class for background processing using
the GUI SMIT interface. For the purpose of this example, the batch queue name is batch and the print
gueue devices (or initiators) are initl1-3. Also, the example assumes that the directory pathname for
Computron is named /ctron.

Before You Begin

By default, Computron uses the name, batch, as the background printer queue name. Therefore, if you
want to change the batch queue name you must edit the enq statement in the
/ctron/exec/_ctron_/csbatch.sh file.

Default entry for csbatch.ch:

user/bin/lIp -d batch —s —t batch

= Note: At some installations the line may appear as follows: enq —P batch —C —-T Ctron_BG

Creating a Print Queue with Multiple Print Queue Devices

1. From the SMIT main menu, select the Print Spooling, Add A Print Queue, Other
option; then add the following entries. (If the Print queue already exists, skip to step #2.)
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Name of queue to add batch
Name of device to add initl
Backend program pathname /ctron/exec/_ctron_csbatrun

2. Next, add the init2 print queue device by selecting the Print Spooling, Add an
Additional Printer to an Existing Print Queue, Other option; then add the

following entries.
Name of device to add init2
Queue to which to attach device batch
Backend Output File pathname FALSE
Backend program pathname /ctron/exec/_ctron_csbatrun
3. Finally, add the init3 print queue device by reselecting the Print Spooling, Add an
Additional Printer to an Existing Print Queue, Other option and then adding

the following entries. (We recommend configuring no more than three queue devices for your
background print queue.)

Name of device to add init3
Queue to which to attach device batch
Backend Output File pathname FALSE

Backend program pathname /ctron/exec/_ctron_csbatrun/
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Appendix F: Batch Processing Setup for
Unix - using cseng

Introduction to Batch Processing Setup for Unix using
csenq

Computron has developed a feature rich alternative to the traditional standard of employing the Unix Ip
spooler for processing jobs in the background mode. This new feature is available only in the Computron
Unix application software version 7.0 and up.

Benefits

+ Greater flexibility

Multiple background queues by default

Reduced administration

Easy modification of the configuration via the csenqgd . conf file

Store queue names from (A-Z) for background jobs

Ability to see additional information on each of the queues and the jobs within each of

the queues

¢ Ability to cancel background jobs, move jobs between queues, hold jobs for deferred
execution, as well as job status logging.

* & & o o

Installation of csenq

The new background queue is normally setup during the installation process. However, modifications to
the Computron environment may be accomplished by executing the program, ctron_install, located
in the Computron root/EXEC/_ctron_ directory. Only an individual authorized to act as root may
execute the ctron_instal l command. This individual must be fully cognizant of all ramifications of
executing the ctron_install command. To install the new service, select item 3 from the
ctron_install menu. A sample of this menu appears below:

This program may be used to:
1 - Load S/W and perform customization
This option is used to load the Computron Software from tape.

(Another menu will select the level of customization required.)

2 - Check and update files
This option performs a full check of the installation directory,
sets file access permissions, renames default screen image,

menu and epic directories, and modifies various files.
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3 - Install Computron Batch (Ip or csenq) queue

This option installs a batch queue for running background jobs.

4 - Install Computron crontab entry
This option installs a Computron crontab entry for nightly clean
up of Computron worklibs, temporary files, etc.

(Another menu will prompt for cron job information.)

5 - Check and update Configuration
This option reviews your Computron configuration including your
user file, LGMAP, Database maps, runtime executable, and other
files and makes any adjustments that are required. This option

should be run for both vision and database implementations.

Commands

The following cseng commands are available:
csenqg -1 [-v] [QueueNameList]
csenq -c jobl [job2 [job3 ...11
cseng -h QueueNameList
cseng -r QueueNamelList
cseng -a jobl [job2 [job3 ...11
csenqg -m QueueName jobl [job2 [job3 ...]1

Definition of command modifiers

The following are cseng command modifiers and definitions:

¢ -l list jobs in queue

¢ -ccancel a job or jobs

¢ -hhold aqueue

¢ -rrelease a queue

¢ -v verbose output

¢ -aadd incomplete job back to a queue

¢ -m move a job from one queue to another (does not apply jobs in progress
¢ QueueName is a letter between A-Z

¢ QueueNameList is QueueNames concatenated (e.g. ABC)

¢ job# is numeric value of job (from cseng -I)
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Sample output of the cseng command “csenq —Iv”

$csenq -lv

CSENQD status:

Log File =

Logging Level =

1

Group Init = ctron

Admin List = root,ctronsys

Queue=A
Queue=B
Queue=C
Queue=D
Queue=E
Queue=F
Queue=G
Queue=H
Queue=1
Queue=J
Queue=K
Queue=L
Queue=M
Queue=N
Queue=0
Queue=P
Queue=Q
Queue=R
Queue=S
Queue=T
Queue=U
Queue=V
Queue=W
Queue=X
Queue=Y

Queue=Z

State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled
State=enabled

Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,
Jobs=[Running=0,

Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,
Waiting=0,

Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]
Max=3]

Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5
Nice=5

Nice=5
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The CSENQD.CONF file

This file controls the variables that are passed to the csenqd daemon. The csenqd daemon is started
automatically with the first submission of a job to background processing from within a Computron
application. This file is owned by root and may only be modified by an individual with root authority.
This individual must be fully cognizant of all ramifications in modifying the csenqd. conf file.

Permissions of file:
—-rW——————- 1 root ctron 1713 Oct 04 08:07 csenqd.conf

Sample file contents
# csenqd.conf -- created Thu Oct 4 08:07:43 2001

# To provide csenqd with variables to work with

# LOGGING_LEVEL determines the verbosity of the logfile.

# LOGGING_LEVEL=0 (no log).

# LOGGING_LEVEL=1 (default; logs start,submitted,run & end.)
# LOGGING_LEVEL=2 (debug).

LOGGING_LEVEL=1

# LOGFILE=

# GROUP_INIT determines what setgroups() should be set to.
# GROUP_INIT=groupl,group?2, ...
GROUP_INIT=ctron

# ADMIN_LIST determines who have authority to execute special tasks.
# ADMIN_LIST=adminl,admin2, ...
ADMIN_LIST=ctronsys

# NICE sets the nice value of the individual queue.

# MAXJOBS sets the maximum jobs that can be run in the queue.
# STATE sets the queue to either: E = Enabled, H= Held.
QUEUE=A, NICE=5, MAXRUNJOBS=3, STATE=E

QUEUE=B, NICE=5, MAXRUNJOBS=3, STATE=E

QUEUE=C, NICE=5, MAXRUNJOBS=3, STATE=E

QUEUE=D, NICE=5, MAXRUNJOBS=3, STATE=E
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QUEUE=E, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=F, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=G, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=H, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=I, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=J, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=K, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=L, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=M, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=N, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=0, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=P, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=Q, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=R, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=S, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=T, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=U, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=V, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=W, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=X, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=Y, NICE=5, MAXRUNJOBS=3, STATE=E
QUEUE=Z, NICE=5, MAXRUNJOBS=3, STATE=E

Definition of entries in file

Entry Explanation

LOGGING_LEVEL Determines the verbosity of the log file

LOGGING_LEVEL=0 (no log)

LOGGING_LEVEL=1 (default; logs start, submitted, run & end)
LOGGING_LEVEL=2 (debug) (If turned on — remember to turn it off
when issue is resolved to prevent massive amounts of information being
captured)

LOGFILE Do not enter information here unless you desire to have the logfile be
generated other than the default for logs (CTRON_ROOT /var)
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Entry Explanation

GROUP_INIT Determines what setgroups() should be set to
GROUP_INIT=groupl,group2,

If for some security reason you don’t use the group ctron, substitute or
add this other group here. Separate entries with commas — no spaces
between entries

ADMIN_LIST Determines who has authority to execute special tasks.
ADMIN_LIST=adminl,admin2,...

The defaults are root and ctronsys. If you wish to add additional
members to this list do so with caution. Separate entries with commas —
no spaces between entries. Members must be authorized to Unix and be
in the Computron user file.

NICE Sets the nice value of the individual queue. Don’t change the default
value unless you are familiar with the Unix nice command. Setting this
parameter to (0) effectively defeats the background feature

MAXJOBS Sets the maximum jobs that can be run in the queue. The default is (3)
three. This may be compared to having 3 background queues using the
Unix Ip spooler. You may increase or decrease this parameter. Increasing
the parameter may negatively impact overall performance of your Unix
system and should only be changed if sufficient system resources are
available. Setting the parameter to (0) effectively shuts down the queue

STATE Sets the queue to either: E = Enabled or H= Held. You may set a specific
queue to a held state. You might consider changing this parameter if you
desire to have certain jobs not execute in an automatic fashion. You
would be able to move a specific held job from the held queue to an
enabled queue for processing. To have specific jobs run to a background
gueue other than the A queue, you must use a Character Cell session of
Computron. Once a login to the Unix Computron Financial system is
complete, you may have this session output background jobs to another
background queue by depressing PF-25. Enter the queue change into the
Queue Name field.

Sample DS1 screen displayed by PF-25
#. --- Set Defaults for User --- DS1
Enter Indicated Data and Press (RETURN)
--- or Press (PF-16) to Exit

Data Base Map: WHMAPSV in CSDBMAP on DATA

Default Company Company scnio: Batch Stream:

1/0 Diagnostics N (Off/Summary/Full)

Appx F-6 Revised 11/06



57

ik System Administrators Guide - Unix
Cﬂmp trDI'I Appendix F — Batch Processing Using Unix csenq
Work/temporary files: WORKDIR  WKO00030 WORKVOL  WRKVOL
User programs: RUNDIR CIGLLOAD RUNVOL EXEC
--— For Submitted Jobs ---
Run or Hold R (R/H) Priority: 0
Queue Name: B

RUNTIME=/test_install/70gen/exec/_ctron_/wrunsyb, REV=7.0.5.0
WISPGID=30, PID=20914, NODENAME=garsl, OS=AIX(3 4)

Sample log file of job running in queue B

Queue=A State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
Queue=B State=enabled Jobs=[Running=1, Waiting=0, Max=3] Nice=5
JOB # USER PROCESS-I1D START-DATE-TIME STATUS
OPENFILE OPENLIB OPENVOL PROGNAME PROGLIB PROGVOL DESCRIPTION

21 amf 12874 10/10/01 12:20:46 Running
WHMAPSV CSDBMAP DATA RPT1000B CIGLLOAD EXEC Trial Balance Report

Sample log file of job running in queue A

Queue=A State=enabled Jobs=[Running=3, Waiting=1, Max=3] Nice=5
JOB # USER PROCESS-ID  START-DATE-TIME  STATUS
OPENFILE OPENLIB OPENVOL PROGNAME PROGLIB PROGVOL DESCRIPTION

22 amf 18952 10/10/01 13:24:53 Running
WHMAPSV  CSDBMAP  DATA RPT1000B CIGLLOAD EXEC Trial Balance Report

23 amf 17904 10/10/01 13:24:57 Running
WHMAPSV  CSDBMAP  DATA RPT1000B CIGLLOAD EXEC Trial Balance Report

24 amf 21952 10/10/01 13:24:59 Running
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WHMAPSYV CSDBMAP DATA RPT1000B CIGLLOAD EXEC Trial Balance Report
25 amf 10/10/01 13:25:01 Waiting

WHMAPSV CSDBMAP DATA RPT1000B CIGLLOAD EXEC Trial Balance Report
Queue=B State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5

Queue=C State=enabled Jobs=[Running=0, Waiting=0, Max=3] Nice=5
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Appendix G — Configuration Change to
Support a Terminal Server or Web
Server

If this application server is used in conjunction with a Terminal Server running VB AUI, or a web server
running WEBdesk or one or more e-Cellerators, a configuration change must be implemented. The
application server needs to know that a web server or a terminal server is providing client connections, as
opposed to a standard client/server VB AUI connection. Failure to implement this change results in
dropped connections and various errors/hanging behavior, as the application server rejects multiple
connections from the same IP address.

To implement this change, telnet to the application server, as root, and CD to .../exec/_ctron_ . Locate the
csserve.conf file and open it using vi.

Locate the line which begins with this string:
TERMINAL SERVER=

An IP address must be entered for each Terminal or Web Server which will connect to this application
server. Entries are delimited with the comma character and no spaces should be added. Please see the
screenshot below:

File Edit View Options Transfer Script Window Help

HEHAd QR =& &8H 2

IISALLOWED _USERS=root .bin.dasmon o
DISALLOWED_USERS=1p . adm .uuck .tFtp - guest

# List of uzer groups that are permitted to connect,
# For example. VALID_GROUPS=ctron.root
# If VALID_GROUFS iz not specified. all groups are permitted to connect,

VALID_GROUPS=
# List of hoszthames that can connect in terminal server mode (Hosthames

# or IF Addresszesz separated by a commal, There can be nultiple

# TERMIMAL_SERVER= entry lines,

FERHINHL_SER\.’ER=10 L10,10,118,10,10,10,120

# Optional logfile for logging connects/disconnects.
LOGFILE=

# Czzerve Process Table Size for Connections.

m

ﬁDNNECT _TABLE_SIZE=300

Ready Telnet 23, 1 |24 Rows, 90 Cols |VT100 MUM

New 11/2012 G-1
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Note the switch comments, highlighted in green, and the switch syntax, highlighted in red. Once the
change has been made, save the changes and exit. In order for the csserve listener to read this
configuration change, each listener port(s) must be killed and restarted, or a csserve —reread command
must be executed, as root. In order to perform the —reread, please CD to .../exec/ _ctron_and execute the

following commands, as ctronsys:
./start -m <ENTER> (this sets the Computron environment)

./csserve -reread {portnumber} <ENTER> (portnumber = the csserve listening port)

For example,
./csserve -reread 1299 <ENTER>

See the screenshot below:

File Edit View Options Transfer Script Window Help

o E A E QU e=8 B8 7P

§ , .rstart -m -
£ ,fozzerve —reread 1299

Connecting to port number 1299,

czzerve refresh completed successfully,

&

m

Ready Telnet 5 3 22 Rows, 80 Cols  |WT100 MUM

Please note that it is necessary to —reread each csserve port which uses this file system.

G-2 New 11/2012
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